KELEBIHAN, KEKANGAN DAN PENERIMAAN SISTEM PILIHANRAYA
BERKOMPUTER YANG MENGGUNAKAN CAP JARI DIGITAL
DI INSTITUT PENGAJIAN TINGGI

NORSHUHAIDA BT ISMAIL

UNIVERSITI UTARA MALAYSIA
OKTOBER 2003



KELEBIHAN, KEKANGAN DAN PENERIMAAN SISTEM PILTHANRAYA
BERKOMPUTER YANG MENGGUNAKAN CAP JARI DIGITAL
DI INSTITUT PENGAJIAN TINGGI

Tesis ini dikemukakan kepada Sekolah Siswazah untuk memenuhi
sebahagian daripada syarat untuk memperolehi
Ijazah Sarjana Sains Teknologi Maklumat (MSc IT)

Universiti Utara Malaysia

oleh
Norshuhaida Bt Ismail

© Norshuhaida Bt Ismail, 2003. All Rights Reserved.



KEBENARAN RUJUKAN

Di dalam penyediaan tesis untuk memenuhi syarat bagi Sarjana Sains dalam
Teknologi Maklumat dari Universiti Utara Malaysia, saya membenarkan pihak
perpustakaan universiti membuat semakan pada bila-bila masa. Saya juga
membenarkan tesis ini disalin semula dalam apa jua cara sekalipun, keseluruhannya
atau sebahagian saja bagi kegunaan pembelajaran, dengan kelulusan daripada
penyelia-penyelia saya, dan sekiranya mereka tiada, dengan kebenaran Dekan

Sekolah Siswazah.

Sebarang salinan semula atau penerbitan tesis untuk mendapatkan keuntungan
adalah tidak dibenarkan tanpa kebenaran bertulis. Sebarang pengiktirafan perlu
diberikan di atas nama penulis dan Universiti Utara Malaysia jika bahan tesis ini

digunakan bagi tujuan pembelajaran.

Permintaan untuk kebenaran salinan semula atau penggunaan bahan di dalam tesis

in1, keseluruhannya atau sebahagian sahaja, perlu dialamatkan kepada :

Dekan Sekolah Siswazah
Universiti Utara Malaysia
06010 Sintok
Kedah Darul Aman



ABSTRAK

Kertas kerja ini bertujuan untuk mengkgi kelebihan, kekurangan, dan penerimaan
pelgar-pdgar universti terhadgp sstem pilihanraya berkomputer. Sebelum  analisis
data dapat dilakukan, prototaip Sstem dibangunkan dengan bahasa pengaturcaraan
C++. Ssem ini menggunakan teknologi biometrik di daam proses pengesshannya
Proses pengesahan prototaip ini mengimbas cgp jari yang terdapat pada kad pintar
pengundi. Manakala di dalam proses pembuangan undi, sistem pengundian
berkomputer digunakan bagi menggantikan pen dan kertas. Responden yang dipilih
terdiri daripada pelgar-pegar universti sekitar negeri Sdangor. Responden diminta
untuk menguji prototaip Isem dan seterusnya diminta mengis borang soal sdidik
berkaitan dengan prototaip tersebut.



ABSTRACT

The man objective of this paper is to invedigae the pros and cons, and the

acceptance of the universty students towards computerized voting. Before the deta
andyss can be done, a system prototype was build using the C++ program language.

This sysem uses biometric technology in the verification process. This prototype's
verification process will scan the fingerprint which is stored in the voter's smartcard.

While in the voting process, computerized voting system was used to replace pens
and papers. The entire respondents were chosen among the university students
around the state of Selangor. Respondents were asked to test the system prototype
and afterwards, fulfilled a survey regarding that system prototype.
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BAB 1

PENGENALAN

1.1 Pendahuluan

Kebanyakan perkhidmatan pada masa sekarang seperti transaksi bank, penggunaan
e-mel dan tidak ketinggalan pergerakan keluar masuk seseorang ke sesuatu bangunan
bergantung kepada nombor pin, kata kunci, token atau kad. Walau bagaimanapun,
beberapa kelemahan yang ketara pada sistem ini telah dikenalpasti. Sistem ini
cenderung kepada individu yang mempunyai maklumat (kata kunci, nombor pin) dan
objek (kad, token) yang dimiliki. Namun begitu, itu tidak bermakna individu tersebut
adalah individu yang sebenar kerana maklumat dan objek tersebut boleh dicuri atau
diklonkan. Tiga jenis kaedah yang digunakan untuk mengesahkan identiti individu
adalah seperti berikut (Petrova, 2002) :

a) Pengesahan berdasarkan sesuatu yang diketahui
Kaedah ini adalah kaedah yang paling mudah dan klasik berbanding dengan
kaedah-kaedah lain (Eriksson, 2001). Pengguna hanya perlu mengingati kata
kunci yang disediakan atau yang dipilih sendiri. Kata kunci ini perlu
dimasukkan oleh pengguna di dalam proses pengenalan. Kemudian, sistem
akan membandingkan dengan kata kunci yang sedia ada di dalam pangkalan
data. Akses akan diberikan jika padanan adalah betul. Kaedah ini tidak
memerlukan kos yang banyak. Oleh itu, kebanyakan sistem menggunakan
kaedah ini. Contohnya, sistem Automated Teller Machine (ATM) dan
perkhidmatan e-mel. Namun kaedah ini mempunyai kelemahan yang ketara
kerana ianya berkaitan dengan memori manusia dan apa yang diperlukan bagi

memastikan kata kunci tersebut selamat. Kata kunci boleh dikatakan selamat
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