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ABSRACT

This paper is focusing on the capability of image files as cover message to send the
text files. The images were classified according to their compression technique,
lossless and lossy compression. The measurements are identified in order to test
their capability in term of the size of file, the color intensity level, the integrity data,
and the time execution. All the measurements would be tested by using the
developed tool called StegaNo. The result of the study seem to suggest BMP image
as a cover message than JPEG image.

Key words: cover message, lossless and lossy compression, StegaNo, BMP, JPEG.



ABSTRAK

Kertas kajian ini, menumpukan kepada keupayaan fail-fail imej sebagai mesej
hadapan untuk menghantar fail-fail teks. Manakala fail-fail imej pula boleh
dikelaskan mengikut teknik mampatan masing-masing, iaitu samada mampatan jenis
*lossless’ (fail-fail BMP) atau ‘lossy” (fail-fail JPEG). Kajian dilakukan berdasarkan
beberapa parameter bagi menentukan keupayaan jenis-jenis imej tersebut.
Parameter-parameter yang digunakan adalah saiz fail, paras intensiti warna, data
integriti, dan masa perlaksanaan. Semua parameter tersebut akan dikaji dengan
menggunakan alatan yang dibangunkan khusus untuk kajian yang dipanggil
StegaNo. Hasil kajian mencadangkan imej dari jenis ‘BMP’ adalah lebih sesuai
dijadikan sebagai mesej hadapan berbanding imej dari jenis ‘JPEG’.

Kata kunci: mesej hadapan, lossless, lossy, StegaNo, BMP, JPEG.
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CHAPTER ONE

INTRODUCTION

1.1 Background and Motivation of the Study

Cryptography is a science of writing in secret codes, addresses all of the
elements necessary for secure communication over an insecure channel,
namely privacy, confidentiality, key exchange, authentication, and non-

repudiation. But cryptography does not always provide safe communication.

Consider an environment where the very use of encrypted messages causes
suspicion. For those who are looking for encrypted messages, they can easily
find them. Consider the following text file below; what it would be beside

encrypted files?

qANQRlDBwU4D/TlT68XXuiUQCAij204b4aFYBchmA7hR1sz9rbv2
BR6WPEUSYZBIEFtjyqCd96qF38sp9TQi JIKINaZfx2GLRWikPZwchUX
xB+AA5+1gsG/ELBvRac9XefaYpbbAZ62z6LkOQ+eEOXASe7aEEPfdxvZ
ZT37dVyiyxuBBRYNLN8Bphdr?2 zvz/9Ak4 /0LnLiJRk05/2UNES5Z0a+3
1cvITMmfGajvRhkXgocavPOKiinZhv7+Vx88ulLem2/fQHZhGcQvkgZ
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