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ABSTRACT

Nowadays, computer networks become very complex. Thousands of nodes
distributed in various places. Within this complexity, it has become impossible
task to monitor large networks by human effort only. Thus, there are urgent
needs to find convenient solutions to help networks managers in managing and
monitoring their networks.

This study presents a monitoring system, named Remote Network Monitoring
System (RNMS). The proposed system empowered the networks mangers to
remotely monitor their network’s computers. Therefore, a web-based monitoring
system has been designed using UML models, and then the system has been
developed using ASP.Net with VB.Net scripts. The proposed system is based on
SNMP (Simple Network Management Protocol). The SNMP provides efficacious
means to access the remote agent’s MIB’s (Management Information Base)
objects. Furthermore, this study has evaluated and tested the RNMS using the
verification test (unit, integration, and system testing), and the validation test
(user acceptance test) based on TAM (Technology Acceptance Model).
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1.1

1.2

CHAPTER ONE

INTRODUCTION

Introduction

This chapter provides a quick glance about the study; the background of the
study, problem statement, objectives, expected contribution, scope of the

study, research framework, and structure of thesis.

Background

In today's complex networked environments, where a network can range in
size from a few nodes to thousands of nodes the way in how you monitor and
manage your network devices is very important issue. This growing networks
environment has to be managed in an effective way to derive the maximum
benefit out of it. Network management comes for this reason it trades with
controlling and monitoring the network devices in order to ensure its

undisturbed and efficient operation.
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