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ABSTRACT

This study proposes a combination of Manchester encoding technique and SHA-1 hash
function, to provide a secure data transmission over a client/server environment by sending
the message digest along with the message, and compare it with a new generated message
digest on the server. Hash function improves integrity .to the transmitted message.
Manchester encoding technique is chosen to encode the transmitted message because it
encodes both data and clocks into a form of synchronous bit stream. The modification of
the message during the transmission, results in changing the message digest. This shows
that including the SHA-1 hash function with Manchester encoding technique the integrity

of the data can be accomplished.
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CHAPTER ONE

INTRODUCTION

1.1  Preamble

With the introduction of the computer and the advent of computer networks, the need for
protecting information becomes more important. The transmitted data through the open
networks may fall into wrong hands or get altered without the knowledge of senders or

receivers of the message (Dahlin & Krantz, 2001).

In recent years, automated tools were required for protecting sensitive data from flowing

over these networks. Cryptography came as a clear answer to all thése concemns.

Large amounts and various types of data are transferred through hundred of networks daily.
This data is subjected to hacking during its transmission through networks as shown in
Figure 1.1. An example is the client/server system where client sends data to the server and

vice versa (Stallings, 2006b).
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