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ABSTRAK  

Kebelakangan ini perhatian diberikan kepada pembanterasan jenayah pengubahan 

wang haram. Rentetan daripada isu ini, dan memandangkan bank juga merupakan 

antara saluran utama untuk pengubahan wang haram, kebanyakan negara telah 

mengguna pakai undang-undang berkaitan pencegahan pengubahan wang haram. Di 

Jordan, undang-undang sebegini baru digubal dengan kelulusan akta penggubahan 

wang haram pada tahun 2007. Undang-undang tersebut memerlukan bank-bank di 

Jordan mengambil beberapa langkah pencegahan seperti pengenalpastian pelanggan, 

penyimpanan maklumat, pelantikan kakitangan pematuhan, dan pelaporan transaksi 

yang mencurigakan. Keadaan ini menjadi lebih sukar bagi Jordan dalam tempoh tiga 

tahun kebelakangan ini memandangkan negara tersebut terletak di antara negara-

negara yang tidak stabil dari segi ketenteraan, politik, dan ekonomi. Tambahan pula, 

gelombang revolusi yang dikenali sebagai Arab Spring yang mengelilingi Jordan telah 

meningkatkan kadar jenayah pengubahan wang haram di Jordan dan turut 

mengurangkan koordinasi dan kerjasama antarabangsa dalam membanteras operasi 

jenayah ini. Justeru, kesan perundangan sedia ada masih belum diketahui. Kajian ini 

bertujuan untuk mengenal pasti faktor-faktor yang mendorong pemilihan bank 

sebagai sasaran utama untuk melakukan pengubahan wang haram di Jordan. Kajian 

turut menganalisis cara undang-undang pengubahan wang haram memberikan kesan 

kepada hubungan di antara bank dengan pelanggan. Menerusi kaedah sosio-

perundangan, kajian ini menganalisis peruntukan-peruntukan berkaitan undang-

undang pengubahan wang haram di Jordan dan cara peruntukan-peruntukan tersebut 

memberi kesan kepada bank-bank. Melalui borang soal-selidik, kajian menyelidik 

pandangan para pegawai bank terhadap kewajipan pencegahan pengubahan wang 

haram. Dapatan kajian mendedahkan bahawa undang-undang berkenaan telah 

membebankan bank-bank tersebut. Pihak bank terpaksa berhadapan dengan cabaran 

besar dalam menghadapi keperluan undang-undang tersebut. Tambahan pula, undang-

undang tersebut telah mengubah cara pihak bank berunding dengan para pelanggan 

mereka. Kajian ini mencadangkan agar pihak berkuasa perundangan menyediakan 

lebih banyak garis panduan bagi memudahkan pematuhan. Langkah mewujudkan 

hubungan kerjasama yang berterusan di antara para penggubal undang-undang dengan 

industri perbankan adalah penting bagi mengurangkan masalah yang dihadapi oleh 

pihak bank dan seterusnya memastikan undang-undang tersebut dapat dilaksanakan 

dengan berkesan.  

Kata Kunci: Industri perbankan, Pengubahan wang haram, Undang-Undang 

Pencegahan Pengubahan Wang Haram, Jordan. 
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ABSTRACT 

The past few years have witnessed a broad concern in the fight against money 

laundering. Following the attention on this issue and considering that banks are one of 

the main channels for money laundering, many countries have adopted legislation and 

laws to combat the crime. The money laundering law in Jordan is newly enacted, with 

the passage of the law in 2007. The law requires banks to establish a number of 

counter-measures such as customer’s identification, record keeping, appointment of 

compliance officers, and reporting of suspicions transactions. These matters came 

with tough conditions for Jordan in the last three years since the country is situated in 

the middle of militarily, politically, and economically unstable countries. The 

revolutionary wave is known as the Arab Spring surrounding Jordan has increased the 

crime rates in Jordan as well reduced the international coordination and cooperation to 

face money laundering operations. Hence, the impact of the law on Jordanian banks is 

unknown. This study aims to identify the driving factors for choosing banks to be the 

first target for money laundering in Jordan. It also analyses how the anti-money 

laundering laws have been affecting the relationship between banks and their 

customers. Through a socio-legal research method, this study analyses the relevant 

provisions of Jordanian anti-money laundering laws that have been directly affecting 

the banks. It also examines, via a questionnaire, the perceptions of the bank officers 

towards the anti-money laundering obligations. The findings reveal that the legislation 

has imposed significant burden on the banks. More importantly, the banks have been 

facing significant challenges to cope with the requirements imposed by the laws. 

Also, the legislation has altered the way the banks deal with their customers. It has 

been recommended that the regulatory authorities provide more guidelines to facilitate 

compliance. It is vital to have a continuous collaborative relationship between the 

Jordanian legislators and the banking industry to minimize problems faced by banks 

and thereby to ensure effective implementation of laws.  

Keywords: Banking Industry, Money Laundering, Anti-Money Laundering Laws, 

Jordan. 
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CHAPTER ONE 

 INTRODUCTION 

1.1 Introduction 

Money laundering may be defined as the process of cleaning “dirty” money that 

resulted from criminal activities so that it appears to have been acquired from 

legitimate sources.
1
 It can also be defined as any act or attempt that aims to hide any 

money earned from illegal means by which people gained money, so that criminals 

can use their money as if they were earned by legitimate sources. The end of this 

process is the use of money in legal activities and outside the country.
2
 According to 

Article 2(a) from Jordanian Anti Money Laundering and Counter Terrorist Financing 

Law 2007, money laundering is described as 

every conduct involving acquiring, possessing, disposing of, moving, 

managing, keeping, exchanging, depositing, investing, manipulating the value 

or transferring the funds, or any other act, where the purpose of the act is to 

conceal or disguise the source, true nature, place, movement, disposal means, 

ownership or related rights, or otherwise preventing from identifying the 

person who committed the crime that generated the funds, with the knowledge 

that the funds are the proceeds of any of the crimes stipulated in article (4) of 

this law.
3
 

Money Laundering has become a global issue that spreads in many countries. 

Although this illegal process is not a new phenomenon,
4
 it has threatened numerous 

                                                           
1
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countries and communities because many organized crime groups support such acts.
5
 

This phenomenon has political and security consequences: it leads to political unrest 

as well as instability of societies. The perpetration of money laundering, although not 

apparently associated to physical violence, can be categorized as a form of white 

collar crime. Left unchecked, it could lead to the collapse of any country’s economy.
 6

 

However, it has been recognized that money laundering has no direct victim who can 

give evidence against the perpetrator, unlike other criminal offences.
7
 So, most money 

laundering crimes do not involve individual victims; rather, the victims are the 

society, the bank or the government. 

Money laundering that involves banks can be defined as any act or attempt that aims 

to use any banking transaction to hide any money earned from illegal means by the 

bankers or customers or other people. Banks may be considered as the main and the 

first factor to encourage currency circulation in a country under different law.
8
 

Therefore, the use of banking institutions is one of the common ways to carry out the 

act of money laundering.
9
 Many factors make it difficult for the crime to be separated 

from the banking business in the state. Among which are (1) the growth of 

transactions between local and international banks, and (2) the banks’ adherence to 

the secrecy principle on accounts in an absolute manner. Additionally, the emergence 

of new methods of money laundering via internet or by using a mobile phone and 

                                                           
5
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Laundering Operations, Journal of Baghdad College of Economic Sciences University, Vol. 33,(2012), 

pp.347-371.In Arabic. 
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their evolutions–enables electronic laundering to be done in minutes or a few seconds. 

It is easier to carry out those operations and deal with banks via the internet.
10 

 

In Jordan, a number of legislations regulate the phenomenon of money laundering in 

banks. Examples include Jordanian Anti-Money Laundering and Counter Terrorist 

Financing Law 2007. These legislations require that banks follow certain procedures 

to combat money laundering. The practice includes (1) having procedures for 

education and training of employees in anti-money laundering requirements, (2) 

having procedures for profiling customer's transactions and business, and (3) the 

appointment of a money laundering reporting officer. 

These obligations have positive impact on the Jordanian banking sector. They protect 

the national economy from the dangers of money laundering through banks, and they 

protect the banks from getting involved in money laundering operations. Furthermore, 

these procedures also protect Jordanian banking activity from collapsing and ensure 

legal accountability.  

On the other hand, these obligations also have negative impacts when applied to the 

processes and procedures of anti-money laundering in the Jordanian banking secrecy. 

Such procedures increase service costs the factor that can negatively affect the quality 

and the volume of the provided banking services. Also, it has significant effect on the 

bank operations and on the relationship between the banks and their customers. This 

will cause clients’ dissatisfaction because of the many procedures related to customer 

secrecy. This negatively affects the volume of deposits in the Jordanian banking 
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system. For one thing, these procedures have acted as obstacles to attracting capital 

into Jordan. 

1.2 Problem Statement 

The past few years have been witnessing a broad concern in fighting financial crimes 

such as money laundering and terrorism financing. Following the attention on this 

issue,
11

 and considering that banks are one of the main channels for money 

laundering, countries have adopted legislation and laws to combat the crime. 

The money laundering laws in Jordan are newly enacted, with passage of the 

Jordanian anti-money laundering law in 2007 amended in 2010
12

 and amended 

recently in 2015.
13

  

According to the 2015 amendment, the original bill of “Anti-Money Laundering Law” 

was renamed as “Anti-Money Laundering and Counter Terrorist Financing Law”, also 

some of the articles were redefined in an attempt to conform to the newly approved 

law. In addition, some agencies were also added as members to the National Anti-

Money Laundering and Terrorism Financing Committee, for instance, the Anti-

Corruption Commission headed by the Governor of the Central Bank. In fact, among 

the reasons behind the renaming of the bill and the amending of some articles were to 

address the emerging issues related to combating money laundering and financing 

terrorism and to increase cooperation in applying international standards. 
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Furthermore, such amendment would enable the government to join the international 

organizations.
14

 

However, the period between 2007 and 2015 has changed the efficiency of the banks 

in Jordan. The country has local banks and branches of foreign banks
15

 with 

increasingly available efficient means of communication and internet banking in 

recent years. Most of the banks compete in internet banking operations to cope with 

the changes of customers' needs towards a faster transaction at lower cost.
16

 These 

matters came with tough conditions for Jordan in the last three years since the country 

is situated in the middle of militarily, politically, and economically unstable countries 

like Syria, Egypt, Tunisia, Libya, and Yemen. 

These tough conditions, known as the Arab Spring, have negatively affected Jordan.
17

 

The Syrian revolution particularly has brought the revolutionary waves to Jordan 

because of its long border with the latter. Furthermore, this revolution has caused 

economic weakness and loss of security. Accordingly, Jordan has witnessed 

demonstrations during the last period because of the weakness of the economy and 

increasing in prices.
18

 

The direct relationship between Jordan, money laundering, and the Arab Spring can 

be gauged as follows: The former members of the Arab Spring countries smuggled 
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their huge funds (which resulted from embezzlement and corruption) abroad through 

money laundering either before, during or after the Arab Spring revolutions during 

which the estimated amount of money stolen in Egypt was around 132.28 billion U.S. 

dollars. 
19

 The estimated size of stolen money in Libya was about 200 billion U.S. 

dollars. 
20

 Naturally, this smuggled money had to be laundered, and Jordan appeared 

to be one of the countries into which money can be smuggled because of the country’s 

adjacency to the Arab Spring countries. Moreover, Jordan has national banks and 

branches of foreign banks that provide high efficient means of communication. The 

second chapter discusses in detail the impact of the Arab Spring on Jordan and on 

money laundering activities. 

Although the accurate information and complete statistics on Jordan's anti-money 

laundering in banks are covered by secrecy, the researcher managed to find, from 

some statistics, the gaps in the anti-money laundering laws, especially in the banking 

sector. According to the statistics,
21

 there is an increase in the number of suspicious 

transactions by banks that the Jordanian money laundering unit had received. Here is 

a brief look at the statistics between 2008 and 2011:  
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accessed 3/7/2014.In Arabic. 
21
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Table 1.1 

1. 1 Number of the Notifications Received by the Anti-Money Laundering Unit 

 

Having analyzed these statistics, the researcher concludes that the number of 

notifications received by the Jordanian Anti-Money Laundering Unit continue to 

increase, as well as those notifications by banks. Hence, the researcher deduced that 

banks are the first target of money laundering transaction in Jordan and arrived to an 

important question: What are the impacts of anti-money laundering laws on the 

Jordanian banks? 

In 2012, Jordan’s Anti-Money Laundering Unit published its annual report that states 

the number of practical cases of anti-money laundering in Jordanian banks. One of the 

cases
28

 is as follows: A notification of suspected transaction related to money 

laundering was received by Jordan’s Anti-Money Laundering Unit from one of the 

Jordanian banks. It was about a customer’s bank account activity and transactions that 

he carried out through a bank account that was considered incompatible with his 

nature of activity: the size of the cash deposits did not match the fact that he was 

                                                           
22

The Jordanian Anti-Money Laundering Unit. 
23

Article (13) from Jordanian Anti-Money Laundering and Counter Terrorist Financing Law 2007 has 

identified the obliged entities of reporting, and they are more than 15 entities, such as Jordanian banks, 

exchange companies, companies performing any of the activities that are subject to control and license 

of securities commission. 
24

The Jordanian annual Anti Money Laundering Unit report 2008. pp.11. 
25

The Jordanian annual Anti Money Laundering Unit report 2009. pp.30. 
26

The Jordanian annual Anti Money Laundering Unit report 2010. pp.51. 
27

The Jordanian annual Anti Money Laundering Unit report 2011. pp.31-32. 
28

 The Jordanian annual Anti Money Laundering Unit report 2012. pp. 30 

Year The Number of Notifications of Suspected Transactions Related to Anti-

Money Laundering the Unit
22

 Received from Obliged Entities of 

Reporting
23

 

From 

Banks 

2008 195
 24

 190
 
 

2009 141
 25

 124
 
 

2010 194
 26

 177
 
 

2011 242
 27

 214
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working as a doctor in one of the countries. This was revealed by the anti-money 

laundering unit after conducting the intelligence analysis on the suspect, and the unit 

found out that the suspect had been performing many cash deposits in large amount in 

the Jordanian bank which reported him. The suspect also obtained two loans from the 

same bank against high insurance. Furthermore, it was revealed by the unit that the 

suspect had bought a number of properties with several cheques. He had also rented 

some of these properties and had two taxi cars that were used by other people for a 

fee.  

As revealed by Jordan’s Anti-Money Laundering Unit, the suspect was also married 

to a woman who owned a medical complex in one of the countries, and he worked as 

an administrative director in that complex. The marriage contract submitted by the 

suspect to the Jordanian bank showed that he was married to another woman while 

another official document showed that this woman (his wife) was a partner in one of 

the companies found in the country where he worked. However, the official database 

showed that the suspect had divorced that woman. The suspect had also established a 

number of companies, for instance, two of the companies had the same aim, and the 

period between establishing the first company and the second one was within a 

month. In the context of proving the suspect’s source of income, it was found that the 

suspect had provided a bank statement of one of the two companies he owned. The 

bank statement was issued by another bank within the period that preceded the date of 

establishing the other company. 

When Jordan’s Anti-Money Laundering Unit requested information from Jordanian 

official authorities, they found that another company owned the same commercial 

name as the company the suspect had instituted. It was also found that the suspect had 

obtained another loan from another bank. Hence, Jordan’s Anti-Money Laundering 
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Unit requested for information from the counterpart unit of the country where the 

suspect was working, particularly as the administrative director of the medical 

complex owned by his wife. The response of the counterpart unit revealed that the 

suspects' wife had submitted a complaint against him in that country, accusing him of 

threatening, fraud and embezzlement of a large amount of money from the medical 

complex; in fact, before leaving the country, he had transferred a huge part of the 

sum. Jordan’s Anti-Money Laundering Unit then revealed that the suspect had 

performed transactions of properties and cars the establishment of the companies were 

carried out after the date of his leaving that country. The cash deposit transactions at 

the Jordanian bank which reported him were carried out a day or two before 

transferring the transactions from the country of his location at that time. For that 

reason, Jordan’s Anti-Money Laundering Unit decided to refer the case to Jordanian 

general prosecutor who decided to refer the case to the concerned court. Such a 

decision was made because the case involved the committing of money laundering 

crime. The case is still under consideration.  

After the analysis and examination of this practical case, the researcher finds that the 

system for investigating money laundering operations in Jordan needs the help from 

banks to find out of any suspicious money laundering operation. Second, the 

completion of the investigation is in need of international coordinate and cooperation 

from different countries and this coordination and cooperation should be effective, 

fast and serious, especially among the neighboring countries to Jordan. However, the 

Arab Spring has weakened the coordination and cooperation between Jordan and its 

neighboring countries because of the latter political, economic and military instability, 

and because of the preoccupation in the internal affairs for the authorities in those 
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countries. These circumstances have negatively affected the investigation efficiency 

of money laundering operations in Jordan. 

However, from the banks` perspective, the main reason for their existence is to make 

as much profit as possible. Hence, their cultural and commercial interests are totally 

distinct from that of the law enforcement authorities. Undoubtedly, anti-money 

laundering laws create a major dilemma for the banks as complying with these 

obligations can increase the costs and complexity of their banking operations.
29

 It has 

been argued that the laws also produce a significant shift in the way the banks interact 

with their customers.
30

 As such, this study considers these matters and analyzes them 

within the perspective and background of the Jordanian anti-money laundering laws. 

For instance, according to Jordanian Anti-Money Laundering Instructions,
31

 in case 

the bank enters into an ongoing relation
32

 with the customer before completion of the 

verification procedures, the bank shall terminate the relation and notify the Unit 

(Jordanian Anti-Money Laundering and Counter Terrorism Financing Unit) if there is 

a suspicious transaction related to money laundering from any act by the customer 

(such as a customer's request to transfer a large amount of money to another account). 

This operation is not necessarily a money laundering act. However, according to other 

Jordanian instructions, 
33

 the termination of the relationship must be secretly placed 

on hold without the knowledge of the customer, while waiting for a response from the 

                                                           
29

Foong Tow ML, Foo Li Nie, Ong Hwee Ping & Tew Pei Yi, Money Laundering and Banking 

Practices, Singapore Management Review 1, (2001). 
30

 Isaacs M, Money Laundering: Dilemmas for Banks, 8 JIBLR 284, (2004). 
31

Article 3 (7) from Jordanian Anti Money Laundering and Counter Terrorist Financing Instructions 

No. 51/2010. 
32

According to Article 1 (b) from The Jordanian Anti Money Laundering and Counter Terrorist 

Financing Instructions No. 51/2010, ongoing relation is described as: “The banking relation which is 
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multiple transactions”. 
33

Article 8 (4/b) from Jordanian Anti Money Laundering and Counter Terrorist Financing Instructions 

No. 51/2010. 



  

11 

 

Unit about this operation without any regard to commercial consequences resulting 

from pending. Hence, what is the analysis for the bank? In order to follow the bank’s 

law, it is likely that the bank would delay the completion of the customer’s 

transaction, which in turn, will have a negative impact on the customer’s confidence 

in bank, and result in loss of profit that might be gained through this transaction for 

the bank itself.
34

 

The core dilemma of the bankers is when it comes to considering their response to 

legislative requirements that require them to establish effective anti-money laundering 

initiatives. First of all, not all the money that needs to be laundered stems from 

criminal activity. Second, money laundering is not restricted to the actions of those 

who practice exclusively within the banking.
35

 According to the Jordanian Anti-

Money Laundering Law,
36

 the work of a bank is checked with all banking operations, 

whether there is any suspicious operation of money laundering. In addition, the banks 

have a sensitivity to being connected with money laundering scandals on the front 

pages of newspapers,
 37

 which can negatively affect their reputation. Therefore, these 

institutions are compelled to comply with the anti-money laundering law so that they 

would not be exposed to legal accountability.  

Furthermore, any business which has the ability to generate a high volume of cash 

transactions (such as betting shops, amusement arcades, etc.) can be used for the 

purpose of disguising dirty money and that is why regulators have strongly 

emphasized the need for banks to get accurate information about their clients.
38

 

Through this way, the banks can send accurate information about their clients’ 

                                                           
34
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operations to competent authorities, including those of suspected money laundering 

acts.  

Therefore, it has been argued that the anti-money laundering laws also threaten the 

principles of banking secrecy.
39

 This principle of banking secrecy prevents a bank 

from revealing any information or data about its customers.
40

 Banking secrecy is a 

customer privilege whereas combating money laundering is critical for public safety 

and security. On one hand, reporting obligation under the Jordanian anti-money 

laundering laws means that the banks have to strike a balance between complying 

with the laws and protecting customers’ confidentiality. Indeed, achieving such 

balance is a question encountered by the banking industry. Therefore, it is vital at this 

stage to examine the effect of disclosure under the Jordanian anti-money laundering 

laws on the traditional duty of banks to keep the customer`s information confidential. 

Moreover, it is critical to identify whether the Jordanian laws provide a right balance 

between the duty to keep customer`s information secret and the duty to disclose such 

information in the fight against money laundering.  

Hence, what is the vision of Jordanian bankers on money laundering laws? Are the 

laws sufficient and do not affect the bankers work when applied? Or do they cause 

problems in the banker’s system of work and affect their relationship with customers? 

To conclude, three problems inspired the present study. The first is that the anti-

money laundering laws in Jordan are newly-enacted, but there are new developments 

not covered by the laws. Hence, the impact of the laws on Jordanian banks is 

unknown.  

                                                           
39
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40
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The second problem is that the main reason for banks` existence is to make as much 

profit as possible. However, the anti-money laundering laws create a major dilemma 

for the banks as complying with these obligations can increase the costs and 

complexity of their banking operations. Hence, the perceptions of the bankers towards 

anti-money laundering obligations imposed on them are unknown.  

The third problem is that the anti-money laundering laws in Jordan have affected the 

relationship between the banks and their customers. 

This research is an exploratory research on the impact of anti-money laundering in 

Jordan. The researcher could not find significant and reported examples and proofs of 

the negative impact of anti-money laundering due to the stated reasons. This study, as 

far as the researcher is aware, is the first of its kind to provide a comprehensive 

examination of the impact of anti-money laundering laws on Jordanian banks. 
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1.3 Research Questions 

This study aims to answer the following questions: 

1. What are the Jordanian anti-money laundering laws that have impacted the 

banking sectors in Jordan? 

2. Do the anti-money laundering laws especially the reporting obligations affect 

the banks’ operation? 

3. How did the anti-money laundering laws affect the relationship between the 

banks and their customers, especially on the duty to keep customers 

information secret? 

4. What are the Jordanian bankers’ perceptions towards the anti-money 

laundering obligations imposed on them? 

5. What are the appropriate measures to be taken by Jordanian banks in 

complying with the anti-money laundering laws? 
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1.4 Research Objectives 

This study generally aims to examine the Jordanian anti-money laundering laws and 

their impacts on the banking industry. The specific objectives are as follows: 

1. To study the Jordanian anti-money laundering laws that have impacted the 

banking sectors in Jordan. 

2. To examine the impact of the anti-money laundering laws especially the 

reporting obligations that affect the operations of banks. 

3. To analyze how the anti-money laundering laws affect the relationship 

between banks and their customers, especially on the duty to keep customers 

information secret. 

4. To investigate the perceptions of the bankers towards anti-money laundering 

obligations imposed on them. 

5. To recommend the appropriate measures to be taken by Jordanian banks in 

complying with the laws. 
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1.5 Significance of the Study 

The literature on the impact of anti-money laundering laws on banking industry are 

vast, but most concern either the experience of western banks or how the laws affect 

specific aspects of banking. For example, many researchers investigated how the laws 

have been affecting banking secrecy, correspondent banking, and electronic banking. 

Other researchers have attempted to study how the US laws have been affecting the 

US and other European banks. Nevertheless, little was carried out to address how the 

laws have been affecting the entire operations of banks, particularly the Jordanian 

banking industry. 

While there are significant similarities between the Jordanian anti-money laundering 

laws and those of the developed western countries, Jordanian banks are at different 

stage of development. Many Jordanian banks are still rationalizing their operations 

and attempting to strengthen their systems. It is unclear at this stage whether the 

banks in Jordan are able to cope with the onerous requirements imposed by the anti-

money laundering laws. Therefore, it would be timely to examine the impact of the 

existing laws on the Jordanian banking industry before more complex laws are 

passed. It is vital that the laws do not create any significant compliance problems for 

banks. 

This study, as far as the researcher is aware, is the first of its kind to provide a 

comprehensive examination of the impact of anti-money laundering laws on 

Jordanian banks. Hopefully, this study will provide some insight into this area for 

academic, banks, banks legal advisers, policy makers, and practitioners, not only in 

Jordan but also somewhere else. When considering the international nature of money 

laundering and banking, there will be significant interest in how banks operations in 

Jordan are affected by the Jordanian laws. 
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1.6 Methodology 

1.6.1 Research Design 

A socio-legal research is a systematic method of exploring, investigating, analyzing, 

and conceptualizing certain facts of social life in order to contribute to legal 

knowledge.
41

 This study aims to examine, analyze and investigate how the anti-

money laundering laws affect the relationship between banks and their customers. 

Consequently, this study is a socio-legal study, since it aims to study the interaction 

between law and social factors. So, the type of research design reflects the purpose for 

which the work is undertaken.
42

 Hence, the legal method will be used to achieve the 

first and the second objectives of the study. To achieve the third and fourth objectives 

of the study, the social method will be adopted. Anwarul Yaqin
43

 pointed out five 

types of legal studies: descriptive and exploratory studies, analytical and critical 

studies, historical studies, and comparative studies. Additionally, there are thirteen 

types of social research methods in legal studies: exploratory studies, descriptive 

studies, explanatory studies, causal studies, basic studies, applied studies, evaluation 

research, pilot studies, cross-sectional studies, longitudinal studies, predictive 

research, quantitative research, and qualitative research.
44

 

This study uses more than one approach in that each type has its own purpose to meet 

a particular objective. Respectively, the first and the second objectives aim to (1) 

study the Jordanian anti-money laundering laws that have impacted the banking 

sectors in Jordan and (2) examine the impact of laws and obligations of money 

laundering on banks. This rightfully calls for a legal studies method with analytical 
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and critical approaches. Such approaches help to analyze the factors and laws in order 

identify points of weaknesses, en route to answering the research questions and solve 

the aforementioned problem.  

The researcher uses a different method and approach to achieve the third and fourth 

objectives, which respectively aim (i) to analyze how the anti-money laundering laws 

have affected the relationship between banks and their customers, and (ii) to 

investigate the perceptions of bankers towards anti-money laundering obligations 

imposed on them. (Bankers, their customers, the Jordanian central bank and Jordan’s 

Anti-Money Laundering Unit are considered as a part of the business community). 

The right method was thought to be socio studies with exploratory study as an 

approach. This method helps to explore the opinions of the bankers, their customers, 

the Jordanian central bank and Jordan’s Anti-Money Laundering Unit on how the 

anti-money laundering laws have been affecting the relationship between banks and 

their customers. This in hope will facilitate the researcher in ascertaining the points of 

weaknesses in this scope of community. 

A survey would be appropriate for a study that intends to ascertain individual's 

feelings, values, expectations, or other similar factors.
45

 The survey method can be 

defined as (1) the gathering of data at a particular point of time with the intention to 

describe the nature of an existing condition, or (2) the identifying of standards against 

which existing conditions can be compared, or (3) the determining of the relationships 

that exist between specific events
46

  

The survey includes structured questions that result in easy statistical summaries and 

open-ended questions, which enabled the researcher to get more insight on the subject 
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from the selected respondents.
47

 The purposive sampling method adopted in this study 

facilitated the researcher in choosing respondents who were directly involved in the 

subject area. The researcher then attempted to understand the obstacles and opinions 

of the bankers, their customers, officers at the Central Bank of Jordan, and officers of 

Jordan’s Anti-Money Laundering Unit.  

 

Therefore, in achieving the third research objective required the questionnaire survey 

to be conducted on the bankers, their customers, officers at the Central Bank of 

Jordan, and those at Jordan’s Anti-Money Laundering Unit. Questionnaire is a 

method of collecting information from the respondents’ answers. This method 

enabled the researcher to get information about views, opinions, beliefs, ideas, 

feeling, reactions, appreciation or rejection, the likes or dislikes of a person’s, or 

perceptions on any particular matter.  

On the other hand, the fourth objective of this study necessitates the use of a field 

survey that also depends on the questionnaire survey method because the objective 

targets to obtain the perceptions of the bankers on anti-money laundering laws.  

According to Jordanian Anti-Money Laundering Instructions,
48

 each Jordanian bank 

should appoint officers to work as anti-money laundering compliance officers. These 

compliance officers must be fully knowledgeable about the anti-money laundering 

requirements and the related regulations and laws because they are responsible for 

managing, coordinating, and monitoring the bank’s compliance system toward anti-

money laundering. Therefore, those officers were part of the sample (respondents) of 

the questionnaire (in achieving the third objective), and these officers were the only 
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sample of the questionnaire for the purpose of achieving the fourth objective of the 

study. 

Regarding the customers sample, to obtain accurate information from more than one 

source, the customers sample was divided into two types: selective and random 

sample. Participants from the selective customers sample were chosen according to 

their work nature; they needed to use bank services extensively for withdrawal, 

depositing, and transfer. Furthermore, to deal with the sample of random customers, 

the cluster sampling method was adopted.  

In the Jordanian central bank, there is a Banking Supervision Department which can 

selected for the study. The main objective for selecting this department is to ensure 

the safety and soundness of the banking system; the reason is also to protect the 

interests of depositors and shareholders and to ensure a positive contribution to the 

development of the national economy by banks.
49

 This department is responsible for 

the supervision of anti-money laundering in Jordanian banks; for this reason, the 

department will be the target of the questionnaire at the central bank (in achieving the 

third objective). Jordan’s Anti-Money Laundering Unit is the last sample of subjects 

for the questionnaire; they were interviewed in hope to fulfill the third research 

objective. The main mission of this unit is to ensure the protection of the community 

and the financial systems from money laundering and terrorists’ financing risk, 

particularly by providing the required information immediately with high accuracy in 

coordination with the related concerned authorities. Jordan’s Anti-Money Laundering 

Unit is responsible for receiving the notifications related to any suspected transaction 

that can be related to money laundering from the Jordanian banks. The unit also 
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requests such information, analyze and investigate the report, as well as provide the 

concerned authorities with such information. The purpose is to combat money 

laundering when necessary.
50

 For this reason, this unit is the final target of the 

questionnaire survey (in achieving the third objective). 

Accordingly, the questionnaire for fulfilling the third objective aims to explore the 

extent the anti-money laundering laws have affected the relationship between the 

banks and their customers. The questionnaire for fulfilling the fourth objective aims to 

investigate the perceptions of the bankers on the anti-money laundering laws and how 

the perceptions affect the relationship between the banks and their customers. 

1.6.2 Scope of the Study 

The scope of this study is to examine the Jordanian anti-money laundering laws that 

have directly affected Jordanian banks and their relationship with customer. The laws 

include Jordanian Anti-Money Laundering and Counter Terrorist Financing Law 

2007, Regulation of the Anti-Money Laundering and Counter Terrorist Financing 

Unit, No. (40) for 2009, Regulation of the National Anti-Money Laundering and 

Counter Terrorist Financing Committee No. (44) for 2008, Instructions of Anti-

Money Laundering and Counter Terrorist Financing Instructions for Entities 

Exercising any of the Financial Activities No. (3) for 2011 and other relevant 

legislations. It is worth to mention that this study only examines the anti-money 

laundering laws and not the anti- terrorism laws. 

The scope of a survey must be clearly identified, whether it is a large scale one at 

government level or a small scale one at individual or small organizations level.
51

 In 

this study, the survey includes questionnaires’ distribution. The first questionnaire 
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particularly was conducted to fulfill the third objective, and the samples include (1) 

the Jordanian anti-money laundering compliance officers at the banks, (2) banks’ 

customers, (3) officers of the banking supervision department at the Jordanian central 

bank, and (4) officers of Jordan’s Anti-Money Laundering Unit. Specifically, this 

questionnaire analyzes how the anti-money laundering laws have been affecting the 

relationship between the banks and their customers. 

 

The second questionnaire was used to fulfill the fourth objective. The sample for the 

questionnaire includes the Jordanian anti-money laundering compliance bank officers. 

in particular, this questionnaire intends to analyze the banker’s obligations under the 

anti-money laundering laws.  

 

The questionnaires of this study do not include the perceptions of criminals, victims, 

and the police due to the following reasons: (1) According to the Jordanian law, 

Jordan’s Anti-Money Laundering Unit is responsible for receiving notifications from 

banks and investigating the cases. The unit is also responsible for sending the cases to 

the court, thus, it can be considered to function as the police in this regard; (2) the 

police have no experience about the impact of the anti-money laundering laws on the 

Jordanian banks, and even if they do, they do not have the power to disclose the 

information. 

 

With regard to criminals, they cannot be included in the survey for the following 

reasons: (1) Money laundering crime has a certain privacy. Money laundering 

criminals are mostly members of an organized crime group (Mafia), and they are not 

ordinary criminals. Therefore, it's hard to deal with them inside or outside prison. (2) 

These criminals have experience on how to launder money, but they do not have 

experience on the extent of the impact of the anti-money laundering laws on banks. 
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The researcher also did not include victims in the survey for the following reasons: (1) 

Most money laundering crime do not involve individual victims; rather, the victims 

are the society, the bank and the government. (2) Hence, even if few individual 

victims are found, they will not have enough experience to know the impact of the 

anti-money laundering laws on the works of banks. 

 

Many countries have implemented anti-money laundering laws which are based on 

the similar international standards by the Financial Action Task Force.
 52

 However, 

this study refers to the experiences of developed countries in which there is a shortage 

or silence in the Jordanian law on the main subject of the study. The purpose is to 

enrich the Jordanian law and offer recommendation. These experiences are considered 

in this study as a guiding and correcting tool to any shortage or silence that exists in 

the Jordanian law. They do not serve as a mean of comparison for the following 

reasons: (1) Almost all measures of anti-money laundering are globally unified, as 

well as the problem of banks’ dealing with anti-money laundering laws; (2) The 

matter of the comparative study is very broad and it needs to be searched individually 

and independently; (3) As such, the study then would be distant from the objectives of 

this study, which aim to look at the application of the current anti-money laundering 

laws in Jordan. 

Nevertheless, the subject of comparing the issue with that of the developed countries’ 

can be forwarded to further studies after the completion of the present one. Such an 
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extension would allow comparison to be made between the Jordanian laws on money 

laundering and that of the developed countries. 

1.6.3 Type of Data 

The data are divided into two parts: primary sources and secondary sources.
53

 The 

primary data sources are supplemented with information from the secondary sources. 

The former includes (1) the formal and authoritative records of the law, (2) statutory 

provisions formed by lawmaking bodies, (3) constitutional provisions, (4) subordinate 

or subsidiary legislation framed by administrative bodies or authorities, (5) reported 

decisions of courts and tribunals or anybody or authority having power to decide a 

dispute.  

 

One of the sources of primary data for social studies is a survey. In this regard, the 

survey can be used to gain information about how the anti-money laundering laws 

have been affecting the relationship between banks and their customers, particularly 

by using the questionnaire method. Additionally, the questionnaire method allows the 

researcher to obtain information about the perceptions of the Jordanian bankers 

towards anti-money laundering obligations imposed on them.  

The secondary sources consist of journal, books, digests of cases, indexes, legal 

encyclopedias, official statistics, relevant documents, other library based sources of 

information, and works that explain or write about the primary sources. 

1.6.4 Data Collection 

The primary data for this research were collected through library research in public 

universities in Malaysia and Jordan and other tertiary institutions such as University 

Utara Malaysia, University Malaya, University Putra Malaysia, International Islamic 
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University Malaysia, The University of Jordan, Yarmouk University, Mutah 

University, AL al-Bayt University, and AL-Balqa Applied University. 

The secondary data were collected through internet research, online databases, and 

popular search engines like Google. Online databases used for this study included 

CLJ Law, CCH Online Library, Law NET, Journal of Money Laundering Control, 

Cambridge Journals, LexisNexis Academic Universe, Lexis Research for Academic, 

Lexis Malaysia and others. Additionally, the researcher used Online Malaysian thesis, 

E-journals, E-resources, E-thesis, Jordanian and international research, to list a few.  

1.6.5 Data Analysis 

The content analysis approach is one of the approaches used in this research. 

Although it originates from social and behavioral sciences, it has also been used in 

legal studies.
54

 Content analysis can be defined as a systematic examination of 

anything that are listed in written form like books, letters, newspaper, laws or any 

other form.
55

 The method largely deals with documentary materials from statues, 

cases, questionnaire, scholarly articles, legal encyclopedias, books, digests of cases, 

journal, official statistics, relevant documents and indexes, statutory provisions 

formed by lawmaking bodies, constitutional provisions, subordinate or subsidiary 

legislation framed by administrative bodies or authorities, formal and authoritative 

records of the law, reported decisions of courts and tribunals. 

Additionally, when the raw data from the questionnaires are collected, edited, coded 

and entered into the computer, they are ready for analysis. Analysis is the process of 

examining, summarizing and drawing conclusion from the information contained in 
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the raw data.
56

 In this study, the data was analyzed using the statistical package for the 

social sciences (SPSS), which can produce findings in the form of graphs and charts.
57

 

Through the use of the SPSS program, the data was analyzed through the following 

procedures: (1) defining the attributes of the variables, including their names; (2) 

defining the data; (3) defining the labels; and (4) defining the values. 

The second stage is the entering of the questionnaires’ results on a “variables” page. 

The third stage is the analysis stage, which involves obtaining descriptive statistics in 

the program from the option of “analyze”, and then completing the procedures to 

obtain the percentages from the questionnaires’ responses. 

The fourth stage is obtaining the results of the questionnaires survey. After the charts 

and graphs are completed, the results will be analyzed to reach the goal of the 

questionnaires survey. 
58

 The fourth and the fifth chapter discuss in detail how the 

SPSS program was used to analyze the questionnaires. 
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1.7 Limitation of the Study 

This study faces a number of challenges. The researcher anticipates the difficulty in 

obtaining precise information about the size of the money laundering phenomenon in 

Jordan since the data is considered sensitive by security agencies, concerned 

departments, and banks. 

Other challenges include the lack of legal references on anti-money laundering laws 

that have directly affected Jordanian banks and the lack of literature on Jordan’s anti-

money laundering in English language, especially on the liability of banks. Most of 

the literature, including all Jordanian legislation, are written in Arabic. Although they 

can be translated to English, the meanings may be distorted because the style of 

expression in Arabic language differs from that of English, especially in the 

translation of literal text. To overcome this problem, the researcher relied on the 

literature written in English and non-literal translating of the Arabic texts. 

Another difficulty the researcher encountered was that the Jordanian case laws in this 

area are rare and could not be reached. This could be attributed to the newness of the 

law governing money laundering in Jordan. Certainly including some available case 

laws would make the study better. The judicial judgments in this area are also 

surrounded with secrecy and cannot be accessed because they have a (special military 

court (Jordanian State Security Court)) to be looked in. To counter this problem, the 

researcher depended on the very few case law written in the available literature. 

Finally, in the final stage of this study, the researcher learned that the Jordanian 

legislator has amended the Jordanian anti-money laundering law on June 16, 2015, 

thus this new amendment was not included and was not covered extensively in this 

study.  
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Generally, this amendment is not substantial and is a confined amendment. It includes 

the name of the law with some of the material modified, particularly those that will 

increase international cooperation between the anti-money laundering unit of Jordan 

and the international community. 

Also, the new amendment does not include the banks' commitments in the fight 

against money laundering. Nothing has been changed in terms of the impact of these 

liabilities on banks and customers. 

Therefore, the 2015 amendment has no clear and direct effect on this study, which 

hopefully, will provide some insight into this area for academic, banks, banks legal 

advisers, practitioners and policy makers, not only in Jordan but also anywhere. 

However, when taking into account the international nature of money laundering and 

banking, there will be significant interest in how the operations of the banks in Jordan 

are affected by the laws. 
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1.8 Literature Review 

The researcher found many international researchers who examined anti-money 

laundering laws that have affected banks, and many other works that have tackled 

money laundering in general. Nevertheless, the researcher noted scarcity in studies 

that concern the effects of anti-money laundering laws on the Jordanian banks. Money 

laundering is still new in this region, but since Jordan is located in the middle of 

unrest economic and military region, this crime seems to be flourishing. Hence, the 

issue becomes crucial since it imposes destructive effects over the world. 

1.8.1 Money laundering and anti-money laundering laws 

The idea of money laundering is simple: a criminal who has acquired illegal funds 

will seek to ensure that he can use his illegal funds without the authorities’ realization 

that they are resulted from criminal activities. The researcher found the simplest 

definitions of money laundering in more than one study, including in the study by 

Reynolds,
59

 who states: “Washing of dirty money to make it appear legitimate”. In 

Lal’s
60

 study, money laundering is defined as “cleansing of money earned through 

illegal activities like extortion, drug trafficking and gun running etc.” Money 

laundering is identified by Bennett
61

 as “concealment of the identity of illegally 

obtained money so that it appears to have come from a legitimate source”. A deeper 

definition was found in another study
62

: “The use of money derived from illegal 

activity by concealing the identity of the individuals who obtained the money and 

converting it to assets that appear to have come from a legitimate source.” However, 

the best definition was thought to be the one stated in the Commonwealth 

                                                           
59

John A. Reynolds, The New US Anti-Money Laundering Offensive: Will It Prove Successful?, Cross 

Cultural Management: An International Journal, Vol. 9 N. 3, (2002). pp. 4. 
60

Bhure Lal, Money Laundering An Insight Into The Dark World Of Financial Frauds, Siddharth 

Publications, First Edition, New Delhi- India, (2003), pp. 12. 
61

Tim Bennett, Ibid, PP. 1. 
62

John Madinger Money Laundering A Guide For Criminal Investigator, taylor & francis group LLC, 

Third Edition, USA, (2012) pp. 5. 



  

30 

 

Secretariat’s
63

 study which states that “money laundering is the process by which 

criminals attempt to hide and disguise the true origin and ownership of the proceeds 

of their criminal activities, thereby avoiding prosecution, conviction and confiscation 

of the criminal funds.
64

” The latter definition is the most appropriate because it 

includes the main reasons for the money laundering process: avoiding prosecution, 

conviction, and confiscation of the criminal funds. 

The beginning of the constitution of Jordanian laws that aimed to fight money 

laundering operations is explained by Al-Rimawi.
65

 Earlier in 1997, the need to 

address the question of money laundering in Jordan appeared. In 1997, specifically on 

November 18, the Central Bank of Jordan sent Memorandum No. 210/97 to license 

Jordanian banks, counseling them on issues related to money laundering. In very 

general terms, it had advised banks to “recognize” their customers, in other words the 

need to verify their identity. The memorandum that was sent to banks included a 

reasonable general description of the suspicious conditions regarding the banks 

customers’ identity. However, It must be admitted that when addressing the question 

of money laundering not much practical guidance was provided by the description of 

such conditions, which could have been translated into a comprehensive procedural 

manual for Jordanian banks. In addition, the lack of a correlated structure was among 

the numerous problems affecting the Memorandum No. 210/97, and it did not give a 

detailed explanation what money laundering means. In 2000, these deficiencies were 

slightly remedied, where a completely new legal provision was added to the 2000 
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Jordanian Banks Law to address money laundering operations. A more specialized 

money laundering regulation was enacted in 2001. Actually, Article 93 of the 

Jordanian Banks Law 2000 was found to be one of the most important legal 

provisions in combating money laundering in Jordan. This article has made it 

compulsory for any bank in Jordan to report immediately the central bank of Jordan of 

any financial dealing that involve or may be linked to an illegal act or a crime. 

Mohamed and Ahmad
66

 examined the money laundering cases investigated by the 

Central Bank of Malaysia under the Anti-Money Laundering and Anti-Terrorism 

Financing Act 2001. Since money laundering mainly involves the transfer of money 

through financial institutions, Malaysia has taken a major step in curbing the activity 

by enacting Anti-Money Laundering and Anti-Terrorism Financing Act 2001. The 

Central Bank of Malaysia has a major role to ensure that Anti-Money Laundering and 

Anti-Terrorism Financing Act 2001 are effective in curbing these illegal activities. 

The cases reported in the Central Bank of Malaysia’s web site were investigated to 

understand the trends in money laundering investigations. Most cases investigated by 

the Central Bank of Malaysia were related to section 4(1) of Anti-Money Laundering 

and Anti-Terrorism Financing Act 2001 and the predicate offence related to the 

money laundering charges were related to illegal deposit taking. 

According to Al-Shami,
67

 money laundering has no legal texts that criminalize this 

phenomenon in Palestine. Since the crime brought negative effects on the country, the 

study recommended identifying the dimensions of this phenomenon and highlighting 

the aspects of the international conventions related to money laundering operations. 
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Also, there was a need to increase the awareness at national and international levels 

on the importance of measures and preventive procedures to combat this crime. 

Additionally, the legislative vacuum need to be filled by establishing a special 

department at the Ministry of Justice to combat this illegal activities and hold training 

courses to develop the capacity of workers to be familiar with the methods used in 

money laundering operations. 

Salman and Meka
68

 claim that in the late thirties of the twentieth century the concept 

of money laundering has appeared in the United States and has been linked to 

organized crimes, especially drug trade offence. After the World War 1 the mafia 

purchased economic enterprises with illegal funds generated from criminal activities. 

In that way they could disguise the source of this money in order to use it in legal 

activities. The banking and financial sector has witnessed continuous evolution at the 

international level, which resulted in increase in the size of the flow of capital across 

borders, including illegal money, through the use of banking and financial 

transactions to hide their illegal source. Gangs and organizations might use precision 

techniques to accomplish their illegal goals in an attempt to hide the criminal and 

illegal nature of their work. This drew the attention of many countries and 

international institutions to the need of taking the necessary procedures for preventing 

such phenomenon in the framework of international cooperation. They also 

cooperated with various institutions and international bodies that intend to combat this 

phenomenon on the global level. This required the emergence of specialized entities 

(private and government), who further issued a number of laws to combat this 

phenomenon. Controls were issued to make sure that the money resulting from the 
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illegal operations will not find a way to pass through the banking system. These 

operations are classified as economic offense. 

1.8.2 The causes and dangers of money laundering through banks 

Money laundering negatively affects economic growth and global finance because it 

facilitates corruption and crime and diverts resources to unproductive activities. 

Consequently, it could restrict legitimate business and instability in banks and 

financial institutions. Money laundering also aims to perpetuate crimes activities 

because it encourages the underlying criminal activity from which illicit proceeds are 

originated. Without a doubt, the damage caused by money laundering to the economy 

and the community is the same as the one committed by the underlying crime itself. 

Exploiting the principle of banking secrecy is the main reason for choosing banks as 

the best institution for money laundering. The principle of banking secrecy was the 

focus of Obaidat’s 
69

 study. The anti-money laundering laws imposed on banks have 

brought negative effects due to the inconsistency between the principle of banking 

secrecy and mandatory notification of suspicion to the concerned authorities of money 

laundering. When exceptions of principle of banking secrecy is needed in such cases, 

negative effects were noted as the result of compliance to the laws; this could be seen 

from the delay in the operations of customers, as well as in the increased cost of 

banking services to the latter. Such circumstances have forced the bank to employ a 

larger number staff to monitor customers’ financial operations. Sometimes, the 

banking secrecy principle of banks can be exploited by launderers: they could launder 

their money without having to reveal the source.  
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Awadallah
70

 claims that banks have a great responsibility to fight against money 

laundering since these institutions are the main target of money launderer. 

Consequently, the need to strengthen international and regional efforts to combat this 

phenomenon is emphasized, giving birth to banking legislation with provisions that 

criminalize these operations and the perpetrators. 

Tarawneh and Batosh
71

 claim that banks have to fight money laundering and sustain 

the negative effects of this fight; this is because the institutions are involved in money 

laundering operations that could lead to their collapse. Consequently, they will face 

the risk of losing public's confidence because of the negative publicity that resulted 

from association with criminals, whether intentionally or not. In addition, banks may 

be subjected to direct loss from fraud, like neglecting the identity of undesirable 

customers. Another negative impact was on the safety and stability of banks managers 

and their employees through their dealings with the criminal unknowingly. 

A recent article
72

 refers money laundering as a global phenomenon that has weakened 

the economic and political stability of countries. Apparently, developing countries are 

more exposed to this phenomenon, taking Nigeria as an example. Nigeria is a 

developing country where money laundering has affected the country’s financial 

stability, along with economic and political developments. Bagher and Aluko 

conclude that among the financial and economic crimes, money laundering fared 

better in breaking into the economic and political structures of most developing 

countries, linking the crime to the countries’ corruptions.  
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The dangers of money laundering, as mentioned by Abdel Mawla,
73

 are represented in 

the increase of money laundering activities through (1) the use of open borders free 

trade zones, banking centers and electronic transfers and (2) the presence of foreign 

money through speculation in the financial markets. Competition between 

international banks has led to the increase of money laundering operations, as well as 

to the exploitation of some of the points of weakness of procedures and systems to 

combat this phenomenon. The increasing rates of poverty, unemployment, crime and 

corruption in developing countries have made them fertile grounds for money 

laundering. These growths of money laundering are caused by liberalization and the 

opening up of global markets, as well as changes in legislation and technological 

developments in the banking sector.  

Because money laundering is an organized crime as discussed by Abu El-Wafaa,
74

 it 

can also have damaging effects at international level. This phenomenon can harm a 

country’s economy, security, and society since it provides a fertile ground for 

terrorists, drug dealers, fraud, corrupted public officials, illegal arms dealers, and 

others to operate and expand their criminal enterprises. This crime has become 

increasingly international and hence, the financial aspects of money laundering have 

become more complex following globalization of financial services industry. 

Like floodwater seeking out any crack, money laundering usually begins with cash 

and in an anti-money laundering system, the danger continues to evolve at a rapid 

pace. According to Simser,
75

 the financial systems evolve and so does the anti-money 
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laundering systems. The emergence of unlawful activities in turn, can give rise to new 

techniques and typologies in money laundering, like online gaming, online transfer or 

in the form of a prepaid access card, piracy, football and various forms of trade-based 

money laundering. In other words, these dangers are systemic. 

Barakat
76

 studied money laundering from all aspects because of its negative effect on 

the political, economical and social aspects. His study aimed to show the impact of 

combating money laundering on the international level, and to identify the size of 

money laundering and its methods. He claimed that the reason behind the spread of 

money laundering phenomenon could be because the national laws failed to fight such 

crime, also the lack of coordination and cooperation between the concerned parties. 

Furthermore, he pointed out that money laundering is associated with corruption, drug 

trade, slavery, and organized crime, it is worth mentioning that exploitation of banks 

is widely used in money laundering operations. The danger of this phenomenon is 

represented in that money laundering combating efforts are encountered by counter 

efforts, where money laundering operations witness the entering of specialized 

criminal groups in different professions, by money launderers in order to help them in 

cleaning their dirty money and transfer them into legal fund. 

Salman and Meka's study
77

 focused mainly on the negative impact of money 

laundering process, and they are as follows: (1) disable of financial policies, which 

negatively affects the government economic performance, (2) impose more indirect 

taxes or increase their prices to meet the shortfall in public revenues, the low 

purchasing power, rising inflation and high unemployment rates, (3) the multiplicity 
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of money laundering channels from traditional to the most sophisticated, including the 

Internet, (4) an inverse relationship between the rate of domestic savings and money 

laundering through smuggling , where the higher the smuggling operations the decline 

of savings that are directed to investment, (5) the spread of extremism, sabotage acts, 

violence, the occurrence of political coups, the emergence of imbalances in the social 

structure and the spread of financial and administrative corruption, higher crime rates 

and the spread of illegal practices such as gambling and nightclubs.  

1.8.3 The impact of anti-money laundering laws on banks 

The relationship between banks and money laundering usually includes three stages: 

placement, layering and integration.
 78

 Often banks would be affected during these 

three stages of money laundering. 

Placement is the initial stage of the process, in which illegitimate funds are placed 

into the banking system.
79

 In Lal's study,
80

 the placement is defined as “the process of 

placing, through deposits, wire transfers, or other means, unlawful proceeds into 

financial institutions”. Another study
81

 has defined it as “the physical disposal of cash 

proceeds derived from illegal activity”. Often this stage poses the greatest risk to the 

launderer, because of the chance that he can be discovered.
82

 A person might be seen 

as an unknown individual who walks into a bank and deposits a very large amount of 

cash into an account; thus, he may arouse suspicion and this does happen. One 

scholar, Cox,
83

concluded that the placement process can take the following ways: (1) 

purchase of paintings, (2) purchase of antiques, (3) purchase of investment products, 
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(4) purchase of boats, (5) acquiring of shares from private companies, (6) provision of 

cash loans to companies, and (7) purchase of things in a market. For the launderer this 

initial or “placement” stage is the most dangerous. As Reynolds
84 claimed, the 

process usually requires physical transportation of the criminal’s cash proceeds within 

the jurisdiction where most likely the original criminal act occurred. As a result, it is 

the stage that most closely monitored by law enforcement. The anti-money laundering 

initiatives, which originated from legislative sources and law enforcement, throughout 

history have been focused roughly exclusively on this “placement” phase. In 

particular, the focus was on the theory that any later step, following the “placement” 

process, always makes it difficult to keep track of the origins of their funds. 

In principle, the layering stage involves making the appearance of the illegal funds as 

legal, particularly by making complex transactions in order to hide or disguise the 

original sources of these funds. The layering stage is defined as “the process of 

separating the proceeds of criminal activity from their origin through the use of layers 

of complex financial transactions”.
85

 In a further study
86

, the process is defined as 

“the process of separating illicit proceeds from their sources by creating complex 

layers of financial transactions designed to disguise the audit trail and provide 

anonymity”. Bosworth-Davies and Saltmarsh
 87

 have also claimed that the dirty 

money in the layering stage is distributed within the financial institution, in which it 

has been initially deposited and manipulated to create a false picture of the source of 

the original cash. The cash can also be moved through a number of other institutions.  
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Money laundering encounters difficulty during the layering stage when money 

launderers move their funds between a number of accounts into a number of different 

branches of banks through buy and resale of assets, stock, antiques and other complex 

operations. In his study, Reynolds
88

 claimed that the goal of the launderer in the 

“layering” stage is to disguise or hide the funds and distance them from their origin 

and their financial system access points. Several methods can be used in this stage, 

such as the undertaking of a great volume of transactions, the utilization of different 

instruments and currencies, and several transfers among accounts in various 

jurisdictions. Every following transaction in the “layering” process makes it much 

more difficult to discover money laundering activities. Furthermore, each transaction 

complicates the audit trail. 

Integration is the third and final stage of the money laundering operations; simply put, 

it is the stage in which illegal proceeds are reintegrated into a legitimate financial 

system. This stage is defined as “the process of using an apparently legitimate 

transaction to disguise the illicit proceeds. Through this process the criminal tries to 

transform the monetary proceeds derived from illicit activities into funds with an 

apparently legal source”.
89

 Another study
90

 defines integration as “the provision of 

apparent legitimacy to criminally derived wealth. If the layering process has 

succeeded, integration schemes place the laundered proceeds back into the economy 

in such a way that they reenter the financial system and provide to be normal business 

funds”. This can happen when the cleaned-up money is legitimately brought back into 
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the financial system once it is safe from any enquiry by any agency about their 

source.
91

  

Reynolds 
92

 points out in his study that the “integration” stage is the last step in the 

money laundering process, and the money launderer ultimate goal. In the last stage, 

the now-laundered funds are entered back into the mainstream economy as bona fide 

funds. It is can be achieved through the purchase of liquid assets such as equities, life 

insurance products, or government and corporate debt instruments. Usually, a 

legitimate business may be entirely taken over by using the laundered proceeds.  

Cox
93

 mentions in his study that the common methods of integration used by money 

launderers are as follows: (1) the transfer of money to a legitimate bank from a shell 

bank owned by the launderers (the simplest method), (2) the delivery of embellished 

invoices overvaluing goods or services which allow them to move funds from one 

country to another; the bills act as verification for the origins of the funds placed with 

the financial institutions, (3) the establishment of anonymous companies in countries, 

where money launderers are able to grant themselves loans out of the laundered 

money in the case of future legal transaction, (4) the cancellation of an insurance 

policy after the premium has been paid, with the laundered money acting as the return 

of the premium by the insurance company, (5) the selling of an acquired asset in an 

open market, through private sale, with funds ideally being received electronically 

into a legitimate bank account. 

Anti-money laundering laws may create a great dilemma for banks. For example, 

failure to report suspicious transactions is an offence according to the law. If the bank 
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fails to make a proper disclosure in this regard, it could be liable for breach of duty of 

confidentiality or could face the risk of being liable for notification of the suspected 

customer. The banks could be held liable as a trustee for the rightful owner of the 

corrupted funds. Regardless, the anti-money laundering system appears to be 

reasonably effective in protecting the integrity of the core financial system in major 

financial centers. 

Simwayi and Guohua
94

 have assessed the role of commercial banks in fighting money 

laundering in the Republic of China, and the extent to which anti-money laundering 

regulations and rules have been adopted and implemented by commercial banks at a 

partial level of the People’s Republic of China. In particular, they aimed to preset an 

effective anti-money laundering system in the banking sector, which can make an 

important contribution in fighting money laundering both nationally and 

internationally. Money laundering laws helped policy makers, especially at the 

People’s Bank of China, to reorganize their strategies with what is going on the 

ground. Although the banks are not assessed by the People’s Bank of China, they are 

audited independently by external auditors. All banks have anti-money laundering 

procedures and policies in place, and they have appointed a compliance officer to 

undertake anti-money laundering activities. They also trained their employees to cope 

with anti-money laundering laws. 

The experience of Lebanese operating banks and their commitments and compliance 

with the international regulation on anti-money laundering were the focus of 

Shahin`s.
95

 In particular, Shahin has hoped to achieve a global anti-money laundering 
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strategy. According to this study, Lebanese banks have achieved their anti-money 

laundering and the counter-financing of terrorism procedures by abiding to the 

recommendations of the international body in charge of the regulation–the Financial 

Action Task Force. This Task Force focuses on the laundering of money and personal 

unilateral initiatives cooperation among countries in the form of mutual agreements. 

The anti-money laundering laws have resulted in an effective domestic initiatives and 

have also shed light on the positive international regulatory assessment of these 

initiatives. They also addressed the positive view of the Lebanese banking sector that 

has kept it outside the current Financial Action Task Force’s list of countries with 

anti-money laundering and the counter-financing of terrorism insufficiency. 

Buqami
96

 mentioned the importance of coordination and cooperation between various 

security agencies in fighting money laundering. The purpose was to face the dangers 

of the crime on a country’s economy, society and policy. There is a close cooperation 

between security agencies in anti-money laundering crimes to monitor suspects. Most 

workers in concerned agencies (like in financial sectors) are familiar with money 

laundering crimes and the ways to fight them. However, there are obstacles that 

hinder the coordination and cooperation between security and concerned agencies to 

combat money laundering that can further result in the wide spread of this 

phenomenon.  

The traditional methods of money laundering in the banking industry were explained 

in Alosh`s study, 
97

according to the study here are some of the ways: (1) depositing 

and transferring through banks, which is the traditional way of laundering dirty 
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money: where the funds resulted from criminal activity are deposited in account or in 

a number of accounts in different banks and different countries, it can be either 

because they allow it; in other words the banks are complicit, or because those banks 

apply banking secrecy principle. Finally, the funds are transferred to be invested and 

it is mostly the original homeland of the depositors, in this way bank has carried out 

the act of money laundering legitimately, (2) re-borrowing: where consistently 

perpetrators of money laundering activity deposit their money in banks, then the they 

apply for a loan from a bank which they deal with; by using the funds deposited in the 

other country as collateral for the loan, in this way money launderers legally launder 

their money, thus the can use them in purchasing property, business deals or other 

similar activities, (3) Credit Cards: they are either issued by banks; all banks around 

the world have been involved in issuing them under the supervision of a global 

organization, such as (Visa, Master card) or issued through a single financial 

institution, where the issuance operations and the settlement with merchants are 

monitored by the issuing institutions, these cards are issued for customers to be dealt 

with instead of cash, the cardholder can purchase goods through the use of the credit 

card and the bills are sent to the cards issuance center, and the value to be repaid from 

the branch where the purchase process was made, after that the value is requested 

from the customer's account, and then the customer/buyer sell these goods that have 

already been purchased by credit card ( and get a price without passing through 

channels and transfers constraints it can pointed out that concealed or lost card can be 

used of in the committing laundering money crime especially since this theft may be 

real or faked, regarding to the latter, it may be faked for the purpose of committing a 

crime of money laundering where the card is in the holder possession and is not stolen 

or lost, in case of loss or theft take necessary procedures in terms of notifying the 
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bank, however the card continue to be used in purchasing goods or services from the 

merchant , and the merchant might be committing fraud to accept the stolen card or 

lost, where he complicit with the offender in making unreal invoices purchases by 

using the card. 

 

According to Salman and Meka
98

, efforts on both local and international level to 

combat money laundering phenomenon are not at the required level, however this 

phenomenon can not be eliminated, due to the following reasons: (1) banks complete 

confidentiality principle would limit the effectiveness of the control procedures, (2) 

the decriminalization of the money laundering phenomenon in legislation in many 

countries around the world even today, (3) the inadequate level of international 

cooperation in addressing the phenomenon. This study Recommended that in order to 

reduce and eliminate money laundering phenomenon around the world, the 

international organizations and governments need to take a set of measures including: 

(1) the need for international and domestic coordination to address the phenomenon, 

(2) passing legislation to prevent illegal trade not only the drug trade, (3) passing 

legislation to facilitate the control of the financial markets, (4) passing international 

legislation prohibiting the use of the Internet in money laundering operations, (5) to 

impose sanctions on states that tolerate in combating money laundering, (6) tighten 

controls on the suspicious companies and follow up their commercial operations.
  

 

Finally, a questionnaire study was conducted by Rowan Bosworth
99

 about Money-

Laundering Reporting Officers in the US. Its aim was to examine the Officers’ 

attitudes towards specific aspects of ensuring the provision of good compliance, and 

                                                           
98

Ahmed Hedi Salman and Laheb Toma Meka, Ibid. 
99

 Rowan Bosworth‐Davies, " Living with the Law: A Survey of Money‐Laundering Reporting Officers 

and Their Attitudes towards the Money‐Laundering Regulations", Journal of Money Laundering 

Control, Vol. 1 Iss: 3, (1998), pp.245 – 253. 



  

45 

 

to ascertain whether there were any other areas of compliance where further training 

was particularly necessary. The important findings of the questionnaire were: (1) It 

demonstrated that very few Money Laundering Reporting Officers have any real 

knowledge of US legislation implications. (2) It identified the fact that a number of 

persons employed in the role of Money Laundering Reporting Officer have not 

received the necessary amount of training to enable them to be effective in their jobs. 

(3) It demonstrated that the commitment to the provision of well-qualified staff in the 

role of the Money Laundering Reporting Officer is still lacking among a significant 

number of employing institutions. (4) It demonstrated briefly that there is a direct 

correlation between the amount of training an individual Money Laundering 

Reporting Officer receives, and his effectiveness in the role for which he is employed. 

(5) It proved that a significant number of employees are being trained by Money 

Laundering Reporting Officers who have themselves not received adequate or 

sufficient training. 

 

Furthermore, another survey about Money-Laundering Reporting Officers in the UK 

was conducted by Laurence Webb.
100

 The aim of this survey was to assess the 

attitudes of London city banks towards the UK money laundering regulations, and the 

attitudes of the money laundering reporting officers, including how seriously the 

banks took their new anti-money laundering responsibilities. Also, how did the person 

responsible for implementing anti-money laundering compliance (the Money 

Laundering Reporting Officers) view their responsibilities as well. This study 

examined the main benefits and costs to the bank for compliance with the regulations, 

and the type of anti-money laundering training provided by the banks. There was a 
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broad range of Money Laundering Reporting Officers’ attitudes found in this survey, 

they were classified to three categories: positive attitudes (27 per cent), neutral 

attitudes (40 per cent) and negative attitudes (33 percent). Additionally, 60 percent of 

respondents thought that money laundering regulations would not be effective. It was 

concluded that these banks took their anti-money laundering responsibilities very 

seriously, since the Financial Services Authority has new powers to prosecute non-

compliance. Larger banks tended to have more positive attitudes than small or 

medium sized banks, and this study recommended specific measures for optimizing 

compliance. 

 

On the whole, the reviewed literature on anti-money laundering system appear to be 

effective in protecting the integrity of the financial system in financial centers. The 

literature showed various negative impacts of anti-money laundering laws on banks 

and financial institutions despite the positive impacts. Since there is no uniformity 

across the world in terms of legislations, the effectiveness of the anti-money 

laundering laws is still dubious. Countries are free to define what they regard as legal 

sources of money or otherwise. The above mentioned studies are outdated and do not 

go along with the late problems imposed by money laundering crimes in banks. In 

addition, these studies do not reflect the modern changes in the Jordanian society, 

probably because money laundering is new in Jordan and to the Jordanian legislations 

that are trying to suit the updates of money laundering regulations.  

 

To the knowledge of the researcher, no similar study was conducted with the same 

objectives of this study. Therefore, this study provides measures to be taken by 

Jordanian bankers in complying with the laws. In particular, the study examines the 

Jordanian anti-money laundering laws that have affected the banking industry. It also 
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analyzes how the laws have affected banks operation and its relationship with 

customer and investigating the perception of the bankers towards their anti-money 

laundering obligations. 

1.9 Outline of the Chapters 

The study is divided into six chapters. The first chapter includes the contents of the 

proposal: introduction, problem statement, research questions, research objectives, 

significance of the study, and methodology. The methodology section reports on the 

research design, scope of the study, type of data, data collection, and data analysis. 

This is followed by the limitation of the study, literature review, and outline of the 

chapters. 

The second chapter reviews money laundering in general. It aims to look at the 

definition, background, stages, methods and dangers of money laundering. The 

chapter also provides an overview of the banking system in Jordan and the driving 

factors for laundering money through banks. In addition it looked at terrorism 

financing, the Arab Spring, international efforts, and coordination and cooperation to 

anti-money laundering. 

The third chapter deals with the pre-Jordanian regime and current Jordanian anti-

money laundering laws. It also examines the anti-money laundering obligations and 

their impact on the banks. 

The fourth chapter intends to examine the perceptions of Jordanian bankers towards 

the anti-money laundering laws. This chapter aims to discover–through a 

questionnaire survey – the perceptions of the bankers towards their duties and 

liabilities under the laws. 
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The fifth chapter examines the impact of the anti-money laundering laws on the 

relationship between banks and their customers. This chapter aims to discover–

through the questionnaire the opinions of the bankers, their customers, the Jordanian 

central bank and Jordan’s Anti-Money Laundering Unit on how the anti-money 

laundering laws have been affecting the relationship between banks and their 

customers. 

The sixth chapter is the conclusion chapter. It recommendations area for further study 

and concludes the research.  

1.10 GANTT Chart / Schedule of Work. 

Table 1.2 

1.2Schedule of Work 

Start End Research activities 

February 2013 March 2014  Literature search. 

 Finalize the research area. 

 Prepare and write up a research proposal. 

 Research proposal submission  

 Proposal colloquium. 

March 2014 July 2014  Enhance literature review 

 Proposal write up 

 Proposal defense. 

July 2014 February 2015  Collecting data in Jordan 

 Doing the study survey 

 Thesis write up 

February 2015 September 2015  Enhance literature review 

 Analyze data 

 Thesis write up 

September 2015 January 2016  Thesis submission 

 Pre-Viva 

 Thesis editing and finalizing 

 Thesis submission 

22 March 2016  Viva. 
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CHAPTER TWO 

 MONEY LAUNDERING: AN OVERVIEW 

2.1 Introduction 

This chapter provides an overview of money laundering. As such it will focus on the 

definition of money laundering and highlight the stages, methods, and dangers of the 

crime. Also discussed are the driving factors for laundering money through banks, 

which are the institutions considered the most common channel for carrying out 

money laundering. The researcher also discusses the Arab Spring, terrorism financing 

and the international cooperation in combating money laundering within the 

framework of the study. 

2.2 Definition and Background to Money Laundering 

Simpson and Weiner, editors of the Oxford English Dictionary, define money 

laundering as “funds of dubious or illegal origin, usually from a foreign country, and 

then later to cover them from what seem to be “clean” (i.e., legitimate) sources.
101

  

The United Nations Convention 1988 defines money laundering as “the conversion or 

transfer of property, knowing that such property is derived from any offence or 

offences established in accordance with subparagraph (a) of this paragraph, or from 

an act of participation in such offence or offences, for the purpose of concealing or 

disguising the illicit origin of the property or of assisting any person who is involved 

in the commission of such an offence or offences to evade the legal consequences of 

his actions.”
102

 The convention also defines the crime as “the concealment or disguise 

of the true nature, source, location, disposition, movement, rights with respect to, or 

                                                           
101

John Simpson and Edmund Weiner, Oxford English Dictionary, Oxford University Press, United 

Kingdom, ( 1989), pp. 702. 
102

Article (3) (1-b-i) from United Nations Convention against Illicit Traffic in Narcotic Drugs and 

Psychotropic Substances, 1988. 



  

50 

 

ownership of property, knowing that such property is derived from an offence or 

offences established in accordance with subparagraph (a) of this paragraph or from an 

act of participation in such an offence or offences.”
103

 The most important part of this 

definition is the transfer of illegal money into legitimate one by hiding its real illegal 

source or owner. In accordance with the Vienna Convention, many countries limited 

money laundering law drafts to laundering drugs money. As a result, the definition of 

money laundering started to expand in order to include illegal acts other than drugs 

trafficking, such as fraud, smuggling, sale of stolen goods, and other financial 

crimes.
104

 

Article 6 in Convention on Laundering, Search, Seizure, and Confiscation of the 

Proceeds from Crime in the Council of Europe 1990 clearly states that in laundering 

offences, “(1) each party shall adopt such legislative and other measures as may be 

necessary to establish as offences under its domestic law, when committed 

intentionally: (a) the conversion or transfer of property, knowing that such property is 

proceeds, for the purpose of concealing or disguising the illicit origin of the property or 

of assisting any person who is involved in the commission of the predicate offence to 

evade the legal consequences of his actions; (b) the concealment or disguise of the true 

nature, source, location, disposition, movement, rights with respect to, or ownership of, 

property, knowing that such property is proceeds; and, subject to its constitutional 

principles and the basic concepts of its legal system; (c) the acquisition, possession or 

use of property, knowing, at the time of receipt, that such property was proceeds; (d) 

participation in, association or conspiracy to commit, attempts to commit and aiding, 
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abetting, facilitating and counseling the commission of any of the offences established 

in accordance with this article.” 

The Commonwealth Model Law in 1996 defines money laundering as “(a) (i) 

engaging, directly or indirectly, in a transaction that involves property that is proceeds 

of crime: or (ii) receiving, possessing, concealing, disguising, transferring. converting, 

disposing of, removing from or bringing into the (territory) any property that is 

proceeds of crime; and (b) (i) knowing, or having reasonable grounds for suspecting 

that the property is derived or realized, directly or indirectly, from some form of 

unlawful activity; or [(ii) where the conduct is conduct of a natural person, without 

reasonable excuse failing to take reasonable steps to ascertain whether or not the 

property is derived or realized directly or indirectly, from some form of unlawful 

activity;] or (iii) where the conduct is conduct of a financial institution, failing to 

implement or apply procedures and control to combat money laundering.”
 105

 

Money laundering is defined, according to Article 2 (a) from the Jordanian Anti 

Money Laundering and Counter Terrorist Financing Law 2007, as “every conduct 

involving acquiring, possessing, disposing of, moving, managing, keeping, 

exchanging, depositing, investing, manipulating the value or transferring the funds, or 

any other act, where the purpose of the act is to conceal or disguise the source, true 

nature, place, movement, disposal means, ownership or related rights, or otherwise 

preventing from identifying the person who committed the crime that generated the 

funds, with the knowledge that the funds are the proceeds of any of the crimes 

stipulated in article (4) of this law.” 
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Money laundering has many definitions depending on which perspective being 

adapted for the sake of definition.
106

 Lal
107

 for instance, defines money laundering as 

“cleansing of money earned through illegal activities like extortion, drug trafficking 

and gun running etc.” Bennett
108

 identifies money laundering as “concealment of the 

identity of illegally obtained money so that it appears to have come from a legitimate 

source.” As for Levi and Reuter, money laundering is “the techniques for hiding 

proceeds of crime including transporting cash out of the country, purchasing 

businesses through which funds can be channeled, buying easily transportable 

valuables, transfer pricing, and using underground banks.”
109

 

Madinger
110

 provides a profound definition of money laundering. He states the crime 

as “the use of money derived from illegal activity by concealing the identity of the 

individuals who obtained the money and converting it to assets that appear to have 

come from a legitimate source.” Nevertheless, the best known definition of money 

laundering is stated in the Commonwealth Secretariat’s
111

 study as “the process by 

which criminals attempt to hide and disguise the true origin and ownership of the 

proceeds of their criminal activities, thereby avoiding prosecution, conviction and 

confiscation of the criminal funds.”
112
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After examining the definition of Money Laundering, and according to the 

researcher’s point of view, the above definition is deemed the most suitable since it 

points out the main reasons for the process of money laundering, which are (1) 

avoiding prosecution, (2) conviction, and (3) confiscation of the illegal cash. Hence, it 

is explicit that the previous definitions include various activities of which the main 

activity is to conceal the proceeds of crimes, such as drugs, corruption, and any other 

type of crimes that are within the scope of the law on money laundering. Drugs 

trafficking, according to a report by Financial Action Task Force, is the first largest 

source of criminal proceeds. The second largest source of criminal proceeds is fraud, 

followed by smuggling, gambling, human trafficking, and tax evasion. 

2.3 Stages and Methods of Money Laundering 

While authors differ in their approaches and terms of money laudering, they all agreed 

on the main purposes of the crime: to hide the real source and owner of the illicit 

money and to transfer illegal proceeds into legitimate sources. Criminals who commit 

money laundering need to secure the ownership of the proceeds and protect the 

proceeds from suspicion, investigation, and seizure. Often to achieve this purpose, 

they adopt a sophisticated money laundering process that consists of three sequential 

stages: placement, layering and integration. However, not all money laundering 

process sequentially follow this process; some criminals treat the means separately or 

distinctly or in other words, the process may overlap or be conducted simultaneously. 

A range of mechanisms and typologies may be used in money laundering operation, 

such as through currency, gold, precious metals; through the banking sector; through 
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precious stones smuggling; through stock market; and through trade-based money 

laundering.
113

 

Placement 

This process involves depositing illegal cash in a local or international financial 

institution or buying valuable goods like paintings and precious metals. Since this 

stage is the weakest link in the process of money laundering,
114

 it often becomes the 

point for money laundering detection. 

Layering 

This stage involves separating illegal proceeds from its real sources by creating layers 

of financial transactions. Aimed to conceal the audit trail and provide anonymity, the 

layering process is accomplished through a complex series of financial transactions in 

shell operations or through a series of transfers into different accounts. 

Many scholars argued that electronic transfer of money between banks has facilitated 

money laundering. The anonymity of e-money helps make the source of proceedes 

untraceable,
115

 and during placement and layering, money laundering has a serious 

impact on financial institutions and banks. In these stages, the illegal money is 

laundered but not integrated into the economy. 

Integration 

This is the stage where the illegal funds are converted into legitimate source with no 
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proven links to illicit activities. At this point, money launderers can integrate illegal 

funds into the legitimate financial systems, allowing them to access these funds 

legitimately and freely. Tracing the source and prosecuting the launderers becomes 

difficult at this stage. 

After considering these three stages, the researcher perceives that money laundering 

involves the transfer of property (mainly cash) into another form of assets, the 

concealment of the real owner of the property, and the creation of apparently 

legitimacy of the ownership of such property. Thus the crime is very difficult to 

investigate, detect, and prosecute because these process may involve complex 

techniques, methods, and mechanisms. Therefore, heavy obligations were imposed on 

banks to combat money laundering activities by the Jordanian Anti-Money 

Laundering and Counter Terrorist Financing Law 2007 and the Instructions for Anti 

Money Laundering and Counter Terrorist Financing for Banks Instructions No. 

51/2010. One of the obligations is to establish risk assessment, identify and verify 

customers, report cash and suspicious transactions, establish compliance program, and 

keep records.
116

 

The real sources of money laundering phenomenon are (1) drugs, (2) illegal arms 

trafficking, (3) administrative and political corruption, (4) human trafficking, (5) 

prostitution, (6) bribery, (7) gambling, (8) counterfeiting money, (9) currency 

smuggling, (10) terrorism, (11) embezzlement, (12) tax and customs evasion, and (13) 

unpaid back banks loans, where money launderers take loans from local banks 

without sufficient guarantees, and transfer these loans abroad without being paid 
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back. Other sources include the escape of these debtors out of the country.
117

 One 

example of such a case is the liquidation of the Bank of Petra in Jordan.
118

 

Money launderers may launder either in the banking fields,
119

 or in private banking. 

Often in the latter case, wealthy individuals receive private services either through 

private banking circles as one of the bank’s departments, or through a private bank. A 

deposit of one million dollars or more is set to the client’s manager, or special 

services administrator who would be responsible for dealings with the bank for this 

client.
120

 

Private banks are able to facilitate client’s use of the bank’s services and financial 

products, including estate planning, and tax and global wealth management. Hence 

private banking is vulnerable to money laundering for the following reasons:  

 (1) Banks are reluctant to ask the typically wealthy and powerful clients serious 

questions about their wealth.  

(2) Private banks that conduct jurisdictions business have strict banking secrecy 

laws. 

(3) The existance of secrecy culture in private banks. Routinely, private banks 

help in creating shell companies and trusts in order to shield the identity of the 

account beneficial owner. These institutions then develop a very close personal 
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relationship with their clients. Correspondent banking becomes crucial to the 

system of international payment since it enables banks to provide services and 

conduct businesses for their customers in jurisdictions when the latter are 

absent. Correspondent relationships are very important for money launderers 

because the means provide access to international transfer systems.  

In 2001, the US banks had generally failed to take adequate steps to prevent 

money laundering through their correspondent banks accounts. Hence the risk 

posed by correspondent banking services, particularly where a respondent bank 

is in a jurisdiction that has inadequate anti-money laundering measures, should 

be considered seriously by the banking industry.
 121 

(4) Phantom companies are companies that already existed, but in reality, they 

do not engage in real activities. Established to hide illegal criminal activities, 

the financial edema and trade name of these companies are ofted used by money 

launderers to open bank accounts for transferring and smuggling dirty money 

and as a final step they to escape abroad.
 122

 

(5) Brokering is the transfer of funds of illegal money (dirty money) to a 

collaborator broker in one of the brokerage countries in order to purchase a 

large quantity of bonds and stocks in the broker's name or on behalf of any other 

person.
123

 Money laundering method used by criminals are affected by a 

number of factors: the required amount of money to be laundered; the available 

professional services to be involved in money laundering; the extent to which 

the obvious accumulation of funds become problematic; the extent to which 
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members of the financial services sector can be corrupted to cooperate in a 

laundering scheme; the ability to travel to another jurisdiction for making 

financial arrangements; the acquisitive committed crime geography; the 

network of available trustees of the person with illegal proceeds; the amount of 

intimidation and fear that can be caused by a criminal enterprise; the types of 

committed crimes and the criminal's professional, business and educational 

background.
124

 

When money launderers' methods were analyzed, the researcher concludes that 

money launderers use many methods to cleanse their funds, ranging from the simplest 

to the most sophisticated end. Ultimately, the most important thing for them is to 

make their illegal money appear as if it is derived from clean and legitimate sources. 

The simple method can be described by feeding the money through buying luxurious 

goods, gambling arrangements, casinos, and promoting sporting events.
125

 

2.4 The Dangers of Money Laundering 

Money laundering is a significant problem in developed countries, and synonymous 

with developing countries. The illegal funds proceeds of corruption do not always 

need to be internationally laundered. The proceeds of the biggest thefts of public 

property may be laundered either as money or as goods, such as fine arts and real 

estate. Money laundering has a distinguished tendency to frustrate legitimate business 
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enterprises and corrupt the financial systems, as well as corrupt the social-political 

systems.
126

 

In the Jordanian economy, money laundering has posed several effects, particularly 

when the laundered money is smuggled abroad (external money launering). Among 

the effects are as follows
127

:  

(1) low national income: Money launderers smuggle money to be laundered 

abroad in foreign banks. This smuggled money is a missing part of the national 

income derived from taking loans without giving sufficient warranty and 

transfering loans to foreign banks, bribery, or commission of Jordanian banks. 

As a result, the poor bear the burden of money-laundering operations. The rich 

escape the consequences of low national income by avoiding taxes and by 

taking loans without intending to pay them back.  

(2) poor distribution of national income: The distribution of national income is 

affected negatively by money laundering operations because the source of the 

laundered money is illegal. Money laundering operations weaken domestic 

savings, and this leads to the failure of adopting the Jordanian savings as a 

source of the Jordanian capital, which is needed for continuous expansion in 

investment and business.  

(3) domestic savings deficit: The increase of money laundering operations 

decreases the rate of domestic savings because administrative and political 

corruption cause capital flight. For example, when money is laundered by 
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buying gold, the consumption trend does not benefit the community. Thus when 

domestic savings face deficiency, the state takes loans from abroad, increasing 

further the proportion of foreign debt and burden on the national economy.  

(4) devaluation of national currency: The value of the national currency is 

affected negatively by money laundering operations. Money launderers convert 

local funds into foreign currencies for smuggling them abroad, so the demand 

for foreign currency increases and the demand for the local currency (the dinar) 

decrease which leads to devaluation in the value of the Jordanian dinar (JOD).  

(5) increase of unemployment rate: Money laundering operations and 

unemployment rate are interrelated in a developing country like Jordan. The 

crime is closely related to smuggling money abroad through banking channels. 

In Jordan, the relationship between unemployment and money laundering leads 

to social, economical and financial problems.  

(6) negative impact on the efficiency of the overall economy: The economic 

efficiency means the stage in which the highest possible achieved benefit to the 

economy of the available resources is achieved through appropriate economic 

mechanism which reflects the optimal price system. Therefore, the currency 

devaluation, the rise in unemployment and inflation lead to inefficient economy. 

Also, speculation in real estate, securities, and consumer spending because of 

money laundering creates what is called “hot money”, which is the profit of 

money laundering and not of production and investment products. 

(7) the high inflation rate: Inflation involves increasing production for the 

increased consumption and raising prices with a shortage of savings. The 

operations of money laundering raise the inflation rate in Jordan. When money 
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launderers in Jordan transfer their money to industrial countries they feel 

secured, which causes intern inflation in a developing country like Jordan. This 

process raises the prices industrial countries, particularly the imported goods.  

(8) unjust consumption distribution: In Jordan, money laundering leads to 

increasing demand, rising price level, and decreasing purchasing power of the 

Jordanian currency. The increase in inflation leads to lower consumption from 

the low-income earners who earn their income legally, unlike the high-income 

earners whose incomes are earned illegally. This is considered unjust in the 

Jordanian society. 

The world’s third largest industry after international oil trade and foreign exchange is 

money laundering. Worldwide, the size of money laundering according to the 

Monetary Fund is estimated between USD 600 million and USD 1.5 trillion, which is 

about 2-5 per cent of the world’s gross domestic product.
128

 Undoubtedly, a 

substantial amount of this illegal money flow out of developing countries. Annually, 

cross-border illegal money flows approximately between USD 1 to 1.6 trillion. 

Complex offshore ladders operating through the global banking system launder the 

vast majority of these funds. Of the developed world, major international banking 

centres recieve half of this money that flows out of developing and transitional 

economy. A report documents the role and the indictment of politically exposed 

persons in exploiting the infrastructures in offshore financial centers through 

professionals and financial institutions.
129
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Money laundering is the cornerstone of most illegal activities. Effective laundering 

operation enables the criminals to use, hide, and invest their illegal funds without the 

fear of being prosecuted and caught by the enforcement authorities. In other words, 

successful money laundering operation enables criminals to distance or remove 

themselves from the illegal activity that generates the illegal money. This 

effectiveness makes it more difficult for authorties to prosecute launderers. In 

addition, the process of distancing profits from the illegal activity prevents the law 

enforcement authorities from confiscating the launderers’ illegal funds. The money 

launderers can even enjoy the benefits of their illegal profits without bringing 

attention to themselves, and they can reinvest the illegal profits in future illegal 

activities or even in legitimate businesses.
130

  

The vast scale of the money laundering process exists within drug trade across the 

world. Hundreds of millions of dollars are used in this trade, and some of the major 

drug cartels involve billions of dollars of illegal deals over a single year. There are 

also some well-renowned drug cartels such as the Zetas cartel in Mexico, although 

there is clearly a degree of secrecy surrounding such illegal activities. This presents 

the best chance for the police to identify the source of drug cartels and the challenges 

facing the drug dealers, who need to launder a large amount of money without being 

detected. Acting on this is crucial because of the pressing need to protect the public 

and to eliminate the large scale of illegal behaviour. Illegal activities of this scale are 

not only damaging to those directly involved in the illegal groups themselves but also 
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encouraging a widespread use of drugs, as well as having a knock on effect on the 

stability of financial markets .
131

  

Because these activities effectively fund drug trades and the cartels engaged in, they 

are highly worrying and controversial. In any sense, illicit money is not considered 

effective capital or currency because it is not legitimately integrated into the financial 

system. Derived from drug deals, this illegal money is not valuable to the dealers; it 

can only be valuable and actionable if converted into legitimate capital. Thus, every 

single dollar that is laundered successfully funds the activities of drug dealers; in 

other words, when drug money is laundered, it goes to fund new criminal enterprises 

and finance the expansion of the drugs trade and operation. It becomes easier to 

identify how the authorities can work to fight the negative effects of drugs trade, 

particularly by recognising the balancing agendas that the various different entities 

have when it comes to drug activities. On one hand, launderers will be looking to 

“clean” drug money in an undetected manner in order to keep the drug activities 

undercover. On the other hand, authorities will be looking not only to identify the 

roots of these funds but also to prevent the money laundering operation that is taking 

place.
132

 

The process of money laundering seems to be a significant problem that equates 

hundreds of billions of dollars a year, and part of this illegal money would be added to 

an international stock of illegal cash and assets purchased with proceeds of the crime. 

This increases the strength of a number of transnational organised crime groups. As a 

result, globally, money laundering now not only presents a problem for criminal 

justice systems but also is a macroeconomic problem. Left unchecked, the crime 

                                                           
131

Khaled A. A. Alasmari, Cleaning up Dirty Money: The Illegal Narcotics Trade and Money 

Laundering, Economics & Sociology, Vol. 5, No 2a, (2012), pp. 139-148. 
132

Khaled A. A. Alasmari, Ibid. 



  

64 

 

could cause many social and financial problems. Money laundering counter measures 

can stop criminals from enjoying their illegal money and more importantly prevent 

them from reinvesting their funds in future criminal activities, so it is imperative to 

establish money laundering counter measures. Such measures can provide law 

enforcement with innovative tools in order to provide an evidentiary link for 

prosecution purposes between criminal acts and major organizers, and to detect 

criminal activities through paper trail.
133

 

For this reason, the fight against money laundering consists of two important legal 

devices: the criminalization of money laundering and the confiscation of the proceeds 

of the crime. It is explicit that both approaches emphasise the financial elements of 

crimes. Preventing criminals from enjoying their illegal profits is possible, and more 

importantly, they can be prevented from building capital for future crimes particularly 

by attacking the financial structures of criminal organizations. Fighting money 

laundering has a significant impact on combating such crimes, particularly organised 

crimes.
134

 

Anti-money laundering laws aim to prevent criminals from taking advantage of 

financial institutions and their systems to launder illegal money. The aims are also to 

confiscate the criminals’ funds, and criminalize money laundering. This is crucial for 

persevering the integrity of the financial systems, which play a significant role in 

financial growth and global economic. 

After the dangers of money laundering have been studied, the researcher concludes 

that the cornerstone of an organized crime lies in where it provides continuous illegal 

ventures of the criminal organized groups and individuals. Recently, political stability 
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and security of many developing countries have been threatened by the exploits of 

organised crimes the criminal organized groups and individuals. Recently, political 

stability and security of many developing countries have been threatened by the 

exploits of organised crimes. Such crimes have exploited many forms of corruption to 

infiltrate into political process of most developing countries. Criminals tend to adopt 

corruption predicates for abusing governments’ resources, particularly by diverting 

them from sectors of critical importance such as education, development, and health. 

As a result, ordinary people are deprived of development opportunities and economic 

growth. In addition, to the increase of violence, social instability escalates, 

poverty,inequality, and spurs mass mistrust of political process, leading to political 

and civil unrest. The recent political and civil unrest in the Arab world is a testimony 

to this fact.
135

 

2.5 Overview of the Banking System in Jordan 

The Jordanian government established a well-developed regulatory and supervisory 

framework for administering its banking and financial institutions. This is imperative 

in ensuring a strong functioning of the financial system since the system is considered 

one of main components of economic progress. On the other hand, a sound and strong 

financial system is believed to be vital for providing investors confidence to invest in 

Jordan; this in turn, would create income, wealth, and employment. 

2.5.1 Overview of Legal Organization. 

In 1950s Jordan set out preparations to establish the Central Bank of Jordan. In 1959 

the Law of the Central Bank of Jordan was enacted, and later in October 1964, the 
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operational procedures of the bank commenced.
136

 Although its capital is owned 

entirely by the government, the Central Bank of Jordan enjoys the status of an 

independent and autonomous corporate body.
137

  

The banking system in Jordan consists of the Islamic banking system and the 

conventional banking system (commercial banks). Islamic banks
138

 offer banking 

financing and services in accordance with the Islamic laws or Shari’a. The Central 

Bank of Jordan controls the banking sector (Islamic and Conventional), and it was 

established as an independent institution (authority) which acts as the government 

fiscal agent. The bank also sponsors the creation of new financial institutions.
139

 

Article 4 of Central Bank of Jordan Law stipulates that “the objectives of the Central 

Bank shall be to maintain monetary stability in the Kingdom and to ensure the 

convertibility of the Jordan Dinar, and to promote the sustained economic growth in 

the Kingdom in accordance with the general economic policy of the Government. The 

Central Bank shall accomplish these objectives.” 

To achieve these goals, the Central Bank's functions have evolved, first, as the only 

issuer of the Jordanian currency. In this role, the Central Bank issues and regulates 

bank notes and coins in Jordan. In order to meet the needs of the national economy, 

the Central Bank ensures the availability and maintain and adequate inventory of bank 
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notes and coins. The Central Bank also replaces damaged, soiled, and mutilated bank 

notes and re-issues the Jordanian currency as well as commemorative coins.
 140

  

The second role of the Central Bank is to manage and maintain Jordan’s gold and the 

foreign exchange reserves, determine suitable investment opportunities, and set ratios 

and components of reserve. The purpose of the latter is to ensure their liquidity, 

profitability, and safety, since these reserves represent a cornerstone in the stability of 

exchange rate of the Jordanian Dinar. To meet this task, the Central Bank adopts a 

flexible investment policy that is compatible with the constant developments in 

international financial markets and foreign exchange. 
141

  

The third role of the Central Bank is to organize quality, quantity, and cost of credit to 

meet the requirements of monetary stability and economic growth. The monetary 

policy tools available to the Central Bank to regulate credit include reserve 

requirement ratio, the discount rate, and open market operations.
142

 

The fourth role of the Central Bank, in accordance to its legal powers, is to adopt 

procedures and measures to deal with local economic and financial problems in order 

to avoid their adverse effects on the Jordanian economy.
 143

 

The fifth role of the Central Bank is to serve as a banker to the Specialized Credit 

Institutions and the Licensed Banks. The Central Bank also maintains banks’ deposits, 

extends credit to them through advances and rediscounts, and provides banks with 

information on the credit risk, custody, and services of electronic clearing. In addition, 

it sells to and buys from banks, be foreign exchange or treasury bills, to cover their 

                                                           
140

 According to article 4 (a) of Central Bank of Jordan Law 1971. 
141

 According to article 4 (b) of Central Bank of Jordan Law 1971. 
142

 According to article 4 (c) of Central Bank of Jordan Law 1971. 
143

 According to article 4 (d) of Central Bank of Jordan Law 1971. 



  

68 

 

external payment needs. The Central Banks also issues licenses that authorize banks 

and branches to operate in Jordan.
 144

 

The sixth role of the Central Bank is to supervise Licensed Banks in order to ensure 

their financial positions soundness and to protect the depositors and shareholders’ 

rights. The Central Bank focuses on increasing paid-up capital, improving the 

adequacy ratio capital, as well as expanding the scope of the international auditing 

and accounting standards application related to solvency, management, assets, 

liquidity and profitability. Additionally, it stresses on the importance of continuous 

education and training of banks’ employees in order to keep in pace with the financial 

market developments. The Central Bank even performs the surveillance of licensed 

banks both on-site and off-site.
145

 

 The seventh role of the Central Bank is to act as a banker and fiscal agent to the 

Government and public entities so it maintains their expenditure accounts and 

revenue, opens letters of credit, makes transfers, manages and implements trade 

agreements and loan , as well extends treasury credit. In Jordan, the Central Bank 

manages and issues public debt securities on behalf of the government and public 

institutions. Moreover, on behalf of the government it administers Jordan’s 

subscriptions in financial institutions both internationally and regionally, and it 

manages and implements payment agreements between the government and other 

countries.
 146

 

The eighth role of the Central Bank is to advice the Government on the financial and 

economic policy of its formulation and the manner of implementation. Upon the 
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Central Bank's initiative or government request, it proposes specific recommendations 

related to the predominant monetary, financial, and economic conditions. The Central 

Bank also participates in formulating economic policies, particularly on plans of 

economic development. The bank has a distinguish role in the regular consultations 

between international financial organizations and Jordanian authorities.
147

 

 The ninth role of the Central Bank is to perform any other functions and transactions 

normally performed by central banks, also any operations entrusted to it under this 

law, or any other law, or under any international agreement to which the Government 

is a party of it. In addition, the Central Bank has also actively participated in 

establishing a number of corporations and financial institutions, for instance, Amman 

Stock Exchange, Jordan Loan Guarantee Corporation, Jordan Mortgage Refinance 

Company, and Deposit Insurance Corporation. All of these institutions have played a 

role in supporting economic development efforts in Jordan.
148

 

As a matter of fact, the role of Central Bank in controlling banks operating in Jordan 

is carried out through a number of means, including: (1) Licensing: The Central Bank 

of Jordan is the only authority to license Jordanian banks and their branches both 

inside and outside the country, (2) Supervision of desk work: through the data and 

statements it periodically receives, the Central Bank supervises and follows up the 

banks financial situation. So this information gets analysed then the most significant 

ratios and financial indicators are calculated to learn the banks financial situation and 

the extent of their adherence to instructions, laws and regulations (3) Field control: 

This type of supervision includes visits to banks to ensure their compliance with the 

instructions, laws and regulations, and it also aims to evaluate the of banks' situation 
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in a comprehensive way particularly the quality and administrative aspects that cannot 

be assessed through financial lists and reports; like the administrative systems and 

adequacy of controls and internal audit.
149

 

Jordanian Banking Law No. 28 of 2000 is the most important legislation governing 

the Jordanian banking system and was enacted to provide an integrated, well-

supervised banking and financial system in Jordan. It also deals with the licensing and 

regulation of institutions carrying on banking. 

The word bank, by virtue of Article 2 (a) of the Banking Law, refers to “a company 

licensed to engage in banking activities, in accordance with the provisions of this law, 

including branches of foreign banks licensed to operate in the Kingdom”. 

Furthermore, “banking activities” means “accepting deposits from the public and 

using these deposits in full or in part to grant credit, or for any other activities 

designated by the Central Bank as banking activities pursuant to special orders issued 

for this purpose.” 

Article 6 (a) states the following: “It is provided that to be licensed, a bank must be a 

public shareholding company, with the following exceptions: (1) a branch of a foreign 

bank. (2) a subsidiary. (3) an offshore company.” Under Article 4 (a) of the Banking 

Law, “no person shall engage in banking activities without first obtaining a final 

license from the Central Bank.”  

In addition, Article 4 (d) of the Banking Law states the following: “It shall be 

prohibited for any person to use the word ‘bank’ or its equivalent in any form, 

whether in Arabic or any foreign language, or to use in its documents or 
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advertisements any term or expression, related to or suggesting banking activities, 

except in the following cases: (1) Where such use is permitted by any law or 

international agreement to which the Kingdom is a party. (2) Where the context 

indicates that the particular use of such term is not related to banking activities. (3) 

Where the Council of Ministers issues a resolution allowing the particular use, upon a 

recommendation of the Governor.” 

The Banking Law in Jordan provides the Central Bank with all the powers, functions, 

and duties necessary to regulate and control the banking and financial activities. The 

Central Bank is empowered to issue guidelines, notes, or circulars with regard to bank 

management.
150

 

Articles 60 to 71 of the Banking Law provides the Central Bank with inclusive 

powers of supervision and control over the banking institutions. Article 88 of the 

Banking Law entrusts the Central Bank with significant powers on investigation, 

search, and confiscation. Article 88 (b) enlists the penalties for noncompliance with 

the Law and various offences. Revoking the license of the bank is the maximum 

penalty. Also, this penalty shall not prevent the civil and criminal accountability under 

the legislation of any other provisions. Apparently, banks and financial institutions 

may face serious consequences for violating any clause in the law.  

After considering legal organization of banking system in Jordan, the researcher 

believes that the Jordanian government established a well-developed regulatory and 

supervisory framework for administering its banking and financial institutions. This is 

imperative in ensuring a strong functioning of the financial system since the system is 

considered one of main components of economic progress. On one hand, a sound and 
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strong financial system is believed to be vital for providing investors confidence to 

invest in Jordan; this in turn, would create income, wealth, and employment. On the 

other hand, any abuse of the financial system would undermine the confidence of 

public in the financial system alongside with its negative consequences.
151

 

2.5.2 Overview of Banks' Reality 

The Jordanian banking system consists of the Central Bank of Jordan and the licensed 

banks. The licensed banks include all Jordanian banks and non-Jordanian banks 

operating in Jordan (Islamic and commercial). According to Central Bank, all together 

there are twenty-five banks in Jordan.
152

 The following table shows the operating 

banks in Jordan. 

Table 2.1 

 The Jordanian Banks 

Commercial Banks 

1.  1.  Arab Bank. 

2.  2.  Arab Banking Corporation (Jordan) 

3.  3.  Arab Jordan Investment Bank 

4.  4.  Bank of Jordan  

5.  5.  Cairo Amman Bank 

6.  6.  Capital Bank of Jordan 

7.  7.  Jordan Commercial Bank 

8.  8.  Investbank 

9.  9.  Jordan Kuwait Bank 

10.  10.  Jordan Ahli Bank  

11.  11.  Societe Generale de Banque / Jordanie 

12.  12.  The Housing Bank for Trade & Finance 

13.  13.  Bank al Etihad 

Foreign Branches 

14.  1.  Standard Chartered 

15.  2.  Egyptian Arab Land Bank 

16.  3.  National Bank of Abu Dhabi 

17.  4.  CitiBank 

18.  5.  Rafidain Bank 

19.  6.  National Bank of Kuwait 

                                                           
151

Aspalella A Rahman, Ibid.pp.177. 
152

For more information visit website of Central Bank of Jordan at: 

http://www.cbj.gov.jo/pages.php?menu_id=34&local_type=0&local_id=0&local_details=0&local_deta

ils1=0&localsite_branchname=CBJ, accessed 28-4-2015. 



  

73 

 

20.  7.  Bank Audi  

21.  8.  Blom Bank 

Jordanian Islamic Banks 

22.  1.  Islamic International Arab Bank  

23.  2.  Jordan Islamic Bank 

24.  3.  Jordan Dubai Islamic Bank 

Foreign Islamic Branches 

25.  1.  Al Rajhi Bank 

 

From 2003 until the end of 2012, the number of licensed banks operating in Jordan 

increased from twenty-one to twenty-six banks. Of this total number, sixteen are 

Jordanian banks, three of which are Islamic banks. The remaining ten banks are 

foreign banks including one Islamic bank. The number of banks increase following 

the increasing number of foreign banks operating in Jordan. In 2000, five banks 

operated and this number had increased particularly after the Central Bank licensed 

another three foreign banks to operate in Jordan, which include Audi Bank, the 

National Bank of Kuwait, and BLOM Bank. On the contrary, the number of Jordanian 

banks dropped from sixteen to fifteen as a result of Jordan Ahli Bank merging with 

Philadelphia Bank in 2005. However, after the Central Bank licensed National Bank 

of Abu Dhabi and Jordan Dubai Islamic Bank in 2009, the number of licensed banks 

increased to twenty-five before the Central Bank granted licenses to another bank, Al 

Rajhi Bank in 2011.
153

 Two years later, the Arab Jordan Investment Bank acquired 

HSBC bank, causing the number of foreign branches to drop from nine to eight 

banks.
154

 

 In the end of 2011, the number of licensed banks’ branches inside Jordan reached 

702, with an annual growth rate reaching an average of 5.3% between 2003 and 2011. 
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The banking density index (population/ total number of branches of banks operating 

Jordan) reached about 8900 people per branch at the end of 2011 compared to 9200 

people per branch in 2010. In 2009, the index was 9700 people per branch, and in 

2008, 9900 people per branch.
155

 Consequently in 2015, the total number of operating 

banks in Jordan is twenty-five, thirteen of which are commercial banks, eight are 

foreign branches banks, three are Jordanian Islamic banks, and one is a foreign 

Islamic branch. 

The banks constantly try to increase the number of branches to cover the whole 

kingdom as an attempt to keep in touch with their clients and help them get the best 

banking service. Hence in 2013, thirteen banks opened new branches, and this number 

increased to twenty-three inside Jordan.
156

 

In 2011, 165 branches expanded outside Jordan, and the annual growth rate between 

2003 and 2011 was approximately 5.3 percent. This strategy of expanding to the 

neighbouring and regional markets was due to the limited local market. The banks 

sought to benefit from the growing opportunities and new scopes to develop their 

activities and operations. They also wanted to compete and widen their base of 

customers, hence they pursued new and vital outlets for investments in the region.
157

 

At the end of 2013, the number of branches of licensed banks operating outside 

Jordan reached 172.
158
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In terms of governorate, the largest number of branches is concentrated in Amman 

(62.8 percent) followed by in Irbid (10 percent) and Zarqa (9 percent). The remaining 

18 percent are located within the nine governorates in Jordan.
159

  

By the end of 2011, the number of bank offices in Jordan dropped to 72, in 

comparison to 138 offices at the end of 2003. This represents an annual decrease in 

the number of offices in Jordan by an average of 6.7%. However, this drop in the 

number of offices can be explained by the expansion strategies of the operating banks 

in Jordan, because of transferring some offices into branches, which led to the 

increase in branches and the drop in the number of offices. At the end of 2011 the 

number of offices outside Jordan reached 9 offices, where the annual average growth 

rate during the period of (2003-2011) recorded 4%. In 2003, the number of offices 

outside Jordan had reached its highest growth rate 79%, where the number of offices 

jumped from 14 to 25 offices. While, in the following years the number of offices had 

witnessed obvious fluctuation where the average rate of growth and regression 

recorded 4%.
160

 

Banks tend to open offices in universities, malls, commercial centers, and many other 

places in Jordan for the sake of extending their services to the largest number of 

customers. In 2013, nine offices were opened by four banks inside Jordan.
161

 

Banks always choose to increase the number of ATMs they have in order to keep up 

with the financial services sector developments and to absorb the growing number of 

ATM users. At the end of 2012 the number of ATMs reached to 1291, and this figure 
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reached to 1346 in the following year. Those ATMs are spread in all governorates in 

different numbers, with most in the capital Amman (66.7 percent) followed by 9.6 

percent in Irbid governorate, 6.8 percent in Zarqa governorate. The rest are spread 

around the remaining governorates.
162

 

With regard to the employees total number in all banks operating in Jordan at the end 

of 2012 was 17866 employees, whereas at the end of 2013 the number increased to 

18423 employees. The division of the employees in banks is as follows; 13631 of the 

total employees in Jordanian commercial banks (which is 74% of the total number), 

the number of employees in Islamic banks is 3176 (which is 17.2% of the total 

number), and the remaining 1616 employees in foreign commercial banks (which is 

8.8% of the total number).
163

 

As for the bank employees distribution of according to gender, at the end of 2013 the 

percentage of males dropped to 66.2% compared with the percentage of 69.3% in 

2005. On the contrary, the females’ percentage increased to 33.8% at the end of 2013 

compared with 30.7% in 2005. Accordingly, these statistics indicate a continued rise 

in the participation percentage of both genders in the Jordanian banking sector, thus 

positioning it with the highest gendered sector among Jordanian economic sectors. In 

addition, the educational level for the employees of banks continued to improve as 

those holding higher diploma degrees, bachelor, masters and doctorate represent 72% 

of the total number of employees at the end of 2013, whereas in the year 2005 the 

percentage was 55.7%. Interestingly, at the end of 2013 the diploma holders number 
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of dropped reaching 13.8%. As well, in the same year the percentage of employees 

who hold High school or less dropped to 14.3%. 
164

 

Eventually, in 2012 the percentage of employees aged less than 25 years decreased 

from 13.6% compared with 12.1% in 2013, while in 2012 the percentage of 

employees aged between 25 and 39 years increased from 59.8% compared with 

61.1% in 2013. Moreover, in 2012 the percentage of those aged between 40 and 59 

years increased from 26.1% compared with 26.4% in 2013. And finally, the 

percentage of those above 60 years of age and still working remained unchanged with 

0.5% of the total number of employees.
165

 

2.6 The Driving Factors for Laundering Money through Banks 

Making use of financial institutions is the most common way for laundering money. 

Financial institutions can provide various services, and they have provided various 

ways for financial resources transition and diversified financial instruments. 

Transferring funds across international borders is convenient and prompt with the 

integrated financial markets and global economy. Furthermore, the principle of 

banking secrecy is almost similar in every country. For the mentioned reasons, 

financial institutions are the most vulnerable sectors for money launderers.
166

 

Criminals have the convenience of being able to move money electronically rather 

than transporting physical currency, and they can gain access to the international 

payment system by utilizing banks.
167

 Nowadays, professional money launderers can 

easily utilize the whole range of modern international financial services from 

international wire transfers to private banking and correspondent banking. 
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In the banking field, money launderers use different methods of money laundering, 

which include  

(1) Automated teller machines (ATM): This process aims to get rid of cash 

deposit and withdrawals in banks in order to get rid of mobilizing private 

reports of suspicious cash transactions. Often criminals use these devices for 

depositing and withdrawal in order to escape having to report deposits that 

exceed the amount the bank’s supervisory authorities determined through a 

magnetic card.
168

 From an ATM machine in a foreign country, these launderers 

withdraw a large sum of money, then the branch that cashes the money would 

request converting the amount from the branch that issued the card for payment. 

The latter would submit to transferring the money by computer and the amount 

is deducted from the customer's account.  

(2) Online banking: Banks use the internet to provide fast services to its 

customers. Online banking allows money transfer, bill payment, account-

checking, and other related e-operations for their customers, quite similar to the 

services offered by banks traditionally.
169

  

(3) Internet banking: Not technically banks, this type of banks is considered one 

of the modern technological means of banking. They do not provide banking 

facilities such as accepting deposits or other normal banking operations. The 

facility can be used to implement legitimate business deals and other illegal 

deals by brokers in order to do some financial and sales operations. This allows 

money launderers to convert or transfer a huge amount of money safely and 
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quickly. Operating in secrecy, online banks allow the identity of the dealers be 

unknown, and they are not subject to regulatory laws.
 170  

(4) Smart cards: These cards operate on the basis of cashing the money that has 

already been converted directly from the customer to the magnetic disk, a 

computer chip located in the card, through a conversion mechanism or a 

telephone intended for this purpose. A smart card enables its user to dispense 

bank notes, and the chip within keeps track of the balance of funds on the card 

after each purchase or deposit. Also, smart card users do not need to call the 

company or bank that issued the card in order to get approval for the required 

operation. As a result, money launderers can transfer a huge amount of money 

to be smuggled abroad, and they can use the same card for ATM withdrawals 

and direct buying.
 171

  

(5) Placement and transferring: The funds obtained from a crime are deposited 

in an account or several bank accounts in different banks and countries in order 

to be transferred to the country in which it is intended to be invested in, mostly 

in the depositors’ origin country.
172

 For all the three stages of money laundering 

process, wire transfers remain a crucial tool. They are favoured especially for 

funds layering, and they provide an effective way for launderers to move their 

illegal funds. In wire transfers, relatively little information is disclosed on 

transactions. Money launderers are enabled to access financial systems globally 

by the use of the sophisticated system of wire transfers today, which makes it 

easy for illegal funds to be moved from one account to another until their 

origins become opaque. Private banking is also vulnerable to money laundering 
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because it is specialized in furnishing financial services to wealthy individuals. 

To open an account at a private bank, normally, a prospective customer must 

deposit a substantial amount of money, that amounts to usually USD 1 million 

or more. The private bank assigns a relationship manager to act as a liaison 

between the customer and the bank after the opening of an account .
173

 

(6) Re-lending: When money launderers deposit illegal money in a bank that is 

characterized by its noncomplex system, they may request a loan from a local 

bank in another country to ensure the illegal money deposited in the first bank. 

As a result, the launderer gets legitimate and clean money.
174

 

Money launderers use banks for laundering their illegal money in different ways. 

Australian launderers use misleading or false identification details in a number of 

different banks and bank branches, and they buy telegraphic transfers for accounts in 

Canada and Hong Kong. They managed to transfer A$1.3 million in cash out of 

Australia while all the transactions registered were under A$10,000 in order to avoid 

the threshold of cash transaction reporting. The same operation was synchronized 

with another where money was moved from Australia through the cash purchase of 

bank drafts and carried out to Hong Kong. Again the purchases of bank drafts were 

below the A$ 10,000 threshold and were all in cash.
175

  

In Oslo, a heroin dealer from Pakistan wanted to have his profits sent home to 

Pakistan. He discussed this issue with a "hawala banker" who contacted a colleague in 

Karachi. The "hawala banker" knew a local factory owner who wanted to buy 

machinery in New York, but because of currency restrictions, he could not get his 
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Pakistani rupees exchanged. The proceeds from the sale of heroin were sent to pay for 

the machinery in New York. Through the "hawala banker" in Karachi, the factory 

owner deposited his money, in Pakistani rupees, which the "hawala banker" paid into 

the heroin dealers' local account.
176

  

In another example, a New York-based Chinese heroin syndicate has been 

investigated by the US authorities. This smuggling operation was for an organization 

that controls a multistate food supply business for hundreds of small Chinese 

restaurants. The deliveries of these restaurants were usually in cash. Money 

launderers provided an inflated invoice to the restaurant which included the cash plus 

the value of the supplies. They then added cash to the restaurant income and deposited 

in banks accordingly. The restaurant's owner then wrote a cheque, amounting the 

inflate invoice, for the supplier. Then the inflated total invoices were used as their cost 

of supplies. The cash is deposited in banks, and cash cheques, postal orders and bank 

money orders were purchased and sent to Hong Kong. The food supplier was able to 

use extortion tactics since he enjoyed a monopoly position.
177

 

After considering this issue, the researcher perceives that it is vital for a successful 

money laundering operation to manipulate the banking systems. Thus the best method 

of money laundering is to own a bank. Money launderers, in some extreme cases, 

establish their own rogue bank, typically a wholly-owned abroad bank, or engage in 

financial transactions through an unregulated abroad or offshore banking entity. 

Offshore jurisdictions have minimal banking supervision. Another method, cyber 

laundering, is one of the most common methods that pose considerable challenges to 

law enforcement authorities. This method is appalling because of the inadequacy of 
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audit trails; the inability to identify and authenticate parties, the technology provider 

record keeping for suspicious reports, the use of high-level cipher to block out law 

enforcement authorities, and the transactions that fall outside the existing regulatory 

definitions.
178

 

Speed, access, anonymity, and capacity to extend beyond national borders are the 

internet features that make it ideal for commerce and money laundering. Accordingly, 

cyber-launderers benefit from the following: the inability to identify parties, the 

inadequacy of audit trails, technology provider record keeping reports, the use of 

high-level cipher to block out law enforcement authorities, and transactions that fall 

outside the existing regulatory definitions.
179

 

Although the internet was nonexistent thirty years ago. the closure of was agreed in 

Antigua a decade and a half later. The European Union Bank became famous for 

being the first bank that operates through the internet and advertises explicitly via the 

web. Hence, this bank was suitable for money launderers and tax evaders because 

they reproduced the advertisements that the "European Union Bank" made available 

in the internet. Nowadays, about three-quarter of households in the European Union 

have internet access, over a third of the population do banking online, and in the 

world has 2,267,000,000 internet users. 

In October 2010, the Financial Action Task Force developed a report that regards the 

use of new payment methods for money laundering, which focused on payment 

services on the internet, steady growth, prepaid cards, and the misuse of the 

implementation of cyber laundering–a phenomenon also linked to payments with 

mobile phones as well as for terrorist financing. The researcher estimates that in 2015, 
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1,400,000,000 people will use mobile phones payments services for their financial 

transactions. On February 2012, the Financial Action Task Force has provided further 

recommendations: Recommendation number 15 indicates that countries and financial 

institutions should identify and assess the risks of money laundering related to new 

technologies, while recommendation number 16 discusses electronic transfers and 

identification of both their beneficiaries as originators.
180

 

2.7 Terrorism Financing 

In 2002 the permanent representative of Jordan submitted a report to the Security 

Council that indicated the existence of some terrorist cells and organizations in 

Jordan, which carried out or attempted to carry out terrorist attacks in Jordan. Jordan 

has been exposed to terrorist attacks, the last of which was in 2005 explosions that 

took place in some hotels, killing sixty persons and wounded others. Al-Qaeda (in 

Iraq) announced their responsibility of the attacks. Hence the Jordanian government 

has been trying to fight and terminate any terrorist act or any source of its support or 

assistance. Accordingly in 2006, the Terrorism Prevention Law was issued and the 

Jordanian Criminal Law was amended. Jordan has also ratified the International 

Convention for the Suppression of the Financing of Terrorism.
181

 

Terrorism threatens a number of nations around the world. Faced with the serious 

challenges that affect the nations’ high values of civil and human rights, victims of 

terrorism often find ways to prevent and ideologically motivated violence without 

violating civil liberties and political freedoms. Violence against civilians is 

inexcUSble and must be prevented whenever possible and, surely, prosecuted when it 
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occurs. In the past decade, several cases arose, in which the threat of "international 

terrorism” was used by authorities to violate the basic civil rights of many people in 

the Muslim and Arab communities. Such cases have reinforced religious and ethnic 

stereotypes against Middle East immigrants and have produced numerous movements 

of and anti-Arab anti-Muslim discrimination.
182

 

The anti-money laundering and counter-terrorism financial enforcement efforts have 

already gained enormous momentum although they are relatively new. In order to 

contribute positively to global welfare and comply with international law, 

governments must participate in the enforcement initiatives. Should they fail to 

comply, they may find themselves on the list of noncomplying countries and will be 

subject to sanctions by members of certain organizations, such as the United Nations 

and the Financial Action Task Force.
183

 

After the September 11 attack, it became more evident that the macroeconomic 

performance of a country could be affected by terrorists’ actions through several 

mechanisms ranging from changes in economic expectations to physical destruction 

of the productive capacity. Many terrorists’ activities are financed with illegal money. 

In the US, a terrorist operational or logistical cell might have begun with seed money 

from Al-Qaeda or some other source, but over time, it gained its own means of 

support through illegal activities.
184

 

The primary motivation for terrorism financing is not financial gain but for the use of 

funds to "encourage, plan, assist or engage in” terrorism activities. Funds are 
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transferred by using complex tactics that are in a continuous progress. Since they 

operate globally, terrorist financing networks are able to gain access to the financial 

systems of both developed and developing countries. Money laundering and terrorism 

financing activities are inextricably linked, although they have different motivations. 

Terrorists groups usually have publicity, nonfinancial goals, and dissemination of an 

ideology, their main goal being the destruction of a regime and simply spreading of 

intimidation and terror. Practically, terrorists have ideological motivations: they need 

finances, and they are often profit-oriented.
185

 

Preventing terrorist finances is difficult because the money comes from enterprises 

that range from legitimate sources such as charitable entities to illegitimate activities 

like smuggling. Money is moved through complex wire transfers and unregulated 

alternative remittance systems by terrorists who also physically carry money abroad, 

which makes it hard to detect the amounts involved. Jordan considers the interruption 

of terrorist finance one of its top priorities despite these difficulties.
186

  

The September 11 attack accelerated, to a great move, the trend against terrorist-

related offenses in Jordan. Also, the Arab Bank (Jordan’s largest bank) crackdown in 

2005 gave a strong instance of the flow of terrorist funds and the difficulty of 

preventing their transfer and acquisition. Allegedly, the bank failed to monitor and 

report transfers of suspicious fund. Because the institution was involved in 

transactions that involved Saudi donations to Palestinian charities, the Arab Bank was 

accused by private lawsuits filed in the US of allowing Saudi money to be funneled 

through the US to Palestinians involved in terrorist attacks. Jordan is considered a 
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latecomer to the world of anti-terrorist finance. Before the September 11 attack, 

Jordan ignored this field. In 2001, Jordan modified its Penal Law, in the legal area, to 

criminalize terrorist finance. In 2003, the country signed the United Nations’ 

International Convention for the Suppression of the Financing of Terrorism.
187

 

It is worth noticing that an organized crime terrorism is different in its ultimate drives 

and motives. Organized crime is typically driven predominantly by financial gains, 

while terrorism is driven by religious, political, or ideological motives. Terrorists 

groups, although not motivated by financial gain, require financial support to achieve 

their aims. Therefore, it is crucial for terrorist groups to maintain and develop an 

effective financial infrastructure. In terms of sources of laundering techniques, 

funding, and risks posed to the financial systems, money laundering share multiple 

characteristics with terrorism financing despite their different motives. Obviously, 

both are illegal activities that attempt to disguise the destination and sources of funds, 

and both need to utilize financial intermediaries in order to move and channel their 

funds.
188

 

It is worth to note that not all terrorism finances come from illegal means; some funds 

can be raised through fund raising efforts, donations and legitimate businesses. It must 

also be noted that terrorism and money laundering financing do not essentially go side 

by side because a great deal of money laundering activities are for private profiteering 

only and not for political purpose as terrorism. Since 9/11, a convergence between 

organized crime and terrorism has been noted. For example, the FBI noted that 

"international organized criminals provide logistical and other support to terrorists, 

foreign intelligence services, and foreign governments, all with interests acutely 
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adverse to those of U.S. national security". Terrorism financers do not utilize as many 

of the layering, placement and placement techniques, as money launderers, although 

they use similar channels as money launderers. To a certain extent, they prefer using a 

few techniques that sustain high levels of anonymity and appear inoffensive. Money 

launderers and terrorism financers’ choice of individuals to carry out their illegal 

activities usually contribute to the detection of such activities although they both like 

using structuring and smurfing to deposit cash into the financial system. 
189

 

2.8 The Arab Spring 

Jordan has been affected negatively by the Arab Spring.
190

 The Syrian revolution in 

particular, has brought the revolutionary influences and waves to Jordan due to its 

long border with the latter. Such revolution has caused lack of security and economic 

weakness, and because of the increase in prices and weak economy, Jordan has 

witnessed demonstrations during the last period.
191

 The number of Syrian refugees in 

Jordan is 1.3 million, which represents about fourteen percent of Jordan’s 

population.
192

 About eighty percent of Syrian refugees in Jordan live outside the 

camps.
193

 

The Jordanian Finance Minister stated that the Arab Spring has additional effects on 

the Jordanian economy, during which the local government revenue fell by more than 

JD 550 million (USD 775 million in estimation), and the total expenditures have 
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increased by more than JD 700 million JD (USD 986 million in estimation) in 2011. 

These circumstances have put pressure on the treasury resources, until the fiscal 

deficits in the general budget reached to unsafe limits.
194

 The cost of hosting Syrian 

refugees in Jordan reached more than USD 5 billion until 2014.
195

 Nevertheless, the 

president of the Jordanian Senate has warned about the frustrating results from the 

Arab Spring in Jordan, mainly unemployment, the increase of financial and 

administrative corruption, and economic crisis and its consequences, which are 

represented in the form of inequitable distribution of development gains.
196

 As a 

result, Jordan has been dealing with an increased rate of crimes in general, where 

money laundering operations cross national borders. Unfortunately, international 

coordination and cooperation between countries to fight money laundering were not at 

the required level, and this has driven money laundering groups to exploit the 

situation. 

The direct relationship between the Arab Spring, money laundering, and Jordan can 

be gauged as follows: Huge funds, earned via corruption and embezzlement of the 

former members of the Arab Spring countries, were smuggled abroad via money 

laundering operation either before, during, or after the Arab Spring, during which the 

estimated amount of money stolen in Egypt was around USD 132.28 billion.
197

 The 
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estimated amount of the stolen money in Libya was about USD 200 billion. 
198

 

Logically, this smuggled money need to be laundered urgently, and Jordan, 

apparently, is one of the countries into which money can be smuggled easily because 

of the country’s adjacency to the Arab Spring countries. Furthermore, Jordan has 

national banks and branches of foreign banks that provide high efficient means of 

communication.  

As for the close relationship between the Arab Spring and the stolen money, head of 

the Jordanian public prosecutor stated that the stolen funds increased with the Arab 

Spring repercussions. Hence the main concern of the Arab Spring people after the fall 

of the Arab Spring countries’ systems was to recoup their money which was 

possessed by the former regimes members, regardless of the money’s location, 

whether it was still inside the country or had been smuggled abroad before or during 

the Arab Spring.
 199  

The Jordanian officials have been dealing with money laundering issues since 2012, 

where this year witnessed a high-profile case regarding such crime. On November 

11
th

, 2012, Mohammad Al-Dahabi, the former General Intelligence Department chief 

between 2005 and 2008, was sentenced to 13 years and 3 months in prison by the 

Jordanian court where he was indicted of several charges including corruption and 

graft. On February 9
th

, 2012, Al-Dahabi was arrested when inspectors of the Central 

Bank of Jordan suspected huge transactions worth of millions of Jordanian dinars had 

gone through his bank account. During the period when he was held in prison pending 
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investigation, many bail requests were submitted by his defense team, however, they 

were rejected by the court. 

In accordance to Article 1/174 of the Penal Code, the prosecution argued that the 

defendant must be convicted of embezzlement, therefore, it had sought the maximum 

sentence in its final statements. Moreover, in accordance to article 175 of the penal 

code, articles 3 and 4 of the 2007 Money Laundering and Terrorism Financing law, 

and articles 2, 3, and 4 of the Economic Crimes Law, Al-Dahabi was found guilty in 

embezzlement, money laundering, exploitation of public position, and abusing his 

position as the former General Intelligence Department chief for personal gain. In 

addition, the court imposed a fine in total of 21 million JD, and seizing 24 million JD 

of his possessions.200 

In 2013, a member of Jordan’s House of Representatives directed a question to 

Jordan’s prime minister regarding the Jordanian government and how the Central 

Bank of Jordan granted permission to a person, wanted by the Interpol, to own 

twenty-five Jordanian companies. This particular member wondered, “Isn't this 

facilitate money laundering?”
 201  

2.9 International Efforts, Coordination, and Cooperation 

Recently, the pressure to combat money laundering and terrorism financing came 

from different quarters: national regulatory agencies, multinational organizations, and 

international agencies. This is not surprising considering the international nature of 
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money laundering, which has the potential to undermine not only financial institutions 

but legitimate economies and the sovereignty of nation states.  

The National Committee for anti-money laundering, which was established according 

to the anti-money laundering law, carries out the national coordination and 

cooperation in Jordan. Jordan has ratified the United Nations Convention against 

Illicit Traffic in Narcotic Drugs and Psychotropic Substances (Vienna) in addition to 

the United Nations Convention for the Suppression of the Financing of Terrorism. 

Furthermore, in 2002 the United Nations Convention against the Transnational 

Organized Crime (Palermo) was signed. Jordan has cooperated well in providing legal 

assistance, having been governed by the conventions that cover legal assistance, the 

anti-money laundering law, and the principle of reciprocity.
202  Table (2.2) shows the 

date when the international treaties came into force in Jordan. 

Table 2.2 

The International Treaties 

Treaty Date of Signature Date of the Formal 

confirmation 

Vienna Convention.
203

 Dec 20, 1988 Apr 16, 1990 

The United Nations 

Convention against 

Transnational 

Organized Crime.
204

 

 

Nov 26,  2002 

 

May 22,  2009 

The Financial Action 

Task Force.
 205

 

June 27, 2007 
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Mutual Evaluation Report Anti‐Money Laundering and Combating the Financing of Terrorism, 19 

May 2009, issued by Middle East and North Africa Financial Action Task Force .pp 10. 
203

For more information visit:  

https://treaties.un.org/Pages/ViewDetails.aspx?src=TREATY&mtdsg_no=VI-

19&chapter=6&lang=en,, accessed 24/5/2016. 
204

 For more information visit:  

https://treaties.un.org/Pages/ViewDetails.aspx?src=IND&mtdsg_no=XVIII-12&chapter=18&lang=en, 

,accessed 24/5/2016. 
205

For more information visit website of the Middle East and North Africa Financial Action Task Force 

at: http://www.menafatf.org/ArticleDetail.asp?rid=731, accessed 17/8/2014. 
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The Middle East and 

North Africa Financial 

Action Task Force.
 206

 

 

Nov 30, 2004 

The Basel Committee 

on Banking 

Supervision.
 207

 

The Central Bank of Jordan has taken a series of measures 

to apply the aims of the Basel standards to regulate banks’ 

works. This includes by issuing: 

1- Market Risk Instructions. 

2-Operational Risk Instructions. 

3-Credit Risk – the Standardized Approach. 

4- Credit Risk Mitigations Instructions 

5- Rules for the Specialized Lending Instructions. 

6- Recognition of External Credit Assessment Instructions.  

The following circulars were also issued: 

1-Circular No.10/5/7228 dated 9/7/2008 

2-Circular No.10/1533 dated 3/2/2010.  

3-Circular No.10/9410 dated 19/8/2010 

4- Circular No.10/5/11952 dated 16/10/2011. 

5-Circular No.10/5/928 dated 27/1/2013. 

6-Circular No.10/5/3681 dated 24/3/2013. 

7-Circular No.10/1/1565 dated 3/2/2014. 

 

It is widely acknowledged that only with full cooperation and assistance from the 

entire international community can money laundering be dealt with effectively. This 

section will examine the various initiatives undertaken by agencies such as the United 

Nations, the Basel Committee on Banking Regulation and Supervisory Practices, the 

Financial Action Task Force, the Wolfsberg Group and the Middle East and North 

Africa Financial Action Task Force. Jordan is among the countries that have adopted 

the measures proposed by these agencies and this accounts for the relative uniformity 

of anti-money laundering laws worldwide. 

2.9.1 Vienna Convention 

Vienna Convention, which was concluded in Vienna in 1988, was the first major 

breakthrough in the effort to address money laundering problems internationally. The 
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convention has so far imposed significant impact on later initiatives. It has been 

widely viewed as constituting the minimum standard of the required conduct of each 

participating country in the criminalization of money laundering activities. 

The Vienna Convention acknowledges that the strong link between illegal trade and 

other related organized criminal activities requires urgent attention from the 

international community. The cornerstone of the Vienna Convention is in Article 3 

(1), which reflects the outcome of the convention. As pointed in Article 3(1/a),
208

 

every participating country is required to legislate in order to establish a developed 

code of criminal offences relating to all aspects of illegal trading. 

Subparagraph (1/b) of Article 3 of the Vienna Convention specifically should be 

noted. It deals with the institution of drug-related money laundering as a criminal 

offence.
209

 The convention also obliges all participating countries to institute, under 

their national laws, activities that represent money laundering, such as the acquisition 

or use of property and knowing the time of receipt as criminal offences.
210

 This 
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Article 3 (1/a) of the Vienna Convention: Each Party shall adopt such measures as may be necessary 

to establish as criminal offences under its domestic law, when committed intentionally: (a) (i) The 

production, manufacture, extraction; preparation, offering, offering for sale, distribution, sale, delivery 

on any terms whatsoever, brokerage, dispatch, dispatch in transit, transport, importation or exportation 

of any narcotic drug or any psychotropic substance contrary to the provisions of the 1961 Convention, 

the 1961 Convention as amended or the 1971 Convention. (ii) The cultivation of opium poppy, coca 

bush or cannabis plant for the purpose of the production of narcotic drugs contrary to the provisions of 

the 1961 Convention and the 1961 Convention as amended. (iii) The possession or purchase of any 

narcotic drug or psychotropic substance for the purpose of any of the activities enumerated in (i) above. 

(iv)The manufacture, transport or distribution of equipment, materials or of substances listed in Table I 

and Table II, knowing that they are to be used in or for the illicit cultivation, production or manufacture 

of narcotic drugs or psychotropic substances. (v) The organization, management or financing of any of 

the offences enumerated in (i), (ii), (iii) or (iv) above.  
209

Article 3 (1/b) of the Vienna Convention: (i) The conversion or transfer of property, knowing that 

such property is derived from any offence or offences established in accordance with subparagraph (a) 

of this paragraph, or from an act of participation in such offence or offences, for the purpose of 

concealing or disguising the illicit origin of the property or of assisting any person who is involved in 

the commission of such an offence or offences to evade the legal consequences of his actions. (ii) The 

concealment or disguise of the true nature, source, location, disposition, movement, rights with respect 

to, or ownership of property, knowing that such property is derived from an offence or offences 

established in accordance with subparagraph (a) of this paragraph or from an act of participation in 

such an offence or offences. 
210

Article 3 (1/c/i).of the Vienna Convention: Subject to its constitutional principles and the basic 
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important innovation should be emphasized because it ensures that all participating 

countries have money laundering offences in their legislations. Thus, the lack of 

relevant laws would not be available as an excuse when legal assistance requests are 

made. Also, the convention requires legislation of laws on conspiracy, abetting, and 

aiding or otherwise assisting money laundering and other similar arrangements.
211

 

Article 5 of the Vienna Convention places a second major approach relating to the 

confiscation of proceeds held by money launderers and drug dealers. Both measures 

are to be taken nationally along with other necessary mechanism in order to affect 

international cooperation in this area. The aim of these confiscation measures is to 

incapacitate criminals who continue to engage in the illegal behavior and to prevent 

criminals from enriching themselves unjustly. The measures will also probably 

eliminate the gained benefits and will weaken the ultimate profitability, thus the 

stability of legal economies will be protected. 

Improved international cooperation in combating money laundering is one of the 

objectives of the Vienna Convention. In this regard, the member states are required to 

institute a mutual legal assistance in relation to investigations, judicial proceedings, 

and prosecutions which are related to money laundering and other serious criminal 

activities.
212

 The concept of mutual legal assistance majorly contributes to combating 

money laundering since it is one of the essential elements that can unlock the barriers 

to investigation and confiscation of criminal proceeds of money laundering. Another 

                                                                                                                                                                      
concepts of its legal system:(i) The acquisition, possession or use of property, knowing, at the time of 

receipt, that such property was derived from an offence or offences established in accordance with 

subparagraph (a) of this paragraph or from an act of participation in such offence or offences. 
211

Article 3 (1/c/iv) of the Vienna Convention: Participation in, association or conspiracy to commit, 

attempts to commit and aiding, abetting, facilitating and counselling the commission of any of the 

offences established in accordance with this article. 
212

Article 3 (1) of the Vienna Convention: The Parties shall afford one another, pursuant to this article, 

the widest measure of mutual legal assistance in investigations, prosecutions and judicial proceedings 

in relation to criminal offences established in accordance with article 3, paragraph 1. 
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method of cooperation, namely extradition, has been equally attended.
213

 Other 

articles provide different forms of training and cooperation.
214

 

The Vienna Convention does not criminalize money laundering whereas it remains 

the international standard for identifying money laundering counter-measures. 

Instead, the convention obligates its members to adopt a national legislation that 

makes the proceeds of laundering drug a crime. Until 2001, thirty-eight signatory 

members of the Vienna Convention had yet to criminalize the laundering proceeds of 

drugs. The fact that pact defined money laundering as a crime based on drug dealing 

has limited its effectiveness and that there are other important sources of illicit funds 

such as fraud and corruption.
215

 

2.9.2 The United Nations Convention against Transnational Organized Crime 

The main international instrument for combating transnational organized crimes is the 

United Nations Convention against Transnational Organized Crime, adopted by 

General Assembly Resolution 55/25 of November 15, 2000. In Palermo, Italy, a high-

level political conference was held in December 2000 to assemble members’ 

signatures. However, it was only on September 29, 2003 that the measures were 

enforced. Also supplemented in the convention were three protocols that targeted 

organized crime manifestations and specific areas: the Protocol against the Illicit 

Manufacturing of and Trafficking in Firearms, their Parts and Components and 
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Article 6 of the Vienna Convention: Extradition (1). This article shall apply to the offences 

established by the Parties in accordance with article 3, paragraph 1.(2). Each of the offences to which 

this article applies shall be deemed to be included as an extraditable offence in any extradition treaty 

existing between Parties. The Parties undertake to include such offences as extraditable offences in 

every extradition treaty to be concluded between them. 
214

Article 9 of the Vienna Convention: Other forms of co-operation and training: (1) The Parties shall 

co-operate closely with one another, consistent with their respective domestic legal and administrative 

systems, with a view to enhancing the effectiveness of law enforcement action to suppress the 

commission of offences established in accordance with article 3, paragraph 1. They shall, in particular, 

on the basis of bilateral or multilateral agreements or arrangements. 
215

Aspalella A Rahman, An Analysis of The Malaysian Anti- Money Laundering laws, Vdm Verly Dr 

Muller Gmbh & Co.Kg, (2010).pp.39. 
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Ammunition; the Protocol against the Smuggling of Migrants by Land, Sea and Air; 

and the Protocol to Prevent, Suppress, and Punish Trafficking in Persons, Especially 

Women and Children. Before becoming a party of any of the protocols, a country 

must become a party to the convention itself.
216

 

In 1992 and at its forty-seventh session, the General Assembly requested the 

Commission on Crime Prevention and Criminal Justice to organize an ongoing review 

and analysis of transnational organized criminal activity cases. During several 

government interactions and experts meetings held for this process, a few parties the 

Commission, the Economic and Social Council, and the General Assembly supported 

the desirability of elaborating a multilateral convention to combat organized crimes. 

To elaborate a preliminary draft of an international comprehensive convention, the 

Assembly established an inter-sessional open-ended intergovernmental group of 

experts in 1997. In the following year, an ad hoc committee was established by the 

Assembly to draft a convention. In 2000, after several meetings, the ad hoc committee 

approved the text of the convention's and the protocols' drafts on people trafficking 

and smuggling. 
217

 

The United Nations Convention against Transnational Crimes represents an important 

step in combating transnational organized crimes, and it signifies the recognition by 

member countries of the seriousness of the problems posed by the crimes. The 

convention also encourages and promotes close international cooperation to tackle 

those problems. Countries that have ratified this instrument have to commit in taking 

a series of measures to combat transnational organized crimes, particularly by 

promoting training and technical assistance for building, or by upgrading the 
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 For more information visit : http://www.unodc.org/unodc/treaties/CTOC , accessed 12/1/2015. 
217

 For more information visit : http://legal.un.org/avl/ha/unctoc/unctoc.html, accessed 12/1/2015. 
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necessary capacity of national authorities. Other measures include by creating 

domestic criminal offences (participation in an organized criminal group, money 

laundering, corruption and obstruction of justice) and by adopting new frameworks 

for extradition, mutual legal assistance, and law enforcement cooperation. 

This convention provides a universally powerful weapon in the war against 

transnational organized crimes and has been welcomed by communities worldwide. 

Pino Arlacchi describes the convention in the following terms: First, it includes the 

most advanced toolkit to ever be made available to investigators, policy makers, and 

civil society to prevent crime on large scale. Second, it will help eliminate the 

contradictions among countries that criminal networks are currently exploiting. Third, 

it brings together the best practices in fighting criminal powers developed in many 

parts of the world.
218

 

This convention consisted of forty-one articles that require member parties to 

criminalize the laundering of the crime proceeds,
 219

 corruption,
 220

 and participation 

in an organized group.
 221

 Members are also obligated to adopt measures for the 

prosecution of criminals,
 222

 and for the seizure and confiscation of such crimes 

proceeds.
 223

 Every protocol identifies a number of obligations for the three specific 

sub-areas of transnational organized crime that are focused upon. 

Furthermore, this convention deals with international cooperation in order to 

confiscate the crime's proceeds
 224 

and prevent transnational organized crime.
 225

 It 
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also provides mutual legal assistance,
226

 extradition,
227

 settlement of disputes,
228

 and 

acceptance, ratification, approval and accession,
 229

 signature and denunciation
230

 of 

this convention. 

Article 7 of the convention sets out comprehensive measures to fight money 

laundering including customer identification, reporting of suspicious transactions 

requirements, and record-keeping. In addition to banks and nonfinancial institutions, 

these measures also apply to other bodies susceptible to money laundering, for 

instance, lawyers, real estate agents, and accountants. 

2.9.3 The Basel Committee on Banking Supervision 

The Basel Committee on Banking Supervision has its history in the financial market 

turmoil in 1973 which followed the breakdown of the Bretton Woods system of 

managed exchange rates. After the collapse of Bretton Woods, many banks incurred 

large foreign currency losses. The West Germany's Federal Banking Supervisory 

Office withdrew Bankhaus Herstatt's banking licence on June 26, 1974, after finding 

that the bank's foreign exchange exposures amounted to three times its capital. 

Further, banks outside Germany took big losses on their unsettled trades with Herstatt, 

which added to the turmoil an international dimension. Also in October of the same 

year, the Franklin National Bank of New York closed its doors after incurring large 

losses in foreign exchange. The Basel Committee on Banking Supervision consists of 

the representatives of central banks and supervisory authorities of Canada, Belgium, 
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Germany, the Netherlands, Japan, Italy, Sweden, Luxembourg, the United Kingdom, 

the United States, and Switzerland.
231

 

The Committee issued a proposal for a new capital adequacy framework to replace 

the 1988 Accord, which was in June 1999. This led to the release of the Revised 

Capital Framework in June 2004. Known as "Basel II", the three pillars included in 

the revised framework are as follows: (1) Minimum capital requirements that seek to 

expand and develop the unified rules set out in the 1988 Accord, (2) Effective use of 

disclosure as a means to encourage sound banking practices and to strengthen market 

discipline, (3) Supervisory review of internal assessment process and the institution's 

capital adequacy.
232

 

The need for a basic reinforcement of the Basel II framework had become clear even 

before Lehman Brothers collapsed in September 2008.
233

 However, the banking sector 

had entered the financial crisis with inadequate liquidity buffers and too much 

leverage. These flaws were accompanied by inappropriate incentive structures as well 

as by poor governance and risk management. The dangerous combination of these 

factors was clearly demonstrated by the excess credit growth, and mispricing of credit 

and liquidity risk.
234

 

In September 2010, the Group of Governors and Heads of Supervision announced 

higher global minimum capital standards for commercial banks. The former 

announcement came after an agreement was reached about the liquidity reform 

package and overall design of the capital, which is now referred to as "Basel III". The 
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new standards of liquidity and capital were endorsed at the G20 Leaders Summit in 

Seoul in November 2010, who later agreed on the standards in December 2010. 

Furthermore, the Basel Committee developed a comprehensive set of reform 

measures, i.e. "Basel III", on Banking Supervision, the purpose being to strengthen 

the supervision, regulation and risk management of the banking sector. The aims of 

these measures are to (1) improve governance and risk management, (2) reinforce 

banks' disclosures and transparency, and (3) improve the banking sector's ability to 

absorb shocks resulting from financial and economic sources.
235

 

In addition to their supervisors, banks and financial institutions play an important role 

in money laundering deterrence and control. The Basel Committee agreed that the 

supervisors of governmental banking have a responsibility to encourage ethical 

conduct among banks and other financial institutions. Consequently, the main 

objective of the Statement of Principles is to encourage bank managements to 

establish and maintain effective identification procedures,
 236

 in order to (1) prevent 

any illegal transactions, (2) demonstrate to the law enforcement authorities its 

openness to cooperate,
 237 

and (3) demonstrate compliance with laws
238

 and Statement 

of Principles Adherence.
239

 Thus the Committee recommends that banks adhere to the 

Statement of Principles and implement certain procedures for identifying customers 

and retaining transactions internal records. Establishing an effective means for general 

compliance with the Statement of Principles banks should ensure that their internal 

audits are extended. 

                                                           
235

Visit : http://www.bis.org/bcbs/basel3.htm, accessed 14/1/2015 
236

Statement II.  
237

Statement IV. 
238

Statement III. 
239

Statement V. 



  

101 

 

It would be useful to point out that the Central Bank of Jordan has taken a series of 

measures to apply the aims of the Basel standards to regulate banks’ works and to 

strengthen their role in the economic activity. This includes by issuing Market Risk 

Instructions, Operational Risk Instructions, Credit Risk – the Standardized Approach, 

Credit Risk Mitigations Instructions, Rules for the Specialized Lending Instructions, 

and recognition of External Credit Assessment Instructions. The following circulars 

were also issued: Circular No.10/5/7228 dated 9/7/2008, Circular No.10/1533 dated 

3/2/2010, Circular No.10/9410 dated 19/8/2010, Circular No.10/5/11952 dated 

16/10/2011, Circular No.10/5/928 dated 27/1/2013, Circular No.10/5/3681 dated 

24/3/2013, and Circular No.10/1/1565 dated 3/2/2014.
240

 

2.9.4 The Financial Action Task Force 

In July 1989 the heads of seven major industrial nations and the President of the 

European Commission set up the Financial Action Task Force. A few countries were 

invited to join the summit participants. The Task Force is a freestanding specialist 

body which comprises the world’s leading experts in the finance field, legal agencies 

and law enforcement. It was established to develop and promote policies to combat 

money laundering both nationally and internationally, and to set out international 

standards on terrorism financing.
241

 

The Financial Action Task Force membership original number has grown from 

sixteen to thirty-six. To expand its membership, the Financial Action Task Force 
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agreed to start the process in June 2014.
242

 

The Financial Action Task Force currently includes two regional organizations and 

thirty-four member jurisdictions that represent most major financial centers all around 

the world. Participating countries include the United States, the United Kingdom, 

Turkey, Switzerland, Sweden, Spain, South Africa, Singapore, Russian Federation, 

Republic of Korea, Portugal, Norway, the Netherlands, Mexico, Luxembourg, the 

Kingdom of New Zealand, Japan, Italy, Ireland, India, Iceland, Hong Kong, Gulf Co-

operation Council, Greece, Germany, France, Finland, European Commission, 

Denmark, China, Canada, Brazil, Belgium, Austria, Australia and Argentina. Also 

participated is the Financial Action Task Force Observer (Malaysia). The Financial 

Action Task Force Associate members are as follows: North Africa Financial Action 

Task Force, Inter Governmental Action Group against Money Laundering in West 

Africa and Middle East, Financial Action Task Force of Latin America, Eastern and 

Southern Africa Anti-Money Laundering Group, Council of Europe Committee of 

Experts on the Evaluation of Anti-Money Laundering Measures and the Financing of 

Terrorism, Caribbean Financial Action Task Force and Asia/Pacific Group on Money 

Laundering.
243

 

The Financial Action Task Force also regularly monitors its members’ progress in 

implementing the measures of anti-money laundering. Other than that, it reviews 

money laundering counter-measures and techniques and promotes the adoption and 

implementation of money laundering measures worldwide. However, the 

implementation of the recommendations is monitored through self-assessment by 
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individual countries in the form of report and on-site evaluation by a team of experts.  

When performing the above activities, the Financial Action Task Force collaborates 

with other international bodies involved in preventing money laundering. In other 

words, the Task Force was built on the fixed foundations established by the Basel 

Committee Statement of Principles and the Vienna Convention. Until now the task 

force is the most comprehensive multisectoral and multidimensional approach in the 

international efforts in preventing money laundering.
244

 

Furthermore, the Forty Recommendations provide a complete set of countermeasures 

against money laundering covering the financial system and its regulation, the 

criminal justice system, and law enforcement and international cooperation. The 

Recommendations were first introduced in 1990 to prevent money launderers 

misusing of the financial institutions. It focuses on three main areas: the enhancement 

of the role of the financial systems, the national legal systems improvement, and the 

international cooperation strengthening. Between 1990 and 2012, a few interpretative 

notes were developed to provide additional guidance and to clarify the application of 

specific Recommendations. In 2012, the latest revision of the Financial Action Task 

Force Recommendations was completed. New concerns such as weapons proliferation 

of mass destruction has been the Task Force’s radar since 2008. While working 

closely with the United Nations Security Council, the Financial Action Task Force 

developed two guidance papers in order to to assist financial institutions and 

governments in implementing their obligations under related resolutions of United 
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Nations Security Council.
245

 

Since 2001, the United Nations and Financial Action Task Force have worked 

together to fight terrorist financing and proliferation financing. This collaboration has 

resulted in Financial Action Task Force Recommendations, which complement the 

UNSCR and United Nations Conventions. In November 2013, the President of the 

Financial Action Task Force, Vladimir Nechaev, and the Chairs of the United Nations 

Security Council Sanctions Committees informed the members of United Nations 

about the Financial Action Task Force Recommendations. They also informed how 

the recommendations support the United Nations Security Council Resolution's by 

helping countries to implement the obligations of the financial sanctions oriented 

against terrorist financing and proliferation financing. An experts meeting on oriented 

financial sanctions took place in June 2014 in coordination with the relevant bodies 

from the United Nation. The meeting was participated by sixteen organizations and 

fifty-one countries, and had increased the coordination, collaboration, and sharing of 

information between the relevant bodies.
246

 

In October 2013, the third experts meeting on corruption was organized by the 

Financial Action Task Force and the Group of Twenty "G20" Anti-Corruption 

Working Group. This meeting brought together anti-corruption laundering and anti-

money experts from fifteen organizations and twenty-seven jurisdictions. The 

discussion focused on issues of mutual concern, such as transparency and beneficial 

ownership of legal and persons arrangements. The priority of these issues went 

beyond money laundering and corruption as the issues also concerned corporate 

governance and tax transparency. The lack of information about beneficial ownership 
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or transparency have created serious obstacles to tracing proceeds of corruption. 

Several feedbacks contributed to the guidance that the Financial Action Task Force 

has been developing, including those on the key challenges in determining the 

measures that can be taken and the beneficial ownership in corruption cases. The 

Financial Action Task Force Recommendations could be used to fight corruption; 

however, the anti-corruption and anti-money laundering experts agreed that more 

information was needed to increase the understanding of the Financial Action Task 

Force Recommendations and their benefits to anti-corruption efforts.
247

 

Since its inception in 1990, the Financial Action Task Force Recommendations have 

been adopted by over 190 countries. These Recommendations are periodically 

revised, most recently in 2012, in order to ensure that they respond to the current 

threats of money laundering and terrorist financing as well as to other financial 

system threats.
248

 

The Forty Recommendations are divided into four sections. The first section outlines 

the scope of the criminal offence of money laundering. According to the Vienna 

Convention and the Palermo Convention, member countries should criminalize 

money laundering. A stronger standard for money laundering predicate offences was 

adopted by the Task Force.
249

 

The second section is aimed at preventing money laundering and terrorism financing, 

and is also addressed at the financial institutions, nonfinancial business and 

professions. Originally, the Forty Recommendations were designed to prevent money 

launderers from misusing financial institutions. Nevertheless, experience has shown 
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that to launder their profits, criminals will use any form of business and profession. A 

significant change was made in the revised version of the Forty Recommendations, 

including on various businesses and professions in money laundering prevention. 

Furthermore, the Customer Due Diligence process for financial institutions was 

extended by the Task Force.
250

 This requires financial institutions to enhance 

customer due diligence measures while dealing with non-face-to-face business 

transactions,
 251

 correspondent banking transactions,
252

 and politically exposed 

persons.
253

 In addition, financial institutions are required to maintain all necessary 

records for at least five years according to Recommendation 10. The record-keeping 

and customer due diligence requirements also apply to designated professions and 

non-financial business such as real estate agents, casinos, dealers in precious metals 

and jewelries, accountants, and lawyers as well as trust and company service 

providers.
254

 In fact, such requirements are crucial to strengthen the measures to 

combat terrorist financing and money laundering. 

Recommendations 13 and 14 provide detailed rules and procedures on suspicious 

transactions reports. The recommendations also require financial institutions to 

establish compliance frameworks that meet the following criteria: (1) establish 

ongoing employee training programs; (2) develop an independent audit function to 

check and test the compliance program effectiveness; (3) develop and implement 

internal programmes, procedures, policies and controls to protect against terrorist 

financing and money laundering.
255
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The establishment of shell banks
256

 or any correspondent banking relations with such 

banks is prohibited in Recommendation 18. A shell bank is a bank incorporated in a 

jurisdiction that has no physical presence and is unaffiliated to any regulated financial 

group.  

Furthermore, The Task Force also states that all countries need sufficient measures in 

order to ensure that financial institutions, professions, and other businesses are 

complying with their obligations. It is important that the risks and regulatory 

structures that are already exist in the relevant sectors be considered by the required 

measures.
257

 

Section three of the revised Recommendations deals with basic institutional measures 

in the transparency of legal persons and arrangements
258

 and anti- money laundering 

systems.
259

 

Additionally, the Task Force has agreed that it is quite important to enhance 

international cooperation between financial institutions, enforcement agencies, and its 

supervisors and regulators in order to facilitate money laundering investigations and 

prosecutions.  

Consequently, Section Four of the Forty Recommendations deals with mutual legal 

assistance in relation to prosecutions, investigations, and related proceedings of 

terrorist financing and money laundering.
260

 Recommendations 38 and 39 deal with 

the seizure and confiscation of the criminal proceeds and extradition. 
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The most recent update of the Financial Action Task Force Recommendations 

emphasizes the risk-based approach. The recommendations require countries to assess 

and understand the risks that affect their country through terrorist financing and 

money laundering. These risks are different for every country, for instance, a country 

that is a large financial centre faces more significant risks than a country that does not 

have an international important role in the financial market. This approach enables 

countries to use their resources more wisely by devoting them to the highest risks 

areas. Also, the risk-based approach extends to specific business sectors that are 

subject to the requirements of anti-money laundering. The Financial Action Task 

Force issued a series of sector-specific guidance documents in this area, between 2007 

and 2009. In 2013, the Financial Action Task Force continued to revise this guidance 

and brought it in line with the 2012 Financial Action Task Force Recommendations 

thus it works with representatives from the relevant sectors, and the revised risk-based 

approach guidance for the banking sector.
261

 

2.9.5 The Middle East and North Africa Financial Action Task Force 

The efforts of the Financial Action Task Force in fighting money laundering have 

resulted in the emergence of Financial Action Task Force-Styled Regional Bodies that 

promote, interpret and implement the Financial Action Task Force standards 

worldwide. And since Jordan is part of the Middle East, a brief mention of the Middle 

East and North Africa Financial Action Task Force (one of the Styled Regional 

Bodies) is relevant here. 

Money laundering can be effectively tackled if the threats of terrorist financing and 

money laundering operations to countries in the Middle East and North Africa Region 

are acknowledged, and if co-operation is present between countries within the Middle 
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East and North Africa Region. Moreover, recalling measures taken by the United 

Nations with regard to combating the financing of terrorism and money laundering. 

acknowledgement the Financial Action Task Force 40 Recommendations on 

Combating Money Laundering and Financing of Terrorism and Proliferation, the 

related United Nations Conventions and United Nations Security Council Resolutions, 

as the worldwide-accepted international standards in this regard, additionally to any 

other standards that are adopted by the Arab States in order to enhance the fight 

against the financing of terrorism and money laundering and proliferation in the 

area.
262

 

Hence on November 30, 2004, an inaugural Ministerial Meeting was held in Manama, 

Bahrain where the Governments of fourteen countries decided to establish Middle 

East and North Africa Financial Action Task Force as a Financial Action Task Force 

Style Regional Body. The attendants agreed that the Kingdom of Bahrain will be 

headquarter of this body. The Middle East and North Africa Financial Action Task 

Force is voluntary and co-operative in nature and independent from any other 

organisation or international body. The Middle East and North Africa Financial 

Action Task Force was established by agreement between the governments of its 

members and is not based on an international treaty. However, it determines its own 

work, rules, regulations, and procedures and co-operates with other international 

bodies to achieve its objectives, particularly the Financial Action Task Force.
263

 

The objectives of the Middle East and North Africa Financial Action Task Force are 

as follows:  
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(1) To adopt and implement the Financial Action Task Force Special 

Recommendations against terrorist financing; To implement the relevant United 

Nations agreements and treaties and United Nations Security Council Resolutions 

concerned with countering terrorist financing and money laundering; (2) To adopt and 

implement the Financial Action Task Force's Forty Recommendations against money 

laundering; (3) To cooperate in raising compliance with these measures and standards 

within the MENA Region and to work with other international organizations in 

raising compliance internationally; (4) To build effective arrangements throughout the 

region to combat terrorist financing and money laundering effectively in accordance 

with the particular cultural values, legal systems, and constitutional framework; and 

(5) To work together to identify terrorist financing and money laundering issues of a 

regional nature, and to share these problems experiences and develop regional 

solutions in order to deal with them .
264

 

The Members of Middle East and North Africa Financial Action Task Force are 

Yemen, United Arab Emirates, Tunisia, Syria, Sudan, Saudi Arabia, Republic of Iraq, 

Qatar, Oman, Morocco, Libya, Lebanon, Kuwait, Jordan, Islamic Republic of 

Mauritania, Egypt, Bahrain, and Algeria. And the Observers are World Customs 

Organization, World Bank, the United States, the United Nations, the United 

Kingdom, Spain, Palestine, International Monetary Fund, France, the Financial Action 

Task Force, Eurasian Group on combating money laundering and financing of 

terrorism, Egmont Group of Financial Intelligence Units, Co-operation Council for 

the Arab States of the Gulf, Asia/Pacific Group on Money Laundering, and Arab 

Monetary Fund.
265
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The Plenary should organize a continuous evaluation program in cooperation with the 

Secretariat as stipulated in the Memorandum of Understanding. Each member should 

agree to participate in the program. In the first round the members of Mutual 

Evaluation shall carry out by The Middle East and North Africa Financial Action 

Task Force in order to determine their conformity with the Forty Recommendations 

issued by the Financial Action Task Force, using the 2004 Methodology of combating 

the financing of terrorism and anti-money laundering. The Mutual Evaluation aims 

individual's existing combat of the financing of terrorism and anti-money laundering 

regime be assessed by an Assessors' expert Team in the area of combating the 

financing of terrorism and anti-money laundering. This team who were required to 

review and analyze all current laws and regulations related to combating the financing 

of terrorism in the assessed country and all related to anti-money laundering. The 

purpose was to determine the conformity and efficiency of their efforts with the 

international recommendations.
266

 

2.9.6 The Wolfsberg Group 

The Wolfsberg Group is an association that consists of several leading international 

financial institutions.
267

 In 2000 the group was established in order to develop the 

standards for global financial services industry with regard to the activities of counter-

terrorism financing and anti-money laundering.
268

 

In October 2000, the Wolfsberg Group together with the representatives from 

Transparency International published the “Principles on Money Laundering 
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Prevention in Private Banking.” The principles were developed to address to private 

banking the dangers of money laundering and more significantly to tackle the 

scandals of reputational damage suffered by banks involved in money laundering.
269

 

The principles were also established for banks to create a common standard to reduce 

the resulting complexities and uncertainties from running multinational banks across 

disparate anti-money laundering system.
270

 Moreover, customer identification and due 

diligence procedures are covered by these principles, and they are considered an 

extension to the Financial Action Task Force Know Your Customer policy.
271

 

Bank managements have shown their commitment in combatting serious crimes by 

agreeing to the principles. The participating banks have displayed a commitment to 

apply these standards to all their operations at home and at offshore centres, though 

such standards would not be required in that country’s local law. This is considered 

the strength of the principles.
272

 The participating banks also represented the private 

bankers' willingness to go beyond the identification of the client to tracing the source 

of the dirty money.
273

 

The Wolfsberg Group has also presented its own set of principles in response to the 

global initiative in war on terrorism. In November 2002, the Wolfsberg Group issued 

the Wolfsberg Anti-Money Laundering Principles for Correspondent Banking. These 

principles assign a global standard to govern the establishment and maintenance of the 

relationships of correspondent banking. Clearly, they ban financial institutions from 
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doing business with shell banks. The principles also promote a risk-based approach to 

evaluate correspondent banking customers and deal with the identification and follow-

up of suspicious or unusual activities.  

The Wolfsberg Group continuous effort implies that banks can establish a common 

standard, and by sharing their rules and experiences, they can learn much from each 

other.
274

 This proves that it is able to not only harmonize banking standards but be 

beneficial for banking business. 

On August 5, 2001, Jordan issued instruction No. 10 for the year 2001,namely before 

the September 11 attack. Accordingly, the UN Security Council Resolution 1373 

issued an instruction on September 28, 2001, which requires all countries to take 

appropriate measures to combat terrorism and eliminate its sources of funding, 

including money gained from criminals activity. It was the most important decision 

among all, as all countries shall undertake the following measures: 

(1) Prevent and suppress the financing of any terrorist activities,  

(2) Freeze funds, financial assets, or economic resources of persons who attempt 

to commit, facilitate, or participate in the commission of terrorist activities,  

(3) Criminalize the deliberate collection or provision, by any means directly or 

indirectly, of funds in their territories or by their citizens with the intention or 

the knowledge in order to carry out terrorist activities,  
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(4) Prohibit those who plan, finance, facilitate, or commit terrorist activities 

against other countries or their citizens from using their respective territories for 

those purposes,  

(5) Prevent anyone or their nationals and entities within their territories from 

making any funds, namely, financial assets, financial resources, or economic, or 

other available related services, directly or indirectly, in favour of persons who 

facilitate, attempt to commit, commit, or participate in the committing of 

terrorist activities,  

6) Also, all countries are requested to (a) pay attention to the close connection 

between transnational organized crime and international terrorism, for instance, 

illegal drugs trafficking and money laundering, and (b) find ways of 

accelerating and intensifying the operational information exchange regarding 

the terrorists` movements or acts.
275

 

In response to the United Nations Security Council’s decision, Jordan sought to 

develop its own system in combating money laundering, particularly by participating 

in conventions, treaties, and international meetings. Most importantly, Jordan has 

participated in the Arab Interior Ministers’ meetings, and most of the papers presented 

by the Jordanian police officers concerned money laundering. Jordan also participated 

in all Arab and international meetings of anti-drug crimes and signed the Regional 

Convention for the legal and judicial co-operation between the Arab Cooperation 
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Council. The convention was signed among Jordan, Egypt, Iraq, Yemen in regard to 

combating crimes such as drug trafficking and its resulting activities and behaviors.
 276 

 

On November 30, 2004, Jordan became the co-founder of the Middle East and North 

Africa Financial Action Task Force, the governments of fourteen Arab countries. The 

government decided to establish the Middle East and North Africa Financial Action 

Task Force as the Financial Action Task Force Style Regional Body to fight money 

laundering and the financing of terrorism.
277

 

Jordan also joined the Financial Action Task Force, particularly in the third Financial 

Action Task Force plenary meeting in the eighteenth round, which was held at the 

headquarters of the Organization for Economic Cooperation and Development on 

June 27, 2007 in Paris.  

In the meeting, the request of the Middle East and North Africa Financial Action Task 

Force an associate member status was considered. Such status was granted to the 

Middle East and North Africa Financial Action Task Force by consensus to appreciate 

the tremendous efforts made by the Middle East and North Africa Financial Action 

Task Force members to develop their anti-money laundering and counter-terrorist 

financing regimes. It was also a recognition of the effectiveness and seriousness of the 

measures they were taking in this regard.
278
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2.10 Summary 

Money laundering is not just synonymous with developing countries, but also a 

significant problem in developed countries. The illegal money of corruption do not 

always need to be laundered internationally. However, the profits of many of the 

biggest thefts of public property have to be laundered, either as money or as goods 

such as fine art and real estate. Money laundering tend to frustrate legitimate business 

enterprises, corrupt the financial systems and eventually, corrupt the social-political 

systems. 

The real causes of money laundering are as follows: prostitution, drugs dealing, 

political corruption, bribery, human trafficking, arms trafficking, embezzlement, 

gambling, currency smuggling, counterfeiting money, and tax evasion. Money 

laundering activities had been associated with organized crime in the past. The 

September 11 attack has highlighted the link between terrorism financing and money 

laundering. 

Many of the world's nations have been plagued by terrorism, which presents serious 

challenges to all those victimized by the crime. Terrorism challenges become very 

complicated when the affected nations place high value on civil and human rights. 

The challenges are in finding ways to punish and prevent ideologically motivated 

violence without violating civil liberties and political freedoms. Violence against 

civilians is unjustified, and must be prevented and prosecuted whenever.  

International bodies such as the Financial Action Task Force, the Basel Committee 

and the United Nations have played an important role in developing strategies 

preventive. A lot of the focus has been on customer due diligence, since it is generally 

considered one of the basic elements in preserving the banking systems integrity and 
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reputation. A strong international cooperation between governments is vital because 

money laundering is international in nature. It would be difficult to combat money 

laundering effectively without mutual assistance in the investigation and prosecution 

of offences and cooperation in the confiscation of the crime proceeds. Furthermore, 

through the efforts of these international bodies, an important progress has largely 

been made.  

The direct relationship between the Arab Spring, money laundering, and Jordan can 

be gauged as follows: Huge funds, earned via corruption and embezzlement of the 

former members of the Arab Spring countries, were smuggled abroad via money 

laundering operation either before, during, or after the Arab Spring. During this 

revolutions, the estimated amount of money stolen in Egypt was around USD 132.28. 

In Libya, the stolen money was estimated to amount USD 200 billion. Logically, this 

smuggled money need to be laundered urgently, and Jordan, apparently, is one of the 

countries into which money can be smuggled easily because of the country’s 

adjacency to the Arab Spring countries. Furthermore, Jordan has national banks and 

branches of foreign banks that provide high efficient means of communication. 

Making use of financial institutions is the most common way to launder money. 

Financial institutions provide various ways to transit financial resources and diversify 

financial instruments. Transferring funds across international borders is convenient 

and prompt with the integrated financial markets and global economy. Furthermore, 

the principle of banking secrecy is similar in almost every country. For the previous 

reasons, the most vulnerable sectors for money launderers are financial institutions. 

Criminals have the convenience of being able to move money electronically rather 

than to transport physical currency, and they can gain access to the international 
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payment system by utilizing banks. Nowadays, professional money launderers make 

use of the whole range of modern international financial services from private 

banking to international wire transfers and correspondent banking. 

Fighting money laundering is not just a matter of fighting crime; it also concerns 

preserving the integrity of financial institutions and banks from the abuse of money 

launderers. As a result, many of the efforts to combat the threat of money laundering 

have been concentrated on financial institutions and banks. However, significant 

regulatory and compliance burdens have been put by money laundering counter-

measures on the institutions involved. Such measures have not only affected the 

business operations of financial institutions and banks, but also their relationship with 

their customers and other stakeholders. Thus, it is very important to create a workable 

and well balanced anti-money laundering regime. 
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CHAPTER THREE 

 ANTI-MONEY LAUNDERING LAWS IN JORDAN 

 

3.1 Introduction 

In the Middle East, Jordan is considered one of the countries with stable and advanced 

economic systems, particularly in the banking sector. The system exhibits an 

awareness about anti-money laundering and combating the financing of terrorism 

requirements as well as a remarkable overall progress. Crime rate in the country is 

relatively low despite drug traffickings and smuggling of antiques from Iraq, and 

Jordan’s economy is also open to international investment markets. All these factors 

nevertheless create a degree of anti-money laundering. There is a possibility of 

terrorism financing and some risks related to terrorism have been found. For instance, 

terrorists groups were formed to feed terrorist activities in the area and some terrorist 

operations execution.
279

 

There is no evidence to suggest that Jordan is a major regional money laundering 

centre. However, various financial services, both locally and internationally, are 

offered in Jordan and they could be misused by those intending to launder money. 

This necessitates Jordan to put in place laws that can fight money laundering. 

Money can be laundered in various ways, among which are by (1) placing of criminal 

proceeds into the banking system using family members or nominees, (2) purchasing 

insurance products, (3) purchasing high value goods, (4) purchasing real property, (5) 

investing in capital markets, (6) setting up of front companies, and (7) using money 
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changers and gatekeepers. Criminals may also manipulate cash transactions to hide 

money trails through cash financial transactions, investment-related transactions, 

transfers, trust funds, persons' accounts, financing commercial transactions, electronic 

financial services, and credit facilities.
280

 

In the past few years, Jordan and many other countries have implemented anti-money 

laundering laws. Jordan was committed to fight money laundering and terrorist 

financing and hence enacted the Jordanian Anti Money Laundering and Counter 

Terrorist Financing Law in 2007. This chapter aims to examine the main provisions of 

the Jordanian Anti Money Laundering and Counter Terrorist Financing Law 2007 

since it is the main legislation relating to money laundering. The following subsection 

briefs the pre-Jordanian anti-money laundering regulatory regime before examining 

the law provisions.  

3.2 Pre Jordanian Anti Money Laundering Regulatory Regime 

In combating money laundering, the Jordanian system was a set of disparate laws with 

no direct link to money laundering. These laws dealt with the negative effects of 

certain crimes such as smuggling, drug offenses, and tax evasion.  

All over the years, the reach-out efforts in the form of technical assistance and other 

engagements have been implemented by Jordan either on its own or by cooperating 

with other regional and international bodies. 

In general the following laws have been indirectly governing anti-money laundering: 

the Jordanian Penal Law 1960, the Jordanian Conservation of State Funds Law 1966, 
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the Jordanian Narcotic Drugs and Psychotropic Substances Law 1988, the Jordanian 

Customs Law 1998, the Jordanian Money Exchange Business Law 1992, and the 

Jordanian Banking Law 2000. 

On November 18, 1997, the first direct efforts to deal with money laundering 

transpired in Jordan. Jordan’s Central Bank sent Memorandum No. 210/97 to license 

and advise Jordanian banks on questions related to money laundering. Nevertheless, 

this memorandum was less directive than generic and exhortative; it advised banks of 

"knowing" their customers and it provided the general description of the 

circumstances when banks may reasonably suspect about their customers identity. 

When the question of money laundering for Jordanian banks was confronted, the 

circumstances description did not provide much practical guidance which can be 

interpreted in a comprehensive procedural manual. Problems that beset Memorandum 

No. 210/97 included (1) lack of coherent structure, and (2) lack of its coherent 

structure. The memorandum did not even detail the means of money laundering.
281

 

According to Jordanian Conservation of State Funds Law 1966, confiscating the funds 

that criminals gained was imposed by the Jordanian legislator to deprive the criminals 

thus preventing them from using these funds. The law also imposes follow-ups in 

cases of disposal in order to hide the funds or make it seen as if they were 

legitimate.
282

 

In Jordanian Customs Law 1998, the Jordanian legislator confirmed the combating of 

customs smuggling. However, combating smuggling was only limited to smuggled 
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goods and detected crimes. The funds are illegal which are subject to imposed 

confiscation and a fine besides imprisonment.
283

  

The Jordanian Customs Law 1998 Article 206 (C
284

 and D
285

) identifies the crimes 

that are part of illegal funds and smuggling penalties. The paragraphs dictate that the 

penalty to be charged sums to equal or less than 50 percent of the transport tools and 

goods to goods and materials that in some way managed to get away with fees 

obligations and with the registration matters. Nevertheless, the law does not fully deal 

with the transactions that emerge from the smuggling crimes and overabundant funds 

and the taken sentence is to be equal of the escaped amount from the confinement.
286

 

The main objective of the Jordanian Narcotic Drugs and Psychotropic Substances 

Law 1988 is to combat drug trafficking, whether in its cultivation, manufacturing, and 

export. Anyone involved in this illegal act will be responsible to the law hence will 

also be sentenced.
 287

 The court stands as the authority on analyzing the matters and 

making decisions. As Article 15 of the law dictates, the court is given the right of 

making decisions in identifying the sources of these funds. Nevertheless, if the funds 

are generated with the consent of the law and the sources are relevant to the law, the 

act is thought to be legal. 

In the Jordanian Money Exchange Business Law 1992, the Jordanian legislator 

confirmed that in order to audit the financial operations and reporting of the Central 
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Bank for any suspicion in operations linked to a crime, there will be a need to audit 

and review ATM accounts.
288

 According to the law, money exchange is a licensed 

practice for Jordanian banks. 

As in the Jordanian Penal Law 1960, the Jordanian legislators consider suspicious 

money regarding any banking operation a terrorism crime if it is revealed that the 

money is related to a terrorist activity. The law penalties in this case are money 

confiscation, fine, and imprisonment.
 289

 

As a matter of fact, Article 93 of the Jordanian Banks Law 2000 is one of the most 

important Jordanian legal provisions against money laundering. The article dictates 

that it is mandatory that every bank in Jordan immediately report any financial 

transaction that may or may not be related to an illegal crime, and that every bank act 

to the Jordan’s Central Bank.
290 

And when such notification is received from the 

concerned bank the Jordan’s Central Bank considers the obligation to instruct that 

bank to stop the transaction which includes to stop receiving or paying money for a 

maximum of thirty days. Hence the Jordan’s Central Bank has to notify the official 

authorities or relevant judicial.
291

 

Central Bank Instructions No. 10 for 2001 has introduced better awareness of what is 

exactly involved in confronting money laundering. The definition of money 

laundering in this instruction is one of the most important contributions to Jordan.
292

 

Money laundering, as defined in this instruction, includes the following: 1) hiding the 

illegal money source, 2) replacing illegal money or laundering it in order to hide or 
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disguise its source, 3) providing incorrect information about the illegal money origins, 

4) using this money to purchase perceptible or imperceptible properties, 5) illegal 

money ownership. Nevertheless, the definition of money laundering by no means is 

comprehensive as it disregards the complex nature of financial transactions. It is 

important to mention that the Central Bank Instruction No. 10 for the year 2001 also 

highlights the need to verify the identity of customers, particularly if they are 

corporate entities. However, this is also a new concept of combating money 

laundering in Jordan where "know your customer" means checking the natural 

individuals’ identity not the corporate persons’.
293

 

The main purpose of this regulation is to stop fake accounts. Hence it is customary for 

all Jordanian banks and their national or international operating branches that the 

person who is keeping the account display his real identity and that the accounts have 

to be verified. The Central Bank also makes it mandatory for the banks to ensure that 

if a person is holding an account of more than 10000 JD the identity of the customer 

has to be verified by the authorities in order to refrain from foul transactions. The 

transactions of this account need to be monitored well in order to make sure that the 

money has not been transferred illegally. The Central Bank also instructs that the third 

parties who are given the authority to conduct the transactions be verified. 

Additionally, any suspicious activities and transactions of transferring money are 

highly recommended to be monitored and verified.
294
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3.3 Jordanian Anti-Money Laundering Laws 

Jordan faces several challenges due to being located among countries that encounter 

internal conflicts, such as Syria, Yemen, Egypt, Tunisia, and Libya. Regardless, the 

country is determined to respond effectively to these challenges.  

In Jordan, most of the sectors concerned with anti-money laundering are covered by a 

legislative and supervisory framework. To combat money laundering, efforts from 

Jordan and other countries have produced a comprehensive legal framework that 

criminalizes money laundering namely the Jordanian Anti-Money Laundering Law.
295

 

The framework became effective thirty days after the document was published on the 

official gazette. To establish a good anti-money laundering system in Jordan, the 

subject law has covered the fundamental aspects of the required legal framework. 

3.3.1 Strategies and Priorities of Jordan's Anti-Money Laundering  

The aim of anti-money laundering law in Jordan is to strengthen the procedures and 

precautionary measures for anti-money laundering particularly in the financial sector. 

Major precautionary procedures in anti-money laundering have been established by 

the Jordanian Anti-Money Laundering Law 2007 and these procedures are 

strengthened by the issued instructions and imposed control. Control authorities and 

inspection measures have further strengthened the efforts. However, full co-operation 

is needed among authorities on the local level, similar units, and foreign authorities in 

order to eliminate the effect of the crime at international level. This law also aims to 

raise the awareness among the citizens on the law provisions and among the 
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authorities in general. It also seeks to train employees in the control and supervisory 

authorities besides the authorities that are subject to the law provisions.
 296

 

3.3.2 The institutional framework for combating money laundering 

To supervise the activities of the Jordanian anti-money laundering unit, the law 

dictates the formation of a national committee to outline Jordan’s general policy. The 

governor of Central Bank of Jordan is the head of the committee that includes the 

deputy governor of Central Bank of Jordan as the deputy chairman, the Commissioner 

of Securities Commission, company’s controller, the head of Jordanian anti-money 

laundering unit, commission director general, and the insurance members of various 

ministries who hold the position of secretary general.
297

 These authorities have the 

necessary powers to control the businesses of the institutions regulated by them in 

accordance with the following laws: the Central Bank Law,
298

 the Banking Law,
 299

 

the Insurance Regulatory Law,
300

 and the Securities Law.
301

 

The Central Bank 

The Central Bank of Jordan serves to (1) maintain the monetary stability, (2) 

guarantee the convertibility of the Jordanian Dinar, 
302

 and (3) promote the continual 

economic growth in Jordan according to the government's general economic policy. 

These goals shall be achieved by controlling the licensed banks in a manner that 

ensures the rights of the depositors and shareholders and by securing the safety of the 

banks' financial status. The Central Bank also performs any job or transaction that a 
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bank often performs and exercises the Central Bank law or any other law or any 

international agreement the government is a part of. Registers, transactions and 

exchangers’ records shall be reviewed, audited, and inspected by the Central Bank.
303

 

Jordan Securities Commission 

Jordan Securities Commission authorizes the licenses, the exporters, the accredited, 

the market, the joint investment funds, the center, and the investment companies 

through supervision and control according to the provisions of the Securities Law, 

instructions, the regulations, and resolutions issued by virtue therewith. These 

authorities shall also be subject to inspection and its entries, records, and documents 

shall be audited by the respective legally competent authority.
304

 

Jordan Insurance Commission 

The insurance sector in Jordan shall be regulated and supervised by the Insurance 

Commission in order to develop the insurance services and protect the rights of the 

insured. The Insurance Commission shall regulate the insurance companies and the 

supportive insurance services providers. The General Director of the Insurance 

Commission shall be given the right to authorize one or more of the Commission 

employees to audit or confirm in the appropriate time any of the company’s 

documents or transactions or records. The company must put any of the above under 

the command of the employee and cooperate with the general director for him to carry 

out his duties.
305
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The Ministry of the Interior regulates nonfinancial entities such as jewellery traders 

and the Department of Lands and Survey regulates real estate agents. Other 

professions, such as lawyers and accountants, must be subject to the provisions of 

special laws which regulate their work; they shall also be regulated by the trade 

unions which are established in accordance with the law provisions.
306

 

The committee works are as follows: (1) developing the general policy for anti-money 

laundering, (2) following-up with the respective authorities in order to fulfil the 

obligations according to the relevant and enforceable international resolutions, (3) 

participating in international forums that are relevant to the general policy of anti-

money laundering, (4) approving and adopting the annual budget of the unit as 

proposed by the unit's chief, (5) setting-up the plans necessary for the implementation 

of the policy, (6) studying the necessary legislation draft for implementing this law 

provisions as the unit prepared for submission to the Council of Ministers, (7) 

studying the submitted annual reports by the unit regarding the activities of anti-

money laundering , and (8) studying the instructions and guidelines to be issued by 

the supervisory and regulatory authorities in accordance with this law provisions.
307

 It 

was the Recommendation No. 26 of the Financial Action Task Force 

Recommendations that derived the idea for the Jordanian lawmakers to create such a 

unit.
308

 

The law created an independent unit in Jordan to receive reports of suspicious 

activities from the entities subject to the law provisions, such as banks, money 
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transfer companies, exchange companies, and other Jordanian entities.
309

 However, 

the unit requested further information so that the activities can be technically and 

legally analyzed for further action. The law specifies that the parties subject to its 

provisions are obligated by the law to inform the Jordanian Anti-Money Laundering 

Unit about suspicious transactions, regardless whether the transaction actually took 

place. The law also defines the role of the regulatory bodies that supervise these 

parties,
310

 and Recommendation No. 29 of the Financial Action Task Force 

Recommendations derived the idea of creating such a unit.
311

 

In general, the law organizes the needed local means and international co-operation to 

combat money laundering because of the understanding that it is a cross-border crime. 

The law also states that the Jordanian Anti-Money Laundering Unit authorities has to 

co-operate with their foreign counterparts units. In this regard the law gives Jordanian 

Anti-Money Laundering Unit the authority to sign an understanding memorandum to 

organize the co-operation with their counterpart units. In fact, from Recommendation 

No. 37 of the Financial Action Task Force Recommendations the Jordanian 

lawmakers derived the idea of organizing the needed local means and international 

co-operation to combat money laundering.
312
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3.3.3 The Legal System 

The application of Anti-Money Laundering Law 2007: Jordan's Anti-Money 

Laundering Law No. (46) of 2007 was published in the Official Gazette in volume 

4831 dated June 17, 2007, on page 4130. The law became effective thirty days after 

the document was published. This law has covered the basic aspects of the legal 

framework needed to establish a good anti-money laundering system in Jordan.  

The law was then amended by Temporary Law No. (8) of 2010, published in the 

Official Gazette in volume 5028 dated May 2, 2010, on page 2383 and by Temporary 

Law No. (31) of 2010, published in the Official Gazette in volume 5057 dated 

September 21, 2010 on page 5521. Recently, the law was amended by Law Amending 

No. (31) of 2015, published in the Official Gazette in volume 5345 dated June 16, 

2015, on page 6007. 

Criminalization of money laundering: the Jordanian Anti-Money Laundering Law 

of 2007
313

 covered a wide series of financial bases, therefore, with regard to the 

offence the law’s definition of money laundering is compatible with (Palermo 

Convention) the United Nations’ convention against Transnational Organized Crime 

2000.
314

 Consequently, the Jordanian lawmakers have applied Recommendation No. 3 

of the Financial Action Task Force Recommendations.
315
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As in Article 4, the law includes criminalizing money laundering as a different crime 

than the predicate crime:  

"a- Every Fund that generates from any of the crimes indicated below 

shall be considered the subject of money laundering: - 1- Any crime 

punishable pursuant to the provisions of the valid legislation in the 

Kingdom. 2- Crimes, the proceeds of which are considered, according to 

the provisions of international agreements ratified by the Kingdom, as a 

subject of a money laundering crime. b- The money laundering crime is 

considered independent from the crime that generated the funds; a 

conviction in the crime that generated the funds is not a condition to 

prove its illegitimacy." 

After examining this article, the researcher claims that the scope of predicate offences 

was widened to include the punishable felonies and misdemeanors in Jordan; 

therefore the twenty offences included were listed in the methodology.
316

 To prove 

that the funds are illicit a predicate offence conviction is not required. For certain the 

Law is the concerned law in this area. 

Freezing, seizure, and confiscation of property: The proceeds are defined 

according to Article (2) of the Anti-Money Laundering Law 2007 as “the funds which 
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are the direct or indirect results of committing any crime provided for in Article (4) of 

the subject law.” The article defines funds as “each property or right having a 

financial value in transactions and the legal documents and bonds, of any form 

whether electronic or digital that show the possession of such funds or any interest 

thereof, including the bank accounts, securities, commercial instruments, traveler's 

checks, transfers, letters of guarantee and letters of credit." This definition is 

considered sufficiently comprehensive. 

Predicate offenses committed outside Jordan’s territory: Article (3) of the Anti-

Money Laundering Law 2007 stipulates that “laundering of money proceeds from any 

of the crimes provided for in Article (4) of the subject law shall be prohibited, 

whether they were committed inside or outside the Jordan provided that the act is 

punishable under the law in force in the country in which the act occurred.” 

Consequently, the predicate offenses of the money laundering crime definition 

extends to include the acts committed in another country. 

Regarding dual criminality, the Law stipulates that an act is not considered a crime of 

money laundering if the crime proceeds were earned by an act that was committed in 

another country where this act is not considered a crime; however, it the crime is 

committed it would have been a predicate offense. 

Ancillary crimes of money laundering: Punishing the accomplice involved, the 

interferer, and the abettor in the crime by the same principal's sanction is stipulated by 

Article (24) of the Anti-Money Laundering Law 2007. The accomplice is defined by 

Article (76) of the Jordanian Penal law as follows: “If several persons committed 

together a felony or misdemeanor, or if the felony or misdemeanor made up of many 

acts where each one of them executed one act or more of the acts constituting it for 
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the purpose of committing that felony or misdemeanor, all of those involved shall be 

considered accomplices and each one of them shall be punishable by the sanction 

specified for this act by law, as if he was an independent perpetrator.” According to 

Article (80/1) of the Jordanian Penal Law, the abettor is the one who “urges or 

attempts to urge another person to commit a crime by offering money or a present or 

threatening or tricking or deceiving or spending money or abuse in his employment 

position.” 

Paragraph (2)
317

 adds that the accomplice is “the person intervening in a felony or 

misdemeanor is the one who (a) gave instructions to commit it, (b) gave the crime’s 

perpetrator a weapon or tools or anything else that might help him commit it, (c) was 

present in the place in which the crime was committed for terrorizing the resisting 

persons or strengthening the will of the crime perpetrator or guaranteed committing 

the intended crime, (d) helped the crime perpetrator in the acts that led to or facilitated 

the crime, or in the committed acts, (e) agreed with the crime perpetrator or one of the 

accomplices before committing the crime, and contributed in concealing indications, 

hiding or disposing of matters resulting from the crime, or hiding one or more 

accomplices to keep them away from justice, (f) was aware of the criminal history and 

track of wrongdoers who committed banditry or violent acts against the State's 

security and public safety, or against persons or properties, and gave them food, 

shelter or a place to meet.” 

As for the case of attempt, a clear provision is absent. Article (68) of the Jordanian 

Penal Law defines attempt as “starting the execution of one of the evident acts leading 

to committing a felony or misdemeanor, so if the perpetrator was not able to execute 

the acts necessary for the occurrence of this felony or misdemeanor due to reasons 
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beyond his control, he should be punishable as follows (…) that any other temporary 

sanction is to be reduced from half to two thirds.” Article (71) of the Jordanian Penal 

Law added that the attempt of a misdemeanor is not punishable except in the cases 

clearly declared in the law. 

As a matter of fact, the Anti-Money Laundering Law 2007 stipulates “attempt” in a 

misdemeanor in Article 24 (a/1) as follows: “Anyone who committed or has 

attempted to commit a money laundering crime as stipulated in this law, shall be 

penalized by imprisonment for a period not less than one year and not more than three 

years, and with a fine of not less than the same amount of the money subject to the 

crime if the money was the proceeds of committing a misdemeanor.” 

Normal and legal persons’ liability: Article (24) of the Anti-Money Laundering 

Law 2007 in force stipulates that each normal person who attempts to commit or 

commits the crime of terrorist financing according to this law shall be punished by 

provisional hard labor for at least ten years and a fine not less than 100000 JOD 

(which is about 140000 U.S. dollars), as well confiscating the money and all 

instrumentalities intended to be used or used in the crime. In addition, the 

collaborator, instigator, and partner shall also be punished by the same penalty 

stipulated for the primary criminal.  

With respect to penalties imposed on the legal person, it is stipulated in Article (31) of 

the Anti-Money Laundering Law 2007 that the legal person shall be responsible for 

the crimes committed by the person responsible for the actual management according 

to the law provisions. The fines stipulated in the law shall be thereon imposed. In 

addition, the legal person may also be suspended by the court, from working, partially 

or fully, where this period does not exceed one year and not less than one month. 



  

135 

 

However, in case of recurrence, the court may decide to revoke the legal person 

registration or liquidate him and prevent each person who is found to be responsible 

personally for committing any of these crimes whether he is president, chairman, a 

member in the director board, a partner, or a manager from contributing in any legal 

person capital of having similar objectives or to participate in the management. Thus, 

regarding to the natural and legal persons it seems that these sanctions are deterrent. 

3.3.4 Regulations, instructions, and guidance 

A number of regulations, instructions, and guidance manuals were issued under the 

Jordanian law of anti-money laundering, for instance, the regulations of National 

Anti-Money Laundering and Counter Terrorist Financing Committee No. 44/2008. 

The most important among them is Regulation of Anti-Money Laundering and 

Counter Terrorist Financing Unit No. 40/2009.
318

 This regulation determines the 

powers and functions of the unit and its president as well as the unit’s cooperation 

with their counterparts and with supervisory authorities. The most important powers 

and functions of the Jordanian units in regulation are as follows: (1) to adopt 

intelligence on notifications of suspicious transactions that can be related to money 

laundering received by the entities subject to the law provisions and to request any 

necessary information, (2) to adopt the suspected transactions' means and forms of 

notifications that can be related to money laundering, (3) to set and implement 

capacity building and training programs for the obliged entities employees of 

reporting and other authorities, (4) to establish a database where all information on 

suspicious transactions that can be related to money laundering received by the unit 

can be maintained, and (5) to prepare the necessary legislation for implementing the 
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law provisions.
319

 Therefore, under this regulation the unit has direct authority on the 

Jordanian entities system to combat money laundering, and it was from 

Recommendation No. 31 of the Financial Action Task Force Recommendations the 

Jordanian lawmakers derived the powers of this unit.
320

 

To exchange information related to counter terrorist financing and money laundering 

and criminal activities related there to, in addition to the spirit of cooperation and 

common interests in facilitating the investigation and prosecution through the analysis 

of money laundering relating information and related criminal activities, besides the 

emphasis on information exchanged confidentiality between the unit and the 

corresponding units. In 2010 the Jordanian Unit has signed Understanding 

Memorandum with the Counterpart Units, which are as follows:  

(1) The Anti-Money Laundering and Suspicious Cases Unit of the United Arab 

Emirates. The chief of Jordan’s Unit assumed signing the Memorandum with 

Executive Director and Head of Anti-Money Laundering and Suspicious Cases Unit 

of the United Arab Emirates; (2) The Financial Crimes Investigations Board of the 

Republic of Turkey. The chief of Jordan’s Unit assumed signing the Memorandum 

with Chief of The Financial Crimes Investigations Board. The Memorandum of 

Understanding entered into force on September 21, 2010.  

(3) Financial Intelligence Unit of Understanding with The Counterpart Unit of the 

Palestinian National Authority in Amman on December 5, 2010, during a meeting 
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 Recommendation No. 31 of the Financial Action Task Force Recommendations about powers of 

law enforcement and investigative authorities: When conducting investigations of money laundering, 
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persons and premises, for taking witness statements, and for the seizure and obtaining of evidence . . .  



  

137 

 

between the Chief of Jordan’s Unit and the Director of the Financial Follow-Up Unit 

of the Palestinian National Authority.
321

  

A number of instructions were established by the Jordanian Anti-Money Laundering 

Law 2007, for instance: (1) anti-money laundering and counter terrorist financing 

regulation related to Money Exchange Companies No. 2/2010 and guidelines thereto, 

(2) instructions on anti-money laundering and counter terrorist financing in Securities 

Activities and Guidelines related thereto, (3) anti-money laundering and counter 

terrorist financing instructions of Insurance Activities No. 6/2010 and guidelines 

related thereto, (4) anti-money laundering and counter terrorist financing instructions 

pertaining to goldsmithing and sale of jewellery, precious metals, and gems shops for 

2010 and guidelines related thereto, besides other instructions and guidelines that 

govern anti-money laundering in Jordan.
322

 

In this regard, the most important instruction is Instructions for Anti-Money 

Laundering and Counter Terrorist Financing for Banks Instructions No. 51/2010.
323

 

All banks operating in Jordan shall apply the instructions provisions,
324

 and they 

include the procedures for combating money laundering, for instance, (1) obligations 

of customers due diligence (know your customer), (2) risk assessment obligations, (3) 

transaction monitoring obligations, (4) reporting obligations, (5) record-keeping 

obligations, (6) training obligations, (7) compliance obligations. 
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3.4 Anti-Money Laundering Obligations 

In 2007, Jordan passed the Anti-Money Laundering Law to fulfil its international 

obligations and to demonstrate its commitment in combating money laundering. This 

law criminalizes money laundering; imposes specific obligations on banks and 

financial institutions; and provides for the seizure, freezing and confiscation of 

properties that have been resulted from criminal activities proceeds. Regarding the 

global combat terrorism, the Anti-Money Laundering Law 2007 has been amended by 

the Anti-Money Laundering (Amendment) Law in 2015. Thus this law brings 

terrorism financing within the domain of the regime of anti-money laundering 

regulatory. 

Specific obligations were imposed on banks to combat money laundering activities by 

the Jordanian Anti-Money Laundering and Counter Terrorist Financing Law 2007 and 

the Instructions for Anti Money Laundering and Counter Terrorist Financing for 

Banks Instructions No. 51/2010. One of the obligations is to establish risk assessment, 

identify and verify customers, report cash and suspicious transactions, establish 

compliance program, and keep records. 

Due to the complex nature of money laundering operations, the Central Bank of 

Jordan had to review the instructions and guidelines. The bank consequently issued a 

new set of guidelines: Guidelines on Anti-Money Laundering. These guidelines 

explain the techniques of suspected transactions to be related to money laundering and 

are in line with the best practices of international anti-money laundering issued by 

Financial Action Task Force. 

The guidelines were issued under Article 99 (b) of the Banking Law 2000 and Article 

14(a/4) of the Anti-Money Laundering 2007, Instructions No. 51/2010. These articles 
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enable the Central Bank of Jordan to issue relevant guidelines to discharge any 

international obligations on Jordan. 

This section critically analyses the main obligations imposed on banks under the Law 

2007, and Instructions No. 51/2010. Consequently, it will focus on the requirements 

relating to obligations of customers due diligence (know your customer), risk 

assessment obligations, transaction monitoring obligations, reporting obligations, 

record-keeping obligations, training obligations and compliance obligations. 

3.4.1 Obligations of customers due diligence and risk assessment  

It is worth to note that in accordance with the anti-money laundering's international 

standards, Instructions No. 51/2010 focuses on specific customers and transactions of 

which beneficiary account, wire transfers, non-face-to-face business relationships, 

private banking, correspondent banking, and foreign politically exposed persons. 

Because these customers and transactions are considered vulnerable to money 

laundering thus the procedure becomes necessary. 

Also Instructions No. 51/2010 adopts a risk assessment approach to the requirements 

of customer due diligence. The banks will have the flexibility to implement the 

obligations depending on the type of customer, transaction, service, and product.  

This section examines the customer acceptance policy and customer identification. 

Consequently, it would be significant to mention the customer due diligence 

procedures prescribed by the Jordanian regime. 

3.4.1.1 Customer acceptance policy 

Articles 14 (a/1and 2) and 14 (a/5) of the Law 2007, and Articles 3 and 5 of 

Instructions No. 51/2010 require that banks develop a customer acceptance policy 



  

140 

 

before establishing a business relationship with customers. For each customer the 

banks must create a risk profile. This is vital particularly for identifying the 

customers’ type which is associated with high risk of money laundering. 

According to the degree of risk related to money laundering the bank shall classify all 

its customers by considering the following: (1) the customer’s banking transactions 

consistency with the nature of customer business activity, and (2) the degree of 

interrelation and divergence between the opened accounts and level of its activity.
325

 

A lot of factors need to be considered to ensure that the banks know their customers 

well thus are able to detect any suspicious activities and assess risks. In other words, 

banks should put greater effort in obtaining information about the customer. Hence 

the implementation of a number of effective risk management arrangements should be 

the result of this process. Moreover, Article 5 (First/2) of Instructions No. 51/2010 

dictates that banks are required to place the necessary procedures in order to deal with 

the risks and review and regularly update the profile of customers, particularly when 

there are changes in their nature of business or employment. 

In accordance with the risk perceived the Jordanian banks are required to apply anti-

money laundering measures to their customers. The adoption of an anti-money 

laundering risk assessment regime identify that banks are in the best place to design 

programs of anti-money laundering that deals with specific risks they may encounter. 

This is because banks know their customers and business better than any government 

body. In addition, a risk assessment regime also gives banks more flexibility in 

implementing the measures of anti-money laundering. This could in turn lead to result 

greater customer satisfaction and cost-savings. 
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According to the risk assessment approach, banks have to explain that the range of 

their anti-money laundering law controls is convenient to the risk level in their 

business operations. In addition, banks need to focus on the higher risk customers and 

transactions for instance private banking customers, politically exposed persons, non-

resident customers and customer who belong or are in countries that insufficiently 

apply or do not apply the Financial Action Task Force Recommendations.
326

 

However, instead of the approach that says one size fits all, banks are now have the 

flexibility to implement controls and systems in the most appropriate way in 

accordance to the real money laundering risk they perceived. For high risk customers, 

more detailed information must be obtained in order for the banks to conduct 

enhanced due diligence.
327

 Otherwise, a less stringent approach would be sufficient 

for low risk customers.
328

 

While the risk assessment anti-money laundering regime has been welcomed by the 

banking industry, it still leaves more rooms for interpretation. It remains uncertain the 

way that risk is conceptualized,
329

 thus the risk-based regulation effectiveness 

depends on the regulated agreeing with the regulators concerning what risks need to 

be controlled and the way of control.
330

 This is critical to ensure that a country's 

financial system can be protected in the best possible affordable way.
331

 In fact, the 

risk-based approach concept is based on principles that are sound. Nevertheless, to 
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generate a workable, flexible, effective and high level framework is the real 

challenge.
332

 

3.4.1.2 Customer identification and due diligence 

Customer identification and due diligence procedures are considered the basic 

element of the anti-money laundering regime. They are also vital for obtaining 

sufficient and reliable information to determine the customers' true identity. From a 

broader financial integrity and prudential objective, sufficient identification of 

customer and due diligence procedures would protect banks from credit, operational, 

reputational, concentration and legal risks. Consequently, customer identification not 

only help banks detect, deter and combat terrorism financing and money laundering , 

but also provide tangible benefits to the banks, its customers, and the entire financial 

systems.
333

 Customer identification and due diligence can be identified as a process of 

(1) identifying and verifying a customer, (2) obtaining information on the intended 

nature and purpose of the banking relationship, (3) identifying and verifying the 

beneficial ownership and control of the transaction, and (4) conducting on-going due 

diligence and scrutiny in ensuring the provided information is relevant and updated.
334

 

To conduct customer identification and due diligence, the anti-money laundering 

regime often imposes obligations on banks. A bank must maintain accounts in the 

name of the account holder, as dictated in Article 3 (First/2) of Instructions No. 

51/2010 and the bank is prohibited from opening, maintaining, or operating any 
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accounts that are anonymous, fictitious, incorrect, or bearing false names. These 

provisions aim to prevent criminals from using the channel accounts.  

3.4.1.2.1 Existing Customers 

Conducting customer due diligence requirements is repeated in Article 3 (First/8) of 

Instructions No. 51/2010. This article provides that “the bank shall exert due diligence 

for existing customers upon issuance of these instructions on the bases of materiality 

and risk, and applying customer due diligence measures to such relations with such 

customers at the following times: (a) Upon performing transactions of significant 

amount or using banking tools unusually, (b) when a significant change occurred on 

the documentation mechanism of customer's information, (c) when there is a material 

change in the way of managing the account, and (d) when the bank realizes that there 

is lack of sufficient information about an existing customer.” 

In conditions where the risk of money laundering is low, procedures of customer's 

identity verification may be delayed until after the ongoing relation commencement. 

However, if delaying the verification procedures is necessary for maintaining the 

normal course of the business provided and that such delaying does not involve 

money laundering risks, the banks shall perform the verification procedures as soon as 

possible.
335

 

3.4.1.2.2 Corporate customers 

For companies customers or businesses, a bank must obtain constituents documents of 

the customer such as article, memorandum, incorporation's certificate, directors' 

documents identification, partners or shareholders, authorisation for any person to 
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represent the corporation or business, and identification document of the authorised 

person to represent the corporation or business in its bank dealing.
336

 

In fact, nonprofit organization such as charities can also be misused for terrorism 

purposes in many ways. They can be used to raise terrorist money or to transfer 

money from one place to another.
337

 Accordingly, the Jordanian lawmaker requires 

banks to be vigilant when dealing with these customers. 

While conducting customer due diligence on a nonprofit organization, a bank should 

require that this organization provide relevant constituent documents including the 

registration certificate, the identification of the office bearer, and any person's 

authorization to represent the organization. The bank should also verify the identity of 

the organization's authorized persons and scrutinize the accounts of the organization 

in order to detect any contradictions in its accounts or transactions.
338
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3.4.1.2.3 Individual customers 

Instructions No. 51/2010 states that the customer due diligence procedures should at 

least include the following customer identification: (1) full name, (2) nationality, (3) 

phone number, (4) permanent address, (5) work address, (6) purpose of business 

relationship and its intended nature, (7) the activity type, (8) names and nationalities 

of the authorized persons to manage the account, and (9) any information the bank 

suppose necessary.
339

 

However, if a customer is not able to comply with the procedures of due diligence, 

then a bank should not begin any business relations or perform any transactions with 

the customer. Nevertheless in the case of the customer existing, then a bank should 

terminate these business relations. A bank should also consider depositing a 

suspicious transactions report to the Jordanian Unit.
340

 Indeed, the customer's 

unwillingness to provide the requested information and to cooperate in the due 

diligence procedure may itself be a suspicion factor.
341

 Clearly, banks have to adopt 

more rigorous procedures of identifying and verifying their customers alongside 

implementing the anti-money laundering law. 

Generally, it is recognised that to avoid customer identification procedures criminals 

have used beneficiary accounts. However, the banks are required by the Jordanian 

lawmaker to identify if the customer is acting on behalf of another as nominee, trustee 

or another intermediary.
342
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The beneficiary accounts' Identification procedures must be performed on the 

beneficiaries and the entities or agents acting on their behalf. As well, the verification 

should be done to ensure that the entities or agents are authorized to act on their 

behalf. In fact, wherever possible, the identification process should be done on 

individual basis. Generally, more rigorous customer identification and verification is 

required when the transactions involve nominee, trustee or fiduciary accounts that are 

opened by professional intermediaries. These procedures are vital for ensuring that 

criminals do not abuse such accounts.
343

 

3.4.1.2.4 Beneficiary account 

It has been recognized that criminals have been manipulating beneficiary accounts to 

launder their illegal proceeds. They also use beneficiary accounts to hide the 

property's beneficial owner.
344

 Beneficiary owner is the natural person with the real 

interest for whom the business relationship or on his behalf is conducted or who has 

ultimate or effective control over a legal person or has the right to conclude a legal 

arrangement on its behalf.
345

  

According to Article 7 (a and b) of Instructions No. 51/2010, banks are required to 

perform identification procedures on the beneficiaries and the agents or entities 

operating on beneficiaries' behalf. In addition, verification must be done to ensure that 

the agents or entities are authorized to act on the beneficiary's behalf. Wherever 
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possible the process of identification should be done on an individual basis. A bank 

shall also request every customer to provide a written declaration where the identity 

of the beneficiary owner of the intended transaction is determined.  

Banks must take reasonable measures in the case of trustee or nominee account for the 

following reasons: (1) to understand the relationship among the relevant parties, (2) to 

obtain satisfactory proof about the legal status, and (3) to identity of the trustee or 

nominee and the nature of their duties and capacity.
346

 

When the person who is acting on the beneficiary's behalf is unable or refuses to 

provide the information on the beneficiaries' identity, then the bank must not allow 

that person to open a client account and consider submitting a report of a suspicious 

transaction. While for an existing customer, the bank must stop transacting for and 

with that person till more satisfaction verification is conducted.
347

 

The identification and verification of the beneficiary account places a significant 

burden on Jordan's banks because of the complex nature of the account. To deal with 

such accounts, an average bank employee needs further training or certain skills. Bank 

employees are unlikely to be able to discharge their obligations unless they are 

sufficiently trained. 

3.4.1.2.5 Higher risk customers 

A bank is required to conduct enhanced due diligence for higher risk customers. This 

means that more detailed information from these customers are needed. In fact, a bank 

shall place a proper risk management system in order to determine if a potential 
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customer, a beneficiary owner, or the customer is one of the said categories. When 

commencing a relation with these customers the approval of the bank’s general 

manager, or regional manager, or the authorized person shall be obtained. 

Additionally, this approval shall be obtained when a beneficiary owner or a customer 

is discovered to be within such categories. All necessary procedures shall be taken by 

the bank to verify the sources of the customers' fortune and beneficiary owners who 

fall within such categories. The banks shall also continuously and precisely monitor 

the transactions with these customers and give special attention to transactions and 

business relationships that occur. Eventually, the bank shall exert the necessary 

procedures to identify the surrounding circumstances of these transactions and 

business relationships and their purposes. If the bank becomes aware that any of the 

customers have no clear economic substance, the records of the outcome are 

maintained.
348

 

Examples of higher risk customers are laid out in Article 5 (First/3) of Instructions 

No. 51/2010 as follows: nonresident customers,
 349

 politically exposed persons,
 350

 

customers of private banking, and customers who belong or are in countries that 

insufficiently apply or do not apply the Recommendations' of Financial Action Task 

Force . 
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Banks are required to conduct enhanced due diligence for private banking services 

according to Instructions No. 51/2010.
351

 As specified, this measure is critical because 

private banking could be exploited by criminals especially the corrupt politically 

exposed persons and their partners in laundering illegal money. 

3.4.1.2.6 Foreign politically exposed persons 

The politically exposed person is identified as the person who has occupied or is 

occupying a high public office in a foreign country such as a judge, a military person, 

member of political party, a once prominent statesman, senior executive of state 

owner corporation, or a head of government or state. At minimum, this includes the 

first degree family members or their partners.
352

 

There are concerns that banks may be accidentally be involved in the laundering of 

illegal money which is associated with politically exposed persons. Due to the special 

status of this customer, often a specific degree of discretion is allowed by financial 

institutions to the financial activities carried out by politically exposed persons. Such 

a discretion often becomes an obstacle to bringing politically exposed persons to 

justice, if they are involved in some sort of criminal activity.  

When analyzing the special status of this customer, the researcher agrees that the 

politically exposed persons may abuse their public powers and be involved in 

laundering their illegal gains in countries where corruption is widespread. Adding 
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insult to injury, dishonest or corrupt politically exposed persons can be found 

worldwide.
353

 

Apparently in countries where corruption is widespread, the politically exposed 

persons may abuse their public powers for their own illegal enrichment, which can be 

committed by illegal kickbacks, bribes receipt, and other directly profits linked to 

corruption. These persons may also be involved in tax fraud, organized crime 

activities, and embezzlement. If a bank is found to have been managing or accepting 

money from the corrupted politically exposed persons, its reputation will be affected 

and will weaken the public confidence in the bank's ethical standards.
354

 

Banks are required to conduct enhanced due diligence on politically exposed persons 

according to Article 5 (3 and 4) of Instructions No. 51/2010. Additionally, the 

Jordanian lawmaker requires a bank to identify if its customer is a politically exposed 

person by collecting adequate information from the customer and available public 

information. As soon as a politically exposed person is identified, immediate 

appropriate measures to establish the source of wealth and money of this person 

should be taken by the bank. Accounts connected to the politically exposed person 

should be monitored in order to detect any discrepancies in their accounts or 

transactions. The family members or close associates of the politically exposed 

persons’ business relationships are imposed the same risks as the politically exposed 

persons. Consequently, the Instructions require banks to conduct due diligence on this 

person's family members or close associates who have dealings with the banks. Also 

required by the Instructions is for the banks to monitor the politically exposed 
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persons' connected accounts in order to detect discrepancies based on their profiles, 

their accounts activities, and transactions. 

However, it appears that the definition of politically exposed persons does not include 

persons who hold distinct functions locally, under Instructions No. 51/2010. Thus, it 

is apparent that Jordanian banks need only to pay attention to the foreign politically 

exposed persons. While there is evidence to suggest that Jordan needs to cover 

domestic politically exposed persons. When Jordanian officials have been dealing 

with money laundering issues since 2012, the year that witnessed the most famous 

Jordanian cases regarding such crime. In one case, Criminal Court of Amman 

sentenced the former Jordanian chief intelligence to imprisonment for thirteen years 

and a fine of JD 21 million (about USD 30 million) after being convicted of money 

laundering charges.
 355
This provision was considered the most important issue of 

money laundering in Jordan, particularly when the case underwent the first trial of its 

kind on the highest-level of Jordanian security officials in the period of the Arab 

Spring. 

Having analyzed politically exposed persons, the researcher believes that there is no 

good reason to separate the Politically Exposed Persons whether foreign or domestic. 

So, it would be better if the definition be reviewed. Normally it is not an easy task to 

detect corrupted politically exposed persons because these people use intermediaries 

on their behalf to conduct financial business. The concealments of their illegal 

proceeds usually involves shell banks or companies, and this makes it the 

identification procedure more difficult. Concerns arose whether the politically 

exposed persons can have strong influence on the effectiveness of suspicious 
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transaction reporting by financial institutions thus contributing to poor governance 

standards and blocking anti-money laundering regimes. 

3.4.1.2.7 Electronic banking 

The information technology development has led to a wide range of modern banking 

facilities such as internet banking and other e-banking products. Consequently, 

personal contact between banks and customers is eliminated. Such services could be 

manipulated by criminals; they may control their accounts throughout the world and 

may have unrestricted online access.
356

 

There are three characteristic of internet banking that pose risks of money laundering: 

(1) no actual/material contact between the bank and the customer, (2) easy access to 

the internet, and (3) the rapidity of electronic transactions. If an account is accessed 

through the internet, no human intervention can help detect any unusual or suspicious 

activities. Information about the locations from where the account is accessed is also 

not detectable. It is a challenge to determine the jurisdiction for the supervision and 

licensing of financial services that are offered online. Commonly when determining 

the location where the online transaction takes place, jurisdictional issues arise in 

order to know where should the investigative authorities go to search for documentary 

evidence of transactions that are related to money laundering.
357

 

The Central Bank of Jordan issued the Risk Management Principles for Electronic 

Banking No.10/1/3344, in 21/3/2005. These principles serve to facilitate the use of 

electronic means in the procedures of bank's transactions. The principles also cover 

several domains, such as active oversight by the board of directors and senior 
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357
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management, risk management practices,
358

 internet banking risks,
359

 security 

requirements, i.e. privacy issues and consumer protection, and compliance with other 

regulatory requirements.
 360

  

The face-to-face interaction's requirement reinforces Article 5 (Third) of Instructions 

No. 51/2010 that requires banks to pay special attention when establishing and 

conducting non-face-to-face business relationship through information 

communication technology, for instance, through post, internet, fax, or telephone. 

Hence the banks should only establish business relationship after completing the 

customer due diligence process via face-to-face interaction. 

Additionally, banks must establish convenient measures for customer verification that 

are as rigorous as that for customers' face-to-face. They must also apply mechanisms 

of monitoring and reporting in order to identify the potential activities of money 

laundering.
361

 Applying the Risk Management Principles for Electronic Banking 

together with Instructions No. 51/2010 provides an effective instrument for 

preventing the abuse of e-banking in Jordan. Nevertheless, it is crucial for bankers to 

constantly be alert of any unusual activities arising from these relationships because 

of the complicated features of e-banking services. 

3.4.1.2.8 Wire transfer 

Wire transfers are widely used in commercial transactions since they provide a high-

volume, efficient, and low-cost payment system. Wire transfers have been recognized 

as one of the most efficient methods of laundering the proceeds' of criminals. It has 
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been reported that large banks provide a safer environment to send wire transfers and 

an ability to transfer through multiple hubs so the money trace would be lost before it 

arrives its final destination. Hence detecting through law enforcement will be 

hindered because the complicated wire transfers create confusing and complex route 

of financial transactions.
 362

 Accordingly the Jordanian lawmaker requires banks to 

pay attention to this serious matter. 

It is almost impossible to detect dirty money flows through wire transfers because of 

their complexity, volume, or frequency. Therefore dealing with wire transfers requires 

detailed procedures as provided by Instructions No. 51/2010. These procedures aim at 

ensuring that a bank has more information about the transfer's beneficiary and that 

throughout the payment chain. 

When a bank is the ordering institution, it should get the originator’s information for 

the customer due diligence purpose. The information includes the ordering customer’s 

name, national number or identity number, nationality (for non-Jordanians), and 

account number.
363

 If the ordering customer has no account with the bank, then the 

bank should establish a system under which the ordering customer shall have a 

reference number that is distinct.
364

  

With respect to transfers sent in one batch, the ordering bank shall add the distinct 

reference number or the account number of the ordering customer in case the same 

has no account provided that (1) the bank shall keep full information about the 

ordering customer, (2) the bank shall be able to provide the receiving bank and the 
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competent official authorities with the full required information in a period within 

three business days from the date of receiving the request, and (3) the bank shall be 

able to immediately respond to any order by the relevant competent official 

authorities that require having access to these information.
365

  

To identify potentially suspicious transactions, it has been recognized that 

transactions that contain full information of the originator could assist beneficiary 

financial institutions to do so. 

A bank must also ensure that the accompanying originator’s information is retained 

with the wire transfer when acting as intermediary to a wire transfer transaction.
366

 If 

a bank is the beneficiary institution, an effective risk-based approach must be adopted 

to identify any wire transfer with incomplete information of the originator and to 

decide whether to stop, proceed, or request from the corresponding institution for the 

missing originator’s information. Incomplete originator’s information with wire 

transfers may be considered as a factor for suspicion and wherever necessary, the 

bank must submit a suspicious transaction report.
367

 

A bank should check details of higher risk customers including the beneficiary's 

name, the amount of wire transfer, and the destination. However, if the transfer does 

not appear to be consistent with the customer's usual activity or business, then the 

customer should be asked to provide further explanation of the wire transfer nature.
368
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The Guidance specified a number of activities that could be used as indicators for 

wire transfers abuse. The activities include (a) directly transferring the deposited 

money in the account abroad, either in one or several payments, (b) making transfers 

to a person who has no account with the bank by using various payment instruments 

all of them are below the threshold stipulated for in these instructions, (c) transfering 

similar amounts whether on weekly or monthly basis, where the whole total is big, (d) 

attaching incoming transfers are attached with instructions to transfer the transferred 

money into checks and send them to a person who have no account with the bank by 

mail, (e) making transfers with substantial amounts to countries that are known for 

their havens of tax or banking secrecy, (f) the beneficiary using the transferred 

credited in his/her account immediately for buying different cash instruments to pay 

another party once transfers received, (g) an account receiving unprecedented 

transfers with great amounts that are inconsistent with customer's business nature, (h) 

regularly making external transfers of money by the customer, and claiming that their 

source are international, (i) depositing bearer instruments by the customer into his/her 

account after that the same amount is transferring to a third or fourth party, (j) 

opening an account with an exchange company receiving cash deposits or transfers of 

amounts that are less than the stipulated threshold in these instructions, (k) making 

extraordinary transfer within a set of ordinary transfers which are performed as one 

transfer, (l) transferring of great amounts abroad or receiving the same from outside 

Jordan attached with instructions to be paid in cash to other. 
369

 When studying the 
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Guidelines, the researcher concludes that the Guidelines considered these indicators, 

and this can be accounted as a positive point of the Guidelines. 

3.4.1.2.9 Correspondent banking 

Correspondent banking indicates the provision of banking services by the 

correspondent bank to the respondent bank. This kind of service is easily exploited by 

money launderers because the correspondent bank provides services through 

correspondent relationships for individuals or entities where it has neither verified the 

identities nor obtained first-hand knowledge of the customers of respondent bank. The 

correspondent bank must also rely on the respondent bank to carry out all the 

necessary due diligence and continuously monitoring of its own customer’s account 

activity.
370

 Assessing the quality of anti-money laundering measures the respondent 

bank has taken is very difficult for a correspondent bank. 

In fact, correspondent banking relationships also need to practice enhanced due 

diligence. A bank should take the adequate measures to ensure that the relationship is 

not exposed to terrorist financing or money laundering activities. Hence it must assess 

and capture at the minimum, the respondent bank's related information. These 

information includes (1) the management and the board of directors, (2) business 

products and activities, (3) applicable legislation, regulations and anti-money 

laundering measures, and (4) control of the respondent bank. However, the approval 

for establishing or continuing a correspondent banking relationship must be made at 

the bank's senior management level. Most significantly, the relationship with shell 

banks is absolutely prevented.
 371
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Moreover, since the correspondent banking relationship includes the maintenance of a 

“payable-through-account”, the bank must assert itself that the respondent bank has 

performed all the normal obligations on its customers who have direct access to the 

accounts of the bank and it can provide relevant customer identification data upon the 

bank’s request.
372

 

3.4.1.2.10 Private banking 

Cases of corrupt politicians embezzling public money and laundering them through 

banks have increased the focus on the activities of private banking. Private banking 

refers to the banking often preferred by high net worth individuals. Unlike the service 

offered to retail customer, private banking usually involves a higher degree of 

confidentiality and discretion for the customer.
373

 

The weakness of private banking could be exploited as the private banker fails to 

apply an appropriate and due diligence procedure to customers and their activities.
 374

 

The nature of the service itself can result in failure to apply necessary due diligence in 

the private banking. 

When dealing with private banking services the Jordanian law maker requires a bank 

to initiate enhanced due diligence procedures. A more strict approval process must be 
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adopted and acceptance of a customer for that service must be approved by the senior 

management of the bank. An independent review of the conduct and development of 

such banking relationship must be undertaken annually by the bank.
375 

It is worth to note that in complying with such a requirement, the Jordanian banks 

refer to the Wolfsberg Principles on the Global Anti-Money Laundering Guidelines 

for Private Banking for sound business conduct in private banking internationally. 

These principles cover the guidelines relating to the identification of suspicious or 

unusual transactions, due diligence to be performed for normal and high risk 

customers, establishment for all accounts beneficial owners, customer identification 

and acceptance and account activity monitoring.
376

 

3.4.1.2.11 Shell banks 

Shell banks can be characterized as banks that do not have a permanent location of 

business to receive customers, do not have employees to perform actual 

administrative duties, do not keep transactions records, and are not an inspection 

subject by a competent supervisory entity, either in the country of incorporation or in 

any other country.
377

 

Shell banks and shell companies have been recognized among the most important 

tools in the schemes of money laundering.
378

 Consequently in Jordan banks are not 

allowed to establish or conduct banking relationship with shell banks or shell 

companies. Jordanian lawmaker also requires that banks identify and verify directors’ 
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details, companies’ authorized signatories and shareholders before establishing any 

banking relationship in order to ensure that the companies are not shell companies.
379

 

Hence it is clear that banks face significant challenges in complying with the 

requirements of anti-money laundering law. Banks are required to conduct enhanced 

customer due diligence on existing customers, individual customers, wire transfer, on-

profit organization, shell banks, beneficiary account, corporate customers, politically-

exposed persons, correspondent banking and private banking. In this context, banks 

are provided with a degree of flexibility that was not given before. However, it is 

difficult to implement this measure with vague end point to the information that 

prevent money laundering.
380

 Apparently every bank must interpret the customer due 

diligence obligation according to its business before determining which anti-money 

laundering system to be applied.
381

  

In fact, it has been argued that the great burdens faced by compliance officers range 

from identification of customer to reporting of suspicious transactions. Customer 

identification particularly poses serious challenges of authenticating documents of 

identity as these documents can be forged easily.
382

 

3.4.2 Obligations of transaction monitoring 

The Anti-Money Laundering Laws require that banks monitor customer activity in 

order to identify any unusual or suspicious activity during the continuing relationship. 

The law also necessitates banks to conduct customer identification and verification. 
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Monitoring of transaction is integral to the measures of risk-based anti-money 

laundering because while recognizing the level of risk posed by customers, the 

intention of the law is to enable businesses to flow smoothly. Without a clear image of 

the financial behavior of customer at any moment in time, the risk-based approach is 

operating with a reduced information level; hence its effectiveness can be reduced 

significantly. Ongoing monitoring is vital throughout the relationship in order to 

ensure that the banking services are not being exploited for money laundering or any 

other criminal activities.  

While designing monitoring procedures, banks must provide adequate management 

information systems that can provide them with appropriate information to effectively 

identify, analyze, and detect any suspicious activities. However, over a certain period 

this information would cover large transactions, anomaly in transactions pattern, 

multiple transactions, and transactions that exceed any specified limit. 

Article 5 (Fourth/2) of Instructions No. 51/2010 states that “the bank shall exert 

enhanced due diligence regarding unusual transactions by carrying out analysis and 

studies necessary to verify the sources of funds and any other procedures necessary to 

verify the nature of the process.” In addition, the bank should apply convenient 

systems to ensure the customer's identity identification and verification.
383

 The bank 

should also set appropriate risk management system to define whether the customer, 

the potential customer, or the beneficiary owner is one of politically exposed persons, 

private banking customers, nonresident customers, and customer who are in or belong 

countries that insufficiently apply or do not apply the Financial Action Task Force 
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Recommendations.
384

 In addition, the bank should place effective systems to detect 

any shortage of ordering customer's information.
385

 It is stipulated in Article 9 of 

Instructions No. 51/2010 that “the bank shall set proper internal system which 

includes internal policies, procedures and controls for anti-money laundering.” The 

bank is also required to place the necessary systems in order to classify customers 

according to their degree of risks, and this can be done through available information 

that is periodically reviewed. 
386

 

One of the main aspects to address money laundering is to conduct with each 

customer an ongoing monitoring of the business relationship. This means that not 

only banks should monitor customer's transactions to ensure that they fall among 

expectations, they should also ensure that all documentation of the customer is 

precise, full, and up-to-date.
387

 

Increased cost of anti-money laundering compliance is due to transaction 

monitoring.
388

 Banks need to spend great amounts to install or upgrade advanced 

monitoring systems in order to keep up with the increasing regulatory obligations. 

Due to banking secrecy or data protection rules, banks also face challenges while 

monitoring transaction and account status of a customer across several different 

countries. As money laundering and terrorist financing activity become more 
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complicated, there is the need for developing a more complex transaction monitoring 

approaches.
389

 

3.4.3 Obligations of reporting 

According to Article 14 (a/3) of the Law 2007 “the entities subject to the provisions 

of the law
390

 shall undertake to comply with Notify the Unit immediately of any 

transaction suspected to be related to money laundering or terrorist financing whether 

such transaction is conducted or not.”  

Article 8 (First and Second) of Instructions No. 51/2010 stipulates that “If any 

administrator
391

 in the bank suspects that the transaction to be executed is suspected to 

be related to money laundering or terrorist financing, he/she shall notify the Reporting 

Officer. The Reporting Officer
392

 shall notify the Unit immediately of transactions 

suspected to be related to money laundering or terrorist financing whether such 

transactions have taken place or not pursuant to the form or means approved by the 

Unit and not to close the account/accounts of the suspects.” 

There are two types of reports that directly affect banks required by the Jordanian 

laws: suspicious transaction reports and cash transaction reports. 

The proposition that great cash movements are linked to money laundering has led to 

submitting of the cash transaction report. Such a report is designed to expose the 
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process of laundering at its most vulnerable points, which is when cash enters the 

financial system and then is transferred among financial intermediaries. 

The regimes of cash transaction report are designed to serve a number of serious 

policing functions. It has been argued that the system could has a significant effective 

role that affects the police investigations since it provides information for ongoing 

investigations, and probably acts as an obstacle for any financial intermediaries and 

money launderer who would make themselves vulnerable to activities of money 

laundering. It has been recognized that the threshold level should be carefully 

designed so that it is high enough to block out insignificant transactions yet low 

enough to detect transactions possibly linked to financial crime. The cash transaction 

reports should also be implemented to multiple transactions carried out in the same 

day. This is to prevent retailing and structuring that includes breaking up a transaction 

into smaller transactions less than the amount of threshold.
393

 

A number of activities identified by the Guidance can be used as indicators for cash 

financial transactions abuse. They may take any of the following forms: (1) Large 

increase in the cash deposits with no justified reason of any person, particularly if 

these deposits are transferred to a party which has no clear connection to that 

customer and within a short period of time, (2) depositing amounts of money along 

different periods where the value of every amount is below the threshold identified by 

the instructions, however the whole amount of these deposits exceeds that threshold, 

(3) extraordinary great cash deposits made by a legal or natural person whose normal 

business activities are usually made through checks or other payment methods, (4) 

performing many great cash deposits in different branches of the bank at the same day 

by the customer or by many persons on behalf of the customer, (5) focusing on 
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deposits and withdrawals of cash rather than using banking transfers or other 

negotiable instruments without an obvious justification, (6) deposits of amounts of 

money over different periods so eventually those amounts constitute large amounts, 

(7) withdrawing of customers balances suddenly and promptly without any clear 

justification, (8) exchanging significant amounts of small denomination bank notes 

with large ones without clear justification, (9) retrieving a part of a deposited amount 

when being informed of the due diligence procedures of extraordinary transactions to 

be followed, (10) great cash deposits in bundles sealed by other bank seals, (11) large 

amounts of cash deposits of bank notes that might be in the form of forged, worn or 

old, (12) depositing uncommon huge amounts of money using ATMs in order to 

avoid direct contact with the bank's employee, particularly if the deposits are not 

compatible with concerned customer's business and/or ordinary income or nature of 

business.
394

 In fact, it appears that the Guidelines are not silent about the indicators, 

and this can be considered a positive point of the Guidelines. 

In 2010 the number of cash transaction reports received by the Unit from all Jordanian 

entities was forty,
395

 while ninety-two reports were received in 2011
396

 and forty-five 

in 2012
397

. No statistics revealed how many of these reports were followed up by the 

authorities or laying of charges. Recent statistics on cash transaction reports are also 

not available to the public. 

Regarding suspicious transaction reporting, the purpose of its regime is ambitious and 

reflects the general objectives of anti-money laundering systems. The requirements of 

anti-money laundering reporting were designed to identify the crimes financiers and 
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beneficiaries, which had remained hidden from detection by techniques of traditional 

investigation.
398

 The reporting of suspicious transactions or activities is crucial to a 

country’s ability to use financial information to fight money laundering, terrorist 

financing, and other financial crimes.
399

 

Money laundering crime that is subject of Suspicion includes any crime punishable 

according to the provisions of the legislation that are valid in Jordan. It also includes 

crimes and their proceeds of which are considered under the provisions of 

international agreements ratified by Jordan.
400

 For reporting purposes, Instructions 

No. 51/2010 considers terrorist financing a predicate crime. Thus it can be said that 

the instructions also require banks to report transactions that are suspected to be 

related to terrorism financing activity Article 8 (First) of Instructions No. 51/2010 

also indicates that terrorist financing is a basis for filing reporting of suspicious 

transaction. 

 Any bank employee who deems to suspect in any transaction, must not close the 

suspects' account.
 401

 He or she must instead report that suspicion to the bank’s anti-

money laundering compliance officer.
 402

 The reporting officers in their turn and after 

agreeing with the employee’s suspicious shall immediately notify the unit of the 

suspected transactions to be linked to money laundering or terrorist financing 

regardless whether the transaction had actually taken place. 
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For Jordanian banks, the Anti-Money Laundering and Counter Terrorist Financing 

Guidance Manual offers many examples of suspicious transactions. They include nine 

subheadings, namely the persons' accounts,
403

 the cash financial transactions,
404

 the 

transfers,
405

 the credit facilities,
406

 the trust funds,
407

 the International financial 

transactions,
 408

 the investment-related transactions,
409

 the electronic financial 

services,
410

 and the financing commercial transactions.
411

 

Apparently, such examples provide some guidance on the basis of suspiciousness. 

However, it can be said that identifying a suspicious transaction is not an easy task 

since suspicion is a subjective fact. It is doubtful even if more examples were given as 

they can cover the entire range of suspicious transactions. 

It must be noted that the term suspicion is not defined in Jordanian anti-money 

laundering laws, and ambiguous reasons for suspicion is among the main problems 

faced by banks in implementing suspicious transaction reporting. However, the 

meaning of the word "suspect" was somehow detailed; the accurate force of "'suspect" 

needs to be noticed a suspicion that something exists is more than an abstract idle 

wondering whether it exists or not. It is a positive feeling of actual apprehension or 

mistrust, amounting to “a slight opinion, but without sufficient evidence.” Therefore a 
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reason to suspect that a fact exists is more than a reason to look into or consider its 

existence possibility.
412

 

Suspicious or doubtful transactions in banks come almost everyday. However, it is a 

difficult task to realize an exact and timely report. Suspicious transactions frequently 

occur but it is not possible to check each one of them. In addition, the standards of 

identification are not quantitative but depend on the logic of the employee. More often 

than not, the attempt has led to some banks' failure to report to the relevant authorities 

of some suspicious transactions.
413

 Therefore, for banks the identification of 

suspicious transactions is an increasing challenge.
414

 

Furthermore, it is widely recognized that the anti-money laundering laws imposed on 

banks have brought negative effects because of the inconsistency between the banking 

secrecy principle and mandatory notification of suspicion to the authorities that are 

concerned of money laundering.
415

 However, the duty of secrecy is an implied duty 

which emerges from the contractual relationship between the banker and its customer, 

although it is stipulated in article 72 of the Banking Law 2000 that A bank shall 

consider full confidentiality with respect to all accounts, trusts, deposits, and its 

customers safe-deposit boxes. Also, the bank shall be prohibited from providing any 

information whether directly or indirectly except upon a written approval of the owner 

of such account, trust, deposit or the safe-deposit box, or his heir, according to a 

decision issued by a competent judicial authority, or because of one of the permissible 

situations according to this law provisions. However, even if the relationship between 
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the bank and the customer has terminated for any reason, this prohibition shall remain 

in effect. 

According to Banking Law the information disclosure by a bank to any banking 

transaction or the payment or receipt of money could be linked or linked to any illegal 

activity or crime, shall not be considered as a violation of the obligation to maintain 

banking secrecy. Therefore, this bank or the Central Bank shall not bear any 

consequent responsibility.
416

 

Nevertheless, it is stipulated in Article 35 of the Anti-Money Laundering Law 2007 

that the provisions regarding to secrecy including banking confidentiality that is 

stipulated in any other law shall not prevent the application of any of this law 

provisions.  

With respect to Article 35 is the view of the Financial Action Task Force that the 

banking secrecy should be lifted so that it will not hinder the implementation of the 

Financial Action Task Force Recommendations. Thus, secrecy law needs to be 

excluded to enable the exchanging of information among the competent authorities 

and the exchanging of information among the financial institutions.
417

 Consequently, 

the legislation of Article 35 has increased the exceptions lists to the secrecy law in 

Jordan. 

Banking secrecy is one of the basic principles of banking business due the 

commercial success of the sanctity of the relationship between the banker and the 

customer and the banking business. Banking secrecy prevents the disclosure of 

information and the safety and soundness of the banking system. Lack of secrecy 
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could weaken the public confidence in banks thus secrecy protects banks and financial 

institutions in fluctuating business and market pressure environment.
418

 

It has been said that the banking secrecy principles are threatened by the anti-money 

laundering laws.
419

 This principle prevents a bank from revealing its customers 

information or any data.
420

 Banking secrecy is considered a customer privilege while 

fighting money laundering is critical for public security and safety. According to the 

Jordanian anti-money laundering laws, the reporting obligation means that banks have 

to achieve a balance between protecting customers’ secrecy and complying with laws. 

In fact, achieving this balance is a question faced by the banking industry. 

At first sight, it seems that anti- money laundering law makes greater progress into the 

rule of secrecy, where customer’s information can be disclosed on the basis of 

suspicion of activities of money laundering. Nevertheless, this is not really true on 

closer inspection as there are limits to disclosure. 

First, only the reporting officer who has the responsibility for providing the Unit with 

the data of suspected transactions that can be linked to money laundering.
421

 Second, 

disclosure by any administrator directly, or indirectly, or by any way of notifying the 

Unit or any procedures of notification taken towards the suspected transactions to be 

linked to money laundering shall be prohibited.
422

 Third, disclosure by persons who 
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have access to or that comes to their knowledge of any information exchanged or 

provided whether directly or indirectly shall be prohibited.
423

 

In spite of the imposed limits on disclosure, some of the reporting obligations aspects 

would make the customers wonder if they can depend on the banks to keep their 

affairs confidential. For instance, the legislations of Jordanian anti-money laundering 

provide guidance for suspicion identification. Nevertheless the definition of 

"suspicion" is not clearly defined, thus it is not an easy task for the bank to identify 

suspicious transaction or cash. The measure of suspicion also differs from one 

employee or bank to another. Traditionally the relationship between a banker and a 

customer was built on mutual trust basis; however, with the enactment of anti-money 

laundering laws it seems that it will eventually be replaced with built on mutual 

suspicion basis. 

3.4.4 Obligations of record-keeping 

Record keeping is considered a significant element of the audit trail that the law 

enforcement agencies intend to establish in investigating money laundering. Article 

14 (a/6) of Law 2007 provides that the bodies subject to this law provisions shall 

commit to comply with record keeping and legal instruments to document the 

financial transactions whether locally and internationally. Article 7 of Instructions No. 

51/2010 also stresses that the bank shall keep the documents and records for recording 

the conduct national and international financial transactions. 

The following information to be included in such a record are placed according to 

Article 14 (a/6) of Law 2007 and Article 7 of Instructions No. 51/201: (1) the identity 

and address of the person in whom name is in the conducted transaction, (2) the 
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identity and address of the person on whose behalf or the beneficiary person is in the 

conducted transaction, (3) the accounts' identity ( if any) that are affected by the 

transaction, (4) the type of transaction involved, for instance, withdrawal, deposit, 

cheque cashing, exchange of currency, purchase of cashier’s cheques, or money 

orders, or other transfer or payment through, or to such reporting institution, the date 

where the transaction occurred, (5) the identity of the reporting institution, and (6) the 

transaction's amount and time. 

The above articles require that banks keep all records for not less than five years from 

the date the transaction was completed or the date of the business relationship 

termination. The kept records and documents shall include the original copies or 

documents that are acceptable by courts under the enforced legislations in Jordan.
424

 

Microfilm copies or any other modern electronic means can be kept which shall have 

the same legal effect as the originals with respect to the evidence, and retrieved in 

accordance with bases identified.
425

 

Article 7 (Third) of Instructions No. 51/2010 requires that banks provide for the 

centralization of the information collected in a way that enables it to quickly respond 

to the Unit and the competent official authorities requesting the information. The bank 

shall provide any information which clarifies if the bank has an ongoing relation with 

a certain person during the past five years and provides information about the nature 

of such relation. 

However, not being able to comply with this requirement would make banks subject 

to a fine not exceeding 1000 JOD ( 1400 U.S. dollar) and not more than 10000 JOD 
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(14000 U.S. dollar). In the case of recurrence where the violation is repeated for more 

than twice, the fine shall be doubled up to the maximum end.
426

 

In order to comply with the obligations of record-keeping, it seems that at present 

banks are required to record more information than they had before. Moreover to 

allow reconstruction of individual transactions, customer records must contain enough 

information. This might in turn require changes in the management and archiving 

arrangements of the banks’ existing files. 

In view of the number of transactions in the banking business, the record keeping 

requirements would be burdensome. However, to facilitate the money launderers' 

investigation and prosecution, the Jordanian lawmaker has clearly identified 

significant details which banks must keep. 

3.4.5 Obligations of training 

Article 9 (Eighth) of Instructions No. 51/2010 dictates banks to establish internal 

programs which include continuous training plans for the operating staff in the anti-

money laundering and counter terrorist financing transactions field with special 

attention on the methods of money laundering, detection and reporting, and ways of 

handling suspected customers. All the training programs records shall be kept for less 

than five years and shall include the trainees’ names, qualifications, and the training 

body, whether inside or outside Jordan. 

Furthermore, the bank shall instruct staff of the necessary information about the 

different legislations of anti-money laundering, the procedures of notification that are 

suspected to be linked to money laundering transactions, the suspected patterns to be 

linked to money laundering transactions and the bank's establishment of internal 
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controls in order to fight money laundering.
427

 

In 2007 a KPMG
428

 survey showed that 97 percent of banks worldwide recognized 

that to monitor and identify suspicious activity they were dependent on the 

employees' wakefulness. With reference to banks, the best AML control is the 

carefully trained employees', which is reflected in their training programs in high 

spending.
429

  

In 2011 a KPMG survey concluded that the costs of anti-money laundering 

compliance in the last three years have increased by an average of 45 percent, and 

more than 80 percent of the respondents reported cost increase during that period.
 430

 

In spite of the advanced monitoring technology available for detecting and monitoring 

the risks of money laundering, it seems that identifying and monitoring suspicious 

activities banks still greatly depend on their employees' wakefulness.
431

 

3.4.6 Obligations of compliance 

The Anti-Money Laundering Compliance Program is considered one of the banks' 

basic measures to appropriately detect and prevent money laundering and terrorism 

financing risks which affect their work. Procedures included in the program should 

ensure high standards of employees' integrity, the ongoing programs of employee 

training, and an independent audit job for checking compliance. 
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Article 9 of Instructions No. 51/2010 provides that a bank must place an adequate 

internal system that contains internal policies, controls, and procedures for anti-money 

laundering and counter terrorist financing. 

In accordance with these instructions, the Anti-Money Laundering Compliance should 

include procedures and controls, internal policies, staff training and awareness 

programs, compliance officers, and independent audit. Each is elaborated below.  

3.4.6.1 Internal policies, procedures, and controls 

The bank shall place an internal system that contains “a clear policy for anti-money 

laundering and counter terrorist financing approved by the board of directors or the 

regional manager of foreign banks’ branches, where continuous updating shall be 

carried out and it shall include preventative measures of the misuse of modern 

technologies in money laundering and terrorist financing transactions.”
432

 With regard 

to this, such procedure have to be formulated and effectively implemented by the 

senior management. 

For anti-money laundering, the board of directors must be fully committed to 

establishing an effective internal control system and to ensure that such controls are 

implemented effectively. The senior management must also ensure that techniques to 

monitor and detect unusual and complex transactions are available. 

Instructions No. 51/2010 further requires that banks place an internal system that 

contains “written detailed procedures for anti-money laundering and counter terrorist 

financing specifying accurately the duties and responsibilities.”
433
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There should also be an internal system to classify customers according to their 

degree of risks, and this can be done in light of data and information available to the 

bank and by periodically reviewing them.
434

  

In fact, identifying and verifying a customer’s identify requires that banks place 

appropriate systems.
435

 To avoid risks related to misuse of (Non-face-to-face) indirect 

dealing with customers the bank must set the necessary procedures and policies.
436

 

3.4.6.2 Compliance officer 

Article 9 (Fifth) of Instructions No. 51/2010 requires banks to place a proper internal 

system that contains internal policies, procedures, and controls for appointed 

compliance officers. The article also requires banks to identify the name of the 

reporting officer and his/her substitute, and in case of replacing any of them the unit 

should be notified. Besides that, it is important for the compliance officer to have the 

necessary knowledge, required authority, and expertise to effectively perform his/her 

responsibilities. 

However, banks should place an internal system that includes internal policies, 

procedures, and controls for identifying the reporting officer authorities in order to 

contain the minimum authorities to act independently and keep the secrecy of 

information received and the taken procedures. In fact, the reporting officer must have 

access to data and records which are required to perform the tasks of inspection and 
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reviewing of procedures and systems put for anti-money laundering by the bank.
437

 

3.4.6.3 Independent audit 

Article 9 (Third) of Instructions No. 51/2010 requires banks to place an internal 

system that contains internal procedures, controls, and policies to designate a 

qualified and an independent staff in the Internal Audit Department who is provided 

with adequate resources to check the compliance with internal controls, policies, and 

procedures to fight money laundering. 

In addition, establishing a convenient mechanism to verify the compliance with 

policies and procedures of anti-money laundering and counter terrorist financing by 

all staff of the audit and the Reporting Officer, taking into account the authorities 

coordination and responsibilities determination among them.
438

 

Banks should also place systems and procedures that ensure the internal audit bodies 

perform their role in checking internal control and supervision systems so as to 

guarantee their efficiency in anti-money laundering and counter terrorist financing. 

These staff should also be periodically reviewed and that banks should suggest 

whatever necessary to supplement any insufficiency and develop and update the 

effectiveness and efficiency.
439

 

3.4.6.4 Noncompliance  

As mentioned, the Jordanian lawmaker requires a bank’s official to take all reasonable 

steps to ensure compliance with the obligations of anti-money laundering. At the 
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same time, various penalties for noncompliance are provided in accordance with the 

Anti-Money Laundering Law 2007 and Instructions No. 51/2010.  

Article 30 explicitly mentions that any breach of the law provisions, instructions, 

regulations and decisions issued for which a penalty is not identified in the law, the 

fine should be not less than 1000 JOD (1400 U.S. dollars) and do not exceed 10000 

JOD (14000 U.S. dollars). However, in the case of recurrence (the breach is repeated 

for more than twice), the fine should be doubled up to the maximum end. In the case 

the bodies are subject to the Unit’s regulation and supervision breach any of this law 

provisions, regulations, instructions or decisions issued, then it may notify the 

regulatory and supervisory authorities.
 440

  

Article 11 (Forth) of Instructions No. 51/2010 dictates that if any provision of these 

instructions were breached by the bank, then it should be subject to the punishment or 

measure or more of the procedures and sanctions established regarding the provisions 

of the Banking Law No. (28) for the year 2000, and amendments, and / or the Anti -

Money Laundering and Counter Terrorist Financing Law in force. 

Regardless of the imposed penalties on the banks, the court may wholly or partially 

stop the bank's operations for not less than one month and not more than one year if 

the bank commits any of the crimes stipulated in the law 2007. In the case of 

recurrence, the court may order to liquidate or cancel the registration of the bank. 

Furthermore, any person found to be responsible for committing any of these crimes–

whether the chairman of the board, the chief executive officer, member of the board 

of directors, manager or any partner–should be prohibited from contributing or 

participating in any other legal person capital with similar objectives or being a part of 
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the management .
441

 Clearly this is a very important issue and that banks cannot turn a 

blind eye to the obligations of anti-money laundering. 

It is worth to note that regardless of the penalties, noncompliance with the obligations 

of anti-money laundering may also affect a bank’s reputation. In this case banks have 

to suffer high compliance costs to avoid these risks. However, the spent money for 

preventing the reputational risks could be greater than the cost of money laundering 

itself.
442

 

The failure of anti-money laundering systems is often denoted to the overall 

weaknesses in the corporate governance framework of a bank. Such a system cannot 

be expected to work in isolation. It seems that the measures of anti-money laundering 

have significant impact on a bank’s corporate governance efficiency. This is 

considered the basic element to ensure that the bank is working in a safe and sound 

way.
443

 

In fact, it is recognized that the imposed measures of anti-money laundering on the 

banks are subject to continuous development. Hence banks have to adopt new 

procedures to detect and deter money laundering because of the increased regulatory 

requirements. Ultimately the process is not only time-consuming but also costly.
444

 

A survey conducted by KPMG in 2011 found that the cost of anti-money laundering 

compliance had increased sharply in 2004. Over three years, the average increase had 
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reached 61 percent, with no decrease of investment reported by the respondents. Anti-

money laundering costs grew beyond expectation in 2007. In the previous three years 

the average costs grew 58 percent, compared to 2004's prediction of 43 percent 

growth. The costs continued to increase in 2011 at 45 percent average rate, against a 

prediction of over 40 percent in 2007. Many had underestimated the extent of cost 

rises.
445

 

Transaction monitoring and staff training are believed to have largely contributed to 

the increased costs. The increased requirements for verifying customers’ identity 

raises the cost of the operation. Banks are still considering the regulatory burden 

acceptable despite the increased compliance costs, indicating the financial industry’s 

high commitment in protecting the integrity of the banking institutions apart from 

complying with their obligations. However, following the increased costs incurred by 

the banks, it is probable that such costs will be moved to the customers.
446

 

Apparently, the benefits of anti-money laundering laws may not always be clear to 

individual institutions, who potentially tend to benefit a country as a whole rather than 

to individual institutions.
447

 These benefits include improved fairness and competitive 

conditions that arise from reduced fraudulent and illegal behaviours and law abiding 

places to do business.
448

 

It is worth to mention the potential benefits of complying with anti-money laundering 

laws as the improvements of the regulatory compliance level. Commercial benefits 

through an increased financial crime prevention and improved customers’ database. 
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These benefits are usually seen as flowing from the costs that are avoided otherwise. 

Thus it is important to ensure that the effectiveness of the laws can be enhanced with 

what is spent in anti-money laundering compliance, where money launderers will be 

increasingly prosecuted and their assets seizures will be more frequent.
449

 

3.5 Summary 

Jordan does not have any specific laws to fight money laundering before the 

enactment of Anti-Money Laundering and Counter Terrorist Financing Law 2007. 

Thus the term money laundering is still considered relatively modern in Jordan. 

However the concept of concealing the origins of illegal funds is not new. 

Before 2007, the anti-money laundering system in Jordan was a set of non-integrated 

and non-consistent laws. The system is not specialized in combating money 

laundering independently; it has always followed laws that aim to prevent another 

crime. The laws include (1) Jordanian Conservation of State Funds Law 1966, which 

aims primarily to protect the funds of countries, (2) Jordanian Customs Law 1998, 

which aims primarily to combat smuggling, (3) Jordanian Narcotic Drugs and 

Psychotropic Substances Law 1988, which primarily aims to fight drug trafficking, 

(4) Jordanian Money Exchange Business Law 1992, which aims primarily to regulate 

money exchange in Jordan and prevent financial crimes in general, (5) Jordanian 

Penal Law 1966, which primarily aims to prevent crime in general and to combat drug 

trafficking and (6) Jordanian Banking Law 2000. 

In 2007, Jordanian lawmaker established the Anti-Money Laundering Law which has 

major precautionary procedures in anti-money laundering. The law is strengthened by 

instructions issued by the control authorities and inspection measures. In addition, the 
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intent of the law is to establish co-operation among the local authorities, the similar 

units, and the foreign authorities so that they can eliminate the effect and help 

eliminate the crime internationally. The laws also intend to raise the awareness among 

the authorities and the entities that are subject to the law provisions. 

The past few years have witnessed a fundamental change in the regulatory and legal 

environment related to the measures of anti-money laundering in Jordan. Jordanian 

banks have found themselves having to comply with an increasing number of 

guidelines and regulations during the implementation of anti-money laundering laws. 

More importantly, the laws have set administrative and legal burdens on banks which 

are onerous and may involve serious legal and other liabilities for deficient 

compliance. Banks need to comply with substantial changes in due diligence 

procedures and customer identification. This requirement produces a significant shift 

in the ways banks interact with their existing and potential customers. Without clear 

guidelines, it is doubtful how banks can effectively implement the customer 

identification and due diligence requirements. 

It is also required from banks to monitor customer activity in order to identify any 

unusual activity that may be related to money laundering. It has been recognized that 

transaction monitoring has been the major reason of increased anti-money laundering 

cost. Through experience, banks are still facing a significant challenge in monitoring 

customer’s transaction and account status across many various countries especially 

because of the rules of banking secrecy or data protection. 

The suspicious transaction report requirement also poses many challenges and issues. 

Apparently it is difficult for banks to justify suspicious transaction report because 

such a transaction is very subjective. This problem could also lead to mistaken 



  

183 

 

reporting and defensive reporting. Left unchecked, the misreporting could result in a 

flood of reporting and jeopardize the effectiveness of the suspicious transaction report 

regime. 

Banks also face challenges to comply with the requirement of anti-money laundering 

training programs. Appropriately trained employees are known to be the best anti-

money laundering control. The complex and sophisticated nature of money laundering 

often leads to training programs deficiency, which needs to be overcome. 

Worldwide, banks have spent considerable sums of money on anti-money laundering 

compliance. It seems that the amounts spent by Jordanian banks could be very 

significant, and it is likely that the costs will be moved to the customers. 

Unfortunately at this stage it is still unclear whether the benefits of anti-money 

laundering compliance surpass its cost. 

Indeed the laws have had a significant impact on the banks' operations in Jordan. 

Effective implementation of the laws requires Jordanian banks to adopt a risk 

assessment anti-money laundering regime. Although the regime is based on sound 

principles, the effectiveness of the regime is still unknown. Only time will tell 

whether the banks will sufficiently be able to cope with the increased anti-money 

laundering obligations or otherwise. Obviously it is crucial at this stage to establish 

effective coordination among regulators, legislators, and the banking industry in order 

to minimize problems that banks faced and hence ensure effective implementation of 

the law.  
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CHAPTER FOUR 

 THE PERCEPTIONS OF BANKERS TOWARDS THE 

OBLIGATIONS OF ANTI-MONEY LAUNDERING LAW 

 

4.1 Introduction 

This chapter describes the questionnaire used to support the legal analysis findings 

that have answered the research question in this thesis. The fourth research question 

queried that “What are the Jordanian bankers perceptions towards the anti-money 

laundering obligations imposed on them?” Such methodological step is significant 

since it seeks to make descriptive inference and attempts to determine the weakness of 

the legal infrastructure in a specified area of law. 

The academic literature on money laundering is vast. However, little has been 

discussed about banks’ reaction to the management challenges of implementing anti-

money laundering systems. The industry surveys which cover the attitudes of anti-

money laundering compliance officers at the Jordanian banks are either out-of-date or 

are not comparable to the situation of anti-money laundering compliance officers in 

the Jordanian banks. This is partly due to the studies having involved different 

samples or having been conducted in different countries.
450

 

This chapter presents findings from the questionnaire survey, which aimed to uncover 

the bankers' perceptions towards anti-money laundering obligations imposed on them. 

Also reported are the descriptive statistics of the participants’ answers for the 
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questionnaire items. These data can provide answers towards concluding the bankers' 

perceptions towards anti-money laundering obligations imposed on them. 

4.2 Research Design 

A survey would be appropriate for a study that intends to ascertain individual's 

feelings, expectations, values, or other similar factors.
451

 The survey method can be 

identified as (1) the data collecting at a particular point of time with the intention to 

describe the existing condition nature, or (2) the relationships determining that exist 

among specific events, or (3) the identifying of standards against which existing 

conditions can be compared.
452

  

An empirical legal study is significant because it evaluates the function of the law in 

the real world and it supports the many areas of social and legal policies.
453

 A survey 

allows for structured questions that can result in statistical summaries. Open-ended 

questions enable researchers to obtain more insight on the subject from the selected 

respondents.  

In this study, the researcher attempts to investigate how the law effects the Jordanian 

bankers' perception on anti-money laundering obligations imposed on them. The 

purpose is to understand the obstacles and opinions of the bankers and suggest 

solutions to the addressed problem.  
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4.3 The Questionnaire Survey 

This study considers law as a social fact, with the purpose being to order society and 

influence human behavior.
454

 In other words, this study considers laws as the rules 

imposed by the legislature to affect human behavior and improve their activities. 

A survey would be appropriate for a study that intends to ascertain individual's 

feelings, values, expectations, or other similar factors.
455

 The survey method can be 

defined as (1) the gathering of data at a particular point of time with the intention to 

describe the nature of an existing condition, or (2) the identifying of standards against 

which existing conditions can be compared, or (3) the determining of the relationships 

that exist between specific events.
456

 Scholars also recognize that surveys are often 

conducted as part of a non-experimental design. The method is ideal for 

understanding the attitudes, views, beliefs, and opinions of people on various aspects 

of social life.
457

  

The flexibility of data gathering was the reason for choosing the questionnaire survey 

method. A survey also allows the data to be gathered by various methods, for 

instance, through face-to-face interviews. A questionnaire survey also allows the 

researcher to cover wider geographical areas and a large number of people. It imposes 

lower cost compared to other means of data collection and no previous arrangements 

are required. 
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4.4 The Design of the Questionnaire 

The questionnaire used in this study was constructed to query the attitudes of anti-

money laundering compliance officers towards the legislation in Jordan. The first and 

the final drafts of the questionnaire were prepared and written in English and were 

later translated to Arabic, considering that English is not the first language for most of 

the respondents. It was thought that the translated version would be better understood 

by these respondents.
458

 

4.5 The Pilot Study 

 The purpose of the pilot study was to ascertain if the participants understood the 

questions, if the responses would provide the required data, and the time taken for 

answering the questions is adequate. To conduct the pilot study, a plan was 

determined with regard to how, where, and when to collect the data for the pre-test 

purposes. The data were collected from the main branches of the banks in Amman, 

Jordan, from November 9, 2014 to November 23, 2014 during office hours. 

Accordingly, twenty one officers participated in this pilot study, and they represented 

four banks out of the twenty five banks in Jordan. They are (1) The Housing Bank For 

Trade & Finance, (2) Cairo Amman Bank, (3) Jordan Islamic Bank, (4) and Union 

Bank. 

After testing the questionnaire, the researcher discovered that some questions are 

ambiguous and weak. Also the variables were unclear and were mixed in various 

sections. As a result, the whole structure of the questionnaire was redeveloped. Some 

questions were deleted, where the number of questions were decreased. For example, 

the following item has been removed: The main reason for comply with the anti- 

money laundering legislations in order to avoid their sanctions and not because the 

                                                           
458
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legislations represent good business practice. However, the following item has been 

edited: Non-compliance of bank with anti-money laundering obligations can result in 

fines and penalties. And, the following item has been added: The highly risky 

customers are not clearly defined in legislations. 

4.6 Evaluating the Questionnaire 

The researcher referred to several university lecturers and academics in Jordan to 

ascertain that the translated questionnaire was accurate and that each item had 

measured exactly what it intended to measure. Having received the comments, several 

questions were deleted and some were modified. The final draft was reviewed again 

before being translated to Arabic in order to ensure that the translated version was 

accurate and that the topics had covered the intended objectives of the questionnaire.  

The questionnaires were evaluated by three doctorate graduates who majored in 

English. They also evaluated the translation from English to Arabic. Another two 

doctorate graduates who majored in commercial law had evaluated the content of the 

questionnaires. Table (4.1) shows the profiles of the evaluators. 

Table 4.1 

4. 1 The Profile of Evaluators 

No Name University Faculty Department Academic Rank. 

1.  Dr. Ahmad 

El-Sharif 

AL- al Bait 

University 

Arts and 

Humanities 

English and 

Literature 

Assistant Professor 

2.  Dr.Salim 

 El-Ibia 

AL- al Bait 

University 

Arts and 

Humanities 

English and 

Literature 

Assistant Professor 

3.  Dr. Khaled 

Masaeed 

AL- al Bait 

University 

Arts and 

Humanities 

English and 

Literature 

Assistant Professor 

4.  Dr. Omer 

Falah 

AL- al Bait 

University 

Law Private law Associate Professor 

- Commercial law 

5.  Dr.Abdullah 

Alsofani 

AL- al Bait 

University 

Law Private law Associate Professor 

- Commercial law 
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4.7 Field Study Plan 

To conduct the questionnaire survey, a plan was determined with regard to how, 

where, and when to collect the data. The data were collected from the main branches 

of the banks in Amman, Jordan, from December 14, 2014 to February 16, 2015 during 

office hours. Some banks refused to participate on grounds that their anti-money 

laundering compliance officers were not allowed to contact the public. Hence the 

researcher took two measures: First, the questionnaires were handed over to the 

reception department at the bank. The questionnaires were then handed over to the 

human resource (HR) in order to be viewed and approved for distribution to the 

compliance officers. Once the HR approved, the questionnaires were distributed to the 

required samples. Later, the researcher asked to interview the anti-money laundering 

compliance officers at the banks at their free time. The completed questionnaires were 

then handed over to the researcher by the reception department; Second, the 

researcher directly (without going through the pre-mentioned procedures) interview 

the anti-money laundering compliance officers at the banks and gave the 

questionnaires for them to fill in. The researcher left for the bank to decide whichever 

method they preferred.  

4.8 Data Processing 

Ten days after the data collection, the researcher began with the data entry and 

verification. The data were entered manually by using a computer and the statistical 

package for the social sciences (SPSS) software. 

When the raw data were collected, edited, coded, and entered into the computer, they 

were ready for analysis. Analysis is the process of examining, summarizing, and 
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drawing conclusion from the information contained in the raw data.
459

 The SPSS 

software produces findings in the form of graphs and charts.
460

  

By using the SPSS program, the data were analyzed through the following procedure: 

(1) Defining the attributes of the variables, including their names e.g. (the name of 

first question, the name of second question and name of third question, etc.), (2) 

defining a data type (e.g. numeric), (3) defining a label (e.g., the first question, “Is the 

position of Money Laundering Reporting Officer your only job?” The second 

question, “Are the costs of monitoring electronic transfers added to the provided 

customers services cost?” The third question, “Do the obligations of record keeping 

imposed on banks require banks to change existing file management and archiving 

arrangements?” etc.), (4) defining values (e.g. no. 1 represents the answer “yes”, no.2 

represents the answer “no”).  

The second stage was the entering of the questionnaires’ results on a "variables" page. 

For example, five people answered “yes” and three people answered “no” to the first 

question. Six people answered “yes” and one person answered “no” to the second 

question. Two people answered “yes” and five people answered “no” to the third 

question, etc. The third stage was the analysis stage, which involved obtaining 

descriptive statistics in the program from the option of "analyze", and then completing 

the procedures to obtain the percentages from the questionnaires’ responses. 

The fourth stage was obtaining the results of the questionnaires survey. For example, 

the percentage of “yes” for first question was 50 percent, and 20 percent for the 

second question, and 30 percent for the third question. The percentage of “no” in the 
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first question is 60 percent, and 20 percent for the second question, and 30 percent for 

the third question. After the charts and graphs were constructed, the results were 

analyzed to reach the goal of the questionnaire survey. 
461

 

4.9 The Questionnaire  

In this study the questionnaires were distributed in Arabic. Each set of questionnaire 

includes eight sections and sixty-three questions in total.  

Section A (Demographic Variables) contains ten items. These questions sought to 

establish an image of the individual's experience, level of education, and professional 

qualifications. The aim of this section was to identify the employees employed as the 

anti-money laundering compliance officers. The researcher believes that such 

information would indicate the degree of seriousness besides knowing the perceptions 

of Jordanian bankers towards the anti-money laundering obligations was felt that this 

would give an indication of the degree of seriousness besides knowing the Jordanian 

bankers' perceptions towards the anti- money laundering obligations. 

Section B (General Anti-money Laundering Practices) contains five question. The 

first question consists of two items (A and B) and the second section seeks to 

ascertain attitudes of the respondents towards general anti-money laundering 

practices. There are five questions in Section C (Obligations of Compliance). The first 

question is divided into seven items (A, B, C, D, E, F, and G) and the third section 

seeks to ascertain the attitudes of the bank officers towards obligations of compliance. 

Section D (Obligations of Customers Due Diligence: Know-Your customer Principle) 

                                                           
461
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http://www.qou.edu/portal/almouqrarat/pdffiles/Statistics.pdf , (2005) Accessed 13-4 2014. In Arabic. 
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contains nine items and the fourth sections seeks to ascertain the officers’ attitudes 

towards obligations of customers due diligence. 

In addition, five questions in Section E (Obligations of Monitoring of Transactions), 

the first question is divided into four items (namely A, B, C and D), the fifth section 

sought to ascertain attitudes towards obligations of monitoring of transactions. Five 

questions in Section F (Obligations of Reporting), the first question is divided into 

two items (namely A and B), the sixth section sought to ascertain attitudes towards 

obligations of reporting. Also, five questions in Section G (Obligations of Record-

Keeping), the first question is divided into two items (namely A and B), the seventh 

section sought to ascertain attitudes towards obligations of record-keeping. At last, 

five questions in Section H (Obligations of Training), the first question is divided into 

three items (namely A, B, and C), the eighth section sought to ascertain attitudes 

towards obligations of training. 

The questionnaire is composed of six A4 pages. The first page is the front cover 

which includes the logo of the Universiti Utara Malaysia, sample of letter of 

appreciation to the participants, the title of the study, the questionnaire objective, 

name of the university, and a brief explanation about the questionnaire.  

The questionnaire also consisted of open-ended questions. In response to each 

question there was a set of pre-designed replies for the participant to choose from. 

Furthermore, this research adopted the typical seven-level
462

 Likert scale,
463

 that 
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ranged from strongly disagree, disagree, disagree a little, neutral, agree a little, agree 

and strongly agree. There were also “Yes” and “No” responses for the respondents to 

fill in.  

The reason for choosing the seven-level instead of five-level is because rating scales 

with more response categories transmit a greater amount of information and are 

therefore inherently more precise in their measurement, thus is strongly supported. 
464

 

Moreover, the former is a finer scale which has the potential to contain more 

information, and allows the participants to express how much they agree or disagree 

with a particular statement. 

In the attempt to overcome the resistance commonly identified among financial 

services practitioners towards the provision of any information about themselves or 

their employer's policies, the questionnaire sought the information on a wholly 

confidential basis, and respondents were specifically given a choice to provide or not 

any information which would identify themselves or their employing institution. 

4.10 Data Analysis Techniques 

Cronbach Alpha test was used to measure the internal consistency of the questionnaire 

statements. Means was used to measure the central tendency scales, and standard 

deviations were used to measure the dispersion of any set of observations. Bivariate 

correlation was adopted to determine if two variables were linearly related to each 

other. 

 

                                                                                                                                                                      
measure a single trait) in nature. Respondents are asked to indicate their level of agreement with a 

given statement by way of an ordinal scale", Ibid. 
464

 DUANE F. ALWIN, Feeling Thermometers Versus 7-Point Scales: Which are Better?, Sociological 

Methods & Research, vol. 25, 3, (1997), pp. 318-340. 
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4.11 Sample Population 

The population of this study represents the twenty-five banks in Jordan.
465

 The sample 

size is crucial in a quantitative study as it determines the generalizability of the results 

upon the main population.  

According to Jordanian Anti-Money Laundering Instructions,
 466

 each Jordanian bank 

should appoint officers to work as anti-money laundering compliance officers. These 

officers must be fully knowledgeable about the anti-money laundering requirements 

and the related regulations and laws because they are responsible for managing, 

coordinating, and monitoring the bank’s compliance system toward anti-money 

laundering. Hence these officers will be part of the sample (respondents) of this 

questionnaire, and they were the only sample to represent the Jordanian banks. 

Determining the sample size depends on the type of sample, whether it is a probability 

sample or a nonprobability one. The probability sample consists of simple random 

sampling, systematic sampling, stratified sampling, and cluster sampling,
467

  

It has been recognized that in the process of collecting data, researchers need to 

determine the number of participants to include in their studies. A number of options 

were available: (1) The researchers can make an educated guess as to how many 

people are needed, such as 10% of the population, or (2) they can ask as many people 

as possible to participate within the resources and time that both researchers and 

participants can provide.
468

 In this study, the researcher attempted to collect as many 
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ails1=0&localsite_branchname=CBJ, accessed 28-4-2015. 
466

According to article 9 of the Instructions for Anti Money Laundering and Counter Terrorist 

Financing for Banks Instructions No. 51/2010. Also, See supra section 3.4.6.2. 
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participants as possible, as long as the minimum participation percentage is not less 

than 15% of the population size. 

Accordingly, sixty-five officers participated in this study, and they represented twelve 

out of the twenty-five banks in Jordan (48%). This percentage was deemed 

appropriate for generalizing the results and testing the questionnaire and questions. 

Table (4.2) shows the banks that participated in this study. 

Table 4.2 

. 2 The Banks Participated in the Questionnaire of Chapter Four 

No. Name of Bank 

1.  Jordan Ahli Bank 

2.  Cairo Amman Bank 

3.  The Housing Bank For Trade &Finance 

4.  Jordan Islamic Bank 

5.  Arab Jordan Investment Bank 

6.  Union Bank 

7.  Capital Bank 

8.  Egyptian Arab Land Bank 

9.  Standard Chartered Bank 

10.  Blom Bank 

11.  National Bank of Abu Dhabi 

12.  Al Rajhi Bank 

 

4.12 Describing the characteristics of the study sample 

The study sample consisted of sixty-five Jordanian anti-money laundering compliance 

officers at banks. Table (4.3) shows the distribution of the sample by personal and 

functional variables.  
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Table 4.3: 

4. 3 Distribution of the Sample by Personal and Functional Variables 

Variable Categories Frequency Percent 

Age 25-34 years 42 64.6 

35-44 years 14 21.2 

45-54 years 2 7.7 

Above 54 years 4 6.2 

Total 65 100.0 

Gender Male 46 70.8 

Female 11 21.2 

Total 65 100.0 

Degree Bachelor 41 72.4 

Master 16 24.6 

Total 65 100.0 

Years of 

Experience 

1- 2 Years 27 41.2 

6 - 10 Years 16 24.6 

11-15 Years 12 18.2 

Above 15 years 10 12.4 

Total 65 100.0 

 

Table (4.3) shows that majority of the respondents aged between twenty-five and 

thirty-four, and only 6.2% of the respondents were above fifty-four years of age. Most 

of the respondents were male (70.8%) and hold a bachelor degree (75.4%). They 

mostly have one to five years of related experience (41.2%).  

.4. 1 Dis tribution of sample according to age  

 Figure 4.1: Distribution of sample according to age  

 Figure (4.1) shows that the highest percent of the sample according to age variable is 

64.6% for the 25-34-years category. 
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Figure 4.2: Distribution of sample by gender  

Figure (4.2) shows that the highest percent of the sample according to gender variable 

is 70.8 % for the males category.  

 

 

Figure 4.3: Distribution of sample by educational background 

Figure (4.3) shows that majority of the respondents (75.4%) have a Bachelor degree.  
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Figure 4.4: Distribution of sample by years of experience 

Figure (4.4) shows that the highest percent of the sample according to years of 

experience variable is 41.5% for the 1-5-years category.  

4.13 Reliability Analysis 

The internal consistency reliability of each dimension was assessed by Cronbach’s 

Alpha. The highest Cronbach alpha value reached 0.89 for the domain Obligations of 

Reporting. The lowest alpha value was 0.78 for the domain General Anti-money 

Laundering Practices. The total alpha values of Study Tool reached 0.88, indicating 

the acceptance of reliability. Table (4.4) shows the result of the reliability test.  

Table 4.4 

4. 4 The Result of Reliability (Cronbach Alpha) 

No Domain Alpha Item No 

1 General Anti-money Laundering Practices 0.78 2 

2 Obligations of Compliance 0.84 7 

3 Obligations of Customers Due Diligence -Know 

Your Customer Principle 

0.85 9 

4 Obligations of Monitoring of Transactions 0.83 4 

5 Obligations of Reporting 0.89 2 

6 Obligations of Record-Keeping 0.80 2 

7 Obligations of Training 0.86 3 

Total study tool 0.88 29 
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4.14 Appropriate test data of the study 

The problem of multilink is one of the problems facing the statistical estimation of the 

regression coefficients, and so it becomes difficult to determine the effects of discrete 

variables, and to assess the problem multilink been relying on test ((VIF) Variance 

Inflation Factor), which was to show the results in the following table (4.5): 

Table 4.5 

4. 5 The Result of (VIF) of Independent Variables 

Independent Variable Tolerance VIF 

General Anti-money Laundering Practices 0.674 1.484 

Obligations of Compliance 0.620 1.614 

Obligations of Customers Due Diligence -Know 

Your Customer Principle 

0.426 2.112 

Obligations of Monitoring of Transactions 0.271 1.726 

Obligations of Reporting 0.473 2.116 

Obligations of Record-Keeping 0.846 1.183 

Obligations of Training 0.876 1.141 

 

Table (4.5) shows that the values of VIF are less than 10, and the values of Tolerance 

are more than 0.05 for all the independent variables. This indicates the lack of 

correlation between the multi-independent variables, and the acceptance of the 

variation in the level of each variable of the independent variables of the study. 

4.15 The Normal Distribution of the Variables of the Study 

 A Kolmogorov–Smirnov Z test was applied to the dependent and independent 

variables to reveal the curve of normality. For each variable, a Z value of less than the 

criteria value (1.96) indicates normality distribution (Table 4.6). 
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Table 4.6 

 6 The Normal Distribution of the Variables of the Study 

Variables Positive 

trend 

Negative 

trend 

Kolmogorov-

Smirnov Z 

Significant 

General Anti-money 

Laundering Practices. 

0.099 0.143- 1.122 0.141 

Obligations of Compliance. 0.117 0.080- 0.147 0.331 

Obligations of Customers 

Due Diligence -Know Your 

Customer Principle. 

0.022 0.083- 0.670 0.760 

Obligations of Monitoring of 

Transactions. 

0.013 0.144- 1.127 0.137 

Obligations of Reporting 0.012 0.161- 1.301 0.068 

Obligations of Record-

Keeping.. 

0.016 0.181- 1.460 0.028 

Obligations of Training. 0.101 0.148- 1.114 0.116 

Total study tool 0.061 0.042- 0.412 0.167 

 

4.16 Data Analysis and Results 

What are the Jordanian bankers’ perceptions towards the anti-money laundering 

obligations imposed on them? To answer this question, the means and standard 

deviation for each domain and for each item of each domain item, and total means of 

them were calculated. The following table (4.7) reports the findings. 

Table 4.7 

4. 7 Means and Standard Deviation for Each Domain and Total Means of them (n= 65) 

No Domain Mean Standard. 

Deviation 

Rank Agreement 

rate 

1 General Anti-money Laundering 

Practices. 

5.50 1.17 3 0.79 

2 Obligations of Compliance. 5.60 0.74 2 0.80 

3 Obligations of Customers Due 

Diligence -Know Your Customer 

Principle. 

5.22 0.69 5 0.75 

4 Obligations of Monitoring of 

Transactions. 

5.43 0.81 4 0.78 

5 Obligations of Reporting. 4.95 1.54 7 0.71 

6 Obligations of Record-Keeping. 5.05 0.99 6 0.72 

7 Obligations of Training. 6.07 0.72 1 0.87 

Total Means 6.72 0.53 - 0.96 
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Table (4.7) shows that the highest mean was recorded for domain "Obligations of 

Training" (6.07) by agreement rate (0.87), then for domain "Obligations of 

Compliance" (5.60) by agreement rate 0.80. This is followed by the domain "General 

Anti-money Laundering Practices" (5.50) by agreement rate 0.79. The lowest mean 

(4.95) was recorded for domain "Obligations of Reporting" by agreement rate 0.71. 

The total means for "study tool" was 6.72 by agreement rate (0.96). 

4.16.1 Data Analysis and Results for the General Anti-Money Laundering 

Practices Domain 

Table 4.8 

4. 8 Means and Standard Deviation for "General Anti-Money Laundering Practices" 

Domain and Total Means of them (n= 65) 

No The Items of Question No.1 Mean Standard. 

Deviation 

Rank Agreement 

rate 

a Jordanian legislations aim primarily 

to meet all the international 

standards concerning anti-money 

laundering legislations imposed on 

banks. 

6.17 1.01 1 0.88 

b Not all imposed international 

standards are applicable in Jordanian 

banks; Jordanian banks have 

different economic strength. 

4.83 1.89 2 0.69 

Total Means 5.50 1.17 - 0.79 

 

Table (4.8) shows that the highest mean was recorded for item (a) Jordanian 

legislations aim primarily to meet all the international standards concerning anti-

money laundering legislations imposed on banks (6.17) by agreement rate 0.88, and 

the lowest means was recorded for domain (b) not all imposed international standards 

are applicable in Jordanian banks; Jordanian banks have different economic strength 

(4.83) by agreement rate (0.69). The total means for "General Anti-money Laundering 

Practices" reached 5.50 by agreement rate 0.79. 
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Table 4.9 

 \4. 9Frequencies and Percentages of Questions Relating to "General Anti-Money 

Laundering Practices" Domain 

No. Question Answering Frequency Percent 

2 Are all the Jordanian legislations of 

anti-money laundering applicable in the 

bank? 

YES 44 67.7 

No 21 32.3 

Total 62 100.0 

3 Is the position of Money Laundering 

Reporting Officer your only job? 

YES 23 32.4 

No 42 64.6 

Total 62 100.0 

4 How much time, of your total work 

hours, do you spend on preparing Anti-

Money Laundering reports? 

1% - 25% 1 13.8 

26% - 50% 23 32.4 

51% - 75% 22 38.2 

Above 72% 8 12.3 

Total 62 100.0 

5 To what extent are you satisfied with 

the Jordanian's anti- money laundering 

legislations? 

25% 6 1.2 

50% 16 24.6 

75% 33 20.8 

100% 10 12.4 

Total 62 100.0 

 

Table (4.9) shows that 67.7% of the respondents thought that all the Jordanian 

legislations of anti-money laundering are applicable in bank. A total of 64.6% of the 

respondents thought that the position of money laundering reporting officer is not the 

only position for them. Around one third %38.2  of the respondents spent 51% to 75% 

of their total working hours on preparing anti-money laundering reports, and half of 

them (50.8%) were satisfied with (75%) of the Jordanian's anti- money laundering 

legislations. 
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4.16.2 Data Analysis and Results for the Compliance Domain 

Table 4.10 

4. 10 Means and Standard Deviation for "Obligations of Compliance" Domain (n= 65) 

No   The Items of Question No.1 Mean Standard. 

Deviation 

Rank Agreement 

rate 

a The main reason for the existence of 

bank is to make as much profits as 

possible, whereas, the main reason 

for enacting the anti-money 

laundering obligations is for public 

safety and security. Hence, their 

cultural and commercial interests are 

distinct from that of the law 

enforcement authorities. 

5.03 1.79 6 0.72 

b Non-compliance of bank with anti-

money laundering obligations can 

result in fines and penalties. 

6.63 0.63 1 0.95 

c Non-compliance of bank with anti-

money laundering obligations can 

result in negative publicity. 

6.51 0.71 2 0.93 

d If the bank does not comply with 

anti-money laundering obligations, 

crime prevention objectives will be 

taken down. 

6.17 1.15 3 0.88 

e Anti-money laundering obligations 

create a major dilemma for banks, as 

compliance with these obligations 

can increase the costs and 

complexity of banking operations. 

5.06 1.73 5 0.72 

f The compliance of bank with anti-

money laundering obligations in an 

absolute manner threatens the 

principles of banking secrecy. 

4.02 2.10 7 0.57 

g The effectiveness of anti-money 

laundering measures have a 

significant impact on the efficiency 

of the corporate governance of the 

bank, which is a key element in 

ensuring that the bank operates in a 

safe and sound manner. 

5.80 1.28 4 0.83 

Total Means 5.60 0.74 - 0.80 

 

Table (4.10) shows that the highest mean was obtained for item (b) non-compliance of 

bank with anti-money laundering obligations can result in fines and penalties (6.63) 
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by agreement rate (0.95), then for item (c) non-compliance of bank with anti-money 

laundering obligations can result in negative publicity (means 6.51) by agreement 

rate (0.93), then for item (d) if the bank does not comply with anti-money laundering 

obligations, crime prevention objectives will be taken down (means 6.17) by 

agreement rate (0.88). The lowest means was obtained for item (f) the compliance of 

bank with anti-money laundering obligations in an absolute manner threatens the 

principles of banking secrecy (4.02) by agreement rate (0.57). The total means for 

"Obligations of Compliance" reached 5.60 by agreement rate 0.80. 

Table 4.11 

4. 11 Frequencies and Percentages of Questions Relating to "Obligations of Compliance" 

Domain 

No Question Answering Frequency Percent 

 

2 

Which one of the following 

costs the most when the bank 

complies with anti-money 

laundering obligations? 

Customer 

identification  

11 16.1 

Monitoring 

transactions 

28 43.1 

Training 26 40.0 

Total 62 100.0 

 

3 

Which obligation consumes 

the most time when 

complying with the 

obligations? 

Customer 

identification  

12 18.2 

Monitoring 

transactions 

38 28.2 

Training 12 23.1 

Total 62 100.0 

 

4 

What is the main benefit for 

banks when complying with 

the obligations? 

Reducing crimes 36 22.4 

increased market 

confidence 

21 44.6 

Total 62 100.0 

 

5 

What is the main burden for 

banks when complying with 

anti- money laundering 

obligations? 

These obligations are 

considered as 

intrusive by many 

customers 

21 44.6 

These obligations take 

a long time 

30 46.2 

There is no burden 6 1.2 

Total 62 100.0 
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Table (4.11) shows that 43.1% of the participants thought that monitoring transactions 

cost the most when the bank complies with anti-money laundering obligations. More 

than half of the participants (58.5%) thought that the monitoring transactions 

consumes the most time when complying with the obligations and that reducing 

crimes is the main benefit for banks when complying with the obligations. Nearly half 

( %46.2 ) thought that complying with anti-money laundering obligations is a 

prolonged process that burdens the banks. 

4.16.3 Data Analysis and Results for the Customers Due Diligence Domain 

Table 4.12 

4. 12 Means and Standard Deviation for "Obligations of Customers Due Diligence: Know-

Your-Customer Principle" (n= 65) 

No. Items Mean Standard. 

Deviation 

Ran

k 

Agreemen

t rate 

 

 

1 

Customer due diligence 

procedures are vital for obtaining 

satisfactory evidence concerning 

the identity and the legal existence 

of the customer. 

6.14 0.77 1 0.88 

 

 

 

2 

The Importance of Customer 

identification does not only help 

banks to detect, deter and 

encounter money laundering, but 

also provide tangible benefits to 

the banks, their customers and the 

financial systems as a whole. 

6.05 0.80 2 0.86 

 

3 

The due diligence procedures 

produce a significant shift in the 

way the banks interact with their 

existing and potential customers.  

5.97 1.06 3 0.85 

 

4 

Knowing Your Customer policy is 

difficult to be implemented 

because there is no obvious end 

point to the information collected 

by the bank. 

4.37 1.77 7 0.62 

 

 

 

5 

The unwillingness of the customer 

to provide the requested 

information and to cooperate in 

the due diligence process may by 

itself be a factor of suspicion. 

5.86 1.16 4 0.84 

 The requirements for identifying 5.20 1.44 6 0.74 
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6 

and verifying beneficiary account 

add a significant burden on the 

bank because of the complex 

nature of these accounts and the 

bank employees need special 

skills to deal with such accounts. 

7 The highly risky customers are 

not clearly defined in legislations. 

4.34 1.87 8 0.62 

 

 

8 

Verifying highly risky customers 

and determining whether their 

money is earned out of legitimate 

sources or not are not an easy task 

for Banks. 

5.42 1.68 5 0.77 

 

9 

The requirement of not permitting 

dealing with numbered accounts 

has affected the commercial 

interest of the bank. 

3.65 1.95 9 0.52 

Total Means 5.22 0.69 - 0.75 

 

Table (4.12) shows that the highest means were recorded for item (1) customer due 

diligence procedures are vital for obtaining satisfactory evidence concerning the 

identity and the legal existence of the customer (6.14) by agreement rate 0.88, then for 

item (2) the importance of customer identification does not only help banks to detect, 

deter and encounter money laundering, but also provide tangible benefits to the 

banks, their customers and the financial systems as a whole (6.05) by agreement rate 

(0.86), then for item (3) the due diligence procedures produce a significant shift in the 

way the banks interact with their existing and potential customers (means 5.97) by 

agreement rate 0.85, and the lowest means was recorded for item (9) the requirement 

of not permitting dealing with numbered accounts has affected the commercial 

interest of the bank (3.65) by agreement rate (0.52). The total means for obligations of 

customers' due diligence: know-your-customer principle" reached 5.22 by agreement 

rate 0.75. 
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4.16.4 Data Analysis and Results for the Monitoring of Transactions Domain 

Table 4.13 

4. 13 Means and Standard Deviation for "Obligations of Monitoring of Transactions" 

Domain and Total Means of them (n= 65) 

No The Items of Question No.1 Mean Standard. 

Deviation 

Rank Agreement 

rate 

A The bank needs to spend significant 

amounts of money to install or 

upgrade sophisticated monitoring 

systems to keep pace with the 

increasing regulatory obligations. 

5.75 1.29 2 0.82 

B The bank faces challenges in 

monitoring the account that crosses 

several different countries due to 

banking secrecy and data protection 

rules. 

5.38 1.35 3 0.77 

C Despite of having sophisticated 

monitoring technology that detects 

and monitors money laundering 

risks, banks still greatly depend on 

the vigilance of their staffs to 

identify and monitor suspicious 

activities. 

5.88 0.88 1 0.84 

D The bank has to monitor suspicious 

transactions. But, generally, 

legislations do not provide adequate 

guidance on how banks should 

determine which transactions are 

suspicious. 

4.72 1.60 4 0.67 

Total Means 5.43 0.81 - 0.78 

 

Table (4.13) shows that the highest means were recorded for item (c) despite of 

having sophisticated monitoring technology that detects and monitors money 

laundering risks, banks still greatly depend on the vigilance of their staffs to identify 

and monitor suspicious activities (5.88) by agreement rate 0.84, then for item (a) the 

bank needs to spend significant amounts of money to install or upgrade sophisticated 

monitoring systems to keep pace with the increasing regulatory obligations (5.75) by 

agreement rate 0.82, then for item (b) the bank faces challenges in monitoring the 

account that crosses several different countries due to banking secrecy and data 
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protection rules" (5.38) by agreement rate 0.77, and the lowest means was received 

for item (d) the bank has to monitor suspicious transactions. But, generally, 

legislations do not provide adequate guidance on how banks should determine which 

transactions are suspicious (4.72) by agreement rate 0.67. The total means for 

"Obligations of Monitoring of Transactions" are 5.43 by agreement rate 0.78. 

Table 4.14 

. 14 Frequencies and Percentages of Questions Relating to "Obligations of Monitoring of 

Transactions" Domain 

No. Question Answering Frequency percent 

2 

 

What is the main challenge 

facing the bank when 

applying the obligations of 

monitoring? 

Monitoring requirements 

are applicable in business 

relationships and 

transactions with 

individuals, business, 

Companies and financial 

institutions. 

23 32.4 

Employees are responsible 

for any failure in observing 

the anti-money laundering 

requirements. 

21 32.3 

Monitoring requirements 

need high cost. 

21 32.3 

Total 62 100.0 

3 Do you consider the 

obligations of monitoring 

operations and the 

movement of customer 

accounts as one of the 

reasons that led to the 

increase in the cost of 

combating money 

laundering? 

Yes 28 81.2 

No 7 10.8 

Total 62 100.0 

4 Do the obligations of 

monitoring of unusual 

transactions and 

transactions of occasional 

customer delay banking 

operations?  

Yes 48 73.8 

No 17 26.2 

Total 62 100.0 

5 Are the costs of monitoring 

electronic transfers added 

to the provided customers 

services cost?  

Yes 20 30.8 

No 42 61.2 

Total 62 100.0 
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Table (4.14) shows that 32.4% of the respondents thought that monitoring 

requirements in business relationships and in transactions with individuals, 

businesses, companies, and financial institutions is the main challenge facing the bank 

when applying the obligations of monitoring. Majority of the respondents ( %81.2 ) 

considered the obligations of monitoring operations and the movement of customer 

accounts as contributory to the increased cost of combating money laundering. 

Seventy-four percent of them throught that the obligations of monitoring of unusual 

transactions and transactions of occasional customer delay banking operations and 

69.2% thought that the costs of monitoring electronic transfers added to the provided 

customers services cost. 

4.16.5 Data Analysis and Results for the Reporting Domain 

Table 4.15 

4. 15 Means and Standard Deviation for "Obligations of Reporting" Domain and Total 

Means of them (n= 65) 

No The Items of Question No.1 Mean Standard. 

Deviation 

Rank Agreement 

rate 

A Jordanian anti-money laundering 

legislations provide guidance for 

identifying suspicion, however the 

word ‘suspicion’ is not explicitly 

defined, so identifying suspicious 

cash or transaction is not an easy 

task for the bank. 

5.29 1.50 1 0.76 

B Jordanian anti-money laundering 

legislations were not clear enough in 

the procedures related to cash 

transaction reports; this may be due 

to the fact that a cash transaction is 

clearly identifiable when compared 

to a suspicious transaction. 

4.62 1.88 2 0.66 

Total Means 4.95 1.54 - 0.71 

 

Table (4.15) shows that the highest mean was received for item (a) Jordanian anti-

money laundering legislations provide guidance for identifying suspicion, however 
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the word ‘suspicion’ is not explicitly defined, so identifying suspicious cash or 

transaction is not an easy task for the bank (5.28) by agreement rate 0.76, and the 

lowest means was received for item (b) Jordanian anti-money laundering legislations 

were not clear enough in the procedures related to cash transaction reports; this may 

be due to the fact that a cash transaction is clearly identifiable when compared to a 

suspicious transaction (4.62) by agreement rate 0.66. The total means for 

"Obligations of Reporting" were 4.95 by agreement rate 0.71. 

Table 4.16 

4. 16 Frequencies and Percentages of Questions Relating to "Obligations of Reporting" 

Domain 

No. Question Answering Frequency percent 

 

2 

On average, how many money 

laundering operations do banks 

disclose per year? 

(Classified) Not 

available to the 

public. 

28 81.2 

Medium. 7 10.8 

Total 62 100.0 

 

3 

Which task does Money 

Laundering Reporting Officer 

spend most of his/her work hours 

on?  

Training. 12 23.1 

Obtaining client 

identification. 

8 12.3 

Analyzing 

money 

laundering report 

forms. 

42 64.6 

Total 62 100.0 

4 Which means does Money 

Laundering Reporting Officer use 

for reporting suspicious 

transactions? 

Telephone. 8 12.3 

Mails. 18 27.7 

Internet. 31 60.0 

Total 62 100.0 

 

 

5 

If you suspect any banking 

operation related to money 

laundering, whom will you report it 

to? 

To the Bank 

Administration. 

17 26.2 

To the Jordanian 

Anti Money 

Laundering Unit. 

33 20.8 

To both. 12 23.0 

Total 62 100.0 
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Table (4.16) shows that 81.2% of money laundering operations that banks disclosed 

were classified not available to the public. As much as 64.6% of the money 

laundering reporting officers spent most of their working hours analyzing money 

laundering report forms. Sixty percent of them used the internet to report suspicious 

transactions, and half of the ( %20.8 ) would report to the Jordanian Anti Money 

Laundering Unit when they suspected any banking operation related to money 

laundering. 

4.16.6 Data Analysis and Results for the Record-Keeping Domain 

Table 4.17 

4. 17 Means and Standard Deviation for "Obligations Of Record-Keeping" Domain and 

Total Means of them (n= 65) 

No The Items of Question No.1 Mean Standard. 

Deviation 

Rank Agreement 

rate 

A Jordanian anti-money laundering 

legislations request the bank to 

maintain certain records for a period 

of time, not less than four years, 

because normally money laundering 

investigations take a long time due 

to the complicated nature of the 

process and the challenges faced by 

the law enforcement agencies. 

5.82 1.01 1 0.83 

B The record-keeping requirements are 

perceived as the biggest challenge 

for the banking industry. 

4.29 1.73 2 0.61 

Total Means 5.05 0.99 - 0.72 

 

Table (4.17) shows that the highest mean was recorded for item (a) Jordanian anti-

money laundering legislations request the bank to maintain certain records for a 

period of time, not less than four years, because normally money laundering 

investigations take a long time due to the complicated nature of the process and the 

challenges faced by the law enforcement agencies (5.82) by agreement rate 0.83, and 

the lowest mean was recorded for item (b) the record-keeping requirements are 
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perceived as the biggest challenge for the banking industry (4.29) by agreement rate 

0.61. The total means for "Obligations of Record-Keeping" reached 5.05 by 

agreement rate 0.72. 

Table 4.18 

4. 18 Frequencies and Percentages of Questions Relating to "Obligations of Record-

Keeping" Domain 

No. Question Answering Frequency Percent 

 

 

2 

The main benefit of 

record keeping for the 

bank is 

Organizing bank's internal 

work. 

22 38.2 

Facilitating tax audits. 2 7.7 

Compliance with anti-

money laundering laws. 

32 23.8 

Total 62 100.0 

 

3 

Do the obligations of 

record keeping imposed 

on banks require banks to 

change existing file 

management and 

archiving arrangements? 

Yes 23 81.2 

No 12 18.2 

Total 62 100.0 

 

 

4 

In keeping records, which 

of the following do you 

use? 

 

Hardcopy for all 

transactions. 

7 10.8 

Softcopy for all 

transactions. 

10 12.4 

Hardcopy for paper 

transactions and softcopy 

for electronic transactions. 

11 21.2 

Hardcopy and softcopy for 

all transactions. 

21 44.6 

Total 62 100.0 

 

 

 

5 

Do the obligations of 

record keeping of e-

transactions imposed on 

banks are effective 

enough to combat money 

laundering? 

Yes 33 20.8 

NO, because of the use of a 

higher level of encryption 

by criminals. 

11 16.1 

NO, because of the 

inadequacy of cooperation 

between technology 

providers at the 

international level to 

exchange information. 

21 32.3 

Total 62 100.0 
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Table (4.18) shows that more than half of the participants ( %23.8 ) thought that the 

main benefit of record keeping for the bank is compliance with anti-money laundering 

laws. Majority ( %81.2 ) believed that the obligations of record keeping require banks 

to change their existing file management and archiving arrangements. Nearly half 

( %44.6 ) of the bankers used hardcopy and softcopy for all transactions in keeping 

records, and half (50.8%) thought that the obligations of record keeping of e-

transactions imposed on banks are effective enough to combat money laundering. 

4.16.7 5 Data Analysis and Results for the Training Domain 

Table 4.19 

4. 19 Means and Standard Deviation for "Obligations of Training" Domain and Total 

Means of them (n= 65) 

No The Items of Question No.1 Mean Standard. 

Deviation 

Rank Agreement 

rate 

a The effectiveness of the suspicious 

transaction reports system seriously 

depends on the professional 

knowledge and expertise of the 

compliance officer. Therefore, it is 

crucial to ensure that the compliance 

officer is given sufficient training on 

money laundering combating 

measures. 

6.15 0.78 1 0.88 

b Weak training among employees in 

anti-money laundering leads to 

wrong reporting, so it could 

jeopardize bona fide customers 

6.03 0.98 2 0.86 

c Employees need training to deal 

with money laundering operations. 

Unless bank employees are 

sufficiently trained, they are unlikely 

to be able to discharge their 

obligations of anti-money 

laundering. 

6.03 0.85 2 0.86 

Total Means 6.07 0.72 - 0.87 

 

Table (4.19) shows that the highest means was received for the item (a) the 

effectiveness of the suspicious transaction reports system seriously depends on the 
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professional knowledge and expertise of the compliance officer. Therefore, it is 

crucial to ensure that the compliance officer is given sufficient training on money 

laundering combating measures (6.15) by agreement rate 0.88 The lowest means was 

received for item (b) weak training among employees in anti-money laundering leads 

to wrong reporting, so it could jeopardize bona fide customers and item (c) employees 

need training to deal with money laundering operations. Unless bank employees are 

sufficiently trained, they are unlikely to be able to discharge their obligations of anti-

money laundering (6.03) by agreement rate 0.86. The total means for "Obligations of 

Training" reached 6.07 by agreement rate 0.87. 

Table 4.20 

4. 20 Frequencies and Percentages of Questions Relating to "Obligations of Training" 

Domain 

No. Question Answering Frequency Percent 

2 How often does the bank conduct 

training in anti-money laundering 

for employees? 

Once a year. 36 22.4 

Twice a year. 14 21.2 

Three times a year. 12 23.1 

Total 62 100.0 

3 What kind of training does the 

bank conduct for employees? 

Self-training (self-

directed, video). 

21 32.3 

External provider 

(classroom, 

seminar). 

36 22.4 

Computer assisted 

(online training) . 

8 12.3 

Total 62 100.0 

4 What is the main challenge that 

faces the bank in applying the 

obligations of anti-money 

laundering training? 

These obligations 

require concentrated 

training. 

21 44.6 

High cost staff 

training. 

18 27.7 

Training includes a 

large number of 

employees. 

18 27.7 

Total 62 100.0 

5 The hardest training in anti-

money laundering is 

How to suspect 

banking operations. 

32 23.8 

Methods of 

monitoring banking 

14 21.6 
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transactions. 

Methods of 

validation data. 

16 24.6 

Total 62 100.0 

Table (4.20) shows that more than half of the respondents (55.4%) were trained in 

anti-money laundering annually at the bank. The same percentage of respondents 

received their training from external provider (classroom, seminar). Less than half 

( %44.6 ) thought that concentrated training is the main challenge that faces the bank in 

applying the obligations of anti-money laundering training and slightly more than half 

(53.8%) of respondents thought that how to suspect banking operations is the hardest 

training in anti-money laundering. 

4.17 Discussion 

4.17.1 Discussion of the personal and functional variables 

The questionnaires were distributed to the anti-money laundering compliance officers 

at the banks in Jordan in an attempt to provide a contemporary research on the 

subject. The study sought to establish a better understanding of the respondents' 

qualifications and experience. Overall, 70.8% of the respondents were male, and 

29.2% were female. Most of the respondents were between 25 and 34 years. All of the 

respondents have professional and academic qualifications; 75.4% of them hold a 

bachelor degree while 24.6% of them hold a master degree. A total of 41.5% of the 

respondents had experience between 1 and 5 years and 24.6 % of them had experience 

between 6 and 10 years.  

From these statistics initial extrapolating, it appears the respondents were well-

qualified, sufficiently experienced, and have a sound knowledge of their industrial 

sector. Also, all of the respondents possess recognizable professional or academic 



  

216 

 

qualifications, reflecting the importance attached by employers to the employment of 

recognizable well-qualified practitioners in this important industrial sector. 

In terms of the period the respondents had spent in the role of anti-money laundering 

compliance officers, various types of experience emerged. Nearly forty percent 

mentioned having been in this post for eleven to fifteen years or more. This could 

have been errorneous as the identification of the role of anti-money laundering 

compliance officers at banks was not made as a legal requirement until 2007. When 

such information was supplied by those respondents, it was necessary to go through 

their job description again, where it was observed that they all fulfilled a wide variety 

of internal banks functions, and it was clear that the role of anti-money laundering 

compliance officers at banks was a job that had been simply added on to their other 

roles, within an overall compliance function. On the other hand, 66.1% respondents 

stated that they had been in such post for between one to ten years, which would, of 

course, be accurate in terms of time.  

Moreover, 67.7% of the participants mentioned that the position of money laundering 

reporting officer was only their job, whereas the remaining 32.3% hasld other 

responsibilities.
469

 

In terms of the time they spent on preparing anti-money laundering reports, 38.5% of 

the participants mentioned that they spent between 51% and 75% of their total work 

hours on the reports; 35.4% of the participants spent between 26% and 50% of their 

total work hours on the reports; 13.8% of the participants spent between 1% and 25% 

                                                           
469

 Question (3) of General Anti-money Laundering Practices domain. 
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of their total work hours on the reports; and 12.3% of the participants spent above 

75% of their total work hours on the reports.
470

 

The above statistics indicate that all the participants were able to answer the 

questionnaire based on their extensive practical experience in the anti-money 

laundering field. 

4.17.2. The Bankers' Perceptions on the Obligations of Compliance 

The anti-money laundering legislations clearly protect banks from being exposed to 

civil, criminal, or even disciplinary proceedings.
471

 The respondents recognized that 

non-compliance of bank with anti-money laundering obligations can result in fines, 

penalties and negative publicity for banks.
472

 In addition to that, they believed that if 

the bank does not comply with anti-money laundering obligations, crime prevention 

objectives will be taken down.
473

 Chapter 5 discusses how the anti-money laundering 

legislations protect the banks.
474

 

As stated, the benefits of anti-money laundering laws may not always be clear to 

individual institutions as they do to the entire country. These benefits brings an 

improved reputation as a fair and improved competitive conditions arising from the 

reduction of illegal behavior, fraudulent, and law abiding place to do business.
475

 

However, the statistic indicates that the participants were divided between reducing of 

crimes and increased market confidence, where 55.4% of them believed that the main 

                                                           
470

 Question (4) of General Anti-money Laundering Practices domain. 
471

 See supra section 3.4.6.4. 
472

 Items (b) and (c) of Obligations of Compliance domain. 
473

 Item (d) of Obligations of Compliance domain. 
474

 See section 5.17.3. 
475

 See supra section 3.4.6.4. 
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benefit is the reducing of crimes while 44.6% believed that the obligations increased 

market confidence.
476

 

The respondents also believed that the effectiveness of anti-money laundering 

measures have a significant impact on the efficiency of the corporate governance of 

the bank, which is a key element in ensuring that the bank operates in a safe and 

sound manner.
477

 The failure of anti-money laundering systems is often symptomatic 

of overall weaknesses in a bank’s corporate governance framework as such systems 

cannot be expected to operate in isolation. Apparently, an effective anti-money 

laundering measures significantly affect the efficiency of the bank’s corporate 

governance, and this is considered a key element in ensuring that the bank is working 

in a safe and sound way.
478

 

As already stated, the enacted anti-money laundering legislations in Jordan are based 

on the Financial Action Task Force standards, which are accepted as the best 

international practice in the war against money laundering.
479

 So, when the 

respondents were asked whether they thought that Jordanian legislations aim 

primarily to meet all the international standards concerning anti-money laundering 

legislations imposed on banks,
480

 their answers scored 6.17 out of 7. Thus, it appears 

that they agree to this item. 

In fact, there has been a widespread call for comprehensive anti-money laundering 

laws. Many countries are implementing laws that are based on the international 

standards issued by the Financial Action Task Force. It is generally accepted that the 

                                                           
476

 Question (4) of Obligations of Compliance domain. 
477

 Item (g) of Obligations of Compliance domain. 
478

 See supra section 3.4.6.4 
479

 See supra section 3.3.2. 
480

 Item (a) of General Anti-money Laundering Practices domain. 
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Financial Action Task Force Forty Recommendations on anti-money laundering 

contain consistent and comprehensive framework to combat the threat. However, the 

international standards have various negative repercussions on the banks. For 

instance, they have a great effect on the normal business operation of banks.  

As it has been detailed in the supra section 3.4. In 2007, Jordan passed the Law to 

fulfil its international obligations and to demonstrate its commitment in combating 

money laundering. So, Specific obligations were imposed on banks to combat money 

laundering activities by the Law and the Instructions No. 51/2010. One of the 

obligations is to establish risk assessment, identify and verify customers, report cash 

and suspicious transactions, establish compliance program, and keep records. 

Undoubtedly, anti-money laundering obligations create a major dilemma for the 

banks as complying with these obligations can increase the costs and complexity of 

their banking operations.
481

 

Nevertheless, the respondents did not object to that not all imposed international 

standards are applicable in Jordanian banks; Jordanian banks have different 

economic strength.
482

 Hence to verify the accuracy of this result, the researcher 

paraphrased the previous item as follows: are all the Jordanian legislations of anti-

money laundering applicable in the bank?,
483

 also, to what extent are you satisfied 

with the Jordanian's anti- money laundering legislations?
484

 The analysis of these 

questions' answers found that 32.3% of the respondents believed that not all the 

Jordanian legislations of anti-money laundering are applicable in the bank. In 

addition, half of the respondents (50.8%) were satisfied with the Jordanian anti- 
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money laundering legislations in rate 75%, while 24.6% of the respondents were 

satisfied with the legislations in rate 50%, and 9.2% of them were satisfied with the 

legislations in rate 25%. Only 15.4% were satisfied with the legislations in rate 100%. 

Chapter 5 explains why not all of the imposed international standards are applicable 

in Jordanian banks.
485

  

Furthermore, the respondents could be categorized as having positive attitudes 

towards the items which mentioned that anti-money laundering obligations create a 

major dilemma for banks, as compliance with these obligations can increase the costs 

and complexity of banking operations.
486

 Chapter 5 will further discuss how these 

obligations create major dilemma for banks.
487

 

In terms of the causes that have increased the banking operation costs and complexity, 

44.6% of the respondents mentioned that the anti-money laundering obligations are 

considered intrusive by many customers and more than 46% of the participants 

believed that the main burden for banks when complying with the anti-money 

laundering obligations is that these obligations take a long time to act upon.
488

 

The respondents were asked to state which obligation consumes the most time when 

the bank complies with the anti-money laundering obligations, and 58.5% of them 

identified that the monitoring transactions, while 23.1% identified that training, and 

18.5% dentified that customer identification.
489
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The respondents were also asked to state which obligation costs the most when a bank 

complies with the anti-money laundering obligations. A total of 43.1% identified that 

the obligations monitoring transactions costs the most. Another 40% identified that 

the obligations of training costs the most, and 16.9% of them identified that the 

obligations of customer identification costs the most.
490

 Clearly, the obligations of 

monitoring transactions takes the most time and costs.  

On the other hand, the effective measures of anti-money laundering adopted by the 

banks will make it difficult for criminals to get their dirty money into the financial 

system. Because of that, the anti-money laundering legislations require banks to 

establish a number of counter-measures such as customer identification and due 

diligence, record keeping, reporting of suspicious transactions, appointment of 

compliance officers, and anti-money laundering training.
491

  

Accordingly, the respondents were then asked to state whether, in their opinion, the 

main reason for the existence of bank is to make as much profits as possible, whereas, 

the main reason for enacting the anti-money laundering obligations is for public 

safety and security. Hence, their cultural and commercial interests are distinct from 

that of the law enforcement authorities.
492

 Overall, they agreed to it.  

In fact, for law enforcement agencies, banks are considered to be an important source 

of valuable information for money laundering detection.
493

 Undoubtedly the main 

reason for the existence of banks is to make profits, not to combat money laundering. 
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Chapter 5 particularly discusses the different interest between banks and the law 

enforcement authorities.
494

 

The participants also perceived that the Jordanian legislations primarily aim to meet 

all the international standards, and not all imposed international standards are 

applicable in banks. The main reason for the existence of banks is to make as much 

profits as possible, whereas, the main reason for enacting the anti-money laundering 

obligations is for public safety and security. Nevertheless, non-compliance of banks 

with anti-money laundering obligations could result in fines, penalties, and negative 

publicity. Additionally, the crime prevention objectives will be taken down. 

Furthermore, the anti-money laundering measures effectiveness has a significant 

impact on the efficiency of the corporate governance of the bank. Thus, the anti-

money laundering obligations create a major dilemma for banks, as compliance with 

these obligations can increase the banking operations' costs and complexity.  

Apparently, the main benefits of the legislations are crimes' reducing and increased 

market confidence. However, most of the bank's time and costs spent when 

complying with the obligations of monitoring transactions and training, and all these 

procedures require a prolonged process.  

4.17.3. The Perceptions on the Obligations of Customers Due Diligence and Risk 

Assessment 

It has been recognized that the anti-money laundering legislations impose obligations 

on banks to conduct customer identification and due diligence. For instance, a bank 

must keep accounts in the name of the account holder. A bank is also prohibited from 

opening, operating, or maintaining any anonymous accounts, or fictitious accounts, 
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false or incorrect names. Clearly, the effect of these provisions is to prevent the 

criminals’ use of conduit accounts. Besides, from a wider prudential and financial 

integrity objective, the due diligence procedures and adequate customer identification 

are also significant as they would protect banks from reputational, credit, legal, 

operational, and concentration risk.
495

 The respondents were asked to state in their 

opinion whether the Importance of customer identification does not only help banks to 

detect, deter and encounter money laundering, but also provide tangible benefits to 

the banks, their customers and the financial systems as a whole.
496

 Their answers 

scored 6.05 of 7, indicating their agreement to this item. 

Generally, if a customer fails to comply with the due diligence requirements, a bank 

should not commence any banking relationship with, or perform any transaction for 

the customer. In the case of an existing customer, the bank should terminate the 

relationship and consider depositing a suspicious transaction report to the Anti-Money 

Laundering Unit, because of that these procedures are vital for obtaining satisfactory 

evidence concerning the customer's identity and the legal existence.
497

 Accordingly, 

the participants agreed that customer due diligence procedures are vital for obtaining 

satisfactory evidence concerning the identity and the legal existence of the 

customer.
498

  

Nevertheless, banks need to comply with substantial changes in customer 

identification and due diligence procedures. For instance, banks are required to obtain 

more detailed information of higher risk customers. However, it appears that in the 

Jordanian legislations the higher risk customers examples are not clearly defined. 
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Indeed, it is doubtful that, without clear guidelines, the banks can effectively 

implement the requirements of Customer identification and due diligence.
499

  

Because of that, this questionnaire participants believed that the due diligence 

procedures produce a significant shift in the way the banks interact with their existing 

and potential customers.
500

 Also, they did not object to that the highly risky customers 

are not clearly defined in legislations.
501

 Chapter 5 will discuss further how the anti-

money laundering obligations produce a shift in the ways banks interact with their 

customers.
502

 

At the same time, it is not an easy task to detect corrupt highly risky customers or 

politically exposed persons. These customers normally they use intermediaries to 

conduct financial business on their behalf. The concealment of their illegal proceeds 

often involves the use of shell companies or offshore banks which makes 

identification more difficult and burdensome.
503

 Also, when the respondents were 

asked whether they thought that the verifying highly risky customers and determining 

whether their money is earned out of legitimate sources or not are not an easy task for 

banks,
504

 they agreed to it.  

In fact, when the person who is acting on behalf of the beneficiary is unable or refuses 

to provide information on the identity of the beneficiaries, the bank must not permit 

that person to open a client account and consider submitting a suspicious transaction 

report. As for an existing customer, the bank must not continue to transact with and 
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for that person until further verification is conducted so it can get satisfaction.
505

 

Because of that, the participants of this questionnaire believed that the requirements 

for identifying and verifying beneficiary account add a significant burden on the bank 

because of the complex nature of these accounts and the bank employees need special 

skills to deal with such accounts.
506

 In Chapter 5 there will be clarification of the 

requirements for verifying beneficiary account effect on the relationship between the 

Banks and customers.
507

 

On the other hand, the difficulty of implementing customer identification and due 

diligence measure is one of the main dilemmas facing banks, because there is no 

obvious end point to the information that would be useful to a bank to prevent money 

laundering. Each bank must interpret the customer identification and due diligence 

obligation in the context of its business and then determine what type of anti-money 

laundering system to be utilized. Nevertheless, the customer's unwillingness to 

cooperate in the due diligence process may itself be a suspicion factor.
508

 Because of 

that, the participants did not object to Knowing-Your-Customer policy is difficult to be 

implemented because there is no obvious end point to the information collected by the 

bank.
509

 Also, they believed that the unwillingness of the customer to provide the 

requested information and to cooperate in the due diligence process may by itself be a 

factor of suspicion.
510

 In Chapter 5 there will be clarification on how checking bank's 

customers data leads to increasing the burden of the bank.
511
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It is worth to mention that the Jordanian legislations 
512

 require banks not to deal with 

numbered accounts.
513

 The participants refused the idea of the requirement of not 

permitting dealing with numbered accounts has affected the commercial interest of 

the bank.
514

 This refusal may be because of the fact that dealing with numbered 

account is prohibited by central bank in Jordan before enact the Instructions No. 

51/2010.
515

Hence there is no effect on the commercial interest when Instructions No. 

51/2010 prohibited dealing with numbered accounts.
516

 

The results also indicate that the participants perceived that the customer due 

diligence procedures are vital for obtaining satisfactory evidence concerning the 

identity and the legal existence of the customer. To them, the importance of customer 

identification does not only help banks to detect, deter and encounter money 

laundering, but also provide tangible benefits to the entire financial systems. For this 

reason, the due diligence procedures produce a significant shift in the way the banks 

interact with their customers: (1) the Know-Your-Customer policy is difficult to be 

implemented since there is no obvious end point to the collected information, (2) the 

customer's unwillingness to provide the requested information and to cooperate in the 

due diligence process might be a factor of suspicion, (3) the beneficiary account 

identifying and verifying requirements add a significant burden on the bank where the 

complex nature of these accounts and the bank employees need special skills to deal 

with such accounts, (4) in legislations the highly risky customers are not clearly 

defined, (5) the highly risky customers verifying and determining whether their 

money is gained from legal sources or not are not an easy task for banks. 
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4.17.4. The Perceptions on Obligations of Monitoring of Transactions 

Banks must conduct intensive monitoring on high risk customers and accounts, such 

as those involving individuals or businesses from countries that have insufficient 

measures of anti-money laundering.
517

 Because of that, the respondents believe that 

the bank needs to spend significant amounts of money to install or upgrade 

sophisticated monitoring systems to keep pace with the increasing regulatory 

obligations.
518

 Therefore if this result is put into consideration with those identified in 

the previous result,
519

 which identified when the bank complies with obligations of 

legislations the most costs is obligations of monitoring transactions, it can be 

observed that there are stability in participants answers. 

Banks are as well required to monitor customer activity to identify any unusual 

activity that may a money laundering indicative. Furthermore, due to banking secrecy 

or data protection rules particularly, banks still encounter a significant challenge in 

monitoring customer’s transaction and account status across several different 

countries.
520

 Because of that, the participants believed that the bank faces challenges 

in monitoring the account that crosses several different countries due to banking 

secrecy and data protection rules.
521

 

For banks, properly trained staff is the best anti-money laundering control, and this is 

reflected in continued high spending on training programs.
522

 In spite of the available 

sophisticated monitoring technology to detect and monitor the risks of money 

laundering, apparently banks still greatly depend on the vigilance of their staffs to 
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identify and monitor suspicious activities.
523

 When the respondents were asked 

whether they thought that despite of having sophisticated monitoring technology that 

detects and monitors money laundering risks, banks still greatly depend on the 

vigilance of their staffs to identify and monitor suspicious activities.
524

 The 

participants agreed to this item. 

Although banks still greatly depend on the vigilance of their staffs to identify and 

monitor suspicious activities. The legislations do not provide adequate guidance on 

how banks should determine suspicious transactions. It appears that each bank must 

interpret the regulations in the context of its business and then determine what type of 

anti-money laundering system to be utilized.
525

 Because of that, the respondents 

recognized that to some extent the bank has to monitor suspicious transactions. But, 

generally, legislations do not provide adequate guidance on how banks should 

determine which transactions are suspicious.
526

 Where the answer of this item 

indicated neutral inclined to agreement to some extent. 

In fact, the hesitation in answering is due to the fact that to some extent the Jordanian 

anti-money laundering legislations provide guidance for identifying suspicion. For 

instance the Jordanian Guidance Manual identified a number of activities which could 

be used as indicators for the abuse of cash financial transactions, such as when there 

are extraordinary large cash deposits made by a natural or legal person or when there 

are deposits of amounts of money over different periods and such amounts constitute 

large sums of money eventually.
527

 However, the basic dilemma lays in the word 
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suspicion under the anti-money laundering legislations is not explicitly defined, this 

can also be noted by discussing the result of Item No.1 of Reporting domain.
528

 

On the other hand, to determine the main challenge facing the bank when applying to 

the obligations of monitoring, the participants were asked to identify the main 

challenge facing the bank when applying the obligations of monitoring. Their answers 

came out as follows 35.4% of them believed that the main challenge is that 

monitoring requirements are applicable in business relationships and transactions with 

individuals, business, companies and financial institutions. While, 32.3% of them 

believed that main challenge is that the employees are responsible for any failure in 

observing the anti-money laundering requirements. And the same percentage 32.3% 

believed that main challenge is that monitoring requirements require high cost. It is 

clear in this question that the percentages were close to each other.
529

 

Also, the Participants were asked to identify if the obligations of monitoring 

operations and the movement of customer accounts is considered as one of the 

reasons that led to the increase in the cost of combating money laundering, as what is 

expected, an overwhelming majority 89.2% stating that the obligations of monitoring 

operations and the movement of customer accounts is considered as one of the 

reasons that led to the increase in the cost of combating money laundering.
530

 While, 

73.8% of the participants claimed that the obligations of monitoring of unusual 

transactions and transactions of customer delay banking operations increase in the 

cost of combating money laundering.
531
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Amazingly, 30.8% of respondents admitted that the costs of monitoring electronic 

transfers added to the provided customers services cost.
 532

 It is frankly inconceivable 

that these costs being passed along to the customers, since customers did not ask for 

such service (monitoring), at the same time, under the laws banks have to monitor 

electronic transfers. This state of affairs clearly indicates that it is possible that the 

costs of all anti-money laundering monitoring being passed along to the customers. 

The most important extrapolated finding from the answers was that the bank needs to 

spend significant amounts of money to establish monitoring systems. Banks still 

greatly depend on the vigilance of their staffs to identify and monitor suspicious 

activities, in spite of having sophisticated monitoring technology. However, bank 

encounters challenges in monitoring the account that crosses several various countries 

because of banking secrecy and data protection rules. At the same time, legislations 

do not provide adequate guidance on how banks should determine which transactions 

are suspicious. It is clear that banks are facing challenges in complying with 

obligations of monitoring of transactions. 

A picture begins to emerge by extrapolating these statistics, It is clear that the main 

challenge facing the bank when applying the obligations of monitoring is that 

monitoring requirements are applicable in business relationships and transactions with 

individuals, business, companies and financial institutions, then that employees are 

responsible for any failure in observing the anti-money laundering requirements, then 

that monitoring requirements need high cost, where these obligations consider as one 

of the reasons that led to the increase in the cost of combating money laundering. In 

some banks, the costs of monitoring electronic transfers added to the provided 

customers services cost. Also, the obligations of monitoring of unusual transactions 

                                                           
532

 Question (5) of Obligations of Monitoring of Transactions domain. 



  

231 

 

and transactions of customer delay banking operations. Generally, in Chapter 5 there 

will be discussing on how the obligations of monitoring of transactions effect the 

relationship between banks and their customers.
533

  

4.17.5. The Perceptions on the Obligations of Reporting 

As will be noted from the results in Chapter 5, the commercial success of a banking 

business and the sanctity of the relationship between banker and customer are based 

on principle of banking secrecy. At the same time, the banking secrecy is a customer 

privilege whereas combating money laundering crime is critical for the security and 

safety of public.
534

 

The Jordanian anti-money laundering legislations require banks to report a suspicious 

transaction where the identity of the persons involved in the transaction, or the 

transaction it, or any other circumstances concerning that transaction gives reason to 

suspect that the transaction involves proceeds of illegal activity. Suspicion is usually 

aroused by the sheer size of the transactions in relation to the known financial 

circumstances of the customer. The basic dilemma here is that the word suspicion is 

not explicitly defined under the anti-money laundering legislations. Therefore, 

identifying suspicious cash or transaction is not an easy task for the bank.
535

 Because 

of that, the participants believed that Jordanian anti-money laundering legislations 

provide guidance for identifying suspicion, however the word ‘suspicion’ is not 

explicitly defined, so identifying suspicious cash or transaction is not an easy task for 

the bank.
536
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Additionally, the obligations of reporting under the Jordanian anti-money laundering 

legislations threaten the principles of banking secrecy. As previously mentioned, to 

some extent this is true because under the existing laws, banks may disclose 

information when compelled by the law. In Jordan for instance, to the secrecy rule 

there are various statutory exceptions. In order to facilitate police investigation, the 

exceptions allow some information to be disclosed. This rule is a powerful tool in 

investigations involving malpractices in the banking sector including cases of money 

laundering.
537

 Because of that, this study shows that the participants did not deny and 

did not prove that the compliance of bank with anti-money laundering obligations in 

an absolute manner threatens the principles of banking secrecy,
538

 and that they were 

neutral. Nevertheless, it should be noted to that in Chapter 5, the customers’ samples 

agree to that the anti-money laundering procedures threaten the principle of banking 

secrecy.
539

 

On the other hand, the Jordanian anti-money laundering legislations are silent about 

the procedures relating to reports of cash transaction. This may be due the fact that 

cash transaction is clearly identifiable when compared to a suspicious transaction. 

Therefore, the numbers of suspicious transaction reports are still small compared to 

cash transaction reports. It appears that it is hard for the banks to decide when a 

suspicious transaction report should be submitted.
540

 Because of that, the respondents 

did not object to that Jordanian anti-money laundering legislations were not clear 

enough in the procedures related to cash transaction reports; this may be due to the 

fact that a cash transaction is clearly identifiable when compared to a suspicious 
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transaction.
541

 Their responses indicated a neutral inclination toward a agreement to 

some extent.  

On the other hand, to determine on which task does Money Laundering Reporting 

Officer spend most of his/her working hours, 64.6% of the respondents mentioned 

that Money Laundering Reporting Officer spend most working hours in the task of 

analysing money laundering report forms. While 23.1% of them believed that Money 

Laundering Reporting Officer spend most working hours in the task of training, and 

12.3% believed that Money Laundering Reporting Officer spend most working hours 

in the task of obtaining client identification.
542

 

In addition, to know that in case the Money Laundering Reporting Officer suspect any 

banking operation related to money laundering, whom will he/she report it to, 50.8% 

of the participants claimed that if suspect any banking operation related to money 

laundering will report it to the Jordanian Anti Money Laundering Unit, 26.2% of them 

mentioned that will report it to the bank administration and 23% of them mentioned 

that will report it to both (Unit and bank administration).
543

 Furthermore, 60.0% 

respondents admitted that the mean to send for reporting is through Internet, while 

27.7% of them admitted that the mean is Mails and 12.3% of them admitted that the 

mean is Telephone.
544

 

As previously noted, there are no statistics available on how many of these reports 

were followed up by the authorities or how many of them led to the laying of charges. 

Unfortunately, recent statistics on cash or transaction reports are not available to the 

public, hence, no longer surprisingly that an overwhelming majority of 89.2% of the 
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respondents stating that this information is not available to the public. Some of the 

respondents about 10.8% going so far as to say that the Unit’s check annual report for 

available information in this regard.
545

 

The most important finding extrapolated from the answers was that the Jordanian anti-

money laundering legislations provide guidance for identifying suspicion, however 

the word ‘suspicion’ is not explicitly defined, so identifying suspicious cash or 

transaction is not an easy task for the bank. Also, the Jordanian anti-money laundering 

legislations were not clear enough in the procedures related to cash transaction 

reports; this due to the fact that a cash transaction is clearly identifiable when 

compared to a suspicious transaction. Nevertheless, the participants did not object to 

that the compliance of bank with anti-money laundering obligations in an absolute 

manner could threaten the principles of banking secrecy. 

When The statistic are extrapolated they indicates that the majority believed that most 

of working hours spent in analysing money laundering report forms. there was a wide 

divergence of opinion in case suspicion in any banking operation, it could be said that 

The majority to broadly agree that they will report directly to the Unit, While nearly 

quarter of the respondents will firstly report to the bank administration, while the 

minority opinion favoured report it to both in the same time. The common means of 

sending reporting were namely; The Internet where it was the most common mean, 

Mails was the second most common means and Telephone was the third most 

common means. In addition, in Chapter 5 there will be a discussion on how the 
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obligations of reporting effect on the relationship between banks and their 

customers.
546

 

4.17.6. The Perceptions on the Obligations of Record-Keeping 

The participants were asked to identify the main benefit of record keeping for the 

bank. Half of them (53.8%) believed that the main benefit of record keeping for the 

bank is in analyzing money laundering report forms and 38.5% believed that the main 

benefit is in organizing bank's internal work. However, only 7.7% believed that the 

main benefit is that Facilitating tax audits.
547

 Nevertheless, the majority 81.5% 

broadly agree that the obligations of record keeping imposed on banks require banks 

to change existing file management and archiving arrangements.
548

 

In fact, the Jordanian regime requires banks to keep the records beyond four years 

when it is subject to a prosecution or money laundering investigation. In this respect, 

it can be said that the Jordanian approach is preferable because normally money 

laundering investigation takes a long time because of the complicated nature of the 

process and the challenges faced by the agencies of law enforcement.
549

 Because of 

that, the participants of this questionnaire believed that Jordanian anti-money 

laundering legislations request the bank to maintain certain records for a period of 

time, not less than four years, because normally money laundering investigations take 

a long time due to the complicated nature of the process and the challenges faced by 

the law enforcement agencies.
550
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At the same time, the record-keeping requirements requires banks to ensure that the 

retained documents and records are able to create an audit trail on individual 

transactions that are traceable by the law enforcement authorities for money 

laundering investigation purpose. Basically, the records must contain the identities of 

the customer and beneficiary; the form of transaction; the instruction, origin and 

destination of fund transfers and the amount and type of currency. It is clear that the 

record-keeping requirements could be burdensome especially in view of the large 

number of transactions in banking business.
551

 Because of that, the respondents did 

not object to that the record-keeping requirements are perceived as the biggest 

challenge for the banking industry.
552

 

Furthermore, the Participants were asked to identify they used for record-keeping in 

banks, 44.6% of them identified that they using in keeping-records the hardcopy and 

softcopy for all transactions, while 29.2% of them admitted that they using only 

hardcopy for paper transactions and only softcopy for electronic transactions, also, 

15.4% of them identified that they using only softcopy for all transactions and 10.8% 

of them admitted that they using only hardcopy for all transactions.
553

 

On the other hand, when the sample was asked that, do the obligations of record 

keeping of E-transactions imposed on banks are effective enough to combat money 

laundering? Their answer were divided as follows 50.8% of them answered Yes and 

49.2% of them answered No, those who answered 'No' justified their answer for two 

reasons, namely; firstly they believed that these obligations are not effective enough 

because of the inadequacy of cooperation between technology providers at the 

international level to exchange information, secondly they believed that these 
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obligations are not effective enough because of the use of a higher level of encryption 

by criminals.
554

 

However, the most important finding extrapolated from the answers was that the 

legislations require the bank to maintain certain records for a period, because 

normally money laundering investigations take a long time. There was a wide 

divergence of opinion in definition of the main benefit for record keeping, it could be 

said that the majority to broadly agree that the main benefit of record keeping is that 

analyzing money laundering report forms, while the minority opinion is divided into 

two opinions; firstly opinion which said that the main benefit is organizing bank's 

internal work, secondly opinion which said that the main benefit is facilitating tax 

audits.  

However, the majority agree that these obligations require banks to change existing 

file management and archiving arrangements. the means used by banks to keeping-

records, were split into four forms; (1) the hardcopy and softcopy for all transactions, 

(2) only hardcopy for paper transactions and only softcopy for electronic 

transactions,(3) only softcopy for all transactions (4) only hardcopy for all 

transactions..  

At the same time, slightly more than half agreed that the record keeping obligations of 

e-transactions are effective enough to combat money laundering, while slightly less 

than half agreed that these obligations are not, either because of (1) the inadequacy of 

cooperation between technology providers at the international level to exchange 

information, or (2) the use of a higher level of encryption by criminals. For all of 
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these and more the record-keeping requirements are perceived as the biggest 

challenge for the banking industry. 

4.17.7 The Perceptions on the Obligations of Training 

As stated earlier, the obligations of anti-money laundering state that when receiving 

any internal suspicious transaction report, whether from the bank's administrators or 

employees, the compliance officer should evaluate the reasons for suspicion and if 

suspicion is confirmed, he or she must immediately submit the suspicious transaction 

report to the Jordanian Unit. However, in the case where the compliance officer 

decides that there are no reasonable reasons for suspicion, the officer must record the 

decision. Hence the effectiveness of the suspicious transaction report system depends 

on the professional knowledge and expertise of the compliance officer. Consequently, 

it is critical to ensure that a sufficient training on money laundering counter-measures 

is given the compliance officer.
555

 For this reason, the participants believed that the 

effectiveness of the suspicious transaction reports system seriously depends on the 

professional knowledge and expertise of the compliance officer. Therefore, it is 

crucial to ensure that the compliance officer is given sufficient training on money 

laundering combating measures.
556

 

The participants were then asked to determine the main challenge that faces the bank 

in applying the obligations of anti-money laundering training. Majority of the (44.6%) 

of them stated that these obligations require concentrated training, while 27.7% of 

them identified the main challenge is the high cost of staff training. The same number 
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 See supra section 3.4.3. 
556

 Item (a) of Obligations of Training domain. 
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of respondents (27.7%) thought that the main challenge is that training includes a 

large number of employees.
557

 

Additionally, the identification and verification of beneficiary account requirement 

places a significant burden on Jordanian banks due to the complex nature of such 

accounts. An average bank employee needs training or skills to deal with these 

accounts. Unless they are sufficiently trained, they are unlikely to be able to discharge 

their obligations.
558

 Because of that the respondents recognized that employees need 

training to deal with money laundering operations. Unless bank employees are 

sufficiently trained, they are unlikely to be able to discharge their obligations of anti-

money laundering.
559

 

Moreover, banks are required to conduct for its employees awareness and training 

programs on anti-money laundering practices and measures, in particular, front line 

staff and officers in charge of processing and accepting new customers as well as staff 

responsible to monitor transactions. The senior management must ensure that 

appropriate channels of communication are in place to effectively communicate the 

anti-money laundering procedures and policies to all levels of employees. The 

employees should be made aware that they may be held responsible for any failure to 

observe the internal requirements of anti-money laundering.
560

 When the respondents 

were asked whether they thought that weak training among employees in anti-money 

laundering leads to wrong reporting, so it could jeopardize bona fide customers,
561

 

they agreed to this item (mean 6.03).  

                                                           
557

 Question (4) of Obligations of Training domain. 
558

 See supra section 3.4.1.2.4. 
559

 Item (c) of Obligations of Training domain. 
560

 See supra section 3.4.5. 
561

 Item (b) of Obligations of Training domain. 
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On the other hand, to identify how often the bank does conduct training in anti-money 

laundering for employees, 55.4% of the participants mentioned that once a year the 

bank conduct training for employees, while 23.1% of them stated that the training was 

conducted three times a year, and 21.5% stated twice a year.
562

 At the same time, to 

determine what kind of training the bank conduct for the employees, 55.4% of them 

stated that they were receiving training form of external provider (classroom, 

seminar), while 32.3% of the respondents relied upon self-training (self -directed , 

video) and 12.3% of the them mentioned that they relied upon computer assisted 

(online training).
563

 

In terms of the hardest training in anti-money laundering, 53.8% of the respondents 

identified that the hardest training is how to suspect banking operations, while 24.6% 

of them thought that the hardest training is for the methods of validation data, and 

21.6% of them stated the hardest training is for the methods of monitoring banking 

transactions.
564

 

The statistics also indicate that the respondents realize the importance of training to 

combat money laundering at banks. They strongly believed that the effectiveness of 

the suspicious transaction reports system depends on the professional knowledge and 

expertise of the compliance officer. Therefore, it is crucial to ensure that the 

compliance officer is given sufficient training on money laundering combating 

measures. These officers also strongly believed that employees need training to deal 

with money laundering operations. Unless bank employees are sufficiently trained, 

they are unlikely to be able to discharge their obligations of anti-money laundering. 

                                                           
562

 Question (2) of Obligations of Training domain. 
563

 Question (3) of Obligations of Training domain. 
564

 Question (5) of Obligations of Training domain. 
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Also, weak training among employees in anti-money laundering leads to wrong 

reporting, thus jeopardize bona fide customers. 

The majority stated that the bank conduct training just once a year. While the minority 

is split between two: The first are those who identify that the bank conduct training in 

twice a year; the second are those who admitted that the bank conduct training at three 

times a year. Also, the statistics indicate that there are varying levels in kind of 

training that the bank conduct for employees, the most frequent form being external 

provider (classroom, seminar) followed by self-training (self-directed , video) and 

computer-assisted (online training). 

It appears that the main challenges for training obligations were as follows: These 

obligations require concentrated training; they need of high cost for staff training: and 

they include a large number of employees. The hardest training were as follows; how 

to suspect banking operations; training in the methods of validation data; and training 

in the methods of monitoring banking transactions. 

After recognizing the importance, challenges, difficulties and types of training from 

participants point of view, one question that needs to be asked is whether an annual 

training is sufficient in order for the compliance officer and employees to be able to 

discharge their obligations of anti-money laundering. Unfortunately, here is no 

authority or entity that can determine that training once or more per year is sufficient. 

"Sufficient or not sufficient", this matter can only be estimated by the bank and the 

employees.  
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4.18 Summary 

This chapter has shown the adopted methods of research and the type of data required 

to test research questions. In addition, it has illustrated the procedure followed in the 

distribution of the questionnaire and the main research tools used for data collection. 

Data were collected from 65 participants for data analysis purposes, who represent 12 

banks of 25 banks in Jordan. 

The chapter revealed the perceptions of Jordanian bankers towards the anti-money 

laundering obligations imposed on them, however, this study focused on their 

perceptions towards obligations of customers due diligence (know your customer), 

obligations of risk assessment, obligations of transaction monitoring, Obligations of 

reporting, obligations of record-keeping and obligations of training, and obligations of 

compliance. As a result, the chapter has shown that there are aspects of the obligations 

satisfied by the participants, while there were aspects that are unsatisfactory. It is clear 

that banks in Jordan faces challenges to cope with the requirements imposed by the 

anti-money laundering laws. 

It is critical for Jordan to constitute a flexible workable and effective anti-money 

laundering laws framework to ensure effective implementation of the laws. Also, it is 

critical for the management of banks to understand how the anti-money laundering 

obligations apply to their operations and establish effective anti-money laundering 

program. It is clear that more detailed guidance is required from the anti-money 

laundering regulator to enable banks and their employees to discharge their legal 

obligations properly. Moreover, the effective coordination between anti-money 

laundering regulator and the banking industry is vital to minimize problems encounter 

by the banks and to ensure effective implementation of the laws. 
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In fact, at this stage it is not clear whether banks in Jordan are able to cope with the 

onerous requirements imposed by the anti-money laundering laws. Therefore, it 

would be timely to examine how the anti-money laundering laws affect the 

relationship between banks and their customers before more complex laws are passed. 

In addition, it is vital that the laws do not create any significant compliance problems 

for banks. 
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CHAPTER FIVE 

THE IMPACT OF THE ANTI-MONEY LAUNDERING LAWS ON 

BANKS AND THEIR CUSTOMERS  

  

5.1 Introduction. 

The banking system has long been recognized as the central element of money 

laundering partially because of the system’s complexity. Many of the efforts to fight 

money laundering have concentrated on the adopted procedures by financial 

institutions and banks. The effective anti-money laundering measures adopted by 

banks would make it difficult for criminals to get their dirty money into the financial 

system. For this reason, the anti-money laundering laws require banks to establish a 

number of counter-measures, for instance, customer identification and due diligence, 

record keeping, reporting of suspicious transactions, appointment of compliance 

officers, and anti-money laundering training. To the law enforcement agencies, banks 

are considered an important source of valuable information for money laundering 

detection. 

From the banks perspective, they exist to make as much profits as possible. Their 

commercial and cultural interests are totally distinct from that of the law enforcement 

authorities. Hence the anti-money laundering laws create a major dilemma for the 

banks; the laws make a significant shift in the way banks interact with their 

customers. Implementing the law has not only created great compliance problems for 

banks, but also negatively affected the banks' operations. 
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For instance, it has been argued that the anti-money laundering laws also threaten the 

principles of banking secrecy.
565

 This principle of banking secrecy prevents a bank 

from revealing any information or data about its customers.
566

 As is detailed in the 

supra section 3.4.3, banking secrecy is a customer privilege whereas combating 

money laundering is critical for public safety and security. So, customers may lose 

confidence that their secrets are safe with the banks, if anti-money laundering 

obligations should take precedence over customer confidentiality rules in order to 

improve the information flow to the law enforcement authorities and facilitate 

investigation of money laundering. The authorities are asking banks to act as 

informers by requiring banks to disclose suspicious transactions, and this is a role that 

conflicts with the banks’ commercial objectives.
567

 Accordingly, reporting obligation 

under the Jordanian anti-money laundering laws means that the banks have to strike a 

balance between complying with the laws and protecting customers’ confidentiality. 

This chapter will look into the above issues and examine the impact of the anti-money 

laundering laws on the relationship between banks and their customers. It aims at 

discovering–by surveying the opinions of the bankers, their customers, the Jordanian 

central bank, and Jordan’s Anti-Money Laundering Unit–how the anti-money 

laundering laws have been affecting the relationship between banks and their 

customers. 
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Lawson HD, Bank Secrecy and Money Laundering, 17 Banking and Financial Law Review 145, 

(2002). 
566
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 5.2 Research Design. 

A survey is considered appropriate for a study that intends to ascertain individual's 

feelings, values, expectations, or other factors that are similar.
568

 This method can be 

explained as follows: (1) The data are gathered at a particular point of time with the 

intention to describe the nature of an existing situation, (2) the standards are identified 

against which existing situations can be compared, and (3) the relationships that exist 

among particular events are determined.
569

  

In legal research, an empirical study is important in the case a researcher needs (1) to 

evaluate the law function in the real world, and (2) to underpin the many areas of 

legal and social policies.
570

 For the researcher to delve further into the subject, a 

survey will include structured questions that will result in easy statistical summaries. 

The chapter reports the results of the investigation. It presents the opinions of the 

bankers, their customers, the Jordanian central bank, and Jordan’s Anti-Money 

Laundering Unit on how the anti-money laundering laws have been affecting the 

relationship between banks and their customers. 

 5.3 The Questionnaire Survey 

In this study, law is considered a social fact. It aims at influencing human behavior 

and ordering society.
571

 Laws are the rules imposed by the legislature for benefiting 
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Anwarul Yaqin, Legal Research and Writing, Malaysia, LexisNexis, 2007, pp154. 
569

Mahdi Zahraa, Research Methods for Law Postgraduate Overseas Students, published in Malaysia 

by UNIVISION PRESS (c/o STILGLOW SDN.BHD), Kuala Lumpur Malaysia, 1998 , pp,65. 
570

 Dame Hazel Genn, Martin Partington and Sally Wheeler, Law in the Real World: Improving our 

Understanding of How Law Works, the Nuffi Eld Foundation 28 Bedford Square London wc1b 3js, 

2006, pp.1. For more information see: 

http://www.nuffieldfoundation.org/sites/default/files/Law%20in%20the%20Real%20World%20full%2

0report.pdf, accessed 23-4-2015. 
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 Mark Van Hoecke, Methodologies of Legal Research, Published in the United Kingdom by Hart 

Publishing Ltd 16C Worcester Place, Oxford, OX1 2JW, 2011, pp.1, for more information see: 
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society or for influencing human behavior and improving his activities. The 

questionnaire survey in this study was chosen for its flexibility in data collection; the 

data could be collected by different methods, one of which is the face-to-face method. 

The method can also cover a large number of people and wider geographic area. No 

prior arrangements were needed and the data can be collected at lower cost.  

 5.4 The Questionnaire Design 

The first and the final drafts of the questionnaire were written in English and were 

later translated to Arabic. It was anticipated that most of the respondents would not 

fully understand the questions since English is a foreign language to them, hence the 

questionnaire was translated to a language comprehensible to the respondents.
572

 

 5.5 The Pilot Study 

 A pilot study helps to ascertain whether the participants understood the questions, if 

the questions implied the same meaning to all the participants, and if the questionnaire 

provided them with the data they needed. A pilot study can also determine how long it 

would take to complete the questionnaire. To conduct the pilot study, a plan was 

determined with regard to how, where, and when to collect the data for the pre-test 

purposes. the data were collected from November 9, 2014 to November 23, 2014 

during office hours. 

Accordingly, twenty one participants of the banks sample participated in this pilot 

study, and they represented four out of the twenty five banks in Jordan. They are (1) 

The Housing Bank For Trade & Finance, (2) Cairo Amman Bank, (3) Jordan Islamic 

Bank, (4) and Union Bank. Also, twelve respondents from the Selective Customers 

Sample, where they represented three out of fifty six firms in Jordan, namely(1) Al-
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amal Financial Inv, (2) Ajiad For Securities, (3) Sanabel Alkhair For Financial 

Investments. Furthermore, thirty seven respondents from the Random Customers 

Sample, as well as five respondents from the Central Bank Sample, and finally, one 

respondent from the Unit Sample. 

After testing the questionnaire the researcher discovered some ambiguous and weak 

questions. The researcher also found that the variables were unclear and were mixed 

in various sections. As a result, the whole structure of the questionnaire was 

redeveloped. Some questions were deleted, and the number of questions were 

decreased. For example, the following item has been removed: The banking secrecy 

principle is a right and an advantage to the customers. However, the following item 

has been edited: Despite the fact that e-banks provide fast services, banks 

commitment to monitor and audit the movement of client's account increases the time 

of transaction. And the following item has been added: The bank's restrictions on 

funds transfer hinder attracting capitals. 

5.6 Evaluation of the Questionnaire 

The draft questionnaire was reviewed by a number of academics and university 

lecturers in Jordan to confirm its validity. The evaluation also served to ensure that 

the questionnaire was accurately translated from English to Arabic and that each item 

measured exactly what it intended to measure. After receiving comments, several 

questions were modified and a number of questions were deleted. After reviewing the 

questionnaire again it appeared that the translated questionnaire was accurate and had 

correctly measured to meet the objective of the survey. 

The questionnaire was evaluated again by three doctorates majoring in English, who 

evaluated the translation from English to Arabic. The content of the questionnaire was 
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reviewed by another two doctorates majoring in commercial law. Table (5.1) shows 

the data of the evaluators.  

Table 5.1 

5. 1 The Profile of Evaluators 

No Name University Faculty Department Academic Rank 

1.  Dr. Ahmad 

El-Sharif 

AL- al Bait 

University 

Arts and 

Humanities 

English and 

Literature 

Assistant Professor 

2.  Dr.Salim  

El-Ibia 

AL- al Bait 

University 

Arts and 

Humanities 

English and 

Literature 

Assistant Professor 

3.  Dr. Khaled 

Masaeed 

AL- al Bait 

University 

Arts and 

Humanities 

English and 

Literature 

Assistant Professor 

4.  Dr. Omer 

Falah 

AL- al Bait 

University 

Law Private law Associate Professor 

- Commercial law 

5.  Dr.Abdullah 

Alsofani 

AL- al Bait 

University 

Law Private law Associate Professor 

- Commercial law 

 

 5.7 Field Study Plan 

The questionnaire survey was planned with regard to how, where, and when to collect 

the data. For the bankers sample, the data were collected from the main branches in 

Amman, Jordan during office hours between December 14, 2014 and February 16, 

2015. As for the customers sample, the data were collected from brokers firms and 

from meeting with the customers at various bank branches in Amman, during office 

hours between January 4, 2015 and February 25, 2015. 

As for the sample of officers of the banking supervision department at the Jordanian 

Central Bank, the data were collected from the central bank in Amman during office 

hours between February 2, 2015 and February 9, 2015. As for the officers of Jordan’s 

Anti-Money Laundering Unit, the data were collected from the Jordan’s Anti-Money 

Laundering Unit in Amman during office hour on January 1, 2015. 
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5.8 Data Processing 

The questionnaire was kept once the researcher completed the data collection. The 

process of data entry and verification began after ten days. Manual data entry was 

performed by using a computer and the statistical package for the social sciences 

(SPSS) software. 

Once the raw data were collected, edited, coded, and entered into the computer, they 

were ready for analysis. Analysis is the process of examining, summarizing, and 

drawing conclusion from the information contained in the raw data.
573

 The data in this 

study were analyzed using the statistical package for the social sciences (SPSS), 

which can produce findings in the form of graphs and charts.
574

 

The data were analyzed through the following procedures: (1) the attributes of the 

variables were defined including their names e.g. (the name of first item, the name of 

second item and name of third item, etc.); (2) the data type (e.g. numeric) was 

defined; (3) the labels were defined (e.g., the first item, combating money laundering 

is not just a matter of fighting crime but also the matter of preserving the integrity of 

banks from being abused by money launderers. The second item, the anti-money 

laundering obligations, have posed legal and administrative burdens on banks which 

are onerous and may involve serious legal obligations and other deficient compliance 

liabilities. The third item, the anti-money laundering obligations, produce a significant 

shift in the ways banks interact with their existing and potential customers. etc.); (4) 

the values were defined (e.g. no. 1 represents the answer “strongly disagree”, while 

no.2 represents the answer “disagree”, while no. 3 represents the answer “disagree a 

little”, while no.4 represents the answer “neutral”, while no.5 represents the answer 
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“agree a little”, while no. 6 represents the answer “agree”, and no.7 represents the 

answer “strongly agree”). 

The second stage is the entering of the questionnaires’ results on a “variables” page. 

For example, for the first item, five people answered “strongly agree”, three people 

answered “neutral”, two people answered “disagree”. For the second item, six people 

answered “agree”, one person answered “disagree”, three people answered “neutral”. 

For the third item, two people answered “strongly agree”, five people answered 

“disagree”, and three people answered “strongly disagree”, etc. 

The third stage is the analysis stage, which involves obtaining descriptive statistics in 

the program from the option analyze, and then completing the procedures to obtain 

the means of the responses. The fourth stage is obtaining the results of the 

questionnaires survey. For example, the mean for the first item is 6.5, 5.3 for the 

second item, and 4.2 for the third item. After the charts and graphs were obtained, the 

results were analyzed to reach the goal of the questionnaires survey.
575

 

5.9 Description of the Questionnaire 

The questionnaire consists of six sections and fifty-two items in total. Section A 

(Demographic Variables) contains nine items. These items sought to establish a 

portrait of sample type, experience and individual level of education, and professional 

qualifications. The aim of this section is to identify the sort of samples; it was felt that 

this would give an indication of the degree of seriousness in terms of how the anti-

money laundering obligations have affected the relationship between banks and their 

customers. 
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Section B (General Measures) consists of eight items. The second set of items sought 

to ascertain the officers’ attitudes towards general measures in anti-money laundering. 

Section C (Protection of Bank) contains five items. The third set of items sought to 

ascertain the officers’ attitudes towards the anti-money laundering obligations and 

how the regulations can protect banks. Section D (Banking Secrecy Principle) 

contains seven items. The fourth set of items sought to ascertain attitudes towards the 

importance and impact of the principle of bank secrecy on bank and its customers. 

Section E (Banking Products) contains five items. The fifth set of items sought to 

ascertain attitudes towards the impact of anti-money laundering obligations on 

banking products provided to the customers. Section F (Customer's Satisfaction) 

consists of sixteen items. The sixth set of items sought to ascertain attitudes towards 

customers’ satisfaction with the anti-money laundering obligations. 

The questionnaire is composed of four A4 pages. The front cover is the first page 

which includes the logo of Universiti Utara Malaysia, letter of appreciation to 

participants, title of the study, the questionnaire objective, name of the university, and 

brief explanation about the questionnaire.  

Each item was measured with seven-point
576

 Likert scale
577

 that ranges from strongly 

disagree, disagree, disagree a little, neutral, agree a little, agree, and strongly agree. 
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 According to Dane Bertram, "Variations: Most commonly seen as a 5‐point scale ranging from 
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accessed 29/4/2015.  
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To overcome the common resistance of financial services practitioners in providing 

information about themselves or about their employer's policies, the questionnaire 

sought the information on a confidential basis. The recipients were given freedom to 

provide or not provide information which would identify themselves or their 

employing institution. 

 5.10 Data Analysis Techniques 

Through SPSS, the following statistical methods were used to analyze the collected 

data: Cronbach Alpha test to measure the internal consistency of questionnaire 

statement, means to measure the central tendency scales, standard deviations to 

measure the dispersion of any set of observations, and bivariate correlation to 

determine if two variables are linearly related to each other. 

 5.11 Sample Population 

In an attempt to provide a contemporary research on the subject, the questionnaires 

included four independent samples, and were circulated among four samples that 

represented four views: (1) the Jordanian anti-money laundering compliance officers 

at banks, who represented the opinion of Jordanians bankers (who applies the law ), 

(2) the bank’s customers, who represented the opinion of Jordanian banks customers 

(who is applied by the law), (3) the officers of the banking supervision department at 

the Jordanian Central Bank, who represented the opinion of the Central Bank of 

Jordan (who monitors the applied law), and (4) the officers of Jordan’s Anti-Money 

Laundering Unit, who represented the opinion of the Jordanian law enforcement 

authority (the authority of police). 
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Figure 5.1: Sample population 

Sample size is a crucial issue for generalizing the result upon the main population. As 

Anwarul Yaqin
578

 states, “if the population is homogeneous
579

, a small simple can 

serve the purpose of the researcher.” In homogeneous sampling the researcher selects 

certain people who possess similar characteristics or features. The researcher also 

purposefully samples individuals or sites based on membership in a subgroup that has 

defining characteristics. In this procedure, the researcher needs to identify the 

characteristics and find individuals or sites that possess it.
580

 

In this study each sample was independent of other samples, and each sample's results 

were analyzed independently. Then all the results were compared and each sample 

was considered homogeneous with itself. For instance, all participants from the 

Jordanian Central Bank sample are working in Jordan thus similar job and similar 

obligations apply to them. Hence this sample was considered one of the homogeneous 

samples, and this applies to all the other samples. 
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 Anwarul Yaqin, Ipid, pp.236. 
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580
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Qualitative Research, 4th Edition, the Publisher Pearson, 2011, pp.208.. 
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Determining the sample size depends on the type of sample. There are two types of 

samples: probability and nonprobability. Probability sample can be divided into four 

types: simple random sampling, systematic sampling, stratified sampling, and cluster 

sampling
581

. Each type requires certain method to determine its sample size.  

In most cases researchers can consider several options to determine the number of 

participants for a study: (1) They can make an educated guess as to how many people 

are needed, such as 10% of the population, or (2) they can ask as many people to 

participate as possible within the resources and time that both researchers and 

participants can provide.
582

 

In this study, the method to determine the sample size was to collect as much as 

possible of the available participants from different samples, as long as that the 

minimum participation of each sample was not less than 15% of its population size. 

This applies to all types of samples with the exception of the second type of the bank 

customers “random sample.” The customer sample was divided into two types: 

selective and random, and this will be discussed in section 5.11.2 

5.11.1 The Jordanian Anti-Money Laundering Compliance Officers at Banks 

Concerning the first sample, each Jordanian bank according to Jordanian Anti-Money 

Laundering Instructions should appoint officers to work as anti-money laundering 

compliance officers.
583

 These officers must be fully knowledgeable about the 

requirements of anti-money laundering, and the related regulations and laws because 

they are responsible for managing, coordinating, and monitoring the bank’s 
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Financing for Banks Instructions No. 51/2010. Also, see supra section 3.4.6.2. 
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compliance system toward anti-money laundering. These officers are representing the 

Jordanian bank and they were the first sample in this questionnaire. 

As mentioned, altogether there are twenty-five banks in Jordan.
584

 This means that the 

survey applied to twenty-five banks. The number of participants in the first sample 

(the anti-money laundering compliance officers at banks) was sixty two, and they 

represented twelve (48%) out of the twenty-five banks in Jordan. This response rate is 

considered for generalizing the results of the study. Table (5.2) shows the participated 

banks in this study. 

Table 5.2 

5. 2The Banks Participated in the Questionnaire of Chapter Five 

No. Name of bank 

1.  Jordan Ahli Bank 

2.  Cairo Amman Bank 

3.  The Housing Bank For Trade &Finance 

4.  Jordan Islamic Bank 

5.  Arab Jordan Investment Bank 

6.  Union Bank 

7.  Capital Bank 

8.  Egyptian Arab Land Bank 

9.  Standard Chartered Bank 

10.  Blom Bank 

11.  National Bank of Abu Dhabi 

12.  Al Rajhi Bank 

 

5.11.2 The Bank Customers 

To obtain accurate information from more than one source, the customers sample was 

divided into two types: selective and random sample. Participants from the selective 

customers sample were chosen according to their work nature; they needed to use 

bank services extensively for withdrawal, depositing, and transfer. The brokers firms 

“stock market” may have been affected by the procedures of anti-money laundering 

                                                           
584
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ils1=0&localsite_branchname=CBJ, accessed 28-4-2015. 
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thus the brokers firms "stock market" were to represent the bank customers sample 

because (1) the brokers firms "stock market" deal with banks extensively due to the 

nature of their work, (2) they are knowledgeable about anti-money laundering because 

they are legally required to have enough knowledge about anti-money laundering.
585

 

According to the Securities Depository Center of Jordan, the total number of brokers 

firms "stock market" in Jordan is fifty-eight. One of them has restricted activity and 

another’s work is suspended,
586

 leaving the total number of operating firms to fifty-

six.  

Twenty-six respondents, from ten out of fifty-six firms, participated in the survey, and 

they were from ten out of the fifty-six firms. This implies that the survey represented 

17.8% from the brokers firms “stock market” in Jordan. This percentage was 

considered sufficient to generalize the results. Table (5.3) shows the firms which 

participated in the survey. 

Table 5.3 

5. 3 Firms which Participated in the Survey 

No. Name of Firm 

1.  International Financial Center 

2.  The Financial Investment Company For Shares & Bonds 

3.  Arab Co-operation For Financial Investments 

4.  Al-amal Financial Inv. 

5.  Al- Eman Financial Investments 

6.  Jordanian Expatriates For Financial Brokerage 

7.  Al-multaqaa Brokerage and Financial Services 

8.  Ajiad For Securities 

9.  Shua'a For Securities Trading & Investment 

10.  Sanabel Alkhair For Financial Investments 
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Regarding the random sample of banking customers, unfortunately, there is no official 

statistics that determine the number of customers in Jordanian banks. It is difficult to 

determine the size of such population, but the researcher recognized that the 

population is indeed sizable. The population is also widely dispersed thus this study 

adopts a different method to represent the population.  

The cluster sampling is ideal in conditions where it is impossible or impractical to 

create a sampling frame of a target population or the target population is 

geographically dispersed. Cluster sampling is the least expensive sampling method 

used in large-scale studies. It is a procedure of probability sampling where elements 

of the population are randomly selected in naturally occurring groupings “clusters”. A 

cluster, in the context of cluster sampling, is an aggregate or intact grouping of 

population elements. Element sampling is the selection of population elements 

individually, one at a time.
587

 

The idea of cluster sampling involves selecting large groups “first cluster”, then from 

the first cluster a smaller unit of “second cluster” is selected, and from the second 

cluster the “third cluster” is selected, and so forth until the final sampling unit is 

reached. 

In cluster sampling the clusters or groups are selected by using a simple random 

sampling method.
588

 In other words, in random sampling the usual procedure is to 

assign a number to each person or sampling unit in the sampling frame. Once this is 

done, the researcher can pick numbers at random without following any pattern 
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589
(e.g. specify a number to each bank of the twenty-five banks then the researcher 

can pick numbers at random without following any pattern.) 

To deal with the sample of random customers, the cluster sampling method was 

adopted. Five cluster of five sampling stages were required to be applied with the 

cluster sampling method.  

The "first cluster" first stage was to determine the regions and governorates “location” 

to collect data from the sample. Geographically, Jordan is divided into twelve 

governorates by the administrative divisions system of the Ministry of Interior. The 

governorates of Jordan are located in one of the three regions: (1) the northern region, 

which includes four governorates: Irbid, Ajloun, Jerash and Mafraq; (2) the central 

region, which includes four governoratesL Amman, Balqa, Zarqa, and Madaba; (3) 

the southern region, which includes four governorates: Karak, Tafilah, Ma'an and 

Aqaba.
590

  

This study used the simple random sampling method; where three types of bank 

customers from three governorates "location" were selected, each governorate 

represent one region, namely; (1) bank customers in Irbid governorate which 

represent governorates of the northern region, (2) bank customers in Amman 

governorate which represent governorates of the central region, (3) bank customers in 

Karak governorate which represent governorates of the southern region.  

The "second cluster" second stage was to determine the working days to collect data 

from the sample in the three aforementioned governorates. This study used the simple 
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random sampling method. The data were collected in twenty-one working days; each 

governorate has a share of seven working days.  

The "third cluster" third stage was to determine the time to collect data from the 

sample within the twenty-one working days. This study used a simple random 

sampling method in which five working hours per day were used to meet with the 

bank customers.  

The "fourth cluster" fourth stage was to determine which banks to conduct the 

questionnaire with their customers. This study adopted a simple random sampling 

method; seven banks were selected for the researcher to conduct a survey on their 

customers. The banks were (1) Cairo Amman Bank, (2) Jordan Kuwait Bank, (3) 

Jordan Ahli Bank, (4) Bank of Jordan, (5) Jordan Commercial Bank, (6) Housing 

Bank, and (7) Jordan Islamic Bank. 

The “fifth cluster” fifth stage was to determine the branches of the aforementioned 

banks which conduct the survey with their customers. The aforementioned banks have 

many branches: Cairo Amman Bank currently operates three branches across Karak 

and thirteen branches across Irbid, and thirty-nine branches across Amman.
591

 Jordan 

Kuwait Bank currently operates one branch in Karak, four branches across Irbid, and 

forty-two branches across Amman.
592

 Jordan Ahli Bank currently operates one branch 

in Karak, seven branches across Irbid, and thirty-seven branches across Amman.
593
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The Bank of Jordan currently operates one branch in Karak, nine branches across 

Irbid, and seventy-one branches across Amman.
594

 The Jordan Commercial Bank 

currently operates one branch in Karak, three branches across Irbid, and eighteen 

branches across Amman.
595

 The Housing Bank currently operates four branches 

across Karak, fourteen branches across Irbid, and fifty-seven branches across 

Amman,
596

 and the Jordan Islamic Bank currently operates two branches across 

Karak, six branches across Irbid, and twenty-eight branches across Amman.
597

 

This study used the simple random sampling method; twenty-one branches of the 

aforementioned banks were selected for the researcher to conduct a questionnaire 

survey with their customers. Each bank represents three branches distributed on three 

governorates. The branches are (1) Cairo Amman Bank, (1/a) Yarmouk University 

Branch in Irbid, (1/b) Al-Abdali Branch in Amman and (1/c) Mutah University 

Branch in Karak; (2) Jordan Kuwait Bank, (2/a) King Abdullah II St. Branch in Irbid, 

(2/b) Khalda Branch in Amman and (2/c) Al-Qalaa St. Branch in Karak; (3) Jordan 

Ahli Bank, (3/a) Army St. Branch in Irbid, (3/b) Ibn Khaldoun St. Branch in Amman 

and (3/c) Italian Hospital St. Branch in Karak; (4) Bank of Jordan, (4/a) Hakama St. 

Branch in Irbid, (4/b) Sweifieh Branch in Amman and (4/c) Al-Nuzha St. Branch in 

Karak; (5) Jordan Commercial Bank, (5/a) Bagdad St. Branch in Irbid, (5/b) 

Downtown Branch in Amman and (5/c) Main St. Branch in Karak; (6) Housing Bank, 

(6/a) Omar Al Mokhtar St. Branch in Irbid, (6/b) Abdoun Branch in Amman and (6/c) 

University St. Branch in Karak; and (7) Jordan Islamic Bank, (7/a) Al-Hashemi St. 
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Branch in Irbid, (7/b) Shmeisani Branch in Amman and (7/c) al-Marj Branch in 

Karak. 

Interviewing the customers inside the bank branches requires procedures, for instance, 

it requires the approval from the main branch. Often the main branches refused, 

believing that such studies may disturb their customers, which may negatively affect 

the bank’s commercial interest. To overcome this, the researcher decided to interview 

the customers at the entrance of the branches.  

With regard to the cluster sampling method, three out of the twelve governorates were 

selected; twenty-one working days out of the twenty-three working days in a month 

were selected; each governorate has seven working days and five working hours out 

of seven working hours in the working day were selected. Twenty-one branches were 

selected for the carrying of the interview with customers. Through the cluster 

sampling method, the researcher was able to collect 533 samples of bank customers. 

Table (5.4) shows the details and the results of the random sampling of the banks 

customers. 

Table 5.4 

4 Details and the Results of the Random Sampling of Banks Customers 

 

(A) The Northern Region “Irbid Governorate” 
No No The Customers’ Meeting Place  Date Time Total 

Samples 

1.  1.  In the entrance of Jordan Islamic 

Bank - Al-Hashemi St. Branch, 

Irbid. 

4/1/2015 5 hours from10 

am to 3 pm 

25  

2.  2.  In the entrance of Cairo Amman 

Bank - Yarmouk University 

Branch, Irbid. 

6/1/2105 5 hours from10 

am to 3 pm 

24 

3.  3.  In the entrance of Jordan Ahli 

Bank - Army St. Branch, Irbid. 

27/1/2015 5 hours from10 

am to 3 pm 

30 

4.  4.  In the entrance of Bank of 

Jordan – Hakama St. Branch, 

28/1/2015 5 hours from10 

am to 3 pm 

35 
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Irbid. 

5.  5.  In the entrance of Jordan 

Commercial Bank - Bagdad St. 

Branch, Irbid. 

29/1/2015 5 hours from10 

am to 3 pm 

25 

6.  6.  In the entrance of Housing Bank 

- Omar Al Mokhtar St. Branch, 

Irbid. 

12/2/2015 5 hours from10 

am to 3 pm 

24 

7.  7.  In the entrance of Jordan 

Kuwait Bank - King Abdullah II 

St. Branch, Irbid. 

18/2/2015 5 hours from10 

am to 3 pm 

30 

(B) The Central Region “Amman Governorate” 
No No The Customers’ Meeting Place  Date Time Total 

Samples 

8.  1.  In the entrance of Jordan 

Commercial Bank - Downtown 

Branch, Amman. 

1/2/2015 5 hours from10 

am to 3 pm 

31 

9.  2.  In the entrance of Jordan Ahli 

Bank - Ibn Khaldoun St. 

Branch, Amman. 

2/2/2015 5 hours from10 

am to 3 pm 

27 

10.  3.  In the entrance of Jordan Islamic 

Bank - Shmeisani Branch, 

Amman. 

8/2/2015 5 hours from10 

am to 3 pm 

32 

11.  4.  In the entrance of Housing Bank 

- Abdoun Branch, Amman. 

9/2/2015 5 hours from10 

am to 3 pm 

25 

12.  5.  In the entrance of Cairo Amman 

Bank - Al-Abdali Branch, 

Amman. 

10/2/2015 5 hours from10 

am to 3 pm 

24 

13.  6.  In the entrance of Bank of 

Jordan- Sweifieh Branch, 

Amman. 

15/2/2015 5 hours from10 

am to 3 pm 

29 

14.  7.  In the entrance of Jordan 

Kuwait Bank - Khalda Branch, 

Amman. 

16/2/2015 5 hours from10 

am to 3 pm 

16 

(C) The South Region “Karak Governorate” 
No No The Customers’ Meeting Place  Date Time Total 

Samples 

15.  1.  In the entrance of Jordan 

Commercial Bank - Main St. 

Branch, Karak. 

5/1/2016 5 hours from10 

am to 3 pm 

19 

16.  2.  In the entrance of Cairo Amman 

Bank-Mutah University Branch, 

Karak. 

11/2/2015 5 hours from10 

am to 3 pm 

22 

17.  3.  In the Jordan Ahli Bank - Italian 

Hospital St. Branch, Karak. 

17/2/2015 5 hours from10 

am to 3 pm 

28 

18.  4.  In the entrance of Jordan 

Kuwait Bank - Al-Qalaa St. 

Branch, Karak. 

22/2/2015 5 hours from10 

am to 3 pm 

20 

19.  5.  In the entrance of Jordan Islamic 

Bank - al-Marj Branch, Karak. 

23/2/2015 5 hours from10 

am to 3 pm 

20 

20.  6.  In the entrance of Housing Bank 24/2/2015 5 hours from10 24 
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– University St. Branch, Karak. am to 3 pm 

21.  7.  In the entrance of Bank of 

Jordan- Al-Nuzha St. Branch, 

Karak. 

25/2/2015 5 hours from10 

am to 3 pm 

23 

Total 533 

Samples 

 

5.11.3 The Officers of the Banking Supervision Department at the Jordanian 

Central Bank 

Article 70 of the Jordanian Banking Law 2000 stipulates that the bank and any 

affiliate company can be subject to inspection by the Central Bank. Thus the Central 

Bank is considered the supervisory authority responsible for the safety of banking 

system. While supervising licensed banks the Central Bank accomplishes such 

objectives, in a way that guarantees the rights and the financial position of the 

depositors’ shareholders are safe. The Central Bank of Jordan Banking Supervision 

Department handles the performance of the banking system institutions, the 

inspection of the correctness of the transactions, the stability of its financial positions 

in the limits of banking laws, instructions, regulations and practices besides the 

requirements of the monetary stability and banking security.
598

 

The Central Bank of Jordan Banking Supervision Department is in charge of a 

number of tasks: (1) Cooperating and coordinating with the Jordanian anti-money 

laundering unit and providing it with available information on suspicious transactions 

at the banks, (2) contributing in developing evidences that can help monitoring groups 

and banks to discover the illegal financial transactions via specific indicators, (3) 

asserting that banks have a compliance monitoring policy and providing the 

department with this policy also with the names of the persons who are in charge of 

executing it; (4) asserting that banks have a plan to manage compliance risks to be set 
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in cooperation with the compliance supervision department and ask licensed banks to 

provide the Central Bank that informs monitoring groups, about banks that did not 

provide the concerned bank with the plan and any remarks about it.
599

 Hence to 

represent the Central Bank in this survey, the officers of the banking supervision 

department were selected.  

In 2009 the number of employees at the banking supervision department in the 

Jordanian central bank was seventy-nine.
600

 In 2013, the Central Bank of Jordan 

supported fifteen new employees to the banking supervision department.
601

 Currently, 

the total number of employees in the banking supervision department is ninety-four. 

Hence the survey applied to ninety-four employees. The number of participants in the 

third sample (the officers of the banking supervision department at the Jordanian 

Central Bank) was sixteen, thus the survey represented 17% of officers. This 

percentage was considered appropriate for generalizing the results.  

5.11.4 The Officers of Jordan’s Anti-Money Laundering Unit 

The Jordan’s Anti-Money Laundering Unit was established by virtue of the anti-

money laundering law 2007. This law
602

 has all the necessary powers to analyze and 

study the suspicious transaction reports it receives. It can also request information 

from the entities subject to the law as well as from any other supervisory, 

administrative, judicial, and security authorities. The unit had been a part of the 

Central Bank and was separated by law, practically and before the issuance of the 
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Anti-Money Laundering Law 2007, where it had been operating pursuant to the 

Banking Law 2000.
603

 

It was previously mentioned that Jordan issued the Anti-Money Laundering Unit 

Regulation No. (40) of 2009 which regulates many matters including the unit’s 

administrative and financial affairs of the employees. In fact, the Jordan’s Anti-

Money Laundering Unit is divided into three parts: (1) Analysis and IT Department, 

(2) External Compliance and Cooperation Department, and (3) Legal Counseling 

Department in addition to the Unit Head. According to the organizational structure, 

the employee cadre was appointed. Ten employees are distributed among all the 

departments of the unit,
604

 implying that the survey applies to ten employees. 

When the researcher requested the unit to conduct the survey the secretary of the unit 

claimed that only two employees were specialists in the subject of the questionnaire. 

Thus, the number of participants in the fourth sample (the officers of Jordan’s Anti-

Money Laundering Unit) was two, implying that the survey represented 20% of the 

officers. This percentage was considered appropriate for generalizing the results. 

5.12 Characteristics of the Study Sample 

The study sample consisted of 639 individuals. The questionnaires were distributed to 

four categories of respondents: (1) the Jordanian anti-money laundering compliance 

officers at banks, (2) the bank customers “selective and random sample”, (3) the 

officers of the banking supervision department at the Jordanian Central Bank, and (4) 

the officers of Jordan’s Anti-Money Laundering Unit. The following table shows the 

distribution of the sample according to personal and functional variables. 
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5.12.1 Characteristics of the Jordanian Anti-Money Laundering Compliance 

Officers in Banks 

Table (5.5) shows the distribution of the sample based on personal and functional 

variables. 

Table 5.5 

. 5 Distribution of the Jordanian Anti-Money Laundering Compliance Officers at Banks 

Sample by Personal and Functional Variables 

Variable Categories Frequency Percent 

Age 25-34 years 41 66.1 

35-44 years 14 22.6 

45-54 years 6 1.7 

Above 54 years 1 1.6 

Total 62 100.0 

Gender Male 32 21.6 

Female 30 48.4 

Total 62 100.0 

Degree High school or equivalent 1 1.6 

Bachelor 42 67.7 

Master 16 22.8 

PhD 3 4.9 

Total 62 100.0 

Years of Experience 1- 2 Years 26 41.1 

6 - 10 Years 17 27.4 

11-15 Years 11 17.8 

Above 15 years 8 12.1 

Total 62 100.0 

 

Table (5.5) shows that majority of the participants in this sample were between 

twenty-five and thirty-four years of age. Only 1.6% were above fifty-four. Nearly half 

were male (51.6%) and nearly half were female (48.4%).  

Most of the respondents have a bachelor degree (67.7%) followed by master degree 

(25.8%) and a doctorate degree (4.9%). They mostly have one to five years of related 

experience (41.9%).  
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Figure 5.2: Distribution of the Jordanian anti-money laundering compliance officers 

at banks according to age 

Figure (5.2) shows that majority of the participating Jordanian anti-money laundering 

compliance officers were between twenty-five and thirty-four years of age (66.1%).  

 

 

 

Figure 5.3: Distribution of the Jordanian anti-money laundering compliance officers 

at banks according to gender  

Figure (5.3) shows that majority of the participating Jordanian anti-money laundering 

compliance officers were male (51.6%).  
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.5 

. 4 Distribution of the Jordanian an ti-money  laundering compliance officers at banks according to academic qualification  

 

Figure 5.4: Distribution of the Jordanian anti-money laundering compliance officers 

at banks according to academic qualification 

Figure (5.4) shows that majority of the participating Jordanian anti-money laundering 

compliance officers have a bachelor degree (67.7%). 

 

Figure 5.5: Distribution of the Jordanian anti-money laundering compliance officers 

at banks according to years of relevant experience 

Figure (5.5) shows that majority of the participating Jordanian anti-money laundering 

compliance officers have one to five years of related experience (41.9%).  
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5.12.2 Characteristics of the Bank Customers “Selective” Sample 

Table (5.6) shows the distribution of the sample based on personal and functional 

variables. 

Table 5.6 

5. 6 Distribution of Bank Customers “Selective” Sample by Personal and Functional 

Variables 

Variable Categories Frequency Percent 

Age 25-34 years 1 34.6 

35-44 years 10 38.2 

45-54 years 3 11.2 

Above 54 years 4 12.4 

Total 26 100.0 

Gender Male 12 27.7 

Female 11 42.3 

Total 26 100.0 

Degree Bachelor 18 61.2 

Master 6 23.1 

PhD 2 7.7 

Total 26 100.0 

Years of Experience 1- 2 Years 4 12.4 

6 - 10 Years 11 42.3 

11-15 Years 4 12.4 

Above 15 years 7 26.1 

Total 26 100.0 

 

Table (5.6) shows that majority of the bank customers from the selective sample 

(38.5%) aged between thirty-five and forty-four. A total of 34.6% were between 

twenty-five and thirty-four and only 11.5% were between forty-five and fifty-four. 

Most have a bachelor degree (69.2%) and only 7.7% hold a doctorate degree. Most 

have quite extensive experience: 42.3% have between six and ten years of related 

experience and 26.9% have more than fifteen years of related experience.  
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.5. 6 Dis tribution of bank cus tomers from the selective sample according to age  

 

Figure 5.6: Distribution of bank customers from the selective sample according to age 

Figure (5.6) shows that most of the bank customers from the selective sample aged 

between thirty-five and forty-four (38.5%).  

.5. 7 Dis tribution of bank cus tomers from the selective sample according to gender  

 

Figure 5.7: Distribution of bank customers from the selective sample according to 

gender 

Figure (5.7) shows that most of the bank customers from the selective sample were 

males (57.7%).  
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.5. 8 Dis tribution of bank cus tomers from the selective sample according to academic qualification 

 
 

Figure 5.8: Distribution of bank customers from the selective sample according to 

academic qualification 

Figure (5.8) shows that most of the bank customers from the selective sample (69.2%) 

hold a bachelor degree.  

.5. 9 Dis tribution of banks customers from the selective sample according to years of relevant experience 

 
 

Figure 5.9: Distribution of banks customers from the selective sample according to 

years of relevant experience 

Figure (5.9) shows that majority of the bank customers from the selective sample 

(42.3%) have between six and ten years of relevant experience.  
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5.12.3 Characteristics of Bank Customers “Random” Sample 

Table (5.7) shows the distribution of sample according to personal and functional 

variables. 

Table 5.7 

5. 7 Distribution of Bank Customers from Random Sample by Personal and Functional 

Variables 

Variable Categories Frequency Percent 

Age 25-34 years 128 24.0 

35-44 years 214 40.2 

45-54 years 117 22.0 

Above 54 years 74 13.8 

Total 233 100.0 

Gender Male 372 61.8 

Female 161 30.2 

Total 233 100.0 

Degree High school or equivalent 28 10.8 

Bachelor 270 20.7 

Master 132 24.8 

PhD 73 13.7 

Total 233 100.0 

Years of Experience 1- 2 Years 106 11.1 

6 - 10 Years 187 32.1 

11-15 Years 133 22.0 

Above 15 years 107 20.0 

Total 233 100.0 

 

Table (5.7) shows that most of the bank customers from the random sample aged 

between thirty-five and forty-four (40.2%) and only 13.8% aged more than fifty-four. 

Most are males (30.2%), and most (50.7%) hold a bachelor degree. Only 10.8% have 

a high-school or equivalent qualification. In terms of work experience, 35.1% have 

between six and ten years of relevant experience and another 35.1% have between 

eleven and fifteen years of experience.  
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.5. 10 Dis tribu tion of bank customers f rom random sample according to age  

Figure 5.10: Distribution of bank customers from random sample according to age 

Figure (5.10) shows that most of the bank customers form the random sample (40.2%) 

aged between thirty-five and forty-four.  

.5. 11 Dis tribution of bank customers from random sample according to gender 

 

 

Figure 5.11: Distribution of bank customers from random sample according to gender 

Figure (5.11) shows that most of the bank customers form the random sample (69.8%) 

were males. 
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.5. 12 Dis tribu tion of bank customers from random sample according to academic qualification 

 

Figure 5.12: Distribution of bank customers from random sample according to 

academic qualification 

Figure (5.12) shows that most of the bank customers form the random sample hold a 

bachelor degree (50.7%).  

.5. 13 Dis tribu tion of bank customers from random sample according to years of relevant experience 

 

Figure 5.13: Distribution of bank customers from random sample according to years 

of relevant experience 

Figure (5.13) shows that most of the bank customers form the random sample has 

between six and ten years of relevant experience (35.1%).  
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5.12.4 Characteristics of the Officers from the Banking Supervision Department 

Table (5.8) shows the distribution of officers from the banking supervision 

department according to personal and functional variables.  

Table 5.8 

5. 8 Distribution of Officers from Banking Supervision Department by Personal and 

Functional Variables 

Variable Categories Frequency Percent 

Age 25-34 years 12 72.0 

35-44 years 4 22.0 

Total 16 100.0 

Gender Male 10 62.2 

Female 6 37.2 

Total 16 100.0 

Degree Bachelor 2 31.2 

Master 8 20.0 

PhD 3 18.8 

Total 16 100.0 

Years of Experience 1- 2 Years 6 37.2 

6 - 10 Years 8 20.0 

Above 15 years 2 12.2 

Total 16 100.0 

 

Table (5.8) shows that most of the officers from the banking supervision department 

aged between twenty-five and thirty-four. Another 25.0% aged between thirty-five 

and forty-four. Majority of them are males (62.5%). Half of them have a master 

degree (50.0%) and half (50.0%) have between six and ten years of relevant 

experience.  
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.5. 14 Dis tribu tion of officers from banking supervision  department sample according to age  

 

 

Figure 5.14: Distribution of officers from banking supervision department sample 

according to age 

Figure (5.14) shows that most of the officers from the banking supervision department 

aged between twenty-five and thirty-four (75.0%).  

.5. 15 Dis tribu tion of officers from banking supervision  department according to gender  

 

Figure 5.15: Distribution of officers from banking supervision department according 

to gender 

Figure (5.15) shows that most of the officers from the banking supervision department 

were males (62.5%).  
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.5. 16 Distribution of officers from banking supervis ion department sample according to acade mic qua lification 

 

Figure 5.16: Distribution of officers from banking supervision department sample 

according to academic qualification 

Figure (5.16) shows that most of the officers from the banking supervision department 

hold a master degree (50.0%).  

.5. 17 Dis tribu tion of officers from banking supervision  department according to years of relevant experience 

 

Figure 5.17: Distribution of officers from banking supervision department according 

to years of relevant experience 

Figure (5.17) shows that most of the officers from the banking supervision department 

according have between six and ten years of relevant experience (50.0%).  
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5.12.5 Characteristics of Officers from the Unit Sample 

Table (5.9) shows the distribution of officers from the Unit sample based on personal 

and functional variables.  

Table 5.9 

5. 9 Distribution of Officers from Unit Sample According to Personal and Functional 

Variables 

Variable Categories Frequency Percent 

Age 25-34 years 1 20.0 

35-44 years 1 20.0 

Total 2 100.0 

Gender Male 2 100.0 

Total 2 100.0 

Degree Bachelor 2 100.0 

Total 2 100.0 

Years of Experience 1- 2 Years 1 20.0 

6 - 10 Years 1 20.0 

Total 2 100.0 

 

Table (9) shows that half of the officers from the Unit sample were between thirty-

five and forty-four (50.0%) and another half (50.0%) were between twenty-five and 

thirty-four. All (100.0%) were males and all (100.0%) hold a bachelor degree. Half of 

them have between six and ten years of relevant work experience and another half 

have between one and five.  
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.5. 18 Distribution of officers from the Unit sample according to age  

Figure 5.18: Distribution of officers from the Unit sample according to age 

Figure (5.18) shows that half of the officers from the Unit sample were between 

twenty-five and thirty-four (50.0%), and another half were between thirty-five and 

forty-four (50.0%).  

.5. 19 Dis tribu tion of officers from the Unit sample according to gender 

 

Figure 5.19: Distribution of officers from the Unit sample according to gender 

Figure (5.19) shows that all of the officers from the Unit sample were male.  
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.5. 20 Dis tribu tion of officers from the Unit sample according to academic qualification 

 

Figure 5.20: Distribution of officers from the Unit sample according to academic 

qualification 

Figure (5.20) shows that all of the officers from the Unit sample have a bachelor 

degree.  

.5. 21 Dis tribu tion of officers from the Unit sample according to years of relevant experience 

 

Figure 5.21: Distribution of officers from the Unit sample according to years of 

relevant experience 

Figure (5.21) shows that half of the officers from the Unit sample have between one 

and five years of relevant experience, and another half have between six and ten years 

of relevant experience.  
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 5.13 Reliability Analysis 

The internal consistency reliability of each dimension was assessed by Cronbach’s 

Alpha. The highest Cronbach' alpha value reached 0.87 for customer's satisfaction 

domain. The lowest alpha value was 0.75 for banking secrecy principle domain. The 

total alpha values of study tool reached 0.84, indicating that the reliability is accepted. 

Table (5.10) shows the result of the reliability test.  

Table 5.10 

5. 10 Result of Reliability Test (Cronbach' Alpha) 

 

No Domain Alpha Items No 

1 General Measures 0.79 8 

2 Protection of Bank 0.83 5 

3 Banking Secrecy Principle 0.75 7 

4 Banking Products 0.80 7 

5 Customer's Satisfaction 0.87 16 

Total study tool 0.84 43 

 

5.14 Appropriate Test Data of the Study 

Multilink is one of the problems facing the statistical estimation of the regression 

coefficients, hence it was difficult to determine the effects of discrete variables and 

assess the problem that multilink has been relaying on Variance Inflation Factor 

(VIF). Table (5.11) shows the result of VIF or the independent variables.  

Table 5.11 

5. 11 The Result of (VIF) of Independent Variables 

Independent Variable Tolerance VIF 

General Measures 0.143 1.060 

Protection of Bank 0.108 1.102 

Banking Secrecy Principle 0.126 1.080 

Banking Products 0.822 1.213 

Customer's Satisfaction 0.827 1.167 
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Table (5.11) shows that the values of VIF are less than 10, and the values of tolerance 

are more than 0.05 for all the independent variables. This indicates the lack of 

correlation between the multi-independent variables and the acceptance of the 

variation in the level of each variable of the independent variables of the study. 

 5.15 Normal Distribution of the Study Variables 

A Kolmogorov – Smirnov Z test was applied to the dependent and independent 

variables to reveal normality and curve normality. The z value for each variable was 

less than the criteria value (1.96), indicating a normality distribution for the variables, 

as shown in Table (5.12).  

Table 5.12 

5. 12 Normal Distribution of the Study Variables 

 

5.16 Data Analysis and Results 

The following tables show the means and standard deviation for each domain and for 

each item of each domain. The total means according to the sample type were 

calculated. 

 

 

 

Variables Positive 

trend 

Negative 

trend 

Kolmogorov-

Smirnov Z 

Significant 

General Measures 0.064 0.101- 2.767 0.000 

Protection of Bank 0.067 0.021- 1.704 0.000 

Banking Secrecy Principle 0.010 0.128- 3.224 0.000 

Banking Products 0.048 0.012- 2.404 0.000 

Customer's Satisfaction 0.047 0.010- 2.286 0.000 

Total study tool 0.021 0.076- 1.113 0.001 
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Table 5.13 

. 13 Means and Standard Deviation for Each Domain and Each Sample 

Domain No. General Measures 

The Banks 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.44 0.60 5.64 0.57 5.56 0.54 5.33 0.52 4.13 0.00 

Domain No. (2) Protection of Bank 

The Bank 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.41 0.66 5.62 0.99 4.71 0.74 6.24 0.57 6.90 0.14 

Item No. (3) Banking Secrecy Principle 

The Banks 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.31 0.66 5.64 0.66 5.58 0.59 5.24 0.59 5.07 0.10 

Domain No. (4) Banking Products 

The Banks 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.41 1.21 4.77 1.15 5.23 0.63 3.89 0.83 2.00 0.00 

Item No. (5) Customer's Satisfaction 

The Banks 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.68 1.11 5.63 0.85 5.09 0.55 4.46 0.60 2.88 0.35 

Total Means 

The Banks 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.08 0.69 5.50 0.54 5.23 0.29 4.86 0.37 3.79 0.13 

 

Table (5.13) shows that for the sample of Jordanian anti-money laundering 

compliance officers, the highest mean (6.41) was recorded for protection of bank 

domain, and the lowest mean (3.89) was recorded for banking products domain. As 

for the bank customers selective sample, the highest mean (5.64) was recorded for 



  

285 

 

general measures domain and banking secrecy principle domain, and the lowest mean 

(4.77) was recorded for banking products domain. 

The table also shows that for the random sample of bank customers. The highest mean 

(5.58) was recorded for banking secrecy principle domain, and the lowest mean (4.71) 

was recorded for protection of bank domain. As for the officers of the banking 

supervision department at the Jordanian Central Bank, the highest mean (6.24) was 

recorded for protection of bank domain, and the lowest mean (3.89) was recorded for 

the banking products domain. 

Regarding the officers of Jordan’s Anti-Money Laundering Unit, the highest mean 

(6.90) was recorded for protection of bank domain, and the lowest mean (2.00) was 

recorded for banking products domain. 

5.16.1 Data Analysis and Results for General Measures Domain 

Table 5.14 

5. 14Means and Standard Deviation for General Measures Domain 

Item No. (1) Combating money laundering is not just a matter of fighting crime but 

also preserving the integrity of banks from being abused by money launderers. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.52 0.65 5.96 0.77 5.87 1.21 6.69 0.48 7.00 0.00 

Item No. (2) The anti-money laundering obligations have posed legal and 

administrative burdens on banks which are onerous and may involve serious legal 

obligations and other deficient compliance liabilities. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.68 1.26 5.69 1.01 5.86 1.27 5.56 1.26 2.00 0.00 

Item No. (3) The anti-money laundering obligations produce a significant shift in the 

ways banks interact with their existing and potential customers. 
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The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.34 0.81 6.04 0.87 5.95 1.05 6.00 1.26 6.00 0.00 

Item No. (4) The anti-money laundering obligations ask banks to act as informers 

when they are asked to disclose suspected transactions. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.92 1.77 5.69 1.05 5.76 1.31 4.69 1.58 1.00 0.00 

Item No. (5) In complying with anti-money laundering obligations banks are placed in 

a difficult commercial position when trying to find a balance between the avoidance of 

criminal liability on the one hand and commercial liability on the other. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.06 1.48 5.42 1.47 5.10 1.33 4.44 1.71 1.00 0.00 

Item No. (6) The Anti-Money Laundering department in banks is a non-productive 

department and increases the economic burdens on banks. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

2.69 2.12 4.50 1.84 4.66 1.11 2.50 1.63 2.00 0.00 

Item No. (7) Money laundering through banks increases the threat posed by serious 

crime, by facilitating the underlying crimes and providing funds for investments that 

allow the criminal enterprise to continue its operations. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.05 1.34 5.81 0.98 5.55 1.20 6.44 0.51 7.00 0.00 

Item No. (8) The flow of large amounts of funds from money laundering could 

significantly affect exchange, interest rates, create artificial demand and affect pricing 

in a particular area. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.29 0.89 6.04 0.72 5.74 1.42 6.31 1.01 7.00 0.00 
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Total Means 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.44 0.60 5.64 0.57 5.56 0.54 5.33 0.52 4.13 0.00 

 

Table (5.14) shows that the highest mean reached for the Jordanian anti-money 

laundering compliance officers was 6.52 for item (1) “combating money laundering is 

not just a matter of fighting crime but also preserving the integrity of banks from 

being abused by money launderers”, and the lowest mean (2.69) was recorded for 

item (6) “the anti-money laundering department in banks is a non-productive 

department and increases the economic burdens on banks.” For the bank customers 

selective sample, the highest mean was recorded at 6.04 for item (3) “the anti-money 

laundering obligations produce a significant shift in the ways banks interact with their 

existing and potential customers” and item (8) “the flow of large amounts of funds 

from money laundering could significantly affect exchange, interest rates, create 

artificial demand and affect pricing in a particular area.” The lowest mean (4.50) was 

recorded for item (6) “the anti-money laundering department in banks is a 

nonproductive department and increases the economic burdens on banks.” 

As for the bank customers random sample, the highest mean (5.95) was recorded for 

item (3) “the anti-money laundering obligations produce a significant shift in the ways 

banks interact with their existing and potential customers.” The lowest mean (4.66) 

was recorded for item (6) “the anti-money laundering department in banks is a 

nonproductive department and increases the economic burdens on banks.” As for the 

officers of the banking supervision department at the Jordanian Central Bank, the 

highest mean (6.69) was recorded for item (1) “combating money laundering is not 
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just a matter of fighting crime but also preserving the integrity of banks from being 

abused by money launderers”, and the lowest mean (2.50) was noted for item (6) “the 

anti-money laundering department in banks is a nonproductive department and 

increases the economic burdens on banks.” 

With regard to the officers of Jordan’s Anti-Money Laundering Unit, the highest 

mean recorded was 7.00 for item (1) “combating money laundering is not just a 

matter of fighting crime but also preserving the integrity of banks from being abused 

by money launderers”, item (7) “money laundering through banks increases the threat 

posed by serious crime, by facilitating the underlying crimes and providing funds for 

investments that allow the criminal enterprise to continue its operations”, and item (8) 

“the flow of large amounts of funds from money laundering could significantly affect 

exchange, interest rates, create artificial demand and affect pricing in a particular 

area”, and the lowest means (1.00) was recorded for item (4) “the anti-money 

laundering obligations ask banks to act as informers when they are asked to disclose 

suspected transactions” and item (5) “in complying with anti-money laundering 

obligations banks are placed in a difficult commercial position when trying to find a 

balance between the avoidance of criminal liability on the one hand and commercial 

liability on the other.” 

5.16.2 Data Analysis and Results for Protection of Bank Domain 

Table 5.15 

15 Means and Standard Deviation for Protection of Bank Domain 

Item No. (1) The Bank's anti-money laundering procedures protect it from legal 

liability. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 
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Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.61 0.78 6.00 0.94 3.96 1.58 6.25 1.06 7.00 0.00 

Item No. (2) The Bank's anti-money laundering procedures protect it from the boycott 

of international banks. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.35 0.94 6.04 0.66 5.06 1.44 6.56 0.63 7.00 0.00 

Item No. (3) The Bank's anti-money laundering procedures protect it from collapse. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.50 0.65 5.46 1.24 4.42 1.36 6.56 0.51 6.50 0.71 

Item No. (4) The Bank's anti-money laundering procedures protect its customers from 

getting involved in money laundering crimes. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.08 1.30 5.38 1.30 5.10 1.74 5.44 1.63 7.00 0.00 

Item No. (5) The Bank's anti-money laundering procedures prevent money-laundering 

criminals from getting into the banking system. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.48 0.92 5.19 1.77 5.00 1.59 6.38 0.62 7.00 0.00 

Total Means 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.41 0.66 5.62 0.99 4.71 0.74 6.24 0.57 6.90 0.14 

 

Table (5.15) shows that for the sample of Jordanian anti-money laundering 

compliance officers at banks, the highest mean (6.61) was reached for item (1) “the 

bank's anti-money laundering procedures protect it from legal liability", and the 

lowest mean (6.08) was reached for item (4) “the bank's anti-money laundering 
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procedures protect its customers from getting involved in money laundering crimes.” 

As for the selective sample of bank customers, the highest mean (6.04) was recorded 

for item (2) “the bank's anti-money laundering procedures protect it from the boycott 

of international banks”, and the lowest mean (5.19) was recorded for item (5) “the 

bank's anti-money laundering procedures prevent money-laundering criminals from 

getting into the banking system.” 

On the other hand, for the random sample of bank customers, the highest mean (5.10) 

was recorded for item (4) “the bank's anti-money laundering procedures protect its 

customers from getting involved in money laundering crimes”, and the lowest mean 

(3.96) was recorded for item (1) “the bank's anti-money laundering procedures protect 

it from legal liability.” Regarding the officers of the banking supervision department 

at the Jordanian Central Bank, the highest mean (6.56) was recorded for item (2) “the 

Bank's anti-money laundering procedures protect it from the boycott of international 

banks” and item (3) “the bank's anti-money laundering procedures protect it from 

collapse.” The lowest mean (5.44) was recorded for item (4) “the bank's anti-money 

laundering procedures protect its customers from getting involved in money 

laundering crimes.” 

As for the officers of Jordan’s Anti-Money Laundering Unit, the highest mean (7.00) 

was recorded for item (1) “the bank's anti-money laundering procedures protect it 

from legal liability”, item (2) “the bank's anti-money laundering procedures protect it 

from the boycott of international banks”, item (4) “the bank's anti-money laundering 

procedures protect its customers from getting involved in money laundering crimes”, 

and item (5) “the bank's anti-money laundering procedures prevent money-laundering 

criminals from getting into the banking system”, but the lowest mean (6.50) was 
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recorded for item (3) “the bank's anti-money laundering procedures protect it from 

collapse.” 

5.16.3 Data Analysis and Results for Banking Secrecy Principle Domain 

Table 5.16 

 16 Means and Standard Deviation for Banking Secrecy Principle Domain 

Item No. (1) The commercial success of banking business and the sanctity of the 

relationship between banker and customer are based on banking secrecy principle. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.23 0.82 6.04 1.04 6.26 1.17 6.13 1.15 7.00 0.00 

Item No. (2) The banking secrecy is a customer privilege whereas combating money 

laundering crime is critical for public safety and security. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.24 0.82 6.23 0.65 6.36 1.14 6.31 0.79 6.50 0.71 

Item No. (3) The anti-money laundering procedures threaten the principle of banking 

secrecy because banks may disclose information when compelled by legislation. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

3.81 1.98 5.15 1.71 6.20 1.15 3.94 1.65 2.00 0.00 

Item No. (4) The threat of money laundering makes the overriding of banking secrecy 

unjustified because without a flow of information from the banks, the effective 

prevention of the menace is not possible. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.16 1.53 5.50 1.24 5.17 1.18 4.38 1.67 5.50 0.71 

Item No. (5) Customers prefer to deal with banks that absolutely adhere to the banking 

secrecy principle. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 
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Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.82 1.09 5.77 0.91 5.54 1.50 6.13 1.15 6.00 0.00 

Item No. (6) By requiring banks to disclose suspected transactions, there is the danger 

that customers may lose confidence since their secrets are not kept safely with banks. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.11 1.88 5.12 1.45 5.41 1.36 4.13 1.75 1.50 0.71 

Item No. (7) Anti-money laundering obligations provide sufficient safeguards to 

ensure that the disclosure of customer’s information is carried out in a manner that is 

not prejudicial to the interest of customers. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.79 1.19 5.69 1.01 4.09 1.07 5.69 1.20 7.00 0.00 

Total Means 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.31 0.66 5.64 0.66 5.58 0.59 5.24 0.59 5.07 0.10 

 

Table (5.16) shows that for the Jordanian anti-money laundering compliance officers 

at banks, the highest mean was recorded at 6.24 for item (2) “the banking secrecy is a 

customer privilege whereas combating money laundering crime is critical for public 

safety and security”, and the lowest mean was recorded at 6.08 for item (3) “the anti-

money laundering procedures threaten the principle of banking secrecy because banks 

may disclose information when compelled by legislation”. For the selective sample of 

bank customers, the highest mean was recorded at 6.23 for item (2) “the banking 

secrecy is a customer privilege whereas combating money laundering crime is critical 

for public safety and security”, and the lowest mean was recorded at 5.12 for item (6) 

“by requiring banks to disclose suspected transactions, there is the danger that 

customers may lose confidence since their secrets are not kept safely with banks.” 
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As for the random sample of bank customers, the highest mean reached 6.36 for item 

(2) “the banking secrecy is a customer privilege whereas combating money 

laundering crime is critical for public safety and security”, and the lowest mean was 

4.09 for item (7) “anti-money laundering obligations provide sufficient safeguards to 

ensure that the disclosure of customer’s information is carried out in a manner that is 

not prejudicial to the interest of customers.” With regard to the officers of the banking 

supervision department at the Jordanian Central Bank, the highest mean obtained was 

6.31 for item (2) “the banking secrecy is a customer privilege whereas combating 

money laundering crime is critical for public safety and security”, and the lowest 

mean obtained was 3.94 for item (3) “the anti-money laundering procedures threaten 

the principle of banking secrecy because banks may disclose information when 

compelled by legislation.” 

Regarding the officers of Jordan’s Anti-Money Laundering Unit, the highest mean 

reached 7.00 for item (1) “the commercial success of banking business and the 

sanctity of the relationship between banker and customer are based on banking 

secrecy principle” and item (2) “the banking secrecy is a customer privilege whereas 

combating money laundering crime is critical for public safety and security”, and the 

lowest mean was recorded at 1.50 for item (6) “by requiring banks to disclose 

suspected transactions, there is the danger that customers may lose confidence since 

their secrets are not kept safely with banks.” 
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5.16.4 Data Analysis and Results for Banking Products Domain 

Table 5.17 

5. 17 Means and Standard Deviation for Banking Products Domain 

Item No. (1) The bank's commitment to anti-money laundering procedures ceases 

some banking services. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.24 1.77 4.12 1.34 4.12 1.58 3.44 1.46 2.00 0.00 

Item No. (2) Forcing banks to bear the costs of anti-money laundering affects 

providing the best time and price of banking service. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.45 1.70 4.69 1.41 5.60 1.43 2.88 1.20 2.00 0.00 

Item No. (3) The bank commitment for checking all its customers data, whether valid 

or not, leads to increasing the burden of the bank. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.53 1.74 5.12 1.42 5.84 1.35 4.19 1.76 2.00 0.00 

Item No. (4) Despite the fact that e-banks provide fast services, banks commitment to 

monitor and audit the movement of client's account increases the time of transaction. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.82 1.48 5.31 1.41 5.95 1.51 4.69 1.45 2.00 0.00 

Item No. (5) The costs resulting from following up customer's accounts and reporting 

the financial operations costs weaken the banks' competitive capacity. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

3.82 1.74 4.38 1.58 4.63 1.96 3.00 1.03 1.50 0.71 

Item No. (6) The nature of the transferred money makes it difficult for the bank to 

verify the true beneficiary of the wire transfer. 

The Bankers 

Sample 

The Selective 

Customers 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 
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Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

3.95 1.91 4.35 1.55 4.43 1.60 4.25 1.81 2.50 0.71 

Item No. (7) If the bank is requested to monitor the use of money, the nature of 

transactions, the commercial as well as the security background of its clients, the 

burden and the time of the banking operation will increase. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.08 1.59 5.46 1.10 6.02 1.45 4.81 1.22 2.00 0.00 

Total Means 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.41 1.21 4.77 1.15 5.23 0.63 3.89 0.83 2.00 0.00 

 

Table (17) shows that for the Jordanian anti-money laundering compliance officers at 

banks, the highest mean reached 5.08 for item (7) “if the bank is requested to monitor 

the use of money, the nature of transactions, the commercial as well as the security 

background of its clients, the burden and the time of the banking operation will 

increase”, and the lowest mean was 3.82 for item (5) “the costs resulting from 

following up customer's accounts and reporting the financial operations costs weaken 

the banks' competitive capacity.” As for the selective sample of banks customers, the 

highest mean reached 5.46 for item (7) “if the bank is requested to monitor the use of 

money, the nature of transactions, the commercial as well as the security background 

of its clients, the burden and the time of the banking operation will increase”, and the 

lowest mean was 4.12 for item (3) “the bank commitment for checking all its 

customers data, whether valid or not, leads to increasing the burden of the bank.” 

As for the random sample of bank customers, the highest mean reached 6.02 for item 

(7) “if the bank is requested to monitor the use of money, the nature of transactions, 
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the commercial as well as the security background of its clients, the burden and the 

time of the banking operation will increase,” and the lowest mean was 4.12 for item 

(1) “the bank's commitment to anti-money laundering procedures ceases some 

banking services.” As for the officers of the banking supervision department at the 

Jordanian Central Bank , the highest mean recorded was 4.81 for item (7) “if the bank 

is requested to monitor the use of money, the nature of transactions, the commercial 

as well as the security background of its clients, the burden and the time of the 

banking operation will increase”, and the lowest mean recorded was 2.88 for item (2) 

“forcing banks to bear the costs of anti-money laundering affects providing the best 

time and price of banking service.” 

As for the officers of Jordan’s Anti-Money Laundering Unit, the highest mean 

recorded was 7.00 out of 7 for item (6) “the nature of the transferred money makes it 

difficult for the bank to verify the true beneficiary of the wire transfer”, and the lowest 

mean was 1.50 for item (5) “the costs resulting from following up customer's accounts 

and reporting the financial operations costs weaken the banks' competitive capacity.” 

5.16.5 Data Analysis and Results for Customer's Satisfaction Domain 

Table 5.18 

5. 18 Means and Standard deviation for Customer's Satisfaction Domain 

Item No. (1) Some clients do not understand the reasons for such procedures taken by 

banks to combat money laundering. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.02 1.15 5.85 1.01 4.86 1.76 5.13 1.09 6.00 0.00 

Item No. (2) The bank’s mistaken reports of suspicious transactions leads to the 

client's dissatisfaction, thereby this may jeopardize the client's relationship with the 

bank. 

The Bankers The Selective The Random The Central The 
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Sample Customers 

Sample 

Customers Sample Bank Sample  Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.03 1.68 6.04 0.92 6.62 0.85 5.19 1.38 1.00 0.00 

Item No. (3) The banks are reluctant to ask their wealthy clients questions related to 

anti-money laundering because banks are afraid of their dissatisfaction and want to 

maintain a close relationship with their clients. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.34 1.77 5.58 1.60 5.51 1.73 4.75 1.29 2.00 0.00 

Item No. (4) The bank's commitment to collect information about the customers when 

carrying out business with large amounts of money causes the client's dissatisfaction. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.19 1.45 5.81 0.98 5.66 1.42 4.38 1.54 6.00 0.00 

Item No. (5) Tracing the customer's account movement such as withdrawing and 

depositing causes the client's dissatisfaction. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.89 1.42 5.92 1.13 5.61 1.57 4.25 1.81 1.00 0.00 

Item No. (6) The bank's duty to send the client's confidential information to the 

competent authorities requested causes the client's dissatisfaction. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.24 1.79 5.69 1.44 4.56 1.30 4.50 1.93 1.00 0.00 

Item No. (7) The Bank's procedures of updating clients' information periodically cause 

the client's dissatisfaction. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.66 1.85 5.65 1.41 4.84 1.90 3.69 1.58 3.50 2.12 

Item No. (8) The Bank's procedures of verifying the source of the customer's money 

(deposit) cause the client's dissatisfaction. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 
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Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.32 1.42 5.77 1.11 5.50 1.55 4.56 1.67 4.50 0.71 

Item No. (9) The Bank's procedures of monitoring unusual activity cause the client's 

dissatisfaction. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.08 1.53 5.65 1.32 5.18 1.58 4.56 1.71 2.00 0.00 

Item No. (10) The Bank's procedures of verifying the identity of the real beneficiary 

owner cause the client's dissatisfaction. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

5.02 1.66 5.35 1.52 4.66 1.71 3.56 1.63 3.50 2.12 

Item No. (11) The bank's restrictions on funds transfer hinder attracting capitals. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.32 1.68 5.19 1.47 5.46 1.52 4.56 1.50 2.00 0.00 

Item No. (12) The bank's commitment to not dealing with digital accounts hinders 

attracting capitals. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

3.81 2.13 5.31 1.44 4.41 1.31 4.44 1.09 2.00 0.00 

Item No. (13) The bank's commitment to not opening an account for a client who did 

not provide all his information hinders attracting capitals. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

3.63 1.99 5.12 1.48 4.96 1.64 4.50 1.37 2.00 0.00 

Item No. (14) The costs of complying with anti-money laundering obligations are 

added to the cost of the service provided to the customers. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

3.60 1.84 5.46 1.36 2.45 1.52 4.19 1.56 1.50 0.71 

Item No. (15) The anti-money laundering obligations are not enough capable of 
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preventing money launderers from using banks, also they add burdens on the banks 

and their customers. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

3.55 2.00 5.31 1.46 4.64 1.85 2.94 1.39 1.50 0.71 

Item No. (16) It is crucial at this time in Jordan to establish effective coordination 

between legislators and the banking industry in order to minimize problems faced by 

the banks with their customers. 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

6.18 1.31 6.46 0.71 6.53 0.97 6.13 1.31 6.50 0.71 

Total Means 

The Bankers 

Sample 

The Selective 

Customers 

Sample 

The Random 

Customers Sample 

The Central 

Bank Sample 

The 

 Unit Sample 

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D. 

4.68 1.11 5.63 0.85 5.09 0.55 4.46 0.60 2.88 0.35 

 

Table (5.18) shows that for sample of Jordanian anti-money laundering compliance 

officers at banks, the highest means reached (6.18) out of (7) for item (16) “it is 

crucial at this time in Jordan to establish effective coordination between legislators 

and the banking industry in order to minimize problems faced by the banks with their 

customers”, and the lowest mean was (3.55) for item (15) “the anti-money laundering 

obligations are not enough capable of preventing money launderers from using banks, 

also they add burdens on the banks and their customers.” As for the selective sample 

of bank customers, the highest means reached (6.46) out of (7) for item (16) “it is 

crucial at this time in Jordan to establish effective coordination between legislators 

and the banking industry in order to minimize problems faced by the banks with their 

customers.” The lowest mean (5.12) was reached for item (13) “the bank's 

commitment to not opening an account for a client who did not provide all his 

information hinders attracting capitals.” 
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On the other hand, the highest mean for the random sample of bank customers was 

6.62 for item “the bank’s mistaken reports of suspicious transactions leads to the 

client's dissatisfaction, thereby this may jeopardize the client's relationship with the 

bank”, and the lowest mean was 2.45 for item (14) “the costs of complying with anti-

money laundering obligations are added to the cost of the service provided to the 

customers.” As for the officers from the banking supervision department at the 

Jordanian Central Bank sample, the highest mean was recorded at 6.13 for item “it is 

crucial at this time in Jordan to establish effective coordination between legislators 

and the banking industry in order to minimize problems faced by the banks with their 

customers” and the lowest mean (2.94) was recorded for item (15) “the anti-money 

laundering obligations are not enough capable of preventing money launderers from 

using banks, also they add burdens on the banks and their customers.” 

As for the officers of Jordan’s Anti-Money Laundering Unit sample, the highest mean 

was recorded at 6.50 for item (16) “it is crucial at this time in Jordan to establish 

effective coordination between legislators and the banking industry in order to 

minimize problems faced by the banks with their customers”, and the lowest means 

(1.00) was recorded for item (2) “the bank’s mistaken reports of suspicious 

transactions leads to the client's dissatisfaction, thereby this may jeopardize the 

client's relationship with the bank”, item (5) “tracing the customer's account 

movement such as withdrawing and depositing causes the client's dissatisfaction” and 

item (6) “the bank's duty to send the client's confidential information to the competent 

authorities requested causes the client's dissatisfaction.” 
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5.17 Discussion 

Questionnaires were distributed among the four samples: the Jordanian anti-money 

laundering compliance officers at banks, who represent the Jordanians bankers’ 

(whom the law is applied) opinion; (2) the bank customers, who represent the 

Jordanian banks’ customers’ (who is applied by the law) opinion; (3) the officers of 

the banking supervision department at the Jordanian Central Bank, who represent the 

Central Bank of Jordan’s (who monitors the applied law) opinion; and (4) the officers 

of Jordan’s Anti-Money Laundering Unit, who represent the Jordanian law 

enforcement authority’s (the police of law) opinion.  

5.17.1 Discussion of the Personal and Functional Variables 

This study seeks to empirically ascertain a basis for better understanding of the 

officers’ experiences and qualifications. With regard to the bankers sample, 51.6% 

were males and the rest were females. Sixty percent of them aged between twenty-

five and thirty-four, and only 1.6% were over fifty-four. Only 1.6% of them hold a 

high school degree, and most of them (67.7%) have a bachelor degree. Majority 

(41.9%) have between one and five years of working experience and only 12.9% had 

more than fifteen years of relevant experience. From these statistics, the researcher 

extrapolated that the sample consisted of well-qualified individuals who are 

sufficiently experienced and knowledgeable of their industry sector. It also reflects the 

employers’ attention to hiring specialists for their banks. 

With regard to the length of time the respondents have been spending as anti-money 

laundering compliance officers at banks, distinct types of services emerged. About 

thirty percent stated that they had been in the post for between eleven and fifteen 

years or more. This cannot be technically correct as the role of anti-money laundering 

compliance officers at banks has only been made a legal requirement since 2007. 
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After further analysis, the researcher observed that the officers have actually fulfilled 

various internal banks functions. It was also clear that the job as anti-money 

laundering compliance officer was simply “added” to their overall compliance 

function. Nevertheless, 69.3% of them stated that they had been in that post between 

one and ten years, which in this case, is rather accurate.  

With regard to selective sample of bank customers, 57.7% of them were males and 

34.6% aged between twenty-five and thirty-four. A total of 38.5% aged between 

thirty-five and forty-four and only 11.5% aged between forty-five and fifty-four. All 

of the respondents have professional and academic qualifications: Majority (69.2%) 

hold a bachelor degree, 23.1% have a master degree, and 7.7% have a doctorate 

degree. Majority of them (42.3 %) have between six and ten years of related 

experience.  

After extrapolating the above statistics, the researcher gathered that the sample 

consisted of well-qualified and sufficiently experienced individuals form the industry. 

It also reflects the importance attached by the employers in hiring recognizable and 

well-qualified practitioners.  

With regard to the random sample of bank customers, 69.8% of the respondents were 

male, and majority (40.2%) aged between thirty-five and forty-four. More than half 

(50.7%) hold a bachelor degree and only 10.8% of them hold a high school Also, 

most of them (35.1%) had experience “naturally different from their works” between 

six and ten years, 25.0% between eleven and fifteen years and 20.0% had such 

experience for more than fifteen years.  

After extrapolating of the above statistics, the researcher concluded that this sample is 

well-qualified individuals who are sufficiently experienced and knowledgeable about 
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the industry that is “naturally different from their works.” This also reflects how much 

they understand the subject of this questionnaire. 

Regarding the officers of the banking supervision department, most of them (62.5%) 

were male, and most (75.0%) aged between twenty-five and thirty-four. Half of them 

(50.0%) hold a master degree, 31.2% hold a bachelor degree, and 18.8% hold a 

doctorate degree. Half of them have between six and ten years of working experience 

(50.0%) and 37.5% of them have between one and five years of relevant experience.  

The above statistics suggest that the sample consists of well-qualified officers with 

sufficient experience and knowledge about their industry. This reflects the Jordanian 

government attention in hiring specialists in the Jordanian central bank. 

The Unit sample consisted of only two participants. Both were male, one aged 

between twenty-five and thirty-four and another was between thirty-five and forty-

four. Both of them hold a bachelor degree. One had experience between one and five 

years, and another had experience between six and ten years. 

In conclusion, the above statistics indicate the sample is made of well-qualified 

individuals who are sufficiently experienced and knowledgeable about their industry 

sector, reflecting the Jordanian government’s attention in hiring specialists in the unit.  

5.17.2 Discussion of the Dangers of Money Laundering 

As mentioned, money laundering can have devastating social, political, and economic 

consequences for countries, particularly for developing countries and countries with 

fragile financial systems. Criminal organizations often use their illegal profits to bribe 

governments or individuals. This can undermine democratic institutions and threaten 

good governance by promoting public corruption via bribery, kickbacks, collection of 
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referral fees, and misappropriation of corporate taxes, licence fees, and illegal 

campaign contributions. 

Money laundering can threaten national economies and private sectors. Criminals can 

use their profits to acquire control or infiltrate legitimate business, putting legal 

competitors out of business. As a cover for the criminals’ activities, the legitimate 

business is useful for their organizations. Such business operation is for laundering 

illegal proceeds. 

Usually, money laundered via legitimate business is placed in investments that 

generate little additional productivity for the broader economy, for instance, in real 

estates, arts, jewelleries, antiques, and luxury automobiles. Diverting resources to less 

productive domestic assets or luxury imports is a serious detriment to economic 

growth for developing countries. It can distort the capital flows and international trade 

for long- term economic development.  

For the above reasons, all of the participants believed that the flow of large amounts of 

funds from money laundering could significantly affect exchange, interest rates, 

create artificial demand and affect pricing in a particular area.
605

 

As defined in previous chapters, it is clear that money laundering encompasses a wide 

range of activities that aim to disguise or hide the crime proceeds. As such, drug 

trafficking, corruption proceeds, and any other form of serious crimes are within the 

range of the law on money laundering. Drug trafficking, according to a report by the 

Financial Action Task Force, remains the single largest source of criminal proceeds. 

The next largest sources are the various types of frauds, smuggling, casino gambling, 

and human trafficking. The motive for money laundering is tax evasion, thus the 
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 Item (8) of general measures domain. 
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crime must be criminalized and criminal proceeds must be disrupted in the interests of 

banks and customers so that the crimes will no longer pay and criminals will have less 

motivation to commit the crimes. 

It is clear that facilitating the underlying crimes and providing funds for reinvestment 

allow the criminal enterprise to continue its operations. For this reason the samples 

believed that money laundering through banks increases the threat posed by serious 

crime, by facilitating the underlying crimes and providing funds for investments that 

allow the criminal enterprise to continue its operations.
606

  

5.17.3 Discussion of the Positive Repercussions of the Obligations 

Effective implementation of the anti-money laundering law is vital to protect banks 

from being abused by money launderers and criminals. A sound and strong financial 

system is vital for bringing confidence to investors in order to invest in a country and 

thus to create incomes, wealth, and employment. Any abuse of banks by money 

launderers would weaken public confidence in banks alongside with all its negative 

consequences. For this reason the participants of this survey believed that combating 

money laundering is not just a matter of fighting crime but also preserving the 

integrity of banks from being abused by money launderers.
607

  

In fact, the objectives of crime prevention will be taken down if the bank does not 

comply with anti-money laundering obligations. Noncompliance can result in 

penalties and fines and negative publicity for the banks.
608

 The anti-money laundering 

law could expose the management and employees of banks to a very severe 
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 Item (7) of general measures domain. 
607

 Item (1) of general measures domain. 
608

 See supra section 4.17.2. 
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punishment if they are negligently involved in activities of money laundering.
609

 

However, the anti-money laundering law is still considered a major tool for 

preventing the Jordanian banks from being abused by criminals. The enactment of the 

anti-money laundering law is seen as a proactive approach of the Jordanian 

government to protect banks’ integrity from being abused by criminals.  

As mentioned in chapter three, the Jordanian anti-money laundering law criminalizes 

money laundering and introduces mechanisms for financial intelligence and 

investigation. The legislation also provides measures for the freezing, seizure, and 

forfeiture of property involved or derived from activities of money laundering. The 

legislation also imposes various preventive procedures, measures, and obligations to 

be undertaken by banks. The preventive measures include the obligation to report 

cash transactions and suspicious transactions, keep records, establish compliance 

program, and identify and verify customers. Chapter four mentions that customer 

identification does not only help banks to detect, deter, and encounter money 

laundering, but also provide tangible benefits for the banks, their customers, and the 

entire financial systems.
610

 

By giving a positive analysis of the effective implementation of the anti-money 

laundering obligations and procedures, it is clear that these obligations and procedures 

have positive impact on the Jordanian banking sector. The procedures will protect 

banks from legal liability and the boycott of international banks. They also protect the 

banks from collapse and their customers from getting involved in crimes, and prevent 
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 See supra section 3.4.6.4. 
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 See supra section 4.17.3. 
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criminals from getting into the banking system. The main benefits are increased 

market confidence and reduced crimes.
611

 

For the above reasons, the four sample respondents with the exception of the random 

customers sample recognized that the bank's anti-money laundering procedures 

protect it from legal liability.
612

 They also believed that the bank's anti-money 

laundering procedures protect it from collapse.
613

  

It appeared that the random customers sample was not convinced about the 

importance of combating money laundering at banks. This response was not 

unexpected due to the lack of coverage media on the issues of money laundering in 

Jordan. Therefore the Jordanian law enforcement authorities must concentrate on 

raising the awareness among the public, for instance, by raising awareness through the 

media. Lack of awareness may lead to the citizens’ not understanding the reasons of 

anti-money laundering procedures taken by the banks. 

Nevertheless, the lack of conviction by the random customers sample was to some 

extent “not absolute.” All of the samples believed that the bank's anti-money 

laundering procedures protect it from the boycott of international banks.
614

 They also 

believed that the bank's anti-money laundering procedures protect its customers from 

getting involved in money laundering crimes.
615

 As previously mentioned, they 

believed that the bank's anti-money laundering procedures prevent money-laundering 

criminals from getting into the banking system.
616

 

                                                           
611

 See supra section 4.17.2. 
612
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It was also mentioned that the anti-money laundering obligations require banks to 

establish a number of counter-measures such as hiring of compliance officers. To the 

law enforcement agencies, banks are considered an important source of valuable 

information for money laundering detection. Moreover, banks are required to conduct 

training and awareness programs on anti-money laundering practices and measures 

for its compliance officers. These officers should be aware that they may be held 

personal liable for any failure to observe the internal requirements of anti-money 

laundering.
617

 

Hence, when the respondents were asked whether they thought that the anti-money 

laundering department in banks is a non-productive department and increases the 

economic burdens on banks,
618

 the bankers, the central bank officers and the Unit 

officers disagreed. The rest of the samples were neutral. It is clear from the 

respondents' experience that the establishment of such a department in banks would 

lead to protecting their customers from getting involved in crimes, thus preventing 

criminals from getting into the banking system. The establishment also protects banks 

from the boycott of international banks, hence it protects banks from collapse. 

5.17.4 Discussion of the Negative Repercussions of the Obligations 

The previous analyses concluded that views of almost all of the samples were 

compatible about the positive impact of the law and about the dangers of money 

laundering. However, there is still a very clear divergence of opinion between the 

samples, partly because of their different backgrounds. The bankers looked at the 

subject from the viewpoint of applying the law. The customers looked at the subject 

from the viewpoint of who is applied by the law. The Central Bank, on the other hand, 
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looked at the subject from the viewpoint of who monitors the law while the Unit 

looked at the subject from the viewpoint of the police of law. Accordingly, each 

sample would defend its interests in answering the various items.  

Indeed, the obligations of anti-money laundering have positive impact on the 

Jordanian banking sector; they protect the national economy from the dangers of 

money laundering through banks, and they protect the banks from getting involved in 

operations of money laundering. These procedures also protect Jordanian banking 

activity from legal accountability and collapsing. However, the obligations have 

negative impacts when the processes are applied on bank operations. The procedures 

increase service costs, the factor that can negatively affect the quality and volume of 

the banking services. This has a negative consequence on the volume of deposits in 

the Jordanian banking system. 

As mentioned in chapter three, the past few years have witnessed a fundamental 

change in the legal and regulatory environment relating to the measures of anti-money 

laundering in Jordan. Chapter four denotes that Jordanian legislations primarily aim at 

meeting all the international standards regarding anti-money laundering legislations 

imposed on banks. In spite of that, not all the imposed international standards are 

applicable in Jordanian banks.
619

 In implementing the anti-money laundering laws, the 

Jordanian banks have found themselves having to comply with an increasing number 

of obligations. The laws have put legal and onerous administrative burdens on banks 

and may involve serious legal and other liabilities for deficient compliance. 

For instance, the banks need to comply with substantial changes in due diligence 

procedures and customer identification. They are also required to obtain more detailed 

                                                           
619

 See supra section 4.17.2 



  

310 

 

information of higher risk customers. They need to identify any unusual activity that 

may be indicative of money laundering thus they are required to monitor customer’s 

activity. The requirement of suspicious transaction report also poses several 

challenges and issues. Clearly it is hard for banks to justify suspicious transaction 

report because it is very subjective. This problem would also lead to defensive and 

mistaken reporting. If left unchecked, the misreporting would result in a flood of 

reporting and consequently may jeopardize the effectiveness of the suspicious 

transaction report regime. 

Because of that, all the survey participants, with the exception of the Unit sample, 

believed that the anti-money laundering obligations have posed legal and 

administrative burdens on banks which are onerous and may involve serious legal 

obligations and other deficient compliance liabilities.
620

 (This item recorded a mean 

of 2.00 out of 7.) This finding was expected because the Unit contributed to enacting 

the obligations with the Jordanian law maker.  They believed that it is their duty to 

defend the obligations. However, the experiences of banks, customers, and the central 

bank have proven the otherwise: The responsibility has indeed posed legal and 

administrative burdens on banks.  

Legal and administrative burdens are imposed when the banks have to establish on-

going training programs for their staff.
621

 They are also imposed when the banks have 

to adopt new procedures to detect and deter money laundering, and such a measure is 

not only costly but also time consuming.
622

 To make matters worse, severe 

punishment awaits those who fail to comply with the laws.
623

 This is the price to be 
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paid given the risks posed by money laundering to the banks. Furthermore, it is clear 

that the knowing-your-customer policy is difficult to be implemented since there is no 

obvious end point to the information collected by the bank.
624

 

At the same time, the obligations of anti-money laundering also impose hard 

standards on correspondent banking arrangements due to the bank’s vulnerability to 

money laundering. Before establishing correspondent banking relationship, banks are 

legally required to identify and verify other banks. Even if the parties are not their 

direct customers, the banks are required to know the details of all parties in a 

correspondent banking transaction. The banks are also required to understand and 

monitor the nature of the transactions, the intended use of the funds, the people to 

whom they deal with and their background, and the countries involved.
625

 

The obligations on the correspondent banking relationship can be regarded as a 

significant step towards further protection of the international banking system. 

However, the responsibilities may put unnecessary burden on banks if they are left 

unchecked. In fact, the laws prescribe to whom the bank could do business with, and 

this is particularly true. Hence all of the survey participants and again, with the 

exception of the Unit sample, believed that in complying with anti-money laundering 

obligations, banks are placed in a difficult commercial position when trying to find a 

balance between the avoidance of criminal liability and commercial liability.
626

 

Also here the Unit's position represents the position of defender of obligations. (Their 

response reached 1.00 out of 7.00.) This current status clearly indicates a gap between 
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the views of the Jordanian law enforcement authority and the views of banks and 

customers.  

The obligations also require banks to monitor customer activity in order to identify 

any unusual activity during the course of a continuing relationship. Transaction 

monitoring is an integral part of the measures of risk-based anti-money laundering 

because it aims to allow businesses to flow smoothly while acknowledging the level 

of risk posed by the customers. However, without a clear picture of the customers’ 

financial behavior at any point of time, the approach of risk assessment is operating 

with a reduced level of information, thus it can significantly reduce its effectiveness. 

Therefore, throughout the relationship ongoing monitoring is vital in ensuring that the 

banking services are not being exploited for money laundering.
627

 

Previous chapters also confirm that the obligations have imposed a number of 

obligations on banks, for instance, customer identification and due diligence, record 

keeping, reporting suspicious transactions, appointment of compliance officers, and 

training. Complying with these obligations can increase the costs and complexity of 

banking operations.
628

 Clearly the Jordanian banks are spending high for complying 

with anti-money laundering. They need to spend significant amounts of money to 

install or upgrade sophisticated monitoring systems in order to keep pace with the 

increasing regulatory obligations.
629

 

More importantly, it is likely that the increased costs incurred by banks will be passed 

to the customers. The survey uncovered that 30.8% of the respondents admitted that 
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the costs of monitoring electronic transfers added to the provided customers services 

cost.
630

 

When the respondents were asked whether they agree or disagree that the costs of 

complying with anti-money laundering obligations are added to the cost of the service 

provided to the customers,
631

 almost all did not agree to that the banks added the costs 

of complying obligations to the cost of the service. Only the selective customers 

sample agreed to this item.  

The selective customers may have approved to this item because the Jordanian laws 

also impose obligations on brokers firms to counter money laundering activities. 

These obligations also include the obligation to identify and verify customers, report 

cash and suspicious transactions, establish risk assessment, establish compliance 

program, and keep records. Hence the brokers firms are forced to bear the costs of 

these obligations. Concerning the increased costs, it appears that the brokers firms 

accepted the idea that these costs are passed to the customers.  

The survey has also concluded that banks exist to make as much profits as possible. 

Complying with these obligations is a prolonged process hence it imposes burden on 

the banks. Monitoring transactions appeared to take most of the costs and time.
632

 A 

total of 73.8% of the respondents claimed that monitoring of transactions and unusual 

transactions delay banking operations.
633

 

However, when the respondents were asked whether they thought that forcing banks 

to bear the costs of anti-money laundering affects providing the best time and price of 
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banking service
634

 or in other words, the bank's commitment to anti-money laundering 

procedures ceases some banking services,
635

 they differed in their opinions. The 

bankers sample and the selective customers sample were neutral to some extent, while 

the random customers sample agreed to it. Again, the Unit's position represents the 

position of defender of obligations, but these items imply the Central Bank's position 

to the position of Unit, where the central bank sample and the Unit sample disagreed 

to the items.  

Actually, the bankers’ hesitation was due to the fact that not all obligations are costing 

the banking service. Some obligations can be applied to banking services at no cost. 

For instance, the obligation of not dealing with numbered accounts is one of the 

obligations that can be applied at no cost because it is prohibited
636

 in advance by the 

central bank in Jordan before such obligation was enacted in Instructions No. 

51/2010. To some extent there is a negative impact coming from the cost of these 

obligations to providing the best time and price of banking service. For the same 

reason, when the bankers sample were asked whether they thought that the bank's 

commitment to not dealing with digital accounts hinders attracting capitals,
637

 they 

disagreed while the random customers sample and the central bank sample were 

neutral. The selective customers sample agreed a little and the Unit sample disagreed. 

It appeared that for this item, the Unit's opinion was harmonious with the bankers' 

opinion. 
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Hence, when the respondents were asked whether they thought that if the bank is 

requested to monitor the use of money, the nature of transactions, the commercial as 

well as the security background of its clients, the burden and the time of the banking 

operation will increase,
638

 all of them agreed to this item except for the Unit sample. 

It seemed that the Unit sample always took the role of defender of the obligations. 

Hence it is clear that the monitoring obligation, nature of transactions, and security 

background of customer will increase burden to the bank.  

On the other hand, the anti-money laundering obligations require banks to take the 

necessary measures to ensure that the records of existing customers remain relevant 

and updated. Regular reviews of the records should be conducted particularly when a 

significant transaction is to take place, or when there is a material change in the way 

the account is operated, or when the customer’s documentation standards change 

substantially, or when it discovers that the information held on the customer is 

insufficient. However, when the respondents were asked whether they thought that the 

bank commitment for checking all its customers data, whether valid or not, leads to 

increasing the burden of the bank,
639

 they clearly differed in their opinions. The 

bankers sample was neutral, inclining to a little agreement to some extent. The 

customers sample agreed but the central bank sample was neutral to this item. Again 

the Unit's position represents the position of defender of obligations; they disagreed to 

this item. 

In fact, the hesitation of the bankers to answer the item was because the data 

validation system involves the use of computer. Each bank has an e-link with the 
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Jordanian Civil Status and Passport Department.
640

 This e-link makes the data 

validation of the Jordanian customers easier for bank. However, not all customers 

have databases in the Jordanian Civil Status and Passport Department, for instance, 

this department has no databases for foreign customers and legal persons. These cases 

increases the burden on the banks; the banks need to check the validity of the 

customers’ data.  

As mentioned in chapter three, internet banking has three characteristic that pose 

money laundering risks namely the ease of access through the internet, the 

depersonalization of contact between the bank and the customer, and the electronic 

transactions rapidity. When an account is accessed through the internet, there is no 

human intervention that can help to detect unusual or suspicious activities. Also, 

information on access to the account from other geographic locations would also not 

necessarily be detectable. Hence, it is a challenge to determine the jurisdiction for the 

supervision and licensing of financial services offered via the internet.
641

  

The respondents differed when asked whether they thought that despite the fact that e-

banks provide fast services, banks commitment to monitor and audit the movement of 

client's account increases the time of transaction.
642

 The bankers and the Central 

Bank’s to some extent were neutral, inclining to agreement, while the customers 

agreed. Again, the Unit's position represents the position of defender of obligations, 

and they disagreed to this item. As clarified in chapter four, the banks need to spend 
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significant amounts of money to install or upgrade sophisticated monitoring systems 

to keep pace with the increasing regulatory obligations.
643

  

Chapter four also clarifies that despite having sophisticated monitoring technology 

that detects and monitors money laundering risks, the banks are still greatly 

depending on the vigilance of their staffs to identify and monitor suspicious 

activities.
644

 Thus it is clear that the bank's commitment to monitor and audit the 

movement of customers account in Internet banking would increase the transaction 

time.  

Majority of the survey participants stated that the obligations of monitoring operations 

and the movement of customer accounts led to the increase in the cost of combating 

money laundering. A majority of 73.8% of the participants claimed that the 

obligations of monitoring of unusual transactions and transactions of customer delay 

banking operations. 
645

 However, when the respondents were asked whether they 

thought that the costs resulting from following up customer's accounts and reporting 

the financial operations costs weaken the banks' competitive capacity,
646

 the bankers 

and the customers did not say “no”, and neither they said “yes”. In other words, they 

were neutral whereas the Central Bank and the Unit disagreed to the item.  

The bankers and the customers’ hesitation is logical. There are no official statistics 

that show the costs of following up customer's accounts and reporting of financial 

operations thus it is not possible to compare between the banks. Therefore, the 

bankers and customers could not measure if the costs of those obligations have 

affected the competitiveness. 
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As mentioned, the flows of dirty money through wire transfers are almost impossible 

to detect due to their complexity, frequency, or volume. When the respondents were 

asked whether they thought that the nature of the transferred money makes it difficult 

for the bank to verify the true beneficiary of the wire transfer,
647

 the bankers and the 

Unit disagreed, while the rest of the samples were neutral. It is clear from the 

respondents' experiences that the anti-money laundering obligations are capable of 

verifying the true beneficiary of the wire transfer, despite its volume and complexity. 

The obligations of anti-money laundering provide detailed procedures to be complied 

by the bank when dealing with wire transfers. The procedures aimed at ensuring that a 

bank has greater information about the beneficiary of the transfer. They also dictate as 

much information as possible be supplied throughout the payment chain.
 648

 However, 

when dealing with wire transfers these detailed procedures to be complied by the bank 

can increase the costs and complexity of wire transfers operations. 

Wire transfers are widely used in commercial transactions because they provide a 

low-cost, efficient, and high-volume payment system. However, it has been 

recognized that wire transfers is one of the most efficient methods for laundering 

criminal proceeds. In an attempt to lose the money trail before funds arrive at their 

ultimate destination it has been reported that large banks provide a more secure 

environment to send the wire transfers, along with the ability to route the transactions 

through multiple hubs. Complicated wire transfers will hinder law enforcement 

detection because they create financial transactions trails that are complex and 

confusing.
649

 Nearly half of the participants (49.2%) believed that the obligations of 

record keeping of e-transactions imposed on banks are not effective enough to combat 
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money laundering, either because of the of cooperation inadequacy between 

technology providers internationally to exchange information, or because of the 

criminals use of a higher level of encryption.
650

 

Therefore when the respondents were asked whether they thought that the bank's 

restrictions on funds transfer hinder attracting capitals,
651

 they differed in their 

opinions. The bankers and the Central Bank were neutral, inclining to agreement 

while the customers agreed to the item. Again, the Unit's position represents the 

position of defender of obligations; they disagreed to this item. 

Finally, it must be emphasized that when the person acting on behalf of the 

beneficiary is unable or refuses to provide the information on the identity of the 

beneficiaries, the bank must not permit that person to open a client account and 

consider submitting a suspicious transaction report. As for an existing customer, the 

bank must not continue to transact with and for that person until further verification is 

conducted to its satisfaction. Clearly, the requirement to identify and verify 

beneficiary such as account puts a significant burden on the Jordanian banks because 

of the complex nature of such account.
652

   

For the above reasons, when the respondents were asked whether they thought that the 

bank's commitment to not opening an account for a client who did not provide all his 

information hinders attracting capitals,
653

 they differed in their opinions. The 

selective customers agreed while the random customers and the Central Bank were 

neutral, inclining towards agreement. The bankers disagreed a little, inclined towards 
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being neutral. Again, the Unit's position represents the position of defender of 

obligations; they disagreed to the item. 

In summary, despite the positive impact of the anti-money laundering obligations, the 

survey shows that the obligations have various negative repercussions on the banks 

and their customers. It is clear that in complying with the anti-money laundering 

obligations, banks are placed in a difficult commercial position. The obligations have 

also posed legal and administrative burdens on banks, and have affected the banks 

providing the best time and price of banking service. This eventually hinders the 

attracting of capitals. 

5.17.5 Discussion of the Direct Effect of the Obligations on the Customers 

It has been established that the anti-money laundering obligations have positive and 

negative impact on banks. This section clarifies how these obligations made a 

significant shift in the way banks interact with their existing and potential customers, 

causing their dissatisfaction ultimately. This section also maintains the very clear 

divergence of opinion among the samples, the difference being due to their different 

backgrounds. The bankers looked at the subject from the viewpoint of applying the 

law while the customers looked at the subject from the viewpoint of who is applied by 

the law. The Central Bank looked at the subject from the viewpoint of who monitors 

the law while the Unit looked at the subject as the police of law. Because of this 

diversity, each sample defended its interests in their responses to different items.  

All of the sample recognized that the anti-money laundering obligations produce a 

significant shift in the ways banks interact with their existing and potential 

customers.
654

 For instance, banks are required to obtain more detailed information of 
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customers. The requirement of suspicious transaction report also poses several issues 

and challenges and banks are also required to monitor customer activity to identify 

any activity that may be indicative of money laundering. In particular, the survey 

participants believed that the due diligence procedures produce a significant shift in 

the way the banks interact with their existing and potential customers.
655

 

Apparently, the implementation of anti-money laundering obligations has 

significantly affected a bank’s relationship with its customers. However, to improve 

the flow of information to law enforcement authorities and to facilitate money 

laundering investigation these obligations should take precedence over customer 

confidentiality rules,
656

 so there is the danger that customers may lose confidence that 

their secrets are safe with the banks. The authorities are asking banks to act as 

informers by requiring banks to disclose suspect transactions. This role contradicted 

with their commercial objectives. 

When the respondents were asked whether they thought the banking secrecy is a 

customer privilege whereas combating money laundering crime is critical for public 

safety and security
657

 and whether customers prefer to deal with banks that absolutely 

adhere to the banking secrecy principle,
658

 all of them agreed. Thus it is clear that the 

participants agreed that customers prefer their information to be absolutely 

confidential, without any exceptions set out in laws.  

At the same time, when the respondents were asked whether they thought the 

commercial success of banking business and the sanctity of the relationship between 
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banker and customer are based on banking secrecy principle,
659

 all of them agreed. 

This result puts into perspective the danger that customers may lose their confidence 

in banks, in other words whether their secrets are safe with the banks, particularly 

when banks require them to disclose confidential information. 

On the other hand, when the respondents were asked whether they thought anti-money 

laundering obligations provide sufficient safeguards to ensure that the disclosure of 

customer’s information is carried out in a manner that is not prejudicial to the 

interest of customers,
660

 and whether they thought the threat of money laundering 

makes the overriding of banking secrecy unjustified because without a flow of 

information from the banks, the effective prevention of the menace is not possible,
661

 

almost all of them agreed.  

In fact the anti-money laundering obligations provide sufficient safeguards to ensure 

that the customer’s information disclosure is carried out in a manner that is not 

prejudicial to the interest of legitimate customers. This is a positive approach that 

could protect innocent customers from being mistreated by the law. Even though it is 

true that the growing threat of money laundering makes the overriding of banking 

secrecy justified because without a flow of information from the banks, it is not 

possible that the danger will be effectively prevented.
662

  

However, the major problem is that many customers do not understand the reasons for 

combating money laundering in banks. Hence they do not understand the reasons for 

such procedures taken towards them by the banks. When the respondents were asked 

whether they thought that some clients do not understand the reasons for such 
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procedures taken by banks to combat money laundering,
663

 almost all of the 

participants agreed.  

For the above reasons, the customers who did not understand the reasons for 

combating money laundering in banks considered that banks act as informers when 

disclosing customers’ confidential information. When the respondents were asked 

whether they thought that the anti-money laundering obligations ask banks to act as 

informers when they are asked to disclose suspected transactions,
664

 the bankers and 

the Central Bank were neutral, inclining towards agreement, while the customer 

samples agreed. Also, the Unit's position represents the position of defender of 

obligations; they disagreed to the item. 

Such a state of affairs clearly indicates the customers understanding or lacks of 

understanding of the reasons why these procedures are taken by banks to combat 

money laundering. It represents the basic dilemma facing the disorder of relationship 

between banks and their customers. 

To confirm this result, the participants were asked whether they believed that by 

requiring banks to disclose suspected transactions, there is the danger that customers 

may lose confidence since their secrets are not kept safely with banks.
665

 They were 

also asked whether they thought the anti-money laundering procedures threaten the 

principle of banking secrecy because banks may disclose information when compelled 

by legislation.
666

 The customers agreed, while the bankers’ sample and the Central 

Bank's sample were neutral to some extent, and again the Unit's position represents 

the position of defender of obligations; they disagreed to the items. In fact, in this 

                                                           
663

 Item (1) of Customer's Satisfaction domain 
664

 Item (4) of. General Measures domain. 
665

 Item (6) of Banking Secrecy Principle domain. 
666

 Item (3) of Banking Secrecy Principle domain. 



  

324 

 

regard the most important is the customers’ samples opinion, because they are directly 

affected by applying these obligations. 

On the other hand, it must be remembered that in the survey uncovered that the word 

suspicion is not explicitly defined in the Jordanian legislations of anti-money 

laundering. Thus, the legislations were not clear enough in the related procedures to 

cash transaction reports.
667

 In fact, the suspicion is rather subjective and is not 

specifically defined in Jordanian laws of anti-money laundering. It is generally 

accepted that unclear reasons for suspicion are among the issues faced by bankers in 

reporting requirement. The term is very subjective and it is hard for banks to justify 

suspicious transaction report. This problem would also lead to defensive reporting and 

mistaken reporting. This would result in a flood of reporting if left unchecked and 

thereby may jeopardize the effectiveness of the suspicious transaction report 

regime.
668

 

When the respondents were asked whether they thought that the bank’s mistaken 

reports of suspicious transaction leads to the client's dissatisfaction, thereby this may 

jeopardize the client's relationship with the bank,
669

 all of them agreed, except for the 

Unit sample. Interestingly the Unit sample admitted to agreeing with this item, 

probably because they assume the customers do not know that there is a report of 

suspicious transactions sent to the Unit.  

It also appeared that the customers would be dissatisfied if the banks send their 

confidential information to the authorities. When the respondents were asked whether 

they thought that the bank's duty to send the client's confidential information to the 
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competent authorities requested causes the client's dissatisfaction,
670

 the bankers and 

the Central Bank were neutral while the selective customers agreed. The random 

customers were neutral, inclining towards agreement. Again, the Unit's position 

represents the position of defender of obligations; they disagreed with the item. It is 

clear that most of the samples do not object to the fact that the duty to send the 

customer's information to the authorities causes the dissatisfaction of customer. 

The survey also uncovered that the customers’ unwillingness to provide the requested 

information and to cooperate in the due diligence process may itself be a factor of 

suspicion.
671

 The available literature document that the crime of money laundering 

can be categorized as a form of white collar crime. It is one of the nonviolent, 

financially motivated crimes which is often committed by powerful and wealthy 

customers. They are those whom the banks work closely with, hence the banks are 

reluctant to ask these customers about their wealth, fearing the latter’s dissatisfaction. 

In this case the bank can easily be exploited for money laundering.
672

 

When the respondents were asked whether they thought that the banks are reluctant 

to ask their wealthy clients questions related to anti-money laundering because banks 

are afraid of their dissatisfaction and want to maintain a close relationship with their 

clients,
673

 the bankers and the Central Bank were neutral, inclining towards 

agreement, while the customers agreed. The Unit maintained its position as the 

defender of obligations; they disagreed with the notion.  

To verify the accuracy of this result, the researcher reworded the previous item as 

follows: the bank's commitment to collect information about the customers when 
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carrying out business with large amounts of money causes the client's 

dissatisfaction.
674

 The result was identical to the result of previous item. 

Clearly most of the participants did not object to the fact that banks fear customer’s 

dissatisfaction, thus banks are reluctant to ask their customers some hard questions. 

Apparently verifying highly risky customers and determining whether their money is 

earned out of legitimate sources are not easy tasks for the banks.
675

  In fact, the 

obligation of verifying the source of the customer’s money causes the customers’ 

dissatisfaction. The respondents were asked whether they thought that the bank's 

procedures of verifying the source of the customer's money (deposit) cause the client's 

dissatisfaction.
676

 The bankers and customers agreed, while the Unit and the Central 

Bank were neutral, inclining towards agreement.  

In addition, banks are required to trace customer's account movement such as for the 

case of huge increase in the cash deposits of customer, performance of many large 

cash deposits by a customer in different branches of the bank, concentration on cash 

deposits and withdrawals instead of using banking transfers, sudden and prompt 

withdrawal of customers balances and many other operations that customers carry 

out.
677

 

When the respondents were asked whether they thought that tracing the customer's 

account movement such as withdrawing and depositing causes the client's 

dissatisfaction,
678

 the bankers and the Central Bank were neutral, inclining towards 

agreement, while the customers agreed. Also, the Unit's position represents the 
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position of defender of obligations; they disagreed to this item. It is clear that most of 

the participants did not object to the fact that tracing of the customer's account 

movement causes customer’s dissatisfaction. 

Furthermore, besides conducting customer identification and verification, anti-money 

laundering obligations require banks to monitor all customer activity to identify any 

unusual activity that may be indicative of money laundering.
679

 When the respondents 

were asked whether they thought that the bank's procedures of monitoring unusual 

activity cause the client's dissatisfaction,
680

 the bankers and the customers agreed, 

while the Central Bank was neutral, inclining towards agreement. Again, the Unit's 

position represents the position of defender of obligations; they disagreed to the item. 

As mentioned the anti-money laundering obligations also requires banks to put the 

necessary procedures to deal with the risks and regularly review and update their 

customers’ profile, especially when there are changes in their nature of business or 

employment.
681

 The survey uncovered that 44.6% of the participants mentioned that 

many customers consider the anti-money laundering obligations intrusive.
682

 

Hence when they were asked whether they thought that the bank's procedures of 

updating clients' information periodically cause the client's dissatisfaction,
683

 they 

differed in opinion, particularly between samples. The bankers and the random 

customers were neutral, inclining to a little agreement to some extent, while the 

selective customers agreed. The Unit's position represents the position of defender of 

obligations, but in this item it engaged the Central Bank's position to the position of 
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Unit, where the central bank sample and the Unit sample disagreed with this item. It is 

clear that most of the samples do not object to the fact that the need to update 

information causes the customers’ dissatisfaction. 

With regard to the higher-risk customers, a bank is required to conduct enhanced due 

diligence. This means that a bank must obtain more detailed information about who is 

the real beneficiary owner of an account or a banking service.
684

 In addition, a bank 

shall set appropriate risk management system in order to determine if a beneficiary 

owner is one of the higher risk customers.
685

 In particular, the survey participants 

believed that the requirements for identifying and verifying beneficiary accounts add 

a significant burden on the banks because of the complex nature of these accounts and 

because dealing with such accounts require the bank employees to have special 

skills.
686

 

When the respondents were asked whether they thought that the bank's procedures of 

verifying the identity of the real beneficiary owner cause the client's dissatisfaction,
687

 

the bankers and the selective customers agreed, while the random customers were 

neutral, inclining towards agreement. Again, the Unit's position represents the 

position of defender of obligations, but this item engaged the Central Bank's position 

to the position of Unit. Hence they both disagreed to the item.  

While banks are required to obtain more detailed information about who is the real 

beneficiary owner, they have no legal power to carry out such investigation with 

customers. In case when the customer refuses to provide the information and to 

cooperate in the due diligence process, the obligations would then just give the 
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bankers powers of suspicion. As mentioned, the dilemma is the word suspicion, which 

is not defined under the Jordanian law. Therefore, the identification standards depend 

on the employee’s logic rather than concluded quantitatively.
688

 For this reason, the 

procedures of verifying the real beneficiary owner cause customers’ dissatisfaction. 

Moreover, when the respondents were asked whether they thought that the anti-money 

laundering obligations are not enough capable of preventing money launderers from 

using banks, also they add burdens on the banks and their customers,
689

 they differed 

in their opinions. The bankers disagreed, inclining towards agreement while the 

random customers were neutral. The selective customers agreed while the random 

customers were neutral, inclining towards agreement. Also, the Unit's position 

represents the position of defender of obligations. Again it engaged the Central Bank's 

position to the position of Unit, hence they both disagreed to the item. 

However, the researcher has reworded the item as follows: it is crucial at this time in 

Jordan to establish effective coordination between legislators and the banking 

industry in order to minimize problems faced by the banks with their customers.
690

 

Interestingly all the answers had been united where all of the means scored more than 

6. If this result is put into perspective with the previous identified result in the 

previous paragraph, it can be observed that the samples recognized that anti-money 

laundering obligations add burdens to the banks and their customers. Hence it is 

crucial to modify the anti-money laundering law in order to minimize problems faced 

by the banks with their customers. 
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It should also be noted that this study arrived to an unexpected outcome: Most of the 

answers from the Jordanian anti-money laundering unit were not harmonious with the 

answers of the banks and customers. The answers of the banks and customers were 

logical and compatible with the results of the literature to some extent, but the 

answers of the unit was the opposite. This shows that the Jordanian anti-money 

laundering unit was not aware enough about the reality of the obligations of anti-

money laundering and their negative impact on banks and customers. However, the 

unit aimed to represent the role of defender of these obligations and to meet the 

international requirements of anti-money laundering regardless of banks and 

customers perceptions about the impact of these obligations on them. This result was 

not favourable: The unit was supposed to be aware of the practical reality and they 

should understand the customers and banks’ point of view concerning the difficulties 

and problems when applying the obligations. 

5.18 Summary 

This chapter reports the method adopted for the carrying out of the study and the type 

of data required to test the research questions. In addition, it has illustrated the 

following procedure for distributing the questionnaires and the main research tools 

used for collecting the data. Data were collected from sixty-two participants from the 

anti-money laundering compliance officers at banks. They represented 12 out of the 

25 banks in Jordan, 26 participants from the brokers firms “stock market”, 10 firms 

out of 56 firms, 533 participants as a random sample of banking customers, 16 

participants from the banking supervision department at the Jordanian Central Bank, 

and 2 participants from Jordan’s Anti-Money Laundering Unit. 

The chapter revealed how the anti-money laundering laws affect the relationship 
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between banks and their customers. However, this study focuses on the dangers of 

money laundering, the positive and negative repercussions of the anti-money 

laundering obligations on the banks and their customers, as well as the direct effect of 

the anti-money laundering obligations on the customers. 

The findings of the study have shown that the anti-money laundering laws can affect 

banks’ relationship with customers and other banks. These obligations have negative 

impacts when applied to the processes and procedures of anti-money laundering in the 

Jordanian banking secrecy. At first sight, it appears that banks can disclose customer’s 

information on grounds of suspicion of money laundering activities. However, this is 

not really true on closer inspection as there are limits to disclosure. Banking secrecy is 

still preserved except where detecting and deterring money laundering outweighs the 

overall need to protect the customer’s information. 

 In addition, the findings of the study have shown that the anti-money laundering 

procedures increase time and costs of the banking service, which can negatively affect 

the quality and the volume of the provided banking services. Consequently, this will 

cause clients’ dissatisfaction. This also negatively affects the volume of deposits in 

the Jordanian banking system. For one thing, these procedures have acted as obstacles 

to attracting capital into Jordan. It is clear that banks in Jordan faces challenges to 

cope with the requirements imposed by the anti-money laundering laws. 
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CHAPTER SIX 

 CONCLUSION AND RECOMMENDATIONS 

 

6.1 Introduction 

The most important and largest component of the financial sector in Jordan is 

represented by the bank sector. The bank sector mobilizes the national savings and 

use them to finance the productive economic sector, hence they play a major role in 

pushing the economic growth rates. In the researcher’s view, the starting point of this 

thesis is not subject to any counter-argument; the banks and their customers’ 

protection is indeed necessary for the Jordanian banking industry development. A 

sound and strong financial system is vital to bring confidence for investors to invest in 

Jordan and therefore create incomes wealth and employments. On the contrary, any 

abuse of the financial system will undermine public confidence in the financial system 

alongside its negative consequences. 

The main objectives of this thesis are (1) to study the Jordanian anti-money 

laundering laws that have impacted the banking sectors in Jordan, (2) to examine the 

impact of the anti-money laundering laws on the operations of banks, (3) to analyze 

how the anti-money laundering laws affect the relationship between the banks and 

their customers, and (4) to investigate the perceptions of the bankers towards anti-

money laundering obligations imposed on them. 

This study is a socio-legal study. The legal method of analytical and critical 

approaches was used to achieve the first and the second objectives. The approaches 

had facilitated the researcher in analyzing the factors and laws in order to identify the 

points of weaknesses. 
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Socio studies with exploratory study were adopted to achieve the third and the fourth 

objectives. Accordingly, meeting the third research objective depended on a 

questionnaire method, which was conducted on bankers, their customers, the 

Jordanian central bank, and Jordan’s Anti-Money Laundering Unit. The questionnaire 

survey is a method of collecting information from respondents’ answers. Adopting 

this method enables a researcher to obtain information about a person’s views, 

opinions, beliefs, ideas, feeling, reactions, appreciation or rejection, likes or dislikes, 

or perceptions on any matter. The fourth objectives of this study necessitated the use 

of a field survey that also depends on a questionnaire survey method because the 

objective was to obtain the bankers’ perception on anti-money laundering laws. 

This closing chapter will be divided into three main sections. The first section will 

discuss the achieved remarks by the thesis. The second section will cover the 

weaknesses in the legislation, and the last section will recommend future studies.  

 

6.2 Achieved Remarks 

Money laundering is the lifeblood of criminal organizations. It refers to an act of 

hiding or disguising the illicit funds generated from a criminal activity. It helps 

distance criminals to enjoy their illegal gains from the proceeds of the underlying 

crimes without being afraid of prosecution and confiscation. The criminalization of 

money laundering is considered a new tool in countering criminal activities. 

Investigating and prosecuting the launderers and confiscating the funds in their 

possession can have significant impact on the finances of criminal organizations. This 

approach will not only reduce the ability of the criminal organizations to finance 

further criminal operations but also lead to a successful prosecution of the 

perpetrators. 
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It is clear from many definitions that money laundering includes a wide range of 

activities that aim to disguise or hide the proceeds of crime. Hence the proceeds of 

corruption, drug trafficking, and any other form of serious crimes are within the scope 

of money laundering law. Even though most countries have similar criminal offences, 

they have adopted various approaches to what constitutes a predicate offence, that is, 

the criminal offence that generated the crime proceeds. As such, for the purpose of 

money laundering offences, predicate offences vary from one country to another. In 

fact, this phenomenon provides gaps that can be manipulated by money launderers, 

hindering further international cooperation in fighting money laundering. 

Criminals are very inventive in finding ways to launder their dirty funds. The 

complexity of the financial systems and the modern communication technology have 

greatly assisted in the process of laundering. It is clear that to launder their illegal 

proceeds, criminals will often use multiple methods that involve the abuse of the 

financial and international trade systems. In fact, money laundering activities are a 

combination of the launderer’s imagination, professional expertise, and networks of 

contact. Therefore, the responsible authorities are under increasing pressure to detect 

and deter the danger of money laundering. 

The activities of trade-based money laundering vary in complexity. However, the 

most basic schemes are fraudulent trade practices, for instance, under or over 

invoicing of services and goods. These fraudulent practices are then integrated into a 

web of complex transaction by the more complex schemes, for instance, the value 

movement through the financial and international trade systems. Using such complex 

systems complicates the detection of illegal money trails. Despite the corporate 

entities’ important and legitimate role, under certain circumstances they may be 
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abused by criminals to hide the source of their illegal profits. For example, by setting 

up a complex, multi-jurisdictional structure of corporate entities and trust, apparently 

the flow of money between these entities may be used to move and launder illegal 

profits. Hence it is critical for the Jordanian government to establish measures to fight 

money laundering associated with such crime. 

At the beginning, the national and international efforts to fight money laundering 

were aimed at eradicating the drug trade where the only predicate offence was drug 

trafficking. However, with more awareness about money laundering, it became clear 

that it was not just the drug trafficking proceeds that were laundered. This led to 

extending the range of predicate offences to include other serious offences, for 

instance, tax evasion and corruption. After the tragedy of September 11 and with 

regard to the war on money laundering, a new dimension was added to the offences. 

The financing of terrorism became a major concern of international community. There 

has been a growing convergence of the legal frameworks to tackle money laundering 

and terrorist financing since the techniques used to launder money are the same ones 

used to hide the terrorists’ financing source. 

In the past, the activities of money laundering had been associated with organised 

crime and drugs trafficking, The September 11 event has highlighted the link between 

terrorism financing and money laundering. The traditional model of money 

laundering has been affected by terrorism financing where it starts with the “dirty 

money” placement into the banking system. However, regarding terrorism financing, 

the source of funds may well be legal. In accordance with that, the traditional money 

laundering model is effectively reversed, only at the end of the process when funds 

are used to finance terrorist operations (funds become “dirty” at that point). Hence, in 
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spite of their similarities, money laundering and terrorism financing are activities 

which are considered distinct. The nature of the terrorist funds and the size of the 

involved transactions make it difficult for anti-money laundering measures to be 

applied to terrorism financing. 

In fact, international bodies such as the United Nations, the Basle Committee, and the 

Financial Action Task Force have played an important role in developing preventive 

strategies. A lot of the focus has been on customer due diligence; it is considered as 

one of the basic elements in maintaining the banking systems reputation and integrity.  

However, is not only the government and law enforcement agencies who are 

responsible to fight money laundering; the private sector has a part to play and in this 

regard the efforts are laudable of the Wolfsberg Group of bank. A number of 

guidelines and principles were introduced by this international private sector initiative 

to deal with the reputational damage banks suffered from the media’s disclosure of 

their involvement in money laundering operations. For private banking, the Wolfsberg 

Principles represent a common global standard. In fact, more and more banks are 

signing up to the Principles, which reflect the commitment of the world banking 

community towards fighting money laundering. 

However, most of the principles and recommendations depend on voluntary 

compliance and are nothing more than a form of soft law. They have no legal effect, 

though there is now a well-established international legal framework to fight money 

laundering. 

Nowadays, among the most serious issues facing the international community is 

money laundering activities. Most countries including Jordan have established the 

measures of combating money laundering. To combat these threats, Jordan 
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established the anti-money laundering law in 2007, and thirty days later, the Jordanian 

Official Gazette came into force. The gazette was published in the Jordanian Official 

Gazette in volume No. 4831, dated June 17, 2007 on page 4130. In 2010, the gazette 

was amended by Law Amending (8) of 2010 and Law Amending No. (31) of 2010. 

Also, recently the law was amended by Law Amending No. (31) of 2015. The 

amending law extended the anti-money laundering mechanism to include measures to 

fight terrorism financing. Since September 21, 2010, the anti-money laundering law 

has been renamed the Anti-Money Laundering and Counter Terrorist Financing Law 

No. 46 for the Year 2007. The law imposes anti-money laundering obligations on 

banks, and apart from it, the banks are also subject to the various guidelines of anti-

money laundering issued by the Central Bank of Jordan. 

Before that, in Jordan, the legislative protection against money laundering was a set of 

disparate laws that was not directly linked to money laundering. These laws deal with 

the negative effects of certain crimes, for instance, smuggling, tax evasion, and drug 

offenses. However, the following laws have been indirectly governing anti-money 

laundering: the Jordanian Penal Law 1960, the Jordanian Conservation of State Funds 

Law 1966, the Jordanian Narcotic Drugs and Psychotropic Substances Law 1988, the 

Jordanian Customs Law 1998, the Jordanian Money Exchange Business Law 1992 

and the Jordanian Banking Law 2000. However, these laws were generally limited 

and insufficient. Hence there was a vital need for a stronger and broader law that 

covers any criminal activities proceeds. 

In fact, the anti-money laundering law enactment in Jordan has filled an important gap 

in the fight against money laundering. The anti-money laundering law translates the 

international standards on anti-money laundering and counter-terrorism financing 
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measures into a national law. The law is up-to-date and comprehensive, and it is 

considered an innovative and comprehensive legislation since it covers all aspects of 

criminal proceeding related to money laundering and terrorism financing. Away from 

fighting money laundering, the law has also introduced several powerful and 

innovative measures to facilitate the recovery of illegal proceeds from almost any 

serious crime. Hence, the anti-money laundering law in Jordan can be considered a 

major new tool in the fight against criminal activities. By using this law as a strategic 

approach, law enforcement agencies can effectively detect and confiscate the criminal 

proceeds. 

In general, combating money laundering is not just a matter of fighting crime but also 

a matter of preserving the integrity of financial institutions and banks from being 

abused by money launderers. Much of the efforts to combat the menace have been 

concentrated on financial institutions and banks. However, money laundering counter-

measures have set significant regulatory and compliance burdens on the involved 

institutions. The measures have not only affected the business operations of financial 

institutions and banks but also their relationship with their customers and other 

stakeholders. 

The imposed measures of anti-money laundering by the law apply uniformly to all 

financial institutions and designated non-financial institutions and professions. With 

the anti-money laundering law implementation, the Jordanian banks need to comply 

with an increasing number of regulations and guidelines to fight money laundering. In 

fact, the banks are required to identify and verify customers, keep records, establish 

compliance program, and report cash and suspicious transactions. Apart from the anti-

money laundering obligations, the bankers must also be aware of the tipping-off 
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offence which prohibits the disclosure of information, and this practice is likely to 

prejudice the investigation of money laundering. It is worth mentioning that the 

measures of anti-money laundering are critical to protect the stability and integrity of 

the Jordanian banking system. However, a question that needs to be asked is whether 

these obligations are actually effective in preventing money launderers from using the 

banks or whether they simply set unreasonable burdens on the banks and their 

customers?  

From the findings of the study it is clear that complying with the obligations of anti-

money laundering can increase the complexity of the banking operations. The banks 

need to comply with substantial changes in due diligence procedures and customer 

identification. Hence, such requirement produces significant shift in the ways banks 

interact with their existing and potential customers. For instance, the banks are 

required to obtain more detailed information from higher-risk customers. Apparently, 

under the laws the examples of “higher-risk customers” are not clearly defined. 

Without clear guidelines, it is doubtful how the banks could effectively implement the 

requirements of customer identification and due diligence. 

The banks are also required to monitor customer activity to identify any unusual 

activity that may indicate activities of money laundering. However, experience has 

shown that the main cause of increased anti-money laundering cost faced by the banks 

is transaction monitoring. Despite this substantial added cost, banks from several 

countries are still facing a significant challenge in monitoring customer’s transaction 

and account status, particularly because of the rules of data protection or banking 

secrecy.  
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With regard to customer verification, the banks must establish appropriate measures 

that are as strict as that for face-to-face, and they must also implement monitoring and 

reporting mechanisms to identify any potential activities of money laundering. In 

Jordan, implementing the anti-money laundering obligations provides an effective 

tool for preventing the abuse of internet banking. However, given the complicated 

features of internet banking services, it is critical for the bankers to continuously be 

vigilant and aware of any unusual activities arising from such relationships. 

The requirement of suspicious transaction report also poses several challenges. 

Clearly it is hard for the banks to justify a suspicious transaction report since 

“suspicion” is very subjective. Also, such a problem will lead to mistaken and 

defensive reporting, which in turn, will result in a flood of reporting if left unchecked. 

Eventually, the whole process may jeopardise the effectiveness of the suspicious 

transaction report regime. To make things worse, the Jordanian experience has shown 

that the suspicious transaction report system has some weaknesses and was under-

utilized by the agencies of legal enforcement. To avoid this problem, a continuous 

collaborative relationship is vital among the legislators, the anti-money laundering 

unit, and the banking industry in Jordan. 

The banking industry has welcomed the risk-based anti-money laundering regime yet 

still leaves more rooms for interpretation. The way that risk is conceptualised remains 

uncertain. Thus, the effectiveness of the risk-based regulation depends on the 

regulated agreeing with the regulators about the risks that need to be controlled and 

the way they should be controlled. It is important to ensure that the Jordanian 

financial system can be protected in the best possible and affordable way. In fact, the 
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risk-based approach concept is based on sound principles. Generating a workable, 

flexible, and effective framework is the real challenge. 

The banks also faced challenges in complying with the requirement of anti-money 

laundering training programs. Properly trained employees are known as the best anti-

money laundering control, but it is evident that there is a serious training programs 

deficiency conducted by the Jordanian banks. With respect to the sophisticated and 

complex nature of money laundering, such deficiency needs to be addressed seriously 

by the Jordanian banks. 

The obligations of anti-money laundering dictate that once any internal report of 

suspicious transaction is received from the bank’s administrators or employees, the 

compliance officer should evaluate the reasons for suspicion. However, if the 

suspicion is confirmed, immediately the report will be submitted to the Jordanian 

Unit. On the other hand, if the compliance officer decides there are no reasons for 

suspicion, in this case the officer must record the decision. Apparently, the 

effectiveness of the suspicious transaction report system depends on the compliance 

officer's professional knowledge and expertise. Hence, it is critical to ensure that the 

compliance officer is given adequate training on the counter-measures of money 

laundering.  

The findings of the study also show that the anti-money laundering laws can affect the 

banks’ relationship with their customers and other banks. For instance, disclosing 

customers’ information has overridden the banking secrecy principles and thus can 

undermine customers’ trust. When compared to the common law it appears that anti-

money laundering makes greater inroads into the secrecy rule. The banks can disclose 

customer’s information on the basis of suspicion of money laundering activities. 
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However, with regard to closer inspection this is not really true as there are limits to 

disclosure. Banking secrecy was still preserved except where detecting and deterring 

money laundering outweighs the overall need to protect the customer’s information. 

In spite of the limits imposed on disclosure, there are some aspects of the reporting 

obligations that will make their customers wonder whether they can rely on the banks 

to keep their affairs secret. Traditionally, the banker-customer relationship was built 

on mutual trust, but with the introduction of anti-money laundering laws it appears 

that the trust will eventually be replaced with mutual suspicion. With regard to the 

growing threat of global money laundering, it is worth to state that this is the price to 

be paid because without a flow of information from the banks, preventing such danger 

effectively is not possible. 

It also appears that the anti-money laundering laws have placed a serious obstacle to 

correspondent banking relationships. The laws have made it more difficult for the 

Jordanian banks to maintain correspondent banking relationship with foreign banks. 

Now the banks are under greater legal obligation to conduct enhance due diligence 

reviews of their foreign bank customers, including obtaining information on the 

foreign bank’s management, reputation, finances, regulatory environment, and anti-

money laundering measures. It must be said that these strict rules can limit the 

Jordanian banks’ ability to expand their correspondent banking networks and overseas 

businesses.  

In addition, clearly the anti-money laundering laws have posed significant legal risks 

on the Jordanian banks. Noncompliance with the anti-money laundering requirements 

can expose the banks to serious penalties, for instance, to substantial amount of fines, 

imprisonment, and even license revocation. Noncompliance will also affect the banks’ 
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reputation, and a tarnished reputation can have serious implication on the banks’ 

business. Therefore, it is important for the banks to implement effective anti-money 

laundering measures to manage and lessen the risks of money laundering that are 

associated with their transactions, products, customers, and services. 

Experience shows that the Jordanian banks have spent a high cost for complying with 

anti-money laundering. These increased costs are likely to be passed to the customers. 

Unfortunately at this stage it is still unclear if such costs outweigh the benefits. 

It is doubtless that it is not easy to find a right balance between the benefits of the 

anti-money laundering laws and the costs to banks and their customers. However, it 

must be considered that failure to find the right balance not only will create significant 

compliance problems for banks, but also may negatively affect the stability, proper 

function, and competitiveness of the financial system. In fact, it is unreasonable that 

the toughness of the laws seems to fall on the banks having to comply and be 

conscientious and to their customers rather than on the criminals. 

From the results of this study, it can be evidenced that the reasons for the banks’ 

dissatisfaction with the anti-money laundering obligations are as follows: (1) The 

banks consider that the anti-money laundering obligations primarily aim to meet all 

the international standards, but not all of the imposed international standards are 

applicable in the banks. The main reason for the bank's existence is to make as much 

profits as possible, whereas, the main reason for enacting the anti-money laundering 

obligations is for public safety and security. Thus the banks are forced to comply with 

these obligations since noncompliance can result in fines, penalties, and negative 

publicity; (2) the banks are placed in a difficult commercial position when trying to 

find a balance between avoiding criminal liability and avoiding commercial liability; 
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(3) to combat money laundering, the reasons for such procedures being taken by the 

banks are not understood by some customers; (4) these obligations have posed 

onerous legal and administrative burdens on the banks.  

In addition, (5) Complying with these obligations can increase the cost and 

complexity of the banking operations; (6) complying with such obligations take a long 

time, for instance, the training obligations, monitoring transactions and analyzing 

money laundering report forms; (7) the banks need to spend huge amounts of money 

to establish monitoring systems; (8) the word suspicion is not explicitly defined; (9) 

identifying suspicious activities by banks depend on the vigilance of their staffs; (10) 

there are difficulties in monitoring the account that crosses several different countries; 

(11) the legislations do not provide adequate guidance on how banks should 

determine which transactions are suspicious; (12) any failure in observing the anti-

money laundering requirements is the banks' responsibility; (13) the bank's 

compliance with anti-money laundering obligations in an absolute manner could 

threaten the banking secrecy principles.  

Moreover, (14) banks have to keep records for a period of time; (15) the 

investigations of money laundering take a long time; (16) the e-transactions 

obligations of record keeping are not effective enough since the inadequacy of 

cooperation between technology providers at the international level to exchange 

information and the use of a higher level of encryption by criminals; (17) these 

obligations require concentration in training, thus, a large number of employees need 

training constantly, which causes a high cost for staff training; and (18) training in 

how to suspect banking operations, methods of data validation training, and the 

training of monitoring banking transactions methods are not easy. 
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From the results of the study, it can be evidenced that the reasons for customers 

dissatisfaction about the anti-money laundering obligations were as follows: (1) The 

obligations of anti-money laundering produce a significant shift in the ways banks 

interact with their customers; (2) these obligations require banks to act as informers 

when they are required to disclose any suspected transactions; (3) the procedures of 

anti-money laundering threaten the principle of banking secrecy because when banks 

are compelled by legislation they may disclose information; (4) there is the danger 

that customers may lose confidence when requiring banks to disclose suspected 

transactions because their secrets are not kept safely with banks.  

The following reasons also dissatisfied the banks’ customers: (5) it is the bank’s duty 

to send clients’ confidential information to the competent authorities; (6) the 

customers prefer to deal with banks which absolutely adhere to the principle of 

banking secrecy; (7) the banks have to bear the costs of anti-money laundering affects 

providing the best price and time of the banking service; (8) the bank is committed to 

check for checking all its customers data, whether valid or not, and this may lead to 

increasing the bank's burden; (9) the bank is commited to monitor and audit the 

client's account movement increases the transaction time; (10) when the banks are 

requested to monitor the use of money, the transactions nature, the security as well as 

the commercial background of its clients, they will increase the burden and the time 

of the banking operation; (11) the bank’s mistaken reports of suspicious transactions 

may jeopardize the client's relationship with the bank.  

The customers were also dissatisfied because of (12) the bank’s commitment to 

collect information about the customers when carrying out a business with large 

amounts of money; (13) the bank's procedures to update clients' information 
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periodically; (14) the bank’s procedure to verify the source of the customer's money 

(deposit); (15) the bank’s unusual activity; (16) the bank's procedures of verifying the 

identity of the real beneficiary owner; (17) the restrictions of bank on funds transfer 

that hinder the attracting of capitals; (18) the bank's commitment to not opening an 

account for a client who does not provide all his information, which hinders attracting 

capitals. 

 

6.3 Weaknesses in the Jordanian Law 

The study found a set of weaknesses in the Jordanian law. First, there is a need to 

establish uniformity across the world because the predicate offences for the purpose 

of money laundering offences also differ from one country to another. This 

phenomenon provides gaps that money launderers can manipulate, and this hinders 

international cooperation in combating money laundering. It is important to note that 

at the level of national law, actions undertaken on a unilateral basis are unlikely to be 

adequate to combat the activities of money laundering. Hence, there is a critical need 

for an effective international cooperation.  

It is also important to note that many forms of profit-making crimes are engaged by 

criminals as a long-term business. Consequently, law retrospectivity is vital to allow 

law enforcement authorities to bring criminals to justice. It is also essential to 

facilitate the authorities in confiscating a substantial proportion of the criminal’s 

illegal profits. Such an approach would reduce crimes by hindering the criminal 

organizations' ability to finance further criminal operations and further bring greater 

justice.  

As a matter of fact, Justice also requires that the Jordanian government bear all the 

costs resulting from anti-money laundering since it is responsible for the law 
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enactment. The government is also responsible for the costs of complying with the 

increasing regulatory obligations. Under the current law, the banks had to spend 

significant amounts of money, and this could be reflected on the customers 

negatively.  

At present, the Jordanian society needs awareness about the dangers of money 

laundering and the reasons of taking the procedures of anti-money laundering. In one 

hand, the Jordanian lawmakers are interested in the banks’ awareness. However, they 

did not put any regulation to increase the awareness of Jordanian society.
 

The money laundering counter-measures have put significant regulatory and 

compliance burdens on the involved institutions. These measures have not only 

affected the business operations of banks and financial institutions, but also their 

relationship with their customers and other stakeholders. For example, the Unit is not 

aware enough of the impacts of the anti-money laundering laws on the banks.  

Establishing measures to combat money laundering is critical for the Jordanian 

government, particularly money laundering that is associated with trade-based 

activities. On the other hand, this study found that there is a need to create a workable 

and well-balanced anti-money laundering regime, where under the current regime 

there are a lot of obligations that do not satisfy the banks and their customers.  

Furthermore, there is the need to clearly define higher risk customers since under the 

laws the higher risk customers are not clearly defined. Without clear guidelines, it is 

doubtful that the banks could effectively implement the requirements of customer 

identification and due diligence. 



  

348 

 

It was found out that there is a need to identify the risks that need to be controlled and 

the manner of control where the way that risk is conceptualized is still uncertain. The 

risk-based regime still leaves more rooms for interpretation. Therefore, the real 

challenge is to generate a framework that is workable, flexible, effective, and of high 

level. Finding out whether a customer is a politically exposed person poses particular 

challenges for banks. Thus they needed more guidance to determine politically 

exposed persons. Consequently it is important for the Jordanian government to 

provide the banks with a similar list of politically exposed persons, or provide them 

with some other guidance in order to avoid institutions uncertainties. In addition, to 

identify how to justify a suspicious transaction report is needed because it is hard for 

banks to justify suspicious transaction report since it is very subjective.  

A need for training must be under government supervision yet there is a serious 

deficiency of training programs conducted by the Jordanian banks. Thus, trainings 

under the supervision of banks alone are not enough 

It was also found out that there is a need to work on solving problems of the 

monitoring customer’s transaction and account status across several different 

countries. The banks encountered a significant challenge in monitoring transaction 

and account status of customer across several different countries. Moreover, the 

measures related to correspondent banking relationships need to be facilitated because 

the laws of anti-money laundering has placed a serious obstacle to correspondent 

banking. These strict rules can lessen the Jordanian banks’ ability to expand their 

correspondent banking networks and overseas business. 

Also, this study found that detecting terrorist funds is a very difficult task. Hence to 

effectively fight money laundering, legislators and regulators need to bridge the gaps 
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in the existing anti-money laundering regime. Therefore, alternative remittance 

systems, charities, wire transfers, and cash couriers need to be regulated effectively. 

The efforts to hinder terrorist funds also require extensive cooperation on the 

international level.  

Also, there is a need to provide sufficient human staff to the Unit in order to meet the 

challenges of investigating money laundering. The Jordanian Anti-Money Laundering 

Unit lacks the sufficient enforcement infrastructure to carry out sophisticated financial 

investigations. However, there are limited resources–financial, human, and technical 

wise–to carry out inspections and ascertain that the anti-money laundering law 

provisions are applied and implemented. 

 

6.4 Recommendations 

Money laundering is a menace and if left unchecked, it could cause many social and 

financial problems. Therefore, it is critical to establish money laundering counter 

measures that could stop the criminals from enjoying their illegal profits and more 

importantly to prevent them from reinvesting their money in future criminal activities. 

Also, the measures could provide law enforcement alongside with innovative tools to 

detect criminal activities via the paper trail, and provide an evidentiary link for the 

purposes of prosecution between major organizers and criminal acts. 

However, before more complex laws are passed, it would be timely to provide the 

following suggestions to the Jordanian lawmakers, policy makers, government, and 

law enforcement authorities: 

 (1) The money laundering counter-measures have put significant regulatory and 

compliance burdens on the involved institutions. The measures have affected 
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not only the banks and financial institutions’ business operations but also their 

relationship with their customers and other stakeholders.  

(2) It is vital to have a continuous collaborative relationship between the 

Jordanian legislators, Jordanian Anti-Money Laundering Unit, and the banking 

industry to avoid problems of anti-money laundering in Jordan. 

(3) The Jordanian government is the one who should bear all the costs resulting 

from anti-money laundering in the banks. 

 (4) There is a critical need for effective international cooperation. The efforts to 

hinder criminal funds also require extensive international cooperation. Because 

money laundering is international in nature, it is vital to have a strong 

international cooperation between governments. Without mutual assistance in 

the investigation and prosecution of offences and cooperation in the 

confiscation of the crime proceeds, it would be difficult to combat money 

laundering effectively. 

(2) There is a need to establish uniformity across the world relating to the range 

of predicate offences. 

(6) It is necessary to provide sufficient financial, human staff, and technical 

assistance to the Unit to meet the challenges in investigating money laundering. 

(7) It is vital to implement the retrospectivity of the law principle to the laws of 

anti-money laundering. 
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(8) There is a need to work, via the media, to increase the awareness of the 

Jordanian society (banks, customers, and others) about the dangers of money 

laundering and the reasons for taking the procedures of anti-money laundering. 

(1) The law enforcement and supervisory authorities as well as the regulated 

institutions need to increase their awareness of the methods of money 

laundering, especially the current and emerging trends. The awareness will 

provide them with a better image of the financial system’s vulnerabilities to 

exploitation by criminals. 

(10) The alternative remittance systems, charities, cash couriers, and wire 

transfers need to be regulated effectively. 

 (11) There is a need to work on solving the problems of monitoring customer’s 

transaction and account status across several different countries. 

(12) It is necessary to create a workable and well-balanced anti-money 

laundering regime.  

(13) Higher risk customers should be defined clearly.  

(14) How to justify a suspicious transaction report should be identified. 

(12) The issue of training must be under government supervision. 

(16) The measures related to correspondent banking relationships must be 

facilitated. 

(17) The measures to combat money laundering associated with the trade-based 

money laundering activities must be established.  



  

352 

 

(18) The risks that need to be controlled and the manner of control must be 

identified. 

(11) There is a need to provide banks with a similar list of politically exposed 

persons or some other guidance. A detailed guidance is required from the anti-

money laundering regulator in order to enable the banks and their employees to 

discharge their legal obligations properly. 

The Anti-Money Laundering Unit requires sufficient human resources to meet the 

challenges of investigating money laundering. At the current state the unit lacks 

sufficient enforcement infrastructure to carry out sophisticated financial 

investigations. Financial, human, and technical resources are apparently lacking for 

the unit to carry out inspections and ascertain that the anti-money laundering law 

provisions are applied and implemented. 

To give effect to the above proposals, it is suggested that additional provisions be 

made to Article (7) of the Law No. 46, Anti-Money Laundering and Counter Terrorist 

Financing Law 2007 as follows: 

d- The Unit shall be responsible of allocating a qualified and 

sufficient staff in the entities subject to the provisions of the 

law.  

e- The tasks and authorities of the Unit staff include the 

following: 

1. Setting continuous training plans and programs for the 

staff. 

2. Establishing a system that includes policies, procedures, 

and controls for anti-money laundering. 

3. Setting a system to ensure the identification of the 

customers of the entities.  

4. Taking procedures to verify the validity of the 

information and data obtained from the customers of the 

entities. 

5. Establishing procedures to deal with the risks of money 

laundering. 
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6. Classifying customers of the entities according to the 

degree of risk related to money laundering. 

7. Accurately and continuously monitoring the transactions 

with high risk customers of the entities. 

8. Setting a policy for preventative measures of the misuse 

of modern technologies in money laundering. 

9. Analysing any transaction suspected to be related to 

money laundering. 

10. Taking procedure of suspending, for a period not 

exceeding three working days, the on-going process on a 

transaction suspected to be related to money laundering. 

11. Reporting, in a period not exceeding three working days, 

to the competent Prosecutor General for investigation 

once sufficient information are available of a transaction 

suspected to be related to money laundering.  

12. Continuously engaging with the local and international 

stakeholders in the prevention of money laundering 

activities to ensure equitable, smooth and efficient 

administration of law and business efficacy. 

 

After implementing the proposed amendments above, it is suggested that the anti-

money laundering laws be restructured and amended to suit and not contradict the 

proposed amendments, especially the restructuring and amendment of Instructions 

for Banks No. 51/2010. 

The proposed amendments would decrease the burdens of anti-money laundering 

obligations imposed on banks because the responsibility of implementing such 

obligations will primarily be under the law enforcement authorities, not the banks. 

The result would be increased effectiveness and efficiency of implementation of the 

laws requirements, as well as the achievement of right balance between the benefits 

of the anti-money laundering laws and banks’ interests.  

The banks’ primary aim is to make as much profit as possible, whereas the law 

enforcement authorities strives primarily to fight money laundering for public 

security and safety. Therefore, the proposed amendments would allow the law 

enforcement authorities to fulfil their duty regarding public security and the banks to 

fulfil their commercial role without additional burdens. 
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However, it must be considered that failure to find the right balance will not only 

create significant compliance problems for banks but also negatively affect the 

stability, proper functioning, and competitiveness of the financial system. In fact, it is 

unreasonable that the rigidity of the laws seems to fall on the banks having to comply 

and be conscientious and to their customers rather than on the criminals. 

Finally, other suggestions and criticisms were made throughout the study regarding 

specific points but were not mentioned in the recommendations or in the proposed 

model. However, the suggestions should be considered by the Jordanian legislature 

when amending or introducing laws relating to anti-money laundering at banks. It is 

hopeful that the mentioned recommendations can be considered a modest guide that 

will contribute in creating a strong system of anti-money laundering in Jordan. 

Further studies covering other areas are certainly needed in order to improve the 

entire issue. 

Hopefully this study will provide some insight into this area for academics, banks, 

banks legal advisers, policy makers, and practitioners, not only in Jordan but also 

elsewhere. When considering the international nature of money laundering and 

banking, there will be significant interest in how banks operations in Jordan are 

affected by the Jordanian laws. 
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Appendix 
The Questionnaire No. 1 in English Language Version 
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The Questionnaire No. 1 in Arabic Language Version 
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The Questionnaire No. 2 in English Language Version 
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The Questionnaire No. 2 in Arabic Language Version 
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