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ABSTRAK

Kebelakangan ini perhatian diberikan kepada pembanterasan jenayah pengubahan
wang haram. Rentetan daripada isu ini, dan memandangkan bank juga merupakan
antara saluran utama untuk pengubahan wang haram, kebanyakan negara telah
mengguna pakai undang-undang berkaitan pencegahan pengubahan wang haram. Di
Jordan, undang-undang sebegini baru digubal dengan kelulusan akta penggubahan
wang haram pada tahun 2007. Undang-undang tersebut memerlukan bank-bank di
Jordan mengambil beberapa langkah pencegahan seperti pengenalpastian pelanggan,
penyimpanan maklumat, pelantikan kakitangan pematuhan, dan pelaporan transaksi
yang mencurigakan. Keadaan ini menjadi lebih sukar bagi Jordan dalam tempoh tiga
tahun kebelakangan ini memandangkan negara tersebut terletak di antara negara-
negara yang tidak stabil dari segi ketenteraan, politik, dan ekonomi. Tambahan pula,
gelombang revolusi yang dikenali sebagai Arab Spring yang mengelilingi Jordan telah
meningkatkan kadar jenayah pengubahan wang haram di Jordan dan turut
mengurangkan koordinasi dan kerjasama antarabangsa dalam membanteras operasi
jenayah ini. Justeru, kesan perundangan sedia ada masih belum diketahui. Kajian ini
bertujuan untuk mengenal pasti faktor-faktor yang mendorong pemilihan bank
sebagai sasaran utama untuk melakukan pengubahan wang haram di Jordan. Kajian
turut menganalisis cara undang-undang pengubahan wang haram memberikan kesan
kepada hubungan di antara bank dengan pelanggan. Menerusi kaedah sosio-
perundangan, kajian ini menganalisis peruntukan-peruntukan berkaitan undang-
undang pengubahan wang haram di Jordan dan cara peruntukan-peruntukan tersebut
memberi kesan kepada bank-bank. Melalui borang soal-selidik, kajian menyelidik
pandangan para pegawai bank terhadap kewajipan pencegahan pengubahan wang
haram. Dapatan kajian mendedahkan bahawa undang-undang berkenaan telah
membebankan bank-bank tersebut. Pihak bank terpaksa berhadapan dengan cabaran
besar dalam menghadapi keperluan undang-undang tersebut. Tambahan pula, undang-
undang tersebut telah mengubah cara pihak bank berunding dengan para pelanggan
mereka. Kajian ini mencadangkan agar pihak berkuasa perundangan menyediakan
lebih banyak garis panduan bagi memudahkan pematuhan. Langkah mewujudkan
hubungan kerjasama yang berterusan di antara para penggubal undang-undang dengan
industri perbankan adalah penting bagi mengurangkan masalah yang dihadapi oleh
pihak bank dan seterusnya memastikan undang-undang tersebut dapat dilaksanakan
dengan berkesan.

Kata Kunci: Industri perbankan, Pengubahan wang haram, Undang-Undang
Pencegahan Pengubahan Wang Haram, Jordan.



ABSTRACT

The past few years have witnessed a broad concern in the fight against money
laundering. Following the attention on this issue and considering that banks are one of
the main channels for money laundering, many countries have adopted legislation and
laws to combat the crime. The money laundering law in Jordan is newly enacted, with
the passage of the law in 2007. The law requires banks to establish a number of
counter-measures such as customer’s identification, record keeping, appointment of
compliance officers, and reporting of suspicions transactions. These matters came
with tough conditions for Jordan in the last three years since the country is situated in
the middle of militarily, politically, and economically unstable countries. The
revolutionary wave is known as the Arab Spring surrounding Jordan has increased the
crime rates in Jordan as well reduced the international coordination and cooperation to
face money laundering operations. Hence, the impact of the law on Jordanian banks is
unknown. This study aims to identify the driving factors for choosing banks to be the
first target for money laundering in Jordan. It also analyses how the anti-money
laundering laws have been affecting the relationship between banks and their
customers. Through a socio-legal research method, this study analyses the relevant
provisions of Jordanian anti-money laundering laws that have been directly affecting
the banks. It also examines, via a questionnaire, the perceptions of the bank officers
towards the anti-money laundering obligations. The findings reveal that the legislation
has imposed significant burden on the banks. More importantly, the banks have been
facing significant challenges to cope with the requirements imposed by the laws.
Also, the legislation has altered the way the banks deal with their customers. It has
been recommended that the regulatory authorities provide more guidelines to facilitate
compliance. It is vital to have a continuous collaborative relationship between the
Jordanian legislators and the banking industry to minimize problems faced by banks
and thereby to ensure effective implementation of laws.

Keywords: Banking Industry, Money Laundering, Anti-Money Laundering Laws,
Jordan.
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CHAPTER ONE

INTRODUCTION

1.1 Introduction

Money laundering may be defined as the process of cleaning “dirty” money that
resulted from criminal activities so that it appears to have been acquired from
legitimate sources.” It can also be defined as any act or attempt that aims to hide any
money earned from illegal means by which people gained money, so that criminals
can use their money as if they were earned by legitimate sources. The end of this
process is the use of money in legal activities and outside the country.? According to
Article 2(a) from Jordanian Anti Money Laundering and Counter Terrorist Financing

Law 2007, money laundering is described as

every conduct involving acquiring, possessing, disposing of, moving,
managing, keeping, exchanging, depositing, investing, manipulating the value
or transferring the funds, or any other act, where the purpose of the act is to
conceal or disguise the source, true nature, place, movement, disposal means,
ownership or related rights, or otherwise preventing from identifying the
person who committed the crime that generated the funds, with the knowledge
that the Eunds are the proceeds of any of the crimes stipulated in article (4) of
this law.

Money Laundering has become a global issue that spreads in many countries.

Although this illegal process is not a new phenomenon,* it has threatened numerous

!Aspalella A Rahman, An Analysis of The Malaysian Anti- Money Laundering laws, Vdm Verly Dr
“lbrahim Al-Anany, A Research on Money Laundering «
http://www.qataru.com/vb/showthread.php?t=134548, Accessed 20-6-2013. In Arabic.

3Literal translation taken from website of Jordanian Anti Money Laundering unit,
http://www.amlu.gov.jo/Public/English.aspx?Lang=2&Page 1d=2721&Menu_Parent_ID=49&type=R ,
Accessed 20-1-2014.

*Aspalella A Rahman, Ibid.pp.1.


http://www.qataru.com/vb/showthread.php?t=134548
http://www.qataru.com/vb/showthread.php?t=134548

countries and communities because many organized crime groups support such acts.’
This phenomenon has political and security consequences: it leads to political unrest
as well as instability of societies. The perpetration of money laundering, although not
apparently associated to physical violence, can be categorized as a form of white
collar crime. Left unchecked, it could lead to the collapse of any country’s economy. °
However, it has been recognized that money laundering has no direct victim who can
give evidence against the perpetrator, unlike other criminal offences.” So, most money
laundering crimes do not involve individual victims; rather, the victims are the

society, the bank or the government.

Money laundering that involves banks can be defined as any act or attempt that aims
to use any banking transaction to hide any money earned from illegal means by the
bankers or customers or other people. Banks may be considered as the main and the
first factor to encourage currency circulation in a country under different law.®
Therefore, the use of banking institutions is one of the common ways to carry out the
act of money laundering.® Many factors make it difficult for the crime to be separated
from the banking business in the state. Among which are (1) the growth of
transactions between local and international banks, and (2) the banks’ adherence to
the secrecy principle on accounts in an absolute manner. Additionally, the emergence

of new methods of money laundering via internet or by using a mobile phone and

*Rick Mcdonell, Money Laundering Methodologies and International and Regional Counter-Measures,
http://www.aic.gov.au/media_library/conferences/gambling/mcdonnell.pdf, Accessed 30-11-2013.
®Aspalella A. Rahman, The Impact of Reporting Suspicious Transactions Regime on Banks: Malaysian
Experience, Journal of Money Laundering Control Vol. 16, No. 2, (2013), pp. 159-170.

"Aspalella A Rahman, 1bid.pp.96.

®Naim Al-Kadi And Ayman Abu Al-Haj and Musa Matar and Mashhor Barbour, Banks and Money
Laundering Operations, Journal of Baghdad College of Economic Sciences University, Vol. 33,(2012),
pp.347-371.In Arabic.

*Tim Bennett, Money Laundering Compliance, Tottel Publishing Ltd, Second Edition, London-
England, (2007), pp. 177.



their evolutions—enables electronic laundering to be done in minutes or a few seconds.

It is easier to carry out those operations and deal with banks via the internet.*°

In Jordan, a number of legislations regulate the phenomenon of money laundering in
banks. Examples include Jordanian Anti-Money Laundering and Counter Terrorist
Financing Law 2007. These legislations require that banks follow certain procedures
to combat money laundering. The practice includes (1) having procedures for
education and training of employees in anti-money laundering requirements, (2)
having procedures for profiling customer's transactions and business, and (3) the

appointment of a money laundering reporting officer.

These obligations have positive impact on the Jordanian banking sector. They protect
the national economy from the dangers of money laundering through banks, and they
protect the banks from getting involved in money laundering operations. Furthermore,
these procedures also protect Jordanian banking activity from collapsing and ensure

legal accountability.

On the other hand, these obligations also have negative impacts when applied to the
processes and procedures of anti-money laundering in the Jordanian banking secrecy.
Such procedures increase service costs the factor that can negatively affect the quality
and the volume of the provided banking services. Also, it has significant effect on the
bank operations and on the relationship between the banks and their customers. This
will cause clients’ dissatisfaction because of the many procedures related to customer

secrecy. This negatively affects the volume of deposits in the Jordanian banking

®Mohamed Arafa, Causes of money laundering and their obstacles of combating in Saudi Arabia, AL-
AQTESADIAH newspaper, Vol.5366, Issue data 20/6/2008,
http://www.aleqt.com/2008/06/20/article_12716.html , Accessed 11-4-2014. In Arabic.
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system. For one thing, these procedures have acted as obstacles to attracting capital

into Jordan.

1.2 Problem Statement

The past few years have been witnessing a broad concern in fighting financial crimes
such as money laundering and terrorism financing. Following the attention on this
issue,"* and considering that banks are one of the main channels for money

laundering, countries have adopted legislation and laws to combat the crime.

The money laundering laws in Jordan are newly enacted, with passage of the
Jordanian anti-money laundering law in 2007 amended in 2010 and amended

recently in 2015.%

According to the 2015 amendment, the original bill of “Anti-Money Laundering Law”
was renamed as “Anti-Money Laundering and Counter Terrorist Financing Law”, also
some of the articles were redefined in an attempt to conform to the newly approved
law. In addition, some agencies were also added as members to the National Anti-
Money Laundering and Terrorism Financing Committee, for instance, the Anti-
Corruption Commission headed by the Governor of the Central Bank. In fact, among
the reasons behind the renaming of the bill and the amending of some articles were to
address the emerging issues related to combating money laundering and financing

terrorism and to increase cooperation in applying international standards.

“The Jordanian annual Anti Money Laundering Unit report 2008. pp.3.

2| aw Amending to the Jordanian Anti-Money Laundering and Counter Terrorist Financing Law No.
(31) for 2010, Publication in Jordanian Official Gazette No (5057), dated 21/9/2010, pp. 5521.

BlLaw Amending No. (31) for 2015, Publication in Jordanian Official Gazette No (5345), dated
16/6/2015, pp. 6007.



Furthermore, such amendment would enable the government to join the international

organizations.**

However, the period between 2007 and 2015 has changed the efficiency of the banks
in Jordan. The country has local banks and branches of foreign banks™ with
increasingly available efficient means of communication and internet banking in
recent years. Most of the banks compete in internet banking operations to cope with
the changes of customers' needs towards a faster transaction at lower cost.'® These
matters came with tough conditions for Jordan in the last three years since the country
is situated in the middle of militarily, politically, and economically unstable countries

like Syria, Egypt, Tunisia, Libya, and Yemen.

These tough conditions, known as the Arab Spring, have negatively affected Jordan.*’
The Syrian revolution particularly has brought the revolutionary waves to Jordan
because of its long border with the latter. Furthermore, this revolution has caused
economic weakness and loss of security. Accordingly, Jordan has witnessed
demonstrations during the last period because of the weakness of the economy and

increasing in prices.*®

The direct relationship between Jordan, money laundering, and the Arab Spring can

be gauged as follows: The former members of the Arab Spring countries smuggled

Y“House debates Money Laundering legislation, Jordan News Agency (Petra), 13/1/2015(Petra),
http://www.petra.gov.jo/Public_News/Nws_NewsDetails.aspx?lang=2&site_id=1&NewsID=179226&
CatlD=13, accessed 18/9/2015.

“Nael Abdulrahman Al_taweel ,Crimes Committed on Banking, Vol. 1, first edition, Dar Wa'el
Publishers, Amman Jordan, (2000), pp. 19. In Arabic.

®Mohammad O. Al-Smadi, The Impact of E- Banking on the Performance of Jordanian Banks, Journal
of Internet Banking and Commerce, Vol. 16, No.2, August (2011), pp.3.

"Mikkel Fugl Eskjer, Changing Revolutions, Changing Attention? Comparing Danish Press Coverage
of the Arab Spring in Tunisia and Syria, Global Media Journal, Vol. 2, No.1, ( 2012),pp.9

®Abdalziz Bin Othman Bin Sager, Jordan Between the Economic Crisis and the Arabian Gulf
Solutions, Asharq Al Awsat newspaper, 22/1/2013, No. 12474,
http://www.aawsat.com/leader.asp?section=3&issueno=12474&article=714143#.U01Z3gh_u4k,
accessed 7/4/2014.1n Arabic.



their huge funds (which resulted from embezzlement and corruption) abroad through
money laundering either before, during or after the Arab Spring revolutions during
which the estimated amount of money stolen in Egypt was around 132.28 billion U.S.
dollars. *® The estimated size of stolen money in Libya was about 200 billion U.S.
dollars. ?° Naturally, this smuggled money had to be laundered, and Jordan appeared
to be one of the countries into which money can be smuggled because of the country’s
adjacency to the Arab Spring countries. Moreover, Jordan has national banks and
branches of foreign banks that provide high efficient means of communication. The
second chapter discusses in detail the impact of the Arab Spring on Jordan and on

money laundering activities.

Although the accurate information and complete statistics on Jordan's anti-money
laundering in banks are covered by secrecy, the researcher managed to find, from
some statistics, the gaps in the anti-money laundering laws, especially in the banking
sector. According to the statistics,?* there is an increase in the number of suspicious
transactions by banks that the Jordanian money laundering unit had received. Here is

a brief look at the statistics between 2008 and 2011:

Osama Diab, will we Retrieve our Stolen Money ?economic and social justice Unit, First Edition,
2013, Cairo Egypt,
http://eipr.org/sites/default/files/pressreleases/pdf/can_we_recover_our_stolen_assets_ar.pdf ,accessed
3/7/2014.1n Arabic.

“Tripoli: "Interpol" is Ready to Help Libya in Retrieving Stolen Funds. The Seventh Day electronic
newspaper,10/5/2014, http://www1.youm7.com/News.asp?NewsID=1657784#.U7TRM5SSXKA,
accessed 3/7/2014.1n Arabic.

“1These statistics issued by the Jordanian anti-money laundering unit, the unit was established in
accordance with the Jordanian Anti-Money Laundering and Counter Terrorist Financing Law 2007, as
a financially and administratively independent unit and linked with the Central Bank of Jordan, for
more information see the website of the unit: http://www.amlu.gov.jo.
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http://www.amlu.gov.jo/

Table 1.1

Number of the Notifications Received by the Anti-Money Laundering Unit

Year The Number of Notifications of Suspected Transactions Related to Anti- From
Money Laundering the Unit?? Received from Obliged Entities of Banks
Reporting®
2008 195 190
2009 141% 124
2010 194%° 177
2011 2427 214

Having analyzed these statistics, the researcher concludes that the number of
notifications received by the Jordanian Anti-Money Laundering Unit continue to
increase, as well as those notifications by banks. Hence, the researcher deduced that
banks are the first target of money laundering transaction in Jordan and arrived to an
important question; What are the impacts of anti-money laundering laws on the

Jordanian banks?

In 2012, Jordan’s Anti-Money Laundering Unit published its annual report that states
the number of practical cases of anti-money laundering in Jordanian banks. One of the
cases”® is as follows: A notification of suspected transaction related to money
laundering was received by Jordan’s Anti-Money Laundering Unit from one of the
Jordanian banks. It was about a customer’s bank account activity and transactions that
he carried out through a bank account that was considered incompatible with his

nature of activity: the size of the cash deposits did not match the fact that he was

The Jordanian Anti-Money Laundering Unit.

ZArticle (13) from Jordanian Anti-Money Laundering and Counter Terrorist Financing Law 2007 has
identified the obliged entities of reporting, and they are more than 15 entities, such as Jordanian banks,
exchange companies, companies performing any of the activities that are subject to control and license
of securities commission.

*The Jordanian annual Anti Money Laundering Unit report 2008. pp.11.

»The Jordanian annual Anti Money Laundering Unit report 2009. pp.30.

%The Jordanian annual Anti Money Laundering Unit report 2010. pp.51.

"The Jordanian annual Anti Money Laundering Unit report 2011. pp.31-32.

% The Jordanian annual Anti Money Laundering Unit report 2012. pp. 30
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working as a doctor in one of the countries. This was revealed by the anti-money
laundering unit after conducting the intelligence analysis on the suspect, and the unit
found out that the suspect had been performing many cash deposits in large amount in
the Jordanian bank which reported him. The suspect also obtained two loans from the
same bank against high insurance. Furthermore, it was revealed by the unit that the
suspect had bought a number of properties with several cheques. He had also rented
some of these properties and had two taxi cars that were used by other people for a

fee.

As revealed by Jordan’s Anti-Money Laundering Unit, the suspect was also married
to a woman who owned a medical complex in one of the countries, and he worked as
an administrative director in that complex. The marriage contract submitted by the
suspect to the Jordanian bank showed that he was married to another woman while
another official document showed that this woman (his wife) was a partner in one of
the companies found in the country where he worked. However, the official database
showed that the suspect had divorced that woman. The suspect had also established a
number of companies, for instance, two of the companies had the same aim, and the
period between establishing the first company and the second one was within a
month. In the context of proving the suspect’s source of income, it was found that the
suspect had provided a bank statement of one of the two companies he owned. The
bank statement was issued by another bank within the period that preceded the date of

establishing the other company.

When Jordan’s Anti-Money Laundering Unit requested information from Jordanian
official authorities, they found that another company owned the same commercial
name as the company the suspect had instituted. It was also found that the suspect had
obtained another loan from another bank. Hence, Jordan’s Anti-Money Laundering
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Unit requested for information from the counterpart unit of the country where the
suspect was working, particularly as the administrative director of the medical
complex owned by his wife. The response of the counterpart unit revealed that the
suspects' wife had submitted a complaint against him in that country, accusing him of
threatening, fraud and embezzlement of a large amount of money from the medical
complex; in fact, before leaving the country, he had transferred a huge part of the
sum. Jordan’s Anti-Money Laundering Unit then revealed that the suspect had
performed transactions of properties and cars the establishment of the companies were
carried out after the date of his leaving that country. The cash deposit transactions at
the Jordanian bank which reported him were carried out a day or two before
transferring the transactions from the country of his location at that time. For that
reason, Jordan’s Anti-Money Laundering Unit decided to refer the case to Jordanian
general prosecutor who decided to refer the case to the concerned court. Such a
decision was made because the case involved the committing of money laundering

crime. The case is still under consideration.

After the analysis and examination of this practical case, the researcher finds that the
system for investigating money laundering operations in Jordan needs the help from
banks to find out of any suspicious money laundering operation. Second, the
completion of the investigation is in need of international coordinate and cooperation
from different countries and this coordination and cooperation should be effective,
fast and serious, especially among the neighboring countries to Jordan. However, the
Arab Spring has weakened the coordination and cooperation between Jordan and its
neighboring countries because of the latter political, economic and military instability,

and because of the preoccupation in the internal affairs for the authorities in those



countries. These circumstances have negatively affected the investigation efficiency

of money laundering operations in Jordan.

However, from the banks™ perspective, the main reason for their existence is to make
as much profit as possible. Hence, their cultural and commercial interests are totally
distinct from that of the law enforcement authorities. Undoubtedly, anti-money
laundering laws create a major dilemma for the banks as complying with these
obligations can increase the costs and complexity of their banking operations.? It has
been argued that the laws also produce a significant shift in the way the banks interact
with their customers.®® As such, this study considers these matters and analyzes them

within the perspective and background of the Jordanian anti-money laundering laws.

For instance, according to Jordanian Anti-Money Laundering Instructions,® in case
the bank enters into an ongoing relation®** with the customer before completion of the
verification procedures, the bank shall terminate the relation and notify the Unit
(Jordanian Anti-Money Laundering and Counter Terrorism Financing Unit) if there is
a suspicious transaction related to money laundering from any act by the customer
(such as a customer's request to transfer a large amount of money to another account).
This operation is not necessarily a money laundering act. However, according to other
Jordanian instructions, ** the termination of the relationship must be secretly placed

on hold without the knowledge of the customer, while waiting for a response from the

“Foong Tow ML, Foo Li Nie, Ong Hwee Ping & Tew Pei Yi, Money Laundering and Banking
Practices, Singapore Management Review 1, (2001).

% |saacs M, Money Laundering: Dilemmas for Banks, 8 JIBLR 284, (2004).

#Article 3 (7) from Jordanian Anti Money Laundering and Counter Terrorist Financing Instructions
No. 51/2010.

¥According to Article 1 (b) from The Jordanian Anti Money Laundering and Counter Terrorist
Financing Instructions No. 51/2010, ongoing relation is described as: “The banking relation which is
expected, upon the time of commencement, to last for undetermined period of time and involves
multiple transactions”.

*Article 8 (4/b) from Jordanian Anti Money Laundering and Counter Terrorist Financing Instructions
No. 51/2010.
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Unit about this operation without any regard to commercial consequences resulting
from pending. Hence, what is the analysis for the bank? In order to follow the bank’s
law, it is likely that the bank would delay the completion of the customer’s
transaction, which in turn, will have a negative impact on the customer’s confidence
in bank, and result in loss of profit that might be gained through this transaction for

the bank itself.>*

The core dilemma of the bankers is when it comes to considering their response to
legislative requirements that require them to establish effective anti-money laundering
initiatives. First of all, not all the money that needs to be laundered stems from
criminal activity. Second, money laundering is not restricted to the actions of those
who practice exclusively within the banking.*® According to the Jordanian Anti-
Money Laundering Law,*® the work of a bank is checked with all banking operations,
whether there is any suspicious operation of money laundering. In addition, the banks
have a sensitivity to being connected with money laundering scandals on the front
pages of newspapers, 3" which can negatively affect their reputation. Therefore, these
institutions are compelled to comply with the anti-money laundering law so that they

would not be exposed to legal accountability.

Furthermore, any business which has the ability to generate a high volume of cash
transactions (such as betting shops, amusement arcades, etc.) can be used for the
purpose of disguising dirty money and that is why regulators have strongly
emphasized the need for banks to get accurate information about their clients.®

Through this way, the banks can send accurate information about their clients’

¥ Aspalella A Rahman, Ibid.pp.3.

*Rowan Bosworth-Davies and Graham Saltmarsh, Money Laundering: A Practical Guide to the New
Legislation, Chapman & Hall, first edition, London-UK (1994), PP. 53-54.

*Article (14) from Jordanian Anti-Money Laundering and Counter Terrorist Financing Law 2007.
¥Tim Bennett, Ibid, PP.117

*Rowan Bosworth-Davies and Graham Saltmarsh, Ibid, PP. 82.
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operations to competent authorities, including those of suspected money laundering

acts.

Therefore, it has been argued that the anti-money laundering laws also threaten the
principles of banking secrecy.®® This principle of banking secrecy prevents a bank
from revealing any information or data about its customers.”’ Banking secrecy is a
customer privilege whereas combating money laundering is critical for public safety
and security. On one hand, reporting obligation under the Jordanian anti-money
laundering laws means that the banks have to strike a balance between complying
with the laws and protecting customers’ confidentiality. Indeed, achieving such
balance is a question encountered by the banking industry. Therefore, it is vital at this
stage to examine the effect of disclosure under the Jordanian anti-money laundering
laws on the traditional duty of banks to keep the customer’s information confidential.
Moreover, it is critical to identify whether the Jordanian laws provide a right balance
between the duty to keep customer's information secret and the duty to disclose such

information in the fight against money laundering.

Hence, what is the vision of Jordanian bankers on money laundering laws? Are the
laws sufficient and do not affect the bankers work when applied? Or do they cause

problems in the banker’s system of work and affect their relationship with customers?

To conclude, three problems inspired the present study. The first is that the anti-
money laundering laws in Jordan are newly-enacted, but there are new developments
not covered by the laws. Hence, the impact of the laws on Jordanian banks is

unknown.

¥_awson HD, Bank Secrecy and Money Laundering, 17 Banking and Financial Law Review 145,
(2002).

““Amjad al-Juhani, Money Laundering and its Impact on Banking Secrecy, 29/1/2008,
http://www.cojss.com/article.php?a=180 , Accessed 21-1-2014. In Arabic.
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The second problem is that the main reason for banks™ existence is to make as much
profit as possible. However, the anti-money laundering laws create a major dilemma
for the banks as complying with these obligations can increase the costs and
complexity of their banking operations. Hence, the perceptions of the bankers towards

anti-money laundering obligations imposed on them are unknown.

The third problem is that the anti-money laundering laws in Jordan have affected the
relationship between the banks and their customers.

This research is an exploratory research on the impact of anti-money laundering in
Jordan. The researcher could not find significant and reported examples and proofs of
the negative impact of anti-money laundering due to the stated reasons. This study, as
far as the researcher is aware, is the first of its kind to provide a comprehensive

examination of the impact of anti-money laundering laws on Jordanian banks.
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1.3 Research Questions

This study aims to answer the following questions:

1. What are the Jordanian anti-money laundering laws that have impacted the

banking sectors in Jordan?

2. Do the anti-money laundering laws especially the reporting obligations affect

the banks’ operation?

3. How did the anti-money laundering laws affect the relationship between the
banks and their customers, especially on the duty to keep customers

information secret?

4. What are the Jordanian bankers’ perceptions towards the anti-money

laundering obligations imposed on them?

5. What are the appropriate measures to be taken by Jordanian banks in

complying with the anti-money laundering laws?
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1.4 Research Objectives

This study generally aims to examine the Jordanian anti-money laundering laws and

their impacts on the banking industry. The specific objectives are as follows:

1. To study the Jordanian anti-money laundering laws that have impacted the

banking sectors in Jordan.

2. To examine the impact of the anti-money laundering laws especially the

reporting obligations that affect the operations of banks.

3. To analyze how the anti-money laundering laws affect the relationship
between banks and their customers, especially on the duty to keep customers

information secret.

4. To investigate the perceptions of the bankers towards anti-money laundering

obligations imposed on them.

5. To recommend the appropriate measures to be taken by Jordanian banks in
complying with the laws.

15



1.5 Significance of the Study

The literature on the impact of anti-money laundering laws on banking industry are
vast, but most concern either the experience of western banks or how the laws affect
specific aspects of banking. For example, many researchers investigated how the laws
have been affecting banking secrecy, correspondent banking, and electronic banking.
Other researchers have attempted to study how the US laws have been affecting the
US and other European banks. Nevertheless, little was carried out to address how the
laws have been affecting the entire operations of banks, particularly the Jordanian

banking industry.

While there are significant similarities between the Jordanian anti-money laundering
laws and those of the developed western countries, Jordanian banks are at different
stage of development. Many Jordanian banks are still rationalizing their operations
and attempting to strengthen their systems. It is unclear at this stage whether the
banks in Jordan are able to cope with the onerous requirements imposed by the anti-
money laundering laws. Therefore, it would be timely to examine the impact of the
existing laws on the Jordanian banking industry before more complex laws are
passed. It is vital that the laws do not create any significant compliance problems for

banks.

This study, as far as the researcher is aware, is the first of its kind to provide a
comprehensive examination of the impact of anti-money laundering laws on
Jordanian banks. Hopefully, this study will provide some insight into this area for
academic, banks, banks legal advisers, policy makers, and practitioners, not only in
Jordan but also somewhere else. When considering the international nature of money
laundering and banking, there will be significant interest in how banks operations in
Jordan are affected by the Jordanian laws.
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1.6 Methodology
1.6.1 Research Design

A socio-legal research is a systematic method of exploring, investigating, analyzing,
and conceptualizing certain facts of social life in order to contribute to legal
knowledge.** This study aims to examine, analyze and investigate how the anti-
money laundering laws affect the relationship between banks and their customers.
Consequently, this study is a socio-legal study, since it aims to study the interaction
between law and social factors. So, the type of research design reflects the purpose for
which the work is undertaken.*? Hence, the legal method will be used to achieve the
first and the second objectives of the study. To achieve the third and fourth objectives
of the study, the social method will be adopted. Anwarul Yaqin® pointed out five
types of legal studies: descriptive and exploratory studies, analytical and critical
studies, historical studies, and comparative studies. Additionally, there are thirteen
types of social research methods in legal studies: exploratory studies, descriptive
studies, explanatory studies, causal studies, basic studies, applied studies, evaluation
research, pilot studies, cross-sectional studies, longitudinal studies, predictive

research, quantitative research, and qualitative research.**

This study uses more than one approach in that each type has its own purpose to meet
a particular objective. Respectively, the first and the second objectives aim to (1)
study the Jordanian anti-money laundering laws that have impacted the banking
sectors in Jordan and (2) examine the impact of laws and obligations of money

laundering on banks. This rightfully calls for a legal studies method with analytical

*'Mahdi Zahraa, Research Methods for Law Postgraduate Overseas Students, published in Malaysia by
UNIVISION PRESS (c/o STILGLOW SDN.BHD), Kuala Lumpur Malaysia, (1998), pp.63.

“?Mohd Darbi Bin Hashim, legal research methodology, (2002), pp.16.

“*Anwarul Yagqin, Legal Research and Writing, Malaysia : LexisNexis, (2007), pp. 14-18.

“Anwarul Yagin , Ibid, pp.128-139.
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and critical approaches. Such approaches help to analyze the factors and laws in order
identify points of weaknesses, en route to answering the research questions and solve

the aforementioned problem.

The researcher uses a different method and approach to achieve the third and fourth
objectives, which respectively aim (i) to analyze how the anti-money laundering laws
have affected the relationship between banks and their customers, and (ii) to
investigate the perceptions of bankers towards anti-money laundering obligations
imposed on them. (Bankers, their customers, the Jordanian central bank and Jordan’s
Anti-Money Laundering Unit are considered as a part of the business community).
The right method was thought to be socio studies with exploratory study as an
approach. This method helps to explore the opinions of the bankers, their customers,
the Jordanian central bank and Jordan’s Anti-Money Laundering Unit on how the
anti-money laundering laws have been affecting the relationship between banks and
their customers. This in hope will facilitate the researcher in ascertaining the points of

weaknesses in this scope of community.

A survey would be appropriate for a study that intends to ascertain individual's
feelings, values, expectations, or other similar factors.”> The survey method can be
defined as (1) the gathering of data at a particular point of time with the intention to
describe the nature of an existing condition, or (2) the identifying of standards against
which existing conditions can be compared, or (3) the determining of the relationships

that exist between specific events*

The survey includes structured questions that result in easy statistical summaries and

open-ended questions, which enabled the researcher to get more insight on the subject

“*Anwarul Yagin, Ibid, pp154.
**Mahdi Zahraa, Ibid, pp,65.
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from the selected respondents.*” The purposive sampling method adopted in this study
facilitated the researcher in choosing respondents who were directly involved in the
subject area. The researcher then attempted to understand the obstacles and opinions
of the bankers, their customers, officers at the Central Bank of Jordan, and officers of

Jordan’s Anti-Money Laundering Unit.

Therefore, in achieving the third research objective required the questionnaire survey
to be conducted on the bankers, their customers, officers at the Central Bank of
Jordan, and those at Jordan’s Anti-Money Laundering Unit. Questionnaire is a
method of collecting information from the respondents’ answers. This method
enabled the researcher to get information about views, opinions, beliefs, ideas,
feeling, reactions, appreciation or rejection, the likes or dislikes of a person’s, or

perceptions on any particular matter.

On the other hand, the fourth objective of this study necessitates the use of a field
survey that also depends on the questionnaire survey method because the objective

targets to obtain the perceptions of the bankers on anti-money laundering laws.

According to Jordanian Anti-Money Laundering Instructions,*® each Jordanian bank
should appoint officers to work as anti-money laundering compliance officers. These
compliance officers must be fully knowledgeable about the anti-money laundering
requirements and the related regulations and laws because they are responsible for
managing, coordinating, and monitoring the bank’s compliance system toward anti-
money laundering. Therefore, those officers were part of the sample (respondents) of

the questionnaire (in achieving the third objective), and these officers were the only

*"Terry Hutchinson, Researching and Writing in Law, Sweet and Maxwell Asia Petaling Jaya , Second
Edition, Selangor Malaysia, (2006), pp.97.

“®Article 9 ( 3) from Jordanian Anti Money Laundering and Counter Terrorist Financing Instructions
No. 51/2010.
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sample of the questionnaire for the purpose of achieving the fourth objective of the

study.

Regarding the customers sample, to obtain accurate information from more than one
source, the customers sample was divided into two types: selective and random
sample. Participants from the selective customers sample were chosen according to
their work nature; they needed to use bank services extensively for withdrawal,
depositing, and transfer. Furthermore, to deal with the sample of random customers,

the cluster sampling method was adopted.

In the Jordanian central bank, there is a Banking Supervision Department which can
selected for the study. The main objective for selecting this department is to ensure
the safety and soundness of the banking system; the reason is also to protect the
interests of depositors and shareholders and to ensure a positive contribution to the
development of the national economy by banks.*® This department is responsible for
the supervision of anti-money laundering in Jordanian banks; for this reason, the
department will be the target of the questionnaire at the central bank (in achieving the
third objective). Jordan’s Anti-Money Laundering Unit is the last sample of subjects
for the questionnaire; they were interviewed in hope to fulfill the third research
objective. The main mission of this unit is to ensure the protection of the community
and the financial systems from money laundering and terrorists’ financing risk,
particularly by providing the required information immediately with high accuracy in
coordination with the related concerned authorities. Jordan’s Anti-Money Laundering
Unit is responsible for receiving the notifications related to any suspected transaction

that can be related to money laundering from the Jordanian banks. The unit also

®For more information see website of Central Bank of Jordan at:
http://www.cbj.gov.jo/organizational.php?menu_id=120 , accessed 11/7/2014.
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requests such information, analyze and investigate the report, as well as provide the
concerned authorities with such information. The purpose is to combat money
laundering when necessary.”® For this reason, this unit is the final target of the

questionnaire survey (in achieving the third objective).

Accordingly, the questionnaire for fulfilling the third objective aims to explore the
extent the anti-money laundering laws have affected the relationship between the
banks and their customers. The questionnaire for fulfilling the fourth objective aims to
investigate the perceptions of the bankers on the anti-money laundering laws and how

the perceptions affect the relationship between the banks and their customers.

1.6.2 Scope of the Study

The scope of this study is to examine the Jordanian anti-money laundering laws that
have directly affected Jordanian banks and their relationship with customer. The laws
include Jordanian Anti-Money Laundering and Counter Terrorist Financing Law
2007, Regulation of the Anti-Money Laundering and Counter Terrorist Financing
Unit, No. (40) for 2009, Regulation of the National Anti-Money Laundering and
Counter Terrorist Financing Committee No. (44) for 2008, Instructions of Anti-
Money Laundering and Counter Terrorist Financing Instructions for Entities
Exercising any of the Financial Activities No. (3) for 2011 and other relevant
legislations. It is worth to mention that this study only examines the anti-money
laundering laws and not the anti- terrorism laws.

The scope of a survey must be clearly identified, whether it is a large scale one at
government level or a small scale one at individual or small organizations level.>* In

this study, the survey includes questionnaires’ distribution. The first questionnaire

For more information see website of Jordanian Anti Money Laundering Unit at
http://www.amlu.gov.jo , ,accessed 11/7/2014.
*'Mahdi Zahraa, , Ibid, pp,66.
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particularly was conducted to fulfill the third objective, and the samples include (1)
the Jordanian anti-money laundering compliance officers at the banks, (2) banks’
customers, (3) officers of the banking supervision department at the Jordanian central
bank, and (4) officers of Jordan’s Anti-Money Laundering Unit. Specifically, this
questionnaire analyzes how the anti-money laundering laws have been affecting the

relationship between the banks and their customers.

The second questionnaire was used to fulfill the fourth objective. The sample for the
questionnaire includes the Jordanian anti-money laundering compliance bank officers.
in particular, this questionnaire intends to analyze the banker’s obligations under the

anti-money laundering laws.

The questionnaires of this study do not include the perceptions of criminals, victims,
and the police due to the following reasons: (1) According to the Jordanian law,
Jordan’s Anti-Money Laundering Unit is responsible for receiving notifications from
banks and investigating the cases. The unit is also responsible for sending the cases to
the court, thus, it can be considered to function as the police in this regard; (2) the
police have no experience about the impact of the anti-money laundering laws on the
Jordanian banks, and even if they do, they do not have the power to disclose the

information.

With regard to criminals, they cannot be included in the survey for the following
reasons: (1) Money laundering crime has a certain privacy. Money laundering
criminals are mostly members of an organized crime group (Mafia), and they are not
ordinary criminals. Therefore, it's hard to deal with them inside or outside prison. (2)
These criminals have experience on how to launder money, but they do not have

experience on the extent of the impact of the anti-money laundering laws on banks.
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The researcher also did not include victims in the survey for the following reasons: (1)
Most money laundering crime do not involve individual victims; rather, the victims
are the society, the bank and the government. (2) Hence, even if few individual
victims are found, they will not have enough experience to know the impact of the

anti-money laundering laws on the works of banks.

Many countries have implemented anti-money laundering laws which are based on
the similar international standards by the Financial Action Task Force. °> However,
this study refers to the experiences of developed countries in which there is a shortage
or silence in the Jordanian law on the main subject of the study. The purpose is to
enrich the Jordanian law and offer recommendation. These experiences are considered
in this study as a guiding and correcting tool to any shortage or silence that exists in
the Jordanian law. They do not serve as a mean of comparison for the following
reasons: (1) Almost all measures of anti-money laundering are globally unified, as
well as the problem of banks’ dealing with anti-money laundering laws; (2) The
matter of the comparative study is very broad and it needs to be searched individually
and independently; (3) As such, the study then would be distant from the objectives of
this study, which aim to look at the application of the current anti-money laundering
laws in Jordan.

Nevertheless, the subject of comparing the issue with that of the developed countries’

can be forwarded to further studies after the completion of the present one. Such an

°2 The Financial Action Task Force is an inter-governmental body established in 1989 by the Ministers
of its Member jurisdictions. The mandate of the FATF is to set standards and to promote effective
implementation of legal, regulatory and operational measures for combating money laundering. The
FATF Recommendations are comprehensive and consistent framework of measures which countries
should implement in order to combat money laundering. The FATF Recommendations set an
international standard, which countries should implement through measures adapted to their particular
circumstances. For more information see website of FATF at: http://www.fatf-gafi.org/, accessed
30/8/2014.

23



extension would allow comparison to be made between the Jordanian laws on money

laundering and that of the developed countries.

1.6.3 Type of Data

The data are divided into two parts: primary sources and secondary sources.>® The
primary data sources are supplemented with information from the secondary sources.
The former includes (1) the formal and authoritative records of the law, (2) statutory
provisions formed by lawmaking bodies, (3) constitutional provisions, (4) subordinate
or subsidiary legislation framed by administrative bodies or authorities, (5) reported
decisions of courts and tribunals or anybody or authority having power to decide a

dispute.

One of the sources of primary data for social studies is a survey. In this regard, the
survey can be used to gain information about how the anti-money laundering laws
have been affecting the relationship between banks and their customers, particularly
by using the questionnaire method. Additionally, the questionnaire method allows the
researcher to obtain information about the perceptions of the Jordanian bankers
towards anti-money laundering obligations imposed on them.

The secondary sources consist of journal, books, digests of cases, indexes, legal
encyclopedias, official statistics, relevant documents, other library based sources of

information, and works that explain or write about the primary sources.

1.6.4 Data Collection

The primary data for this research were collected through library research in public
universities in Malaysia and Jordan and other tertiary institutions such as University

Utara Malaysia, University Malaya, University Putra Malaysia, International Islamic

**Mohd Darbi Bin Hashim, Ibid.pp 7.
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University Malaysia, The University of Jordan, Yarmouk University, Mutah
University, AL al-Bayt University, and AL-Balga Applied University.

The secondary data were collected through internet research, online databases, and
popular search engines like Google. Online databases used for this study included
CLJ Law, CCH Online Library, Law NET, Journal of Money Laundering Control,
Cambridge Journals, LexisNexis Academic Universe, Lexis Research for Academic,
Lexis Malaysia and others. Additionally, the researcher used Online Malaysian thesis,

E-journals, E-resources, E-thesis, Jordanian and international research, to list a few.

1.6.5 Data Analysis

The content analysis approach is one of the approaches used in this research.
Although it originates from social and behavioral sciences, it has also been used in
legal studies.®® Content analysis can be defined as a systematic examination of
anything that are listed in written form like books, letters, newspaper, laws or any
other form.>> The method largely deals with documentary materials from statues,
cases, questionnaire, scholarly articles, legal encyclopedias, books, digests of cases,
journal, official statistics, relevant documents and indexes, statutory provisions
formed by lawmaking bodies, constitutional provisions, subordinate or subsidiary
legislation framed by administrative bodies or authorities, formal and authoritative

records of the law, reported decisions of courts and tribunals.

Additionally, when the raw data from the questionnaires are collected, edited, coded
and entered into the computer, they are ready for analysis. Analysis is the process of

examining, summarizing and drawing conclusion from the information contained in

*Kimberly ~A. Neuendorf , The Content Analysis Guidebook, http://www.stiba
malang.ac.id/uploadbank/pustaka/RM/CONTENT%20KIMBERLY %20PDF.pdf, Accessed 14-2-2014.
*Anwarul Yagin, Ibid, pp. 239.
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the raw data.” In this study, the data was analyzed using the statistical package for the

social sciences (SPSS), which can produce findings in the form of graphs and charts.>

Through the use of the SPSS program, the data was analyzed through the following
procedures: (1) defining the attributes of the variables, including their names; (2)

defining the data; (3) defining the labels; and (4) defining the values.

The second stage is the entering of the questionnaires’ results on a “variables” page.
The third stage is the analysis stage, which involves obtaining descriptive statistics in
the program from the option of “analyze”, and then completing the procedures to

obtain the percentages from the questionnaires’ responses.

The fourth stage is obtaining the results of the questionnaires survey. After the charts
and graphs are completed, the results will be analyzed to reach the goal of the
questionnaires survey. >® The fourth and the fifth chapter discuss in detail how the

SPSS program was used to analyze the questionnaires.

*®Anwarul Yagin, Ibid, pp. 252.

>'Alan Bryman and Duncan Cramer, Quantitative Data Analysis with Spss 12 and 13 A Guide For
Social Scientists, http://rufiismada.files.wordpress.com/2012/02/quantitative_data_12_13.pdf,
Accessed 14-2-2014.

*®For more information see: Vijay Gupta, SPSS for Beginners, Published by VJBooks Inc,
www.uploadkon.ir/uploads/1041cbeb8db5c23fa327150d1662bea7.pdf , (1999), Accessed 13-4-2014.
And see: Imad Nashwan, Practical Guide to Rapporteur Applied Statistics, Al-Quds Open University,
http://www.qou.edu/portal/alMougrarat/pdfFiles/Statistics.pdf , (2005) Accessed 13-4 2014. In Arabic.
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1.7 Limitation of the Study

This study faces a number of challenges. The researcher anticipates the difficulty in
obtaining precise information about the size of the money laundering phenomenon in
Jordan since the data is considered sensitive by security agencies, concerned

departments, and banks.

Other challenges include the lack of legal references on anti-money laundering laws
that have directly affected Jordanian banks and the lack of literature on Jordan’s anti-
money laundering in English language, especially on the liability of banks. Most of
the literature, including all Jordanian legislation, are written in Arabic. Although they
can be translated to English, the meanings may be distorted because the style of
expression in Arabic language differs from that of English, especially in the
translation of literal text. To overcome this problem, the researcher relied on the

literature written in English and non-literal translating of the Arabic texts.

Another difficulty the researcher encountered was that the Jordanian case laws in this
area are rare and could not be reached. This could be attributed to the newness of the
law governing money laundering in Jordan. Certainly including some available case
laws would make the study better. The judicial judgments in this area are also
surrounded with secrecy and cannot be accessed because they have a (special military
court (Jordanian State Security Court)) to be looked in. To counter this problem, the

researcher depended on the very few case law written in the available literature.

Finally, in the final stage of this study, the researcher learned that the Jordanian
legislator has amended the Jordanian anti-money laundering law on June 16, 2015,
thus this new amendment was not included and was not covered extensively in this

study.
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Generally, this amendment is not substantial and is a confined amendment. It includes
the name of the law with some of the material modified, particularly those that will
increase international cooperation between the anti-money laundering unit of Jordan

and the international community.

Also, the new amendment does not include the banks' commitments in the fight
against money laundering. Nothing has been changed in terms of the impact of these

liabilities on banks and customers.

Therefore, the 2015 amendment has no clear and direct effect on this study, which
hopefully, will provide some insight into this area for academic, banks, banks legal
advisers, practitioners and policy makers, not only in Jordan but also anywhere.
However, when taking into account the international nature of money laundering and
banking, there will be significant interest in how the operations of the banks in Jordan

are affected by the laws.
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1.8 Literature Review

The researcher found many international researchers who examined anti-money
laundering laws that have affected banks, and many other works that have tackled
money laundering in general. Nevertheless, the researcher noted scarcity in studies
that concern the effects of anti-money laundering laws on the Jordanian banks. Money
laundering is still new in this region, but since Jordan is located in the middle of
unrest economic and military region, this crime seems to be flourishing. Hence, the

issue becomes crucial since it imposes destructive effects over the world.

1.8.1 Money laundering and anti-money laundering laws

The idea of money laundering is simple: a criminal who has acquired illegal funds
will seek to ensure that he can use his illegal funds without the authorities’ realization
that they are resulted from criminal activities. The researcher found the simplest
definitions of money laundering in more than one study, including in the study by
Reynolds,59 who states: “Washing of dirty money to make it appear legitimate”. In
Lal’s® study, money laundering is defined as “cleansing of money earned through
illegal activities like extortion, drug trafficking and gun running etc.” Money
laundering is identified by Bennett® as “concealment of the identity of illegally
obtained money so that it appears to have come from a legitimate source”. A deeper
definition was found in another study®®: “The use of money derived from illegal
activity by concealing the identity of the individuals who obtained the money and
converting it to assets that appear to have come from a legitimate source.” However,

the best definition was thought to be the one stated in the Commonwealth

*John A. Reynolds, The New US Anti-Money Laundering Offensive: Will It Prove Successful?, Cross
Cultural Management: An International Journal, Vol. 9 N. 3, (2002). pp. 4.

®Bhure Lal, Money Laundering An Insight Into The Dark World Of Financial Frauds, Siddharth
Publications, First Edition, New Delhi- India, (2003), pp. 12.

*'Tim Bennett, Ibid, PP. 1.

62John Madinger Money Laundering A Guide For Criminal Investigator, taylor & francis group LLC,
Third Edition, USA, (2012) pp. 5.
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Secretariat’s®® study which states that “money laundering is the process by which
criminals attempt to hide and disguise the true origin and ownership of the proceeds
of their criminal activities, thereby avoiding prosecution, conviction and confiscation
of the criminal funds.®®” The latter definition is the most appropriate because it
includes the main reasons for the money laundering process: avoiding prosecution,

conviction, and confiscation of the criminal funds.

The beginning of the constitution of Jordanian laws that aimed to fight money
laundering operations is explained by Al-Rimawi.®® Earlier in 1997, the need to
address the question of money laundering in Jordan appeared. In 1997, specifically on
November 18, the Central Bank of Jordan sent Memorandum No. 210/97 to license
Jordanian banks, counseling them on issues related to money laundering. In very
general terms, it had advised banks to “recognize” their customers, in other words the
need to verify their identity. The memorandum that was sent to banks included a
reasonable general description of the suspicious conditions regarding the banks
customers’ identity. However, It must be admitted that when addressing the question
of money laundering not much practical guidance was provided by the description of
such conditions, which could have been translated into a comprehensive procedural
manual for Jordanian banks. In addition, the lack of a correlated structure was among
the numerous problems affecting the Memorandum No. 210/97, and it did not give a
detailed explanation what money laundering means. In 2000, these deficiencies were

slightly remedied, where a completely new legal provision was added to the 2000

®¥The Commonwealth is international voluntary association of 53 independent countries. - See more at:
http://thecommonwealth.org.

®Combating Money Laundering and Terrorist Financing: A Model of Best Practice for the Financial
Sector, the Professions and Other Designated Businesses, Commonwealth Secretariat, second Edition,
London- United Kingdom, (2006), PP.6.

%Lu'ayy Minwer Al-Rimawi, Money Laundering Regulations in Jordan: A Positive Example of A
Middle Eastern Country Earnest about Catching up with International Financial Standards, Journal Of
Money Laundering Control Vol. 7, No. 1,(2003), pp. 15-17.
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Jordanian Banks Law to address money laundering operations. A more specialized
money laundering regulation was enacted in 2001. Actually, Article 93 of the
Jordanian Banks Law 2000 was found to be one of the most important legal
provisions in combating money laundering in Jordan. This article has made it
compulsory for any bank in Jordan to report immediately the central bank of Jordan of

any financial dealing that involve or may be linked to an illegal act or a crime.

Mohamed and Ahmad® examined the money laundering cases investigated by the
Central Bank of Malaysia under the Anti-Money Laundering and Anti-Terrorism
Financing Act 2001. Since money laundering mainly involves the transfer of money
through financial institutions, Malaysia has taken a major step in curbing the activity
by enacting Anti-Money Laundering and Anti-Terrorism Financing Act 2001. The
Central Bank of Malaysia has a major role to ensure that Anti-Money Laundering and
Anti-Terrorism Financing Act 2001 are effective in curbing these illegal activities.
The cases reported in the Central Bank of Malaysia’s web site were investigated to
understand the trends in money laundering investigations. Most cases investigated by
the Central Bank of Malaysia were related to section 4(1) of Anti-Money Laundering
and Anti-Terrorism Financing Act 2001 and the predicate offence related to the

money laundering charges were related to illegal deposit taking.

According to Al-Shami,®” money laundering has no legal texts that criminalize this
phenomenon in Palestine. Since the crime brought negative effects on the country, the
study recommended identifying the dimensions of this phenomenon and highlighting

the aspects of the international conventions related to money laundering operations.

%67akiah Mohamed and Khalijah Ahmad, Investigation and Prosecution of Money Laundering Cases in
Malaysia, Journal Of Money Laundering Control, Vol. 15, No. 4, (2012), pp. 421-429.

 Abdul-Karim Al-Shami, The Phenomenon of Money Laundering in the Light of International
Conventions, Journal of Law and Justice, No.16, (2005). In Arabic.
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Also, there was a need to increase the awareness at national and international levels
on the importance of measures and preventive procedures to combat this crime.
Additionally, the legislative vacuum need to be filled by establishing a special
department at the Ministry of Justice to combat this illegal activities and hold training
courses to develop the capacity of workers to be familiar with the methods used in

money laundering operations.

Salman and Meka® claim that in the late thirties of the twentieth century the concept
of money laundering has appeared in the United States and has been linked to
organized crimes, especially drug trade offence. After the World War 1 the mafia
purchased economic enterprises with illegal funds generated from criminal activities.
In that way they could disguise the source of this money in order to use it in legal
activities. The banking and financial sector has witnessed continuous evolution at the
international level, which resulted in increase in the size of the flow of capital across
borders, including illegal money, through the use of banking and financial
transactions to hide their illegal source. Gangs and organizations might use precision
techniques to accomplish their illegal goals in an attempt to hide the criminal and
illegal nature of their work. This drew the attention of many countries and
international institutions to the need of taking the necessary procedures for preventing
such phenomenon in the framework of international cooperation. They also
cooperated with various institutions and international bodies that intend to combat this
phenomenon on the global level. This required the emergence of specialized entities
(private and government), who further issued a number of laws to combat this

phenomenon. Controls were issued to make sure that the money resulting from the

%Ahmed Hedi Salman and Laheb Toma Meka, The Reflections of the Phenomenon of Money
Laundering, The Journal of Administration & Economics, No. 67, (2007), PP.212-234,
http://www.ias].net/iasj?func=fulltext&aid=26199, Accessed 23-4-2014. In Arabic.

32



illegal operations will not find a way to pass through the banking system. These

operations are classified as economic offense.

1.8.2 The causes and dangers of money laundering through banks

Money laundering negatively affects economic growth and global finance because it
facilitates corruption and crime and diverts resources to unproductive activities.
Consequently, it could restrict legitimate business and instability in banks and
financial institutions. Money laundering also aims to perpetuate crimes activities
because it encourages the underlying criminal activity from which illicit proceeds are
originated. Without a doubt, the damage caused by money laundering to the economy

and the community is the same as the one committed by the underlying crime itself.

Exploiting the principle of banking secrecy is the main reason for choosing banks as
the best institution for money laundering. The principle of banking secrecy was the
focus of Obaidat’s ® study. The anti-money laundering laws imposed on banks have
brought negative effects due to the inconsistency between the principle of banking
secrecy and mandatory notification of suspicion to the concerned authorities of money
laundering. When exceptions of principle of banking secrecy is needed in such cases,
negative effects were noted as the result of compliance to the laws; this could be seen
from the delay in the operations of customers, as well as in the increased cost of
banking services to the latter. Such circumstances have forced the bank to employ a
larger number staff to monitor customers’ financial operations. Sometimes, the
banking secrecy principle of banks can be exploited by launderers: they could launder

their money without having to reveal the source.

%Fadi Fouad Obaidat, The Legal Dimensions of Banking Secrecy, PhD thesis, Amman Arab university,
Amman Jordan, 2005. In Arabic.
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Awadallah™ claims that banks have a great responsibility to fight against money
laundering since these institutions are the main target of money launderer.
Consequently, the need to strengthen international and regional efforts to combat this
phenomenon is emphasized, giving birth to banking legislation with provisions that

criminalize these operations and the perpetrators.

Tarawneh and Batosh’* claim that banks have to fight money laundering and sustain
the negative effects of this fight; this is because the institutions are involved in money
laundering operations that could lead to their collapse. Consequently, they will face
the risk of losing public's confidence because of the negative publicity that resulted
from association with criminals, whether intentionally or not. In addition, banks may
be subjected to direct loss from fraud, like neglecting the identity of undesirable
customers. Another negative impact was on the safety and stability of banks managers

and their employees through their dealings with the criminal unknowingly.

A recent article’ refers money laundering as a global phenomenon that has weakened
the economic and political stability of countries. Apparently, developing countries are
more exposed to this phenomenon, taking Nigeria as an example. Nigeria is a
developing country where money laundering has affected the country’s financial
stability, along with economic and political developments. Bagher and Aluko
conclude that among the financial and economic crimes, money laundering fared
better in breaking into the economic and political structures of most developing

countries, linking the crime to the countries’ corruptions.

"Safwat Awadallah, The Economic Effects of Money Laundering Operations and the Role of Banks in
Control, Journal of Law, Vol.29, No.2, (2005). In Arabic.

"Musleh Tarawneh and Hossam Batosh, The Basis of Banks' Commitment to Combating Money
Laundering and the Scope of this Commitment in The Jordanian Legal System, Law Journal, Vol 29,
No. 3, (2005).In Arabic.

2Mahmood Bagheri and Ayodeji Aluko, The Impact of Money Laundering on Economic and Financial
Stability and on Political Development in Developing Countries the Case of Nigeria, Journal of money
laundering control 2012 2012, Vol. 15, No. 4, (2012), pp. 442-457.
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The dangers of money laundering, as mentioned by Abdel Mawla,”® are represented in
the increase of money laundering activities through (1) the use of open borders free
trade zones, banking centers and electronic transfers and (2) the presence of foreign
money through speculation in the financial markets. Competition between
international banks has led to the increase of money laundering operations, as well as
to the exploitation of some of the points of weakness of procedures and systems to
combat this phenomenon. The increasing rates of poverty, unemployment, crime and
corruption in developing countries have made them fertile grounds for money
laundering. These growths of money laundering are caused by liberalization and the
opening up of global markets, as well as changes in legislation and technological

developments in the banking sector.

Because money laundering is an organized crime as discussed by Abu El-Wafaa,” it
can also have damaging effects at international level. This phenomenon can harm a
country’s economy, security, and society since it provides a fertile ground for
terrorists, drug dealers, fraud, corrupted public officials, illegal arms dealers, and
others to operate and expand their criminal enterprises. This crime has become
increasingly international and hence, the financial aspects of money laundering have

become more complex following globalization of financial services industry.

Like floodwater seeking out any crack, money laundering usually begins with cash
and in an anti-money laundering system, the danger continues to evolve at a rapid

pace. According to Simser,” the financial systems evolve and so does the anti-money

"®3aid Abdel Mawla, Money Laundering Operations and their Repercussions on the Economic and
Social Changes, the Arab Journal of Security Studies and Training, Vol.14, No. 28, (1999). In Arabic.
"Mohamed Ibrahim Abu El-Wafaa, Informing Banks of Suspicious Financial Transactions, A research
presented to the conference in the bank operations legislation, this conference was held at the faculty of
law at Yarmouk University from 22 to 24 December 2002, Irbid Jordan. In Arabic.

"SJeffrey Simser, Money Laundering: Emerging Threats and Trends, Journal Of Money Laundering
Control, Vol. 16, No. 1, (2013), pp. 41-54.
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laundering systems. The emergence of unlawful activities in turn, can give rise to new
techniques and typologies in money laundering, like online gaming, online transfer or
in the form of a prepaid access card, piracy, football and various forms of trade-based

money laundering. In other words, these dangers are systemic.

Barakat'® studied money laundering from all aspects because of its negative effect on
the political, economical and social aspects. His study aimed to show the impact of
combating money laundering on the international level, and to identify the size of
money laundering and its methods. He claimed that the reason behind the spread of
money laundering phenomenon could be because the national laws failed to fight such
crime, also the lack of coordination and cooperation between the concerned parties.
Furthermore, he pointed out that money laundering is associated with corruption, drug
trade, slavery, and organized crime, it is worth mentioning that exploitation of banks
is widely used in money laundering operations. The danger of this phenomenon is
represented in that money laundering combating efforts are encountered by counter
efforts, where money laundering operations witness the entering of specialized
criminal groups in different professions, by money launderers in order to help them in

cleaning their dirty money and transfer them into legal fund.

Salman and Meka's study’’ focused mainly on the negative impact of money
laundering process, and they are as follows: (1) disable of financial policies, which
negatively affects the government economic performance, (2) impose more indirect
taxes or increase their prices to meet the shortfall in public revenues, the low

purchasing power, rising inflation and high unemployment rates, (3) the multiplicity

"®Abdallah Barakat, Phenomenon of Money Laundering and its Effects on Economic and Social on the
International Level, Journal of the Economies of North Africa, No. 4, PP. 215-232 http://www.univ-
chlef.dz/renaf/Articles_Renaf N_04/article_09.pdf, Accessed 28-4-2014. In Arabic.

""Ahmed Hedi Salman and Laheb Toma Meka, Ibid.
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of money laundering channels from traditional to the most sophisticated, including the
Internet, (4) an inverse relationship between the rate of domestic savings and money
laundering through smuggling , where the higher the smuggling operations the decline
of savings that are directed to investment, (5) the spread of extremism, sabotage acts,
violence, the occurrence of political coups, the emergence of imbalances in the social
structure and the spread of financial and administrative corruption, higher crime rates

and the spread of illegal practices such as gambling and nightclubs.

1.8.3 The impact of anti-money laundering laws on banks

The relationship between banks and money laundering usually includes three stages:
placement, layering and integration. ® Often banks would be affected during these

three stages of money laundering.

Placement is the initial stage of the process, in which illegitimate funds are placed
into the banking system.’® In Lal's study,® the placement is defined as “the process of
placing, through deposits, wire transfers, or other means, unlawful proceeds into
financial institutions”. Another s‘fudy81 has defined it as “the physical disposal of cash
proceeds derived from illegal activity”. Often this stage poses the greatest risk to the
launderer, because of the chance that he can be discovered.®” A person might be seen
as an unknown individual who walks into a bank and deposits a very large amount of
cash into an account; thus, he may arouse suspicion and this does happen. One
scholar, Cox,%*concluded that the placement process can take the following ways: (1)

purchase of paintings, (2) purchase of antiques, (3) purchase of investment products,

"®Norman Mugarura, The Global AML Framework and its Jurisdictional Limits, a thesis submitted in
partial fulfillment of University of East London for (PhD), (2012),pp.80.

Dennis W. Cox, An Introduction to Money Laundering Deterrence, John Wiley & Sons Ltd, First
Edition united kingdom, (2011), PP. 10.

%Bhure Lal, Ibid, PP. 16.

8lCommonwealth Secretariat, Ibid, PP. 9.

#2Rowan Bosworth-Davies and Graham Saltmarsh, Ibid , PP. 81.

#Dennis W. Cox, Ibid, pp. 11.
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(4) purchase of boats, (5) acquiring of shares from private companies, (6) provision of
cash loans to companies, and (7) purchase of things in a market. For the launderer this
initial or “placement” stage is the most dangerous. As Reynolds® claimed, the
process usually requires physical transportation of the criminal’s cash proceeds within
the jurisdiction where most likely the original criminal act occurred. As a result, it is
the stage that most closely monitored by law enforcement. The anti-money laundering
initiatives, which originated from legislative sources and law enforcement, throughout
history have been focused roughly exclusively on this “placement” phase. In
particular, the focus was on the theory that any later step, following the “placement”

process, always makes it difficult to keep track of the origins of their funds.

In principle, the layering stage involves making the appearance of the illegal funds as
legal, particularly by making complex transactions in order to hide or disguise the
original sources of these funds. The layering stage is defined as “the process of
separating the proceeds of criminal activity from their origin through the use of layers
of complex financial transactions”.® In a further study®, the process is defined as
“the process of separating illicit proceeds from their sources by creating complex
layers of financial transactions designed to disguise the audit trail and provide
anonymity”. Bosworth-Davies and Saltmarsh ' have also claimed that the dirty
money in the layering stage is distributed within the financial institution, in which it
has been initially deposited and manipulated to create a false picture of the source of

the original cash. The cash can also be moved through a number of other institutions.

#John A. Reynolds, Ibid, PP. 5.

®Bhure Lal, Ibid, PP. 16.

8 Commonwealth Secretariat, Ibid, PP. 9.

8"Rowan Bosworth-Davies and Graham Saltmarsh, Ibid PP. 87.
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Money laundering encounters difficulty during the layering stage when money
launderers move their funds between a number of accounts into a number of different
branches of banks through buy and resale of assets, stock, antiques and other complex
operations. In his study, Reynolds®® claimed that the goal of the launderer in the
“layering” stage is to disguise or hide the funds and distance them from their origin
and their financial system access points. Several methods can be used in this stage,
such as the undertaking of a great volume of transactions, the utilization of different
instruments and currencies, and several transfers among accounts in various
jurisdictions. Every following transaction in the “layering” process makes it much
more difficult to discover money laundering activities. Furthermore, each transaction

complicates the audit trail.

Integration is the third and final stage of the money laundering operations; simply put,
it is the stage in which illegal proceeds are reintegrated into a legitimate financial
system. This stage is defined as “the process of using an apparently legitimate
transaction to disguise the illicit proceeds. Through this process the criminal tries to
transform the monetary proceeds derived from illicit activities into funds with an
apparently legal source”.% Another study90 defines integration as “the provision of
apparent legitimacy to criminally derived wealth. If the layering process has
succeeded, integration schemes place the laundered proceeds back into the economy
in such a way that they reenter the financial system and provide to be normal business

funds”. This can happen when the cleaned-up money is legitimately brought back into

#John A. Reynolds, Ibid, PP. 6.
®Bhure Lal, Ibid, PP. 16.
Commonwealth Secretariat, Ibid, PP. 9.
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the financial system once it is safe from any enquiry by any agency about their

source.

Reynolds % points out in his study that the “integration” stage is the last step in the
money laundering process, and the money launderer ultimate goal. In the last stage,
the now-laundered funds are entered back into the mainstream economy as bona fide
funds. It is can be achieved through the purchase of liquid assets such as equities, life
insurance products, or government and corporate debt instruments. Usually, a

legitimate business may be entirely taken over by using the laundered proceeds.

Cox® mentions in his study that the common methods of integration used by money
launderers are as follows: (1) the transfer of money to a legitimate bank from a shell
bank owned by the launderers (the simplest method), (2) the delivery of embellished
invoices overvaluing goods or services which allow them to move funds from one
country to another; the bills act as verification for the origins of the funds placed with
the financial institutions, (3) the establishment of anonymous companies in countries,
where money launderers are able to grant themselves loans out of the laundered
money in the case of future legal transaction, (4) the cancellation of an insurance
policy after the premium has been paid, with the laundered money acting as the return
of the premium by the insurance company, (5) the selling of an acquired asset in an
open market, through private sale, with funds ideally being received electronically

into a legitimate bank account.

Anti-money laundering laws may create a great dilemma for banks. For example,

failure to report suspicious transactions is an offence according to the law. If the bank

®IRowan Bosworth-Davies and Graham Saltmarsh, Ibid, PP. 98.
%2John A. Reynolds, Ibid, PP. 6.
®*Dennis W. Cox, Ibid, pp. 13.
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fails to make a proper disclosure in this regard, it could be liable for breach of duty of
confidentiality or could face the risk of being liable for notification of the suspected
customer. The banks could be held liable as a trustee for the rightful owner of the
corrupted funds. Regardless, the anti-money laundering system appears to be
reasonably effective in protecting the integrity of the core financial system in major

financial centers.

Simwayi and Guohua® have assessed the role of commercial banks in fighting money
laundering in the Republic of China, and the extent to which anti-money laundering
regulations and rules have been adopted and implemented by commercial banks at a
partial level of the People’s Republic of China. In particular, they aimed to preset an
effective anti-money laundering system in the banking sector, which can make an
important contribution in fighting money laundering both nationally and
internationally. Money laundering laws helped policy makers, especially at the
People’s Bank of China, to reorganize their strategies with what is going on the
ground. Although the banks are not assessed by the People’s Bank of China, they are
audited independently by external auditors. All banks have anti-money laundering
procedures and policies in place, and they have appointed a compliance officer to
undertake anti-money laundering activities. They also trained their employees to cope

with anti-money laundering laws.

The experience of Lebanese operating banks and their commitments and compliance
with the international regulation on anti-money laundering were the focus of

Shahin’s.*® In particular, Shahin has hoped to achieve a global anti-money laundering

*Musonda Simwayi and Wang Guohua, The Role of Commercial Banks in Combating Money
Laundering, Journal of Money Laundering Control, VVol. 14, No. 4, (2011), pp. 324-333.
%Wassim Shahin, Compliance with International Regulation on AML/CFT: The Case of Banks in
Lebanon, Journal of Money Laundering Control, Vol. 16, No. 2, (2013), pp. 109-118.
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strategy. According to this study, Lebanese banks have achieved their anti-money
laundering and the counter-financing of terrorism procedures by abiding to the
recommendations of the international body in charge of the regulation—the Financial
Action Task Force. This Task Force focuses on the laundering of money and personal
unilateral initiatives cooperation among countries in the form of mutual agreements.
The anti-money laundering laws have resulted in an effective domestic initiatives and
have also shed light on the positive international regulatory assessment of these
initiatives. They also addressed the positive view of the Lebanese banking sector that
has kept it outside the current Financial Action Task Force’s list of countries with

anti-money laundering and the counter-financing of terrorism insufficiency.

Bugami®® mentioned the importance of coordination and cooperation between various
security agencies in fighting money laundering. The purpose was to face the dangers
of the crime on a country’s economy, society and policy. There is a close cooperation
between security agencies in anti-money laundering crimes to monitor suspects. Most
workers in concerned agencies (like in financial sectors) are familiar with money
laundering crimes and the ways to fight them. However, there are obstacles that
hinder the coordination and cooperation between security and concerned agencies to
combat money laundering that can further result in the wide spread of this

phenomenon.

The traditional methods of money laundering in the banking industry were explained
in Alosh's study, *’according to the study here are some of the ways: (1) depositing

and transferring through banks, which is the traditional way of laundering dirty

%Matleq Bugami, Effectiveness of Coordination between the Security Agencies and the Saudi Arabian
Monetary Agency in the Anti-Money Laundering Crimes, Master Thesis, Naif Arab University for
Security Sciences, Riyad-Saudi Arabia, (2005). In Arabic.

"Fred Alosh, Money Laundering Crime - Stages and Methods, Journal of Human Sciences, No. 12,
(2007), PP. 249-264, http://www.webreview.dz/IMG/pdf/_3-2.pdf , Accessed 30-4-2014. In Arabic.
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money: where the funds resulted from criminal activity are deposited in account or in
a number of accounts in different banks and different countries, it can be either
because they allow it; in other words the banks are complicit, or because those banks
apply banking secrecy principle. Finally, the funds are transferred to be invested and
it is mostly the original homeland of the depositors, in this way bank has carried out
the act of money laundering legitimately, (2) re-borrowing: where consistently
perpetrators of money laundering activity deposit their money in banks, then the they
apply for a loan from a bank which they deal with; by using the funds deposited in the
other country as collateral for the loan, in this way money launderers legally launder
their money, thus the can use them in purchasing property, business deals or other
similar activities, (3) Credit Cards: they are either issued by banks; all banks around
the world have been involved in issuing them under the supervision of a global
organization, such as (Visa, Master card) or issued through a single financial
institution, where the issuance operations and the settlement with merchants are
monitored by the issuing institutions, these cards are issued for customers to be dealt
with instead of cash, the cardholder can purchase goods through the use of the credit
card and the bills are sent to the cards issuance center, and the value to be repaid from
the branch where the purchase process was made, after that the value is requested
from the customer's account, and then the customer/buyer sell these goods that have
already been purchased by credit card ( and get a price without passing through
channels and transfers constraints it can pointed out that concealed or lost card can be
used of in the committing laundering money crime especially since this theft may be
real or faked, regarding to the latter, it may be faked for the purpose of committing a
crime of money laundering where the card is in the holder possession and is not stolen

or lost, in case of loss or theft take necessary procedures in terms of notifying the
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bank, however the card continue to be used in purchasing goods or services from the
merchant , and the merchant might be committing fraud to accept the stolen card or
lost, where he complicit with the offender in making unreal invoices purchases by

using the card.

According to Salman and Meka®®, efforts on both local and international level to
combat money laundering phenomenon are not at the required level, however this
phenomenon can not be eliminated, due to the following reasons: (1) banks complete
confidentiality principle would limit the effectiveness of the control procedures, (2)
the decriminalization of the money laundering phenomenon in legislation in many
countries around the world even today, (3) the inadequate level of international
cooperation in addressing the phenomenon. This study Recommended that in order to
reduce and eliminate money laundering phenomenon around the world, the
international organizations and governments need to take a set of measures including:
(1) the need for international and domestic coordination to address the phenomenon,
(2) passing legislation to prevent illegal trade not only the drug trade, (3) passing
legislation to facilitate the control of the financial markets, (4) passing international
legislation prohibiting the use of the Internet in money laundering operations, (5) to
impose sanctions on states that tolerate in combating money laundering, (6) tighten

controls on the suspicious companies and follow up their commercial operations.

Finally, a questionnaire study was conducted by Rowan Bosworth® about Money-
Laundering Reporting Officers in the US. Its aim was to examine the Officers’

attitudes towards specific aspects of ensuring the provision of good compliance, and

%Ahmed Hedi Salman and Laheb Toma Meka, Ibid.

% Rowan Bosworth-Davies, " Living with the Law: A Survey of Money-Laundering Reporting Officers
and Their Attitudes towards the Money-Laundering Regulations”, Journal of Money Laundering
Control, Vol. 1 Iss: 3, (1998), pp.245 — 253.
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to ascertain whether there were any other areas of compliance where further training
was particularly necessary. The important findings of the questionnaire were: (1) It
demonstrated that very few Money Laundering Reporting Officers have any real
knowledge of US legislation implications. (2) It identified the fact that a number of
persons employed in the role of Money Laundering Reporting Officer have not
received the necessary amount of training to enable them to be effective in their jobs.
(3) It demonstrated that the commitment to the provision of well-qualified staff in the
role of the Money Laundering Reporting Officer is still lacking among a significant
number of employing institutions. (4) It demonstrated briefly that there is a direct
correlation between the amount of training an individual Money Laundering
Reporting Officer receives, and his effectiveness in the role for which he is employed.
(5) It proved that a significant number of employees are being trained by Money
Laundering Reporting Officers who have themselves not received adequate or

sufficient training.

Furthermore, another survey about Money-Laundering Reporting Officers in the UK
was conducted by Laurence Webb.'® The aim of this survey was to assess the
attitudes of London city banks towards the UK money laundering regulations, and the
attitudes of the money laundering reporting officers, including how seriously the
banks took their new anti-money laundering responsibilities. Also, how did the person
responsible for implementing anti-money laundering compliance (the Money
Laundering Reporting Officers) view their responsibilities as well. This study
examined the main benefits and costs to the bank for compliance with the regulations,

and the type of anti-money laundering training provided by the banks. There was a

1001 aurence Webb, “A survey of money laundering reporting officers and their attitudes towards
money laundering regulations”, Journal of Money Laundering Control, Vol. 7 Iss: 4, (2004), pp.367 —
375.
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broad range of Money Laundering Reporting Officers’ attitudes found in this survey,
they were classified to three categories: positive attitudes (27 per cent), neutral
attitudes (40 per cent) and negative attitudes (33 percent). Additionally, 60 percent of
respondents thought that money laundering regulations would not be effective. It was
concluded that these banks took their anti-money laundering responsibilities very
seriously, since the Financial Services Authority has new powers to prosecute non-
compliance. Larger banks tended to have more positive attitudes than small or
medium sized banks, and this study recommended specific measures for optimizing

compliance.

On the whole, the reviewed literature on anti-money laundering system appear to be
effective in protecting the integrity of the financial system in financial centers. The
literature showed various negative impacts of anti-money laundering laws on banks
and financial institutions despite the positive impacts. Since there is no uniformity
across the world in terms of legislations, the effectiveness of the anti-money
laundering laws is still dubious. Countries are free to define what they regard as legal
sources of money or otherwise. The above mentioned studies are outdated and do not
go along with the late problems imposed by money laundering crimes in banks. In
addition, these studies do not reflect the modern changes in the Jordanian society,
probably because money laundering is new in Jordan and to the Jordanian legislations

that are trying to suit the updates of money laundering regulations.

To the knowledge of the researcher, no similar study was conducted with the same
objectives of this study. Therefore, this study provides measures to be taken by
Jordanian bankers in complying with the laws. In particular, the study examines the

Jordanian anti-money laundering laws that have affected the banking industry. It also
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analyzes how the laws have affected banks operation and its relationship with
customer and investigating the perception of the bankers towards their anti-money

laundering obligations.

1.9 Outline of the Chapters

The study is divided into six chapters. The first chapter includes the contents of the
proposal: introduction, problem statement, research questions, research objectives,
significance of the study, and methodology. The methodology section reports on the
research design, scope of the study, type of data, data collection, and data analysis.
This is followed by the limitation of the study, literature review, and outline of the

chapters.

The second chapter reviews money laundering in general. It aims to look at the
definition, background, stages, methods and dangers of money laundering. The
chapter also provides an overview of the banking system in Jordan and the driving
factors for laundering money through banks. In addition it looked at terrorism
financing, the Arab Spring, international efforts, and coordination and cooperation to

anti-money laundering.

The third chapter deals with the pre-Jordanian regime and current Jordanian anti-
money laundering laws. It also examines the anti-money laundering obligations and
their impact on the banks.

The fourth chapter intends to examine the perceptions of Jordanian bankers towards
the anti-money laundering laws. This chapter aims to discover—through a
questionnaire survey — the perceptions of the bankers towards their duties and

liabilities under the laws.
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The fifth chapter examines the impact of the anti-money laundering laws on the
relationship between banks and their customers. This chapter aims to discover—
through the questionnaire the opinions of the bankers, their customers, the Jordanian
central bank and Jordan’s Anti-Money Laundering Unit on how the anti-money
laundering laws have been affecting the relationship between banks and their

customers.

The sixth chapter is the conclusion chapter. It recommendations area for further study

and concludes the research.

1.10 GANTT Chart/ Schedule of Work.

Table 1.2
Schedule of Work

Start End Research activities

February 2013 March 2014 Literature search.

Finalize the research area.
Prepare and write up a research proposal.
Research proposal submission
Proposal colloquium.
Enhance literature review
Proposal write up

Proposal defense.

Collecting data in Jordan
Doing the study survey
Thesis write up

Enhance literature review
Analyze data

Thesis write up

Thesis submission

Pre-Viva

Thesis editing and finalizing
Thesis submission

Viva.

March 2014 July 2014

July 2014 February 2015

February 2015 September 2015

September 2015  January 2016

22 March 2016
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CHAPTER TWO

MONEY LAUNDERING: AN OVERVIEW

2.1 Introduction

This chapter provides an overview of money laundering. As such it will focus on the
definition of money laundering and highlight the stages, methods, and dangers of the
crime. Also discussed are the driving factors for laundering money through banks,
which are the institutions considered the most common channel for carrying out
money laundering. The researcher also discusses the Arab Spring, terrorism financing
and the international cooperation in combating money laundering within the

framework of the study.

2.2 Definition and Background to Money Laundering

Simpson and Weiner, editors of the Oxford English Dictionary, define money
laundering as “funds of dubious or illegal origin, usually from a foreign country, and
then later to cover them from what seem to be “clean” (i.e., legitimate) sources.'®
The United Nations Convention 1988 defines money laundering as “the conversion or
transfer of property, knowing that such property is derived from any offence or
offences established in accordance with subparagraph (a) of this paragraph, or from
an act of participation in such offence or offences, for the purpose of concealing or
disguising the illicit origin of the property or of assisting any person who is involved
in the commission of such an offence or offences to evade the legal consequences of

his actions.” % The convention also defines the crime as “the concealment or disguise

of the true nature, source, location, disposition, movement, rights with respect to, or

%%30hn Simpson and Edmund Weiner, Oxford English Dictionary, Oxford University Press, United
Kingdom, (1 1989), pp. 702.

%2Article (3) (1-b-i) from United Nations Convention against Illicit Traffic in Narcotic Drugs and
Psychotropic Substances, 1988.
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ownership of property, knowing that such property is derived from an offence or
offences established in accordance with subparagraph (a) of this paragraph or from an
act of participation in such an offence or offences.”*® The most important part of this
definition is the transfer of illegal money into legitimate one by hiding its real illegal
source or owner. In accordance with the Vienna Convention, many countries limited
money laundering law drafts to laundering drugs money. As a result, the definition of
money laundering started to expand in order to include illegal acts other than drugs
trafficking, such as fraud, smuggling, sale of stolen goods, and other financial

crimes. 1%

Article 6 in Convention on Laundering, Search, Seizure, and Confiscation of the
Proceeds from Crime in the Council of Europe 1990 clearly states that in laundering
offences, “(1) each party shall adopt such legislative and other measures as may be
necessary to establish as offences under its domestic law, when committed
intentionally: (a) the conversion or transfer of property, knowing that such property is
proceeds, for the purpose of concealing or disguising the illicit origin of the property or
of assisting any person who is involved in the commission of the predicate offence to
evade the legal consequences of his actions; (b) the concealment or disguise of the true
nature, source, location, disposition, movement, rights with respect to, or ownership of,
property, knowing that such property is proceeds; and, subject to its constitutional
principles and the basic concepts of its legal system; (c) the acquisition, possession or
use of property, knowing, at the time of receipt, that such property was proceeds; (d)

participation in, association or conspiracy to commit, attempts to commit and aiding,

B Article (3) (1-b-ii) from United Nations Convention against lllicit Traffic in Narcotic Drugs and
Psychotropic Substances, 1988.

104Rick McDonell, Money Laundering Methodologies and International and Regional Counter-
Measures, Paper presented at the conference Gambling, Technology and Society: Regulatory
Challenges for the 21st Century, convened by the Australian Institute of Criminology in conjunction
with the Australian Institute for Gambling Research and held in Sydney, 7-8 May 1998.
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abetting, facilitating and counseling the commission of any of the offences established

in accordance with this article.”

The Commonwealth Model Law in 1996 defines money laundering as “(a) (i)
engaging, directly or indirectly, in a transaction that involves property that is proceeds
of crime: or (ii) receiving, possessing, concealing, disguising, transferring. converting,
disposing of, removing from or bringing into the (territory) any property that is
proceeds of crime; and (b) (i) knowing, or having reasonable grounds for suspecting
that the property is derived or realized, directly or indirectly, from some form of
unlawful activity; or [(ii) where the conduct is conduct of a natural person, without
reasonable excuse failing to take reasonable steps to ascertain whether or not the
property is derived or realized directly or indirectly, from some form of unlawful
activity;] or (iii) where the conduct is conduct of a financial institution, failing to

implement or apply procedures and control to combat money laundering.” 'S

Money laundering is defined, according to Article 2 (a) from the Jordanian Anti
Money Laundering and Counter Terrorist Financing Law 2007, as “every conduct
involving acquiring, possessing, disposing of, moving, managing, keeping,
exchanging, depositing, investing, manipulating the value or transferring the funds, or
any other act, where the purpose of the act is to conceal or disguise the source, true
nature, place, movement, disposal means, ownership or related rights, or otherwise
preventing from identifying the person who committed the crime that generated the
funds, with the knowledge that the funds are the proceeds of any of the crimes

stipulated in article (4) of this law.”

1%part: Definitions and Provision for Regulations Common to all Parts of the Law, (1), Money
Laundering Means, from the Commonwealth Model Law for the Prohibition of Money Laundering and
Supporting Documentation 1996.
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Money laundering has many definitions depending on which perspective being
adapted for the sake of definition.'® Lal*®’ for instance, defines money laundering as
“cleansing of money earned through illegal activities like extortion, drug trafficking

and gun running etc.” Bennett'®

identifies money laundering as “concealment of the
identity of illegally obtained money so that it appears to have come from a legitimate
source.” As for Levi and Reuter, money laundering is “the techniques for hiding
proceeds of crime including transporting cash out of the country, purchasing
businesses through which funds can be channeled, buying easily transportable

valuables, transfer pricing, and using underground banks.”*%°

Madinger''® provides a profound definition of money laundering. He states the crime
as “the use of money derived from illegal activity by concealing the identity of the
individuals who obtained the money and converting it to assets that appear to have
come from a legitimate source.” Nevertheless, the best known definition of money

,Slll

laundering is stated in the Commonwealth Secretariat study as “the process by

which criminals attempt to hide and disguise the true origin and ownership of the
proceeds of their criminal activities, thereby avoiding prosecution, conviction and

confiscation of the criminal funds.”**?

1%L in Liu, An analysis of money laundering and terrorism financing typologies, Journal of Money
Laundering Control, Vol. 15 No. 1, (2012),pp. 85-111.

Bhure Lal, Money Laundering An Insight Into The Dark World Of Financial Frauds, Siddharth
Publications, First Edition, New Delhi- India, (2003), pp. 12.

1%Tim Bennett, Money Laundering Compliance, Tottel Publishing Ltd, Second Edition, London-
England, (2007), PP. 1.

%Michael Levi and Peter Reuter, Money Laundering, 34 Crime & Justice (2006), PP. 289.

1%30hn Madinger Money Laundering A Guide For Criminal Investigator, taylor & francis group LLC,
Third Edition, US, (2012) pp. 5.

The Commonwealth is international voluntary association of 53 independent countries. - See more
at: http://thecommonwealth.org.

2Combating Money Laundering and Terrorist Financing: A Model of Best Practice for the Financial
Sector, the Professions and Other Designated Businesses, Commonwealth Secretariat, second Edition,
London- United Kingdom, (2006), PP.6.
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After examining the definition of Money Laundering, and according to the
researcher’s point of view, the above definition is deemed the most suitable since it
points out the main reasons for the process of money laundering, which are (1)
avoiding prosecution, (2) conviction, and (3) confiscation of the illegal cash. Hence, it
is explicit that the previous definitions include various activities of which the main
activity is to conceal the proceeds of crimes, such as drugs, corruption, and any other
type of crimes that are within the scope of the law on money laundering. Drugs
trafficking, according to a report by Financial Action Task Force, is the first largest
source of criminal proceeds. The second largest source of criminal proceeds is fraud,

followed by smuggling, gambling, human trafficking, and tax evasion.

2.3 Stages and Methods of Money Laundering

While authors differ in their approaches and terms of money laudering, they all agreed
on the main purposes of the crime: to hide the real source and owner of the illicit
money and to transfer illegal proceeds into legitimate sources. Criminals who commit
money laundering need to secure the ownership of the proceeds and protect the
proceeds from suspicion, investigation, and seizure. Often to achieve this purpose,
they adopt a sophisticated money laundering process that consists of three sequential
stages: placement, layering and integration. However, not all money laundering
process sequentially follow this process; some criminals treat the means separately or
distinctly or in other words, the process may overlap or be conducted simultaneously.
A range of mechanisms and typologies may be used in money laundering operation,

such as through currency, gold, precious metals; through the banking sector; through
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precious stones smuggling; through stock market; and through trade-based money

laundering.**3
Placement

This process involves depositing illegal cash in a local or international financial
institution or buying valuable goods like paintings and precious metals. Since this

114

stage is the weakest link in the process of money laundering,”" it often becomes the

point for money laundering detection.
Layering

This stage involves separating illegal proceeds from its real sources by creating layers
of financial transactions. Aimed to conceal the audit trail and provide anonymity, the
layering process is accomplished through a complex series of financial transactions in

shell operations or through a series of transfers into different accounts.

Many scholars argued that electronic transfer of money between banks has facilitated
money laundering. The anonymity of e-money helps make the source of proceedes

115

untraceable,” and during placement and layering, money laundering has a serious

impact on financial institutions and banks. In these stages, the illegal money is

laundered but not integrated into the economy.
Integration

This is the stage where the illegal funds are converted into legitimate source with no

3Chat Nguyen Le, The growing threat of money laundering to Vietnam: The necessary of intensive
countermeasures, Journal of Money Laundering Control, VVol. 16 No. 4 (2013), PP. 321-332.

“Harjit S Sandhu, The Global Detection and Deterrence of Money Laundering, Journal of Money
Laundering Control, Vol. 4. No. 3 (2000), PP. 336-337.

15Steven Philippsohn, The Dangers of New Technology-Laundering on the Internet, Journal of Money
Laundering Control, Vol. 5. No. 1 (2001), PP. 87.
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proven links to illicit activities. At this point, money launderers can integrate illegal
funds into the legitimate financial systems, allowing them to access these funds
legitimately and freely. Tracing the source and prosecuting the launderers becomes

difficult at this stage.

After considering these three stages, the researcher perceives that money laundering
involves the transfer of property (mainly cash) into another form of assets, the
concealment of the real owner of the property, and the creation of apparently
legitimacy of the ownership of such property. Thus the crime is very difficult to
investigate, detect, and prosecute because these process may involve complex
techniques, methods, and mechanisms. Therefore, heavy obligations were imposed on
banks to combat money laundering activities by the Jordanian Anti-Money
Laundering and Counter Terrorist Financing Law 2007 and the Instructions for Anti
Money Laundering and Counter Terrorist Financing for Banks Instructions No.
51/2010. One of the obligations is to establish risk assessment, identify and verify
customers, report cash and suspicious transactions, establish compliance program, and

keep records.'*®

The real sources of money laundering phenomenon are (1) drugs, (2) illegal arms
trafficking, (3) administrative and political corruption, (4) human trafficking, (5)
prostitution, (6) bribery, (7) gambling, (8) counterfeiting money, (9) currency
smuggling, (10) terrorism, (11) embezzlement, (12) tax and customs evasion, and (13)
unpaid back banks loans, where money launderers take loans from local banks

without sufficient guarantees, and transfer these loans abroad without being paid

116 See section 3.3.3
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back. Other sources include the escape of these debtors out of the country.’*” One

example of such a case is the liquidation of the Bank of Petra in Jordan.*®

Money launderers may launder either in the banking fields, ™

or in private banking.
Often in the latter case, wealthy individuals receive private services either through
private banking circles as one of the bank’s departments, or through a private bank. A
deposit of one million dollars or more is set to the client’s manager, or special
services administrator who would be responsible for dealings with the bank for this

client.*?°

Private banks are able to facilitate client’s use of the bank’s services and financial
products, including estate planning, and tax and global wealth management. Hence

private banking is vulnerable to money laundering for the following reasons:

(1) Banks are reluctant to ask the typically wealthy and powerful clients serious

questions about their wealth.

(2) Private banks that conduct jurisdictions business have strict banking secrecy

laws.

(3) The existance of secrecy culture in private banks. Routinely, private banks
help in creating shell companies and trusts in order to shield the identity of the

account beneficial owner. These institutions then develop a very close personal

" Taghreed Azzam, Amal Tommalieh, Money Laundering and its Impact on the Jordanian Economy,
Interdisciplinary Journal of Contemporary Research in Business, Vol 5, No 4, ( 2013).

"8The details of Petra’s collapse have always been murky. But a look at documents collected by
auditors from an Arthur Andersen branch in Geneva sheds some light on where the missing money
went. The audit found that 40 percent of the bank’s loans and commitments were “non-performing,” or
not paid back. Part of the problem was what the accountants call “related-party transactions,” in which
a bank lends money to its owners, their companies, their relatives or their business partners. Fourteen
percent of the bank’s assets, or about $130 million before the Jordanian devaluation, were dubious
loans to, or commitments from, “related parties”. For more information visit: Salon Media Group, 5/5/
2004, http://www.salon.com/2004/05/04/petra/, Accessed 30-12-2014.

"9Taghreed Azzam, Amal Tommalieh, Ibid.

20T aghreed Azzam, Amal Tommalieh, Ibid.
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relationship with their clients. Correspondent banking becomes crucial to the
system of international payment since it enables banks to provide services and
conduct businesses for their customers in jurisdictions when the latter are
absent. Correspondent relationships are very important for money launderers

because the means provide access to international transfer systems.

In 2001, the US banks had generally failed to take adequate steps to prevent
money laundering through their correspondent banks accounts. Hence the risk
posed by correspondent banking services, particularly where a respondent bank
IS in a jurisdiction that has inadequate anti-money laundering measures, should

be considered seriously by the banking industry. ***

(4) Phantom companies are companies that already existed, but in reality, they
do not engage in real activities. Established to hide illegal criminal activities,
the financial edema and trade name of these companies are ofted used by money
launderers to open bank accounts for transferring and smuggling dirty money

and as a final step they to escape abroad. '??

(5) Brokering is the transfer of funds of illegal money (dirty money) to a
collaborator broker in one of the brokerage countries in order to purchase a
large quantity of bonds and stocks in the broker's name or on behalf of any other
person.?® Money laundering method used by criminals are affected by a
number of factors: the required amount of money to be laundered; the available
professional services to be involved in money laundering; the extent to which

the obvious accumulation of funds become problematic; the extent to which

21 Aspalella A Rahman, Ibid, pp.19.
122Taghreed Azzam, Amal Tommalieh, Ibid.
ZTaghreed Azzam, Amal Tommalieh, Ibid.
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members of the financial services sector can be corrupted to cooperate in a
laundering scheme; the ability to travel to another jurisdiction for making
financial arrangements; the acquisitive committed crime geography; the
network of available trustees of the person with illegal proceeds; the amount of
intimidation and fear that can be caused by a criminal enterprise; the types of
committed crimes and the criminal's professional, business and educational

background.*?*

When money launderers’ methods were analyzed, the researcher concludes that
money launderers use many methods to cleanse their funds, ranging from the simplest
to the most sophisticated end. Ultimately, the most important thing for them is to
make their illegal money appear as if it is derived from clean and legitimate sources.
The simple method can be described by feeding the money through buying luxurious

goods, gambling arrangements, casinos, and promoting sporting events.'?>

2.4 The Dangers of Money Laundering

Money laundering is a significant problem in developed countries, and synonymous
with developing countries. The illegal funds proceeds of corruption do not always
need to be internationally laundered. The proceeds of the biggest thefts of public
property may be laundered either as money or as goods, such as fine arts and real

estate. Money laundering has a distinguished tendency to frustrate legitimate business

124 Anthony Kennedy, Dead Fish Across the Trail: Illustrations of Money Laundering Methods, Journal
of Money Laundering Control, Vol. 8. No. 4 (2005), PP. 305, 317.

1% Andrew Haynes, Money Laundering and Changes in International Banking Regulation, Journal of
International Banking Law, Vol. 11, (1993), PP. 455.
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enterprises and corrupt the financial systems, as well as corrupt the social-political

systems.*?

In the Jordanian economy, money laundering has posed several effects, particularly
when the laundered money is smuggled abroad (external money launering). Among

the effects are as follows'?’:

(1) low national income: Money launderers smuggle money to be laundered
abroad in foreign banks. This smuggled money is a missing part of the national
income derived from taking loans without giving sufficient warranty and
transfering loans to foreign banks, bribery, or commission of Jordanian banks.
As a result, the poor bear the burden of money-laundering operations. The rich
escape the consequences of low national income by avoiding taxes and by

taking loans without intending to pay them back.

(2) poor distribution of national income: The distribution of national income is
affected negatively by money laundering operations because the source of the
laundered money is illegal. Money laundering operations weaken domestic
savings, and this leads to the failure of adopting the Jordanian savings as a
source of the Jordanian capital, which is needed for continuous expansion in

investment and business.

(3) domestic savings deficit: The increase of money laundering operations
decreases the rate of domestic savings because administrative and political

corruption cause capital flight. For example, when money is laundered by

1260latunde Julius OtUSnya and Sarah Lauwo, The role of offshore financial centers in elite money
laundering practices evidence from Nigeria, Journal of Money Laundering Control, Vol. 15. No. 3
(2012), PP. 336-361.

2"Taghreed Azzam, Amal Tommalieh, Ibid.
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buying gold, the consumption trend does not benefit the community. Thus when
domestic savings face deficiency, the state takes loans from abroad, increasing

further the proportion of foreign debt and burden on the national economy.

(4) devaluation of national currency: The value of the national currency is
affected negatively by money laundering operations. Money launderers convert
local funds into foreign currencies for smuggling them abroad, so the demand
for foreign currency increases and the demand for the local currency (the dinar)

decrease which leads to devaluation in the value of the Jordanian dinar (JOD).

(5) increase of unemployment rate: Money laundering operations and
unemployment rate are interrelated in a developing country like Jordan. The
crime is closely related to smuggling money abroad through banking channels.
In Jordan, the relationship between unemployment and money laundering leads

to social, economical and financial problems.

(6) negative impact on the efficiency of the overall economy: The economic
efficiency means the stage in which the highest possible achieved benefit to the
economy of the available resources is achieved through appropriate economic
mechanism which reflects the optimal price system. Therefore, the currency
devaluation, the rise in unemployment and inflation lead to inefficient economy.
Also, speculation in real estate, securities, and consumer spending because of
money laundering creates what is called “hot money”, which is the profit of

money laundering and not of production and investment products.

(7) the high inflation rate: Inflation involves increasing production for the
increased consumption and raising prices with a shortage of savings. The
operations of money laundering raise the inflation rate in Jordan. When money
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launderers in Jordan transfer their money to industrial countries they feel
secured, which causes intern inflation in a developing country like Jordan. This

process raises the prices industrial countries, particularly the imported goods.

(8) unjust consumption distribution: In Jordan, money laundering leads to
increasing demand, rising price level, and decreasing purchasing power of the
Jordanian currency. The increase in inflation leads to lower consumption from
the low-income earners who earn their income legally, unlike the high-income
earners whose incomes are earned illegally. This is considered unjust in the

Jordanian society.

The world’s third largest industry after international oil trade and foreign exchange is
money laundering. Worldwide, the size of money laundering according to the
Monetary Fund is estimated between USD 600 million and USD 1.5 trillion, which is
about 2-5 per cent of the world’s gross domestic product.”® Undoubtedly, a
substantial amount of this illegal money flow out of developing countries. Annually,
cross-border illegal money flows approximately between USD 1 to 1.6 trillion.
Complex offshore ladders operating through the global banking system launder the
vast majority of these funds. Of the developed world, major international banking
centres recieve half of this money that flows out of developing and transitional
economy. A report documents the role and the indictment of politically exposed
persons in exploiting the infrastructures in offshore financial centers through

professionals and financial institutions.?

128 Angela Veng Mei Leong, Chasing dirty money: domestic and international measures against money
laundering, Journal of Money Laundering Control, Vol. 10 No. 2, (2007), pp. 140-156.
290latunde Julius OtUSnya and Sarah Lauwo, Ibid.

61



Money laundering is the cornerstone of most illegal activities. Effective laundering
operation enables the criminals to use, hide, and invest their illegal funds without the
fear of being prosecuted and caught by the enforcement authorities. In other words,
successful money laundering operation enables criminals to distance or remove
themselves from the illegal activity that generates the illegal money. This
effectiveness makes it more difficult for authorties to prosecute launderers. In
addition, the process of distancing profits from the illegal activity prevents the law
enforcement authorities from confiscating the launderers’ illegal funds. The money
launderers can even enjoy the benefits of their illegal profits without bringing
attention to themselves, and they can reinvest the illegal profits in future illegal

activities or even in legitimate businesses.*®

The vast scale of the money laundering process exists within drug trade across the
world. Hundreds of millions of dollars are used in this trade, and some of the major
drug cartels involve billions of dollars of illegal deals over a single year. There are
also some well-renowned drug cartels such as the Zetas cartel in Mexico, although
there is clearly a degree of secrecy surrounding such illegal activities. This presents
the best chance for the police to identify the source of drug cartels and the challenges
facing the drug dealers, who need to launder a large amount of money without being
detected. Acting on this is crucial because of the pressing need to protect the public
and to eliminate the large scale of illegal behaviour. Illegal activities of this scale are

not only damaging to those directly involved in the illegal groups themselves but also

1¥0Rick Mcdonell, Ibid.
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encouraging a widespread use of drugs, as well as having a knock on effect on the

stability of financial markets .***

Because these activities effectively fund drug trades and the cartels engaged in, they
are highly worrying and controversial. In any sense, illicit money is not considered
effective capital or currency because it is not legitimately integrated into the financial
system. Derived from drug deals, this illegal money is not valuable to the dealers; it
can only be valuable and actionable if converted into legitimate capital. Thus, every
single dollar that is laundered successfully funds the activities of drug dealers; in
other words, when drug money is laundered, it goes to fund new criminal enterprises
and finance the expansion of the drugs trade and operation. It becomes easier to
identify how the authorities can work to fight the negative effects of drugs trade,
particularly by recognising the balancing agendas that the various different entities
have when it comes to drug activities. On one hand, launderers will be looking to
“clean” drug money in an undetected manner in order to keep the drug activities
undercover. On the other hand, authorities will be looking not only to identify the
roots of these funds but also to prevent the money laundering operation that is taking

place.™®

The process of money laundering seems to be a significant problem that equates
hundreds of billions of dollars a year, and part of this illegal money would be added to
an international stock of illegal cash and assets purchased with proceeds of the crime.
This increases the strength of a number of transnational organised crime groups. As a
result, globally, money laundering now not only presents a problem for criminal

justice systems but also is a macroeconomic problem. Left unchecked, the crime

Blkhaled A. A. Alasmari, Cleaning up Dirty Money: The Illegal Narcotics Trade and Money
Laundering, Economics & Sociology, Vol. 5, No 2a, (2012), pp. 139-148.
"Khaled A. A. Alasmari, Ibid.
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could cause many social and financial problems. Money laundering counter measures
can stop criminals from enjoying their illegal money and more importantly prevent
them from reinvesting their funds in future criminal activities, so it is imperative to
establish money laundering counter measures. Such measures can provide law
enforcement with innovative tools in order to provide an evidentiary link for
prosecution purposes between criminal acts and major organizers, and to detect

criminal activities through paper trail.**®

For this reason, the fight against money laundering consists of two important legal
devices: the criminalization of money laundering and the confiscation of the proceeds
of the crime. It is explicit that both approaches emphasise the financial elements of
crimes. Preventing criminals from enjoying their illegal profits is possible, and more
importantly, they can be prevented from building capital for future crimes particularly
by attacking the financial structures of criminal organizations. Fighting money
laundering has a significant impact on combating such crimes, particularly organised

crimes.***

Anti-money laundering laws aim to prevent criminals from taking advantage of
financial institutions and their systems to launder illegal money. The aims are also to
confiscate the criminals’ funds, and criminalize money laundering. This is crucial for
persevering the integrity of the financial systems, which play a significant role in

financial growth and global economic.

After the dangers of money laundering have been studied, the researcher concludes
that the cornerstone of an organized crime lies in where it provides continuous illegal

ventures of the criminal organized groups and individuals. Recently, political stability

"Rick Mcdonell, Ibid.
B34Guy Stessens, Money Laundering: A New International Law Enforcement Model, (2000), PP.85.
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and security of many developing countries have been threatened by the exploits of
organised crimes the criminal organized groups and individuals. Recently, political
stability and security of many developing countries have been threatened by the
exploits of organised crimes. Such crimes have exploited many forms of corruption to
infiltrate into political process of most developing countries. Criminals tend to adopt
corruption predicates for abusing governments’ resources, particularly by diverting
them from sectors of critical importance such as education, development, and health.
As a result, ordinary people are deprived of development opportunities and economic
growth. In addition, to the increase of violence, social instability escalates,
poverty,inequality, and spurs mass mistrust of political process, leading to political
and civil unrest. The recent political and civil unrest in the Arab world is a testimony

to this fact.**®

2.5 Overview of the Banking System in Jordan

The Jordanian government established a well-developed regulatory and supervisory
framework for administering its banking and financial institutions. This is imperative
in ensuring a strong functioning of the financial system since the system is considered
one of main components of economic progress. On the other hand, a sound and strong
financial system is believed to be vital for providing investors confidence to invest in

Jordan; this in turn, would create income, wealth, and employment.

2.5.1 Overview of Legal Organization.

In 1950s Jordan set out preparations to establish the Central Bank of Jordan. In 1959

the Law of the Central Bank of Jordan was enacted, and later in October 1964, the

Mahmood Bagheri and Ayodeji Aluko, The Impact of Money Laundering on Economic and
Financial Stability and on Political Development in Developing Countries the Case of Nigeria, Journal
of money laundering control, Vol. 15, No. 4, (2012), pp. 442-457.
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operational procedures of the bank commenced.™*® Although its capital is owned
entirely by the government, the Central Bank of Jordan enjoys the status of an

independent and autonomous corporate body.**’

The banking system in Jordan consists of the Islamic banking system and the

conventional banking system (commercial banks). Islamic banks"®

offer banking
financing and services in accordance with the Islamic laws or Shari’a. The Central
Bank of Jordan controls the banking sector (Islamic and Conventional), and it was
established as an independent institution (authority) which acts as the government

fiscal agent. The bank also sponsors the creation of new financial institutions.**

Article 4 of Central Bank of Jordan Law stipulates that “the objectives of the Central
Bank shall be to maintain monetary stability in the Kingdom and to ensure the
convertibility of the Jordan Dinar, and to promote the sustained economic growth in
the Kingdom in accordance with the general economic policy of the Government. The

Central Bank shall accomplish these objectives.”

To achieve these goals, the Central Bank's functions have evolved, first, as the only
issuer of the Jordanian currency. In this role, the Central Bank issues and regulates
bank notes and coins in Jordan. In order to meet the needs of the national economy,

the Central Bank ensures the availability and maintain and adequate inventory of bank

%For  more  information  visit  Central Bank of  Jordan  website  at:
http://www.cbj.gov.jo/pages.php?menu_id=2&local_type=0&Iocal_id=0&Ilocal_details=0&local_detail
s1=0&Ilocalsite_branchname=CBJ, accessed 6/5/2015.

37 According to article 3 (a) of Central Bank of Jordan Law 1971.

138 According to article 2 (a) of the Jordanian Banking Law 2000, Islamic bank; a company licensed to
engage in banking activities, in accordance with the regulations and principles of Islamic
Jurisprudence, and any other activities and operations pursuant to the provisions of this law.

3% Rami Zeitun and Hicham Benjelloun, The Efficiency of Banks and the Financial Crisis in a
Developing Economy: The Case of Jordan, Journal of Finance, Accounting and Management, Vol. 4
Iss: 1, January 2013, pp. 1-20.
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notes and coins. The Central Bank also replaces damaged, soiled, and mutilated bank

notes and re-issues the Jordanian currency as well as commemorative coins. 14°

The second role of the Central Bank is to manage and maintain Jordan’s gold and the
foreign exchange reserves, determine suitable investment opportunities, and set ratios
and components of reserve. The purpose of the latter is to ensure their liquidity,
profitability, and safety, since these reserves represent a cornerstone in the stability of
exchange rate of the Jordanian Dinar. To meet this task, the Central Bank adopts a
flexible investment policy that is compatible with the constant developments in

international financial markets and foreign exchange. ***

The third role of the Central Bank is to organize quality, quantity, and cost of credit to
meet the requirements of monetary stability and economic growth. The monetary
policy tools available to the Central Bank to regulate credit include reserve

requirement ratio, the discount rate, and open market operations.*?

The fourth role of the Central Bank, in accordance to its legal powers, is to adopt
procedures and measures to deal with local economic and financial problems in order

to avoid their adverse effects on the Jordanian economy. #3

The fifth role of the Central Bank is to serve as a banker to the Specialized Credit
Institutions and the Licensed Banks. The Central Bank also maintains banks’ deposits,
extends credit to them through advances and rediscounts, and provides banks with
information on the credit risk, custody, and services of electronic clearing. In addition,

it sells to and buys from banks, be foreign exchange or treasury bills, to cover their

10 According to article 4 (a) of Central Bank of Jordan Law 1971.
1 According to article 4 (b) of Central Bank of Jordan Law 1971.
12 pccording to article 4 (c) of Central Bank of Jordan Law 1971.
3 According to article 4 (d) of Central Bank of Jordan Law 1971.
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external payment needs. The Central Banks also issues licenses that authorize banks

and branches to operate in Jordan. **

The sixth role of the Central Bank is to supervise Licensed Banks in order to ensure
their financial positions soundness and to protect the depositors and shareholders’
rights. The Central Bank focuses on increasing paid-up capital, improving the
adequacy ratio capital, as well as expanding the scope of the international auditing
and accounting standards application related to solvency, management, assets,
liquidity and profitability. Additionally, it stresses on the importance of continuous
education and training of banks’ employees in order to keep in pace with the financial
market developments. The Central Bank even performs the surveillance of licensed

banks both on-site and off-site.}*

The seventh role of the Central Bank is to act as a banker and fiscal agent to the
Government and public entities so it maintains their expenditure accounts and
revenue, opens letters of credit, makes transfers, manages and implements trade
agreements and loan , as well extends treasury credit. In Jordan, the Central Bank
manages and issues public debt securities on behalf of the government and public
institutions. Moreover, on behalf of the government it administers Jordan’s
subscriptions in financial institutions both internationally and regionally, and it
manages and implements payment agreements between the government and other

countries. 14

The eighth role of the Central Bank is to advice the Government on the financial and

economic policy of its formulation and the manner of implementation. Upon the

4 According to article 4 (e) of Central Bank of Jordan Law 1971.
5 According to article 4 (f) of Central Bank of Jordan Law 1971
148 According to article 4 (g) of Central Bank of Jordan Law 1971.
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Central Bank's initiative or government request, it proposes specific recommendations
related to the predominant monetary, financial, and economic conditions. The Central
Bank also participates in formulating economic policies, particularly on plans of
economic development. The bank has a distinguish role in the regular consultations

between international financial organizations and Jordanian authorities.™*’

The ninth role of the Central Bank is to perform any other functions and transactions
normally performed by central banks, also any operations entrusted to it under this
law, or any other law, or under any international agreement to which the Government
is a party of it. In addition, the Central Bank has also actively participated in
establishing a number of corporations and financial institutions, for instance, Amman
Stock Exchange, Jordan Loan Guarantee Corporation, Jordan Mortgage Refinance
Company, and Deposit Insurance Corporation. All of these institutions have played a

role in supporting economic development efforts in Jordan.**®

As a matter of fact, the role of Central Bank in controlling banks operating in Jordan
is carried out through a number of means, including: (1) Licensing: The Central Bank
of Jordan is the only authority to license Jordanian banks and their branches both
inside and outside the country, (2) Supervision of desk work: through the data and
statements it periodically receives, the Central Bank supervises and follows up the
banks financial situation. So this information gets analysed then the most significant
ratios and financial indicators are calculated to learn the banks financial situation and
the extent of their adherence to instructions, laws and regulations (3) Field control:
This type of supervision includes visits to banks to ensure their compliance with the

instructions, laws and regulations, and it also aims to evaluate the of banks' situation

Y7 According to article 4 (h) of Central Bank of Jordan Law 1971.
18 According to article 4 (i) of Central Bank of Jordan Law 1971.
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in a comprehensive way particularly the quality and administrative aspects that cannot
be assessed through financial lists and reports; like the administrative systems and

adequacy of controls and internal audit.*°

Jordanian Banking Law No. 28 of 2000 is the most important legislation governing
the Jordanian banking system and was enacted to provide an integrated, well-
supervised banking and financial system in Jordan. It also deals with the licensing and

regulation of institutions carrying on banking.

The word bank, by virtue of Article 2 (a) of the Banking Law, refers to “a company
licensed to engage in banking activities, in accordance with the provisions of this law,
including branches of foreign banks licensed to operate in the Kingdom”.
Furthermore, “banking activities” means “accepting deposits from the public and
using these deposits in full or in part to grant credit, or for any other activities
designated by the Central Bank as banking activities pursuant to special orders issued

for this purpose.”

Article 6 (a) states the following: “It is provided that to be licensed, a bank must be a
public shareholding company, with the following exceptions: (1) a branch of a foreign
bank. (2) a subsidiary. (3) an offshore company.” Under Article 4 (a) of the Banking
Law, “no person shall engage in banking activities without first obtaining a final

license from the Central Bank.”

In addition, Article 4 (d) of the Banking Law states the following: “It shall be
prohibited for any person to use the word ‘bank’ or its equivalent in any form,

whether in Arabic or any foreign language, or to use in its documents or

“SThe Association of Banks in Jordan Report 2000-2010, Development of the Jordanian Banking
Sector, pp.20.
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advertisements any term or expression, related to or suggesting banking activities,
except in the following cases: (1) Where such use is permitted by any law or
international agreement to which the Kingdom is a party. (2) Where the context
indicates that the particular use of such term is not related to banking activities. (3)
Where the Council of Ministers issues a resolution allowing the particular use, upon a

recommendation of the Governor.”

The Banking Law in Jordan provides the Central Bank with all the powers, functions,
and duties necessary to regulate and control the banking and financial activities. The
Central Bank is empowered to issue guidelines, notes, or circulars with regard to bank

management.**

Articles 60 to 71 of the Banking Law provides the Central Bank with inclusive
powers of supervision and control over the banking institutions. Article 88 of the
Banking Law entrusts the Central Bank with significant powers on investigation,
search, and confiscation. Article 88 (b) enlists the penalties for noncompliance with
the Law and various offences. Revoking the license of the bank is the maximum
penalty. Also, this penalty shall not prevent the civil and criminal accountability under
the legislation of any other provisions. Apparently, banks and financial institutions

may face serious consequences for violating any clause in the law.

After considering legal organization of banking system in Jordan, the researcher
believes that the Jordanian government established a well-developed regulatory and
supervisory framework for administering its banking and financial institutions. This is
imperative in ensuring a strong functioning of the financial system since the system is

considered one of main components of economic progress. On one hand, a sound and

10According to article 99 of the Banking Law No. 28 of 2000.
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strong financial system is believed to be vital for providing investors confidence to
invest in Jordan; this in turn, would create income, wealth, and employment. On the
other hand, any abuse of the financial system would undermine the confidence of

public in the financial system alongside with its negative consequences.'**

2.5.2 Overview of Banks' Reality

The Jordanian banking system consists of the Central Bank of Jordan and the licensed
banks. The licensed banks include all Jordanian banks and non-Jordanian banks
operating in Jordan (Islamic and commercial). According to Central Bank, all together
there are twenty-five banks in Jordan.’ The following table shows the operating

banks in Jordan.

Table 2.1

The Jordanian Banks

Commercial Banks

Arab Bank.

Arab Banking Corporation (Jordan)
Arab Jordan Investment Bank

Bank of Jordan

Cairo Amman Bank

Capital Bank of Jordan

Jordan Commercial Bank

Investbank

. Jordan Kuwait Bank

10. 10. Jordan Ahli Bank

11. 11. Societe Generale de Banque / Jordanie
12. 12. The Housing Bank for Trade & Finance
13.  13. Bankal Etihad

CoOoNOGTAWDNPE
©ONOUTAWN

Foreign Branches

14. 1. Standard Chartered

15. 2. Egyptian Arab Land Bank
16. 3. National Bank of Abu Dhabi
17. 4. CitiBank

18. 5. Rafidain Bank

19. 6. National Bank of Kuwait

Blaspalella A Rahman, Ibid.pp.177.

52For more information visit website of Central Bank of Jordan at:
http://www.cbj.gov.jo/pages.php?menu_id=34&local_type=0&Ilocal_id=0&local_details=0&local_deta
ils1=0&Ilocalsite_branchname=CBJ, accessed 28-4-2015.
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20. Bank Audi
21. 8. Blom Bank

~

Jordanian Islamic Banks

=

22. Islamic International Arab Bank
23. Jordan Islamic Bank
24. 3. Jordan Dubai Islamic Bank

N

Foreign Islamic Branches

25. 1. Al Rajhi Bank

From 2003 until the end of 2012, the number of licensed banks operating in Jordan
increased from twenty-one to twenty-six banks. Of this total number, sixteen are
Jordanian banks, three of which are Islamic banks. The remaining ten banks are
foreign banks including one Islamic bank. The number of banks increase following
the increasing number of foreign banks operating in Jordan. In 2000, five banks
operated and this number had increased particularly after the Central Bank licensed
another three foreign banks to operate in Jordan, which include Audi Bank, the
National Bank of Kuwait, and BLOM Bank. On the contrary, the number of Jordanian
banks dropped from sixteen to fifteen as a result of Jordan Ahli Bank merging with
Philadelphia Bank in 2005. However, after the Central Bank licensed National Bank
of Abu Dhabi and Jordan Dubai Islamic Bank in 2009, the number of licensed banks
increased to twenty-five before the Central Bank granted licenses to another bank, Al
Rajhi Bank in 2011.°® Two years later, the Arab Jordan Investment Bank acquired
HSBC bank, causing the number of foreign branches to drop from nine to eight

banks.*>*

In the end of 2011, the number of licensed banks’ branches inside Jordan reached

702, with an annual growth rate reaching an average of 5.3% between 2003 and 2011.

3The Association of Banks in Jordan Report 2003-2012, Development of the Jordanian Banking
Sector, pp. 28.

The Jordan Times journal, Arab Jordan Investment Bank agrees to acquire HSBC’s business in
Jordan, date Jan 20, 2014, http://jordantimes.com/arab-jordan-investment-bank-agrees-to-acquire-
hsbcs-business-in-jordan, accessed 6/5/2015.
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The banking density index (population/ total number of branches of banks operating
Jordan) reached about 8900 people per branch at the end of 2011 compared to 9200
people per branch in 2010. In 2009, the index was 9700 people per branch, and in
2008, 9900 people per branch.'*® Consequently in 2015, the total number of operating
banks in Jordan is twenty-five, thirteen of which are commercial banks, eight are
foreign branches banks, three are Jordanian Islamic banks, and one is a foreign

Islamic branch.

The banks constantly try to increase the number of branches to cover the whole
kingdom as an attempt to keep in touch with their clients and help them get the best
banking service. Hence in 2013, thirteen banks opened new branches, and this number

increased to twenty-three inside Jordan.™®

In 2011, 165 branches expanded outside Jordan, and the annual growth rate between
2003 and 2011 was approximately 5.3 percent. This strategy of expanding to the
neighbouring and regional markets was due to the limited local market. The banks
sought to benefit from the growing opportunities and new scopes to develop their
activities and operations. They also wanted to compete and widen their base of
customers, hence they pursued new and vital outlets for investments in the region.**’
At the end of 2013, the number of branches of licensed banks operating outside

Jordan reached 172.*%8

The Association of Banks in Jordan Report 2003-2012, Development of the Jordanian Banking
Sector, pp. 29.

BThe Association of Banks in Jordan, annual report thirty-fifth 2013, pp. 69.

"The Association of Banks in Jordan Report 2003-2012, Development of the Jordanian Banking
Sector, pp. 29.

%8The Association of Banks in Jordan, annual report thirty-fifth 2013, pp. 71.
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In terms of governorate, the largest number of branches is concentrated in Amman
(62.8 percent) followed by in Irbid (10 percent) and Zarga (9 percent). The remaining

18 percent are located within the nine governorates in Jordan.

By the end of 2011, the number of bank offices in Jordan dropped to 72, in
comparison to 138 offices at the end of 2003. This represents an annual decrease in
the number of offices in Jordan by an average of 6.7%. However, this drop in the
number of offices can be explained by the expansion strategies of the operating banks
in Jordan, because of transferring some offices into branches, which led to the
increase in branches and the drop in the number of offices. At the end of 2011 the
number of offices outside Jordan reached 9 offices, where the annual average growth
rate during the period of (2003-2011) recorded 4%. In 2003, the number of offices
outside Jordan had reached its highest growth rate 79%, where the number of offices
jumped from 14 to 25 offices. While, in the following years the number of offices had
witnessed obvious fluctuation where the average rate of growth and regression

recorded 4%,

Banks tend to open offices in universities, malls, commercial centers, and many other
places in Jordan for the sake of extending their services to the largest number of

customers. In 2013, nine offices were opened by four banks inside Jordan.*®*

Banks always choose to increase the number of ATMs they have in order to keep up
with the financial services sector developments and to absorb the growing number of

ATM users. At the end of 2012 the number of ATMs reached to 1291, and this figure

9 The Association of Banks in Jordan Report 2003-2012, Development of the Jordanian Banking Sector,
pp.30.

10The Association of Banks in Jordan Report 2003-2012, Development of the Jordanian Banking Sector,
pp.32.

'81The Association of Banks in Jordan, annual report thirty-fifth 2013, pp. 73.
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reached to 1346 in the following year. Those ATMs are spread in all governorates in
different numbers, with most in the capital Amman (66.7 percent) followed by 9.6
percent in Irbid governorate, 6.8 percent in Zarga governorate. The rest are spread

around the remaining governorates.'®?

With regard to the employees total number in all banks operating in Jordan at the end
of 2012 was 17866 employees, whereas at the end of 2013 the number increased to
18423 employees. The division of the employees in banks is as follows; 13631 of the
total employees in Jordanian commercial banks (which is 74% of the total number),
the number of employees in Islamic banks is 3176 (which is 17.2% of the total
number), and the remaining 1616 employees in foreign commercial banks (which is

8.8% of the total number).*®®

As for the bank employees distribution of according to gender, at the end of 2013 the
percentage of males dropped to 66.2% compared with the percentage of 69.3% in
2005. On the contrary, the females’ percentage increased to 33.8% at the end of 2013
compared with 30.7% in 2005. Accordingly, these statistics indicate a continued rise
in the participation percentage of both genders in the Jordanian banking sector, thus
positioning it with the highest gendered sector among Jordanian economic sectors. In
addition, the educational level for the employees of banks continued to improve as
those holding higher diploma degrees, bachelor, masters and doctorate represent 72%
of the total number of employees at the end of 2013, whereas in the year 2005 the

percentage was 55.7%. Interestingly, at the end of 2013 the diploma holders number

1%2The Association of Banks in Jordan, annual report thirty-fifth 2013, pp. 76.
1%3The Association of Banks in Jordan, annual report thirty-fifth 2013, pp. 125.
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of dropped reaching 13.8%. As well, in the same year the percentage of employees

who hold High school or less dropped to 14.3%. %4

Eventually, in 2012 the percentage of employees aged less than 25 years decreased
from 13.6% compared with 12.1% in 2013, while in 2012 the percentage of
employees aged between 25 and 39 years increased from 59.8% compared with
61.1% in 2013. Moreover, in 2012 the percentage of those aged between 40 and 59
years increased from 26.1% compared with 26.4% in 2013. And finally, the
percentage of those above 60 years of age and still working remained unchanged with

0.5% of the total number of employees.'®®

2.6 The Driving Factors for Laundering Money through Banks

Making use of financial institutions is the most common way for laundering money.
Financial institutions can provide various services, and they have provided various
ways for financial resources transition and diversified financial instruments.
Transferring funds across international borders is convenient and prompt with the
integrated financial markets and global economy. Furthermore, the principle of
banking secrecy is almost similar in every country. For the mentioned reasons,
financial institutions are the most vulnerable sectors for money launderers.'®®
Criminals have the convenience of being able to move money electronically rather
than transporting physical currency, and they can gain access to the international
payment system by utilizing banks.'®’ Nowadays, professional money launderers can
easily utilize the whole range of modern international financial services from

international wire transfers to private banking and correspondent banking.

1%The Association of Banks in Jordan, annual report thirty-fifth 2013, pp. 145.

1%The Association of Banks in Jordan, annual report thirty-fifth 2013, pp. 146.

1%6e Ping, New Trends in Money Laundering - From the Real World to Cyberspace, Journal of Money
Laundering Control, Vol. 8. No. 1 (2004), PP. 48-55.

1%7jackie Johnson and Desmond Lim, Money Laundering: Has the Financial Action Task Force Made
a Difference?, Journal of Financial Crime, Vol. 10. No.1, (2002), PP. 8.
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In the banking field, money launderers use different methods of money laundering,

which include

(1) Automated teller machines (ATM): This process aims to get rid of cash
deposit and withdrawals in banks in order to get rid of mobilizing private
reports of suspicious cash transactions. Often criminals use these devices for
depositing and withdrawal in order to escape having to report deposits that
exceed the amount the bank’s supervisory authorities determined through a
magnetic card.*®® From an ATM machine in a foreign country, these launderers
withdraw a large sum of money, then the branch that cashes the money would
request converting the amount from the branch that issued the card for payment.
The latter would submit to transferring the money by computer and the amount

is deducted from the customer's account.

(2) Online banking: Banks use the internet to provide fast services to its
customers. Online banking allows maney transfer, bill payment, account-
checking, and other related e-operations for their customers, quite similar to the

services offered by banks traditionally.'®°

(3) Internet banking: Not technically banks, this type of banks is considered one
of the modern technological means of banking. They do not provide banking
facilities such as accepting deposits or other normal banking operations. The
facility can be used to implement legitimate business deals and other illegal
deals by brokers in order to do some financial and sales operations. This allows

money launderers to convert or transfer a huge amount of money safely and

1%8Fa0uri, Fayez and Qutaishat, a money laundering offense, Dar Wael for publication, the first edition,
Amman, Jordan, (2002) .pp. 88.

1%Huda Kashkoush, the crime of money laundering in the scope of international cooperation, the Dar
Al Nahda Al Arabia, (2002), pp.59.
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quickly. Operating in secrecy, online banks allow the identity of the dealers be

unknown, and they are not subject to regulatory laws. >

(4) Smart cards: These cards operate on the basis of cashing the money that has
already been converted directly from the customer to the magnetic disk, a
computer chip located in the card, through a conversion mechanism or a
telephone intended for this purpose. A smart card enables its user to dispense
bank notes, and the chip within keeps track of the balance of funds on the card
after each purchase or deposit. Also, smart card users do not need to call the
company or bank that issued the card in order to get approval for the required
operation. As a result, money launderers can transfer a huge amount of money
to be smuggled abroad, and they can use the same card for ATM withdrawals

and direct buying. *"*

(5) Placement and transferring: The funds obtained from a crime are deposited
in an account or several bank accounts in different banks and countries in order
to be transferred to the country in which it is intended to be invested in, mostly
in the depositors’ origin country.*’? For all the three stages of money laundering
process, wire transfers remain a crucial tool. They are favoured especially for
funds layering, and they provide an effective way for launderers to move their
illegal funds. In wire transfers, relatively little information is disclosed on
transactions. Money launderers are enabled to access financial systems globally
by the use of the sophisticated system of wire transfers today, which makes it
easy for illegal funds to be moved from one account to another until their

origins become opaque. Private banking is also vulnerable to money laundering

0Taghreed Azzam, Amal Tommalieh, Ibid.
1 Taghreed Azzam, Amal Tommalieh, Ibid.
2Huda Kashkoush, Ibid , pp.85.
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because it is specialized in furnishing financial services to wealthy individuals.
To open an account at a private bank, normally, a prospective customer must
deposit a substantial amount of money, that amounts to usually USD 1 million
or more. The private bank assigns a relationship manager to act as a liaison

between the customer and the bank after the opening of an account .*"

(6) Re-lending: When money launderers deposit illegal money in a bank that is
characterized by its noncomplex system, they may request a loan from a local
bank in another country to ensure the illegal money deposited in the first bank.

As a result, the launderer gets legitimate and clean money.*"

Money launderers use banks for laundering their illegal money in different ways.
Australian launderers use misleading or false identification details in a number of
different banks and bank branches, and they buy telegraphic transfers for accounts in
Canada and Hong Kong. They managed to transfer A$1.3 million in cash out of
Australia while all the transactions registered were under A$10,000 in order to avoid
the threshold of cash transaction reporting. The same operation was synchronized
with another where money was moved from Australia through the cash purchase of
bank drafts and carried out to Hong Kong. Again the purchases of bank drafts were

below the A$ 10,000 threshold and were all in cash.1™®

In Oslo, a heroin dealer from Pakistan wanted to have his profits sent home to
Pakistan. He discussed this issue with a "hawala banker" who contacted a colleague in
Karachi. The "hawala banker" knew a local factory owner who wanted to buy

machinery in New York, but because of currency restrictions, he could not get his

3 Aspalella A Rahman, An Analysis of The Malaysian Anti- Money Laundering laws, VVdm Verly Dr
Muller Gmbh & Co.Kg, (2010).pp.18.

“Huda Kashkoush, Ibid , pp.85.

®Rick Mcdonell, Ibid.
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Pakistani rupees exchanged. The proceeds from the sale of heroin were sent to pay for
the machinery in New York. Through the "hawala banker" in Karachi, the factory
owner deposited his money, in Pakistani rupees, which the "hawala banker" paid into

the heroin dealers' local account.!’®

In another example, a New York-based Chinese heroin syndicate has been
investigated by the US authorities. This smuggling operation was for an organization
that controls a multistate food supply business for hundreds of small Chinese
restaurants. The deliveries of these restaurants were usually in cash. Money
launderers provided an inflated invoice to the restaurant which included the cash plus
the value of the supplies. They then added cash to the restaurant income and deposited
in banks accordingly. The restaurant's owner then wrote a cheque, amounting the
inflate invoice, for the supplier. Then the inflated total invoices were used as their cost
of supplies. The cash is deposited in banks, and cash cheques, postal orders and bank
money orders were purchased and sent to Hong Kong. The food supplier was able to

use extortion tactics since he enjoyed a monopoly position.*’’

After considering this issue, the researcher perceives that it is vital for a successful
money laundering operation to manipulate the banking systems. Thus the best method
of money laundering is to own a bank. Money launderers, in some extreme cases,
establish their own rogue bank, typically a wholly-owned abroad bank, or engage in
financial transactions through an unregulated abroad or offshore banking entity.
Offshore jurisdictions have minimal banking supervision. Another method, cyber
laundering, is one of the most common methods that pose considerable challenges to

law enforcement authorities. This method is appalling because of the inadequacy of

18Rick Mcdonell, Ibid.
7Rick Mcdonell, Ibid.
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audit trails; the inability to identify and authenticate parties, the technology provider
record keeping for suspicious reports, the use of high-level cipher to block out law
enforcement authorities, and the transactions that fall outside the existing regulatory

definitions.*"®

Speed, access, anonymity, and capacity to extend beyond national borders are the
internet features that make it ideal for commerce and money laundering. Accordingly,
cyber-launderers benefit from the following: the inability to identify parties, the
inadequacy of audit trails, technology provider record keeping reports, the use of
high-level cipher to block out law enforcement authorities, and transactions that fall

outside the existing regulatory definitions."

Although the internet was nonexistent thirty years ago. the closure of was agreed in
Antigua a decade and a half later. The European Union Bank became famous for
being the first bank that operates through the internet and advertises explicitly via the
web. Hence, this bank was suitable for money launderers and tax evaders because
they reproduced the advertisements that the "European Union Bank" made available
in the internet. Nowadays, about three-quarter of households in the European Union
have internet access, over a third of the population do banking online, and in the

world has 2,267,000,000 internet users.

In October 2010, the Financial Action Task Force developed a report that regards the
use of new payment methods for money laundering, which focused on payment
services on the internet, steady growth, prepaid cards, and the misuse of the
implementation of cyber laundering—a phenomenon also linked to payments with

mobile phones as well as for terrorist financing. The researcher estimates that in 2015,

18steven Philippsohn, ibid, PP.88.
Steven Philippsohn, ibid, PP.88.
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1,400,000,000 people will use mobile phones payments services for their financial
transactions. On February 2012, the Financial Action Task Force has provided further
recommendations: Recommendation number 15 indicates that countries and financial
institutions should identify and assess the risks of money laundering related to new
technologies, while recommendation number 16 discusses electronic transfers and

identification of both their beneficiaries as originators.'*°

2.7 Terrorism Financing

In 2002 the permanent representative of Jordan submitted a report to the Security
Council that indicated the existence of some terrorist cells and organizations in
Jordan, which carried out or attempted to carry out terrorist attacks in Jordan. Jordan
has been exposed to terrorist attacks, the last of which was in 2005 explosions that
took place in some hotels, Killing sixty persons and wounded others. Al-Qaeda (in
Irag) announced their responsibility of the attacks. Hence the Jordanian government
has been trying to fight and terminate any terrorist act or any source of its support or
assistance. Accordingly in 2006, the Terrorism Prevention Law was issued and the
Jordanian Criminal Law was amended. Jordan has also ratified the International

Convention for the Suppression of the Financing of Terrorism.*®

Terrorism threatens a number of nations around the world. Faced with the serious
challenges that affect the nations’ high values of civil and human rights, victims of
terrorism often find ways to prevent and ideologically motivated violence without
violating civil liberties and political freedoms. Violence against civilians is

inexcUSble and must be prevented whenever possible and, surely, prosecuted when it

8\iguel Abel Souto, Money laundering new technologies FATF and Spanish penal reform, Journal of
Money Laundering Control, Vol. 16. No.3, (2013), pp. 266-284.

181 Mutual Evaluation Report Anti-Money Laundering and Combating the Financing of Terrorism, 19
May 2009, issued by Middle East and North Africa Financial Action Task Force .pp 15.
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occurs. In the past decade, several cases arose, in which the threat of "international
terrorism” was used by authorities to violate the basic civil rights of many people in
the Muslim and Arab communities. Such cases have reinforced religious and ethnic
stereotypes against Middle East immigrants and have produced numerous movements

of and anti-Arab anti-Muslim discrimination.'®

The anti-money laundering and counter-terrorism financial enforcement efforts have
already gained enormous momentum although they are relatively new. In order to
contribute positively to global welfare and comply with international law,
governments must participate in the enforcement initiatives. Should they fail to
comply, they may find themselves on the list of noncomplying countries and will be
subject to sanctions by members of certain organizations, such as the United Nations

and the Financial Action Task Force.'®

After the September 11 attack, it became more evident that the macroeconomic
performance of a country could be affected by terrorists’ actions through several
mechanisms ranging from changes in economic expectations to physical destruction
of the productive capacity. Many terrorists’ activities are financed with illegal money.
In the US, a terrorist operational or logistical cell might have begun with seed money
from Al-Qaeda or some other source, but over time, it gained its own means of

support through illegal activities.*®*

The primary motivation for terrorism financing is not financial gain but for the use of

funds to "encourage, plan, assist or engage in” terrorism activities. Funds are

182amal Nawash, US Anti-terrorism Legislation: The Erosion of Civil Rights, Global Dialogue, Vol. 2
No.4 , ABI/INFORM Complete, (2000), pp. 64-73.

183Bruce Zagaris, The merging of the counter-terrorism and anti-money laundering regimes, Law and
Policy in International Busines, , VVol. 34 No.1 , ABI/INFORM Complete (2002),pp.45.

184Ricardo Azevedo Araujo, The effects of money laundering and terrorism on capital accumulation
and consumption, Journal of Money Laundering Control VVol. 9 No. 3, (2006) pp. 265-271.
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transferred by using complex tactics that are in a continuous progress. Since they
operate globally, terrorist financing networks are able to gain access to the financial
systems of both developed and developing countries. Money laundering and terrorism
financing activities are inextricably linked, although they have different motivations.
Terrorists groups usually have publicity, nonfinancial goals, and dissemination of an
ideology, their main goal being the destruction of a regime and simply spreading of
intimidation and terror. Practically, terrorists have ideological motivations: they need

finances, and they are often profit-oriented.®

Preventing terrorist finances is difficult because the money comes from enterprises
that range from legitimate sources such as charitable entities to illegitimate activities
like smuggling. Money is moved through complex wire transfers and unregulated
alternative remittance systems by terrorists who also physically carry money abroad,
which makes it hard to detect the amounts involved. Jordan considers the interruption

of terrorist finance one of its top priorities despite these difficulties.

The September 11 attack accelerated, to a great move, the trend against terrorist-
related offenses in Jordan. Also, the Arab Bank (Jordan’s largest bank) crackdown in
2005 gave a strong instance of the flow of terrorist funds and the difficulty of
preventing their transfer and acquisition. Allegedly, the bank failed to monitor and
report transfers of suspicious fund. Because the institution was involved in
transactions that involved Saudi donations to Palestinian charities, the Arab Bank was
accused by private lawsuits filed in the US of allowing Saudi money to be funneled

through the US to Palestinians involved in terrorist attacks. Jordan is considered a

185 Angela Samantha Maitland Irwin and Kim-Kwang Raymond Choo, An analysis of money laundering
and terrorism financing typologies, Journal of Money Laundering Control, Vol. 15 No. 1,( 2012), pp.
85-111.

18Bashar H. Malkawi and Hikmet O. Malkawi, Anti-terrorist finance provisions in Jordan: important
step but insufficient, Journal of Money Laundering Control Vol. 10 No. 2, (2007), pp. 180-188.
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latecomer to the world of anti-terrorist finance. Before the September 11 attack,
Jordan ignored this field. In 2001, Jordan modified its Penal Law, in the legal area, to
criminalize terrorist finance. In 2003, the country signed the United Nations’

International Convention for the Suppression of the Financing of Terrorism.*®’

It is worth noticing that an organized crime terrorism is different in its ultimate drives
and motives. Organized crime is typically driven predominantly by financial gains,
while terrorism is driven by religious, political, or ideological motives. Terrorists
groups, although not motivated by financial gain, require financial support to achieve
their aims. Therefore, it is crucial for terrorist groups to maintain and develop an
effective financial infrastructure. In terms of sources of laundering techniques,
funding, and risks posed to the financial systems, money laundering share multiple
characteristics with terrorism financing despite their different motives. Obviously,
both are illegal activities that attempt to disguise the destination and sources of funds,
and both need to utilize financial intermediaries in order to move and channel their

funds.*e®

It is worth to note that not all terrorism finances come from illegal means; some funds
can be raised through fund raising efforts, donations and legitimate businesses. It must
also be noted that terrorism and money laundering financing do not essentially go side
by side because a great deal of money laundering activities are for private profiteering
only and not for political purpose as terrorism. Since 9/11, a convergence between
organized crime and terrorism has been noted. For example, the FBI noted that
"international organized criminals provide logistical and other support to terrorists,

foreign intelligence services, and foreign governments, all with interests acutely

8’Bashar H. Malkawi and Hikmet O. Malkawi, Ibid
188 Aspalella A Rahman, Ibid, pp.29.
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adverse to those of U.S. national security”. Terrorism financers do not utilize as many
of the layering, placement and placement techniques, as money launderers, although
they use similar channels as money launderers. To a certain extent, they prefer using a
few techniques that sustain high levels of anonymity and appear inoffensive. Money
launderers and terrorism financers’ choice of individuals to carry out their illegal
activities usually contribute to the detection of such activities although they both like

using structuring and smurfing to deposit cash into the financial system. &

2.8 The Arab Spring

Jordan has been affected negatively by the Arab Spring.®® The Syrian revolution in
particular, has brought the revolutionary influences and waves to Jordan due to its
long border with the latter. Such revolution has caused lack of security and economic
weakness, and because of the increase in prices and weak economy, Jordan has
witnessed demonstrations during the last period.*** The number of Syrian refugees in
Jordan is 1.3 million, which represents about fourteen percent of Jordan’s
population.’®® About eighty percent of Syrian refugees in Jordan live outside the

camps.'*®

The Jordanian Finance Minister stated that the Arab Spring has additional effects on
the Jordanian economy, during which the local government revenue fell by more than

JD 550 million (USD 775 million in estimation), and the total expenditures have

189 Angela Samantha Maitland Irwin and Kim-Kwang Raymond Choo, Ibid.

%Mikkel Fugl Eskjer, Changing Revolutions, Changing Attention? Comparing Danish Press
Coverage of the Arab Spring in Tunisia and Syria, Global Media Journal, Vol. 2, No.1, ( 2012),pp.9
IAbdalziz Bin Othman Bin Sager, Jordan Between the Economic Crisis and the Arabian Gulf
Solutions, Asharq Al Awsat newspaper, 22/1/2013, No. 12474,
http://www.aawsat.com/leader.asp?section=3&issueno=12474&article=714143#.U01Z3gh_u4k,
accessed 7/4/2014.In Arabic.

¥2Mohammed al-Najjar, Jordan's population is 9.9 million including 14% Syrians, Aljazeera Net,
http://www.aljazeera.net/news/pages/82a511e0-a822-492a-9fc0-9e4b200166d6, Accessed 23-4-2014.
In Arabic.

%jordan is suffering under the pressure of hosting the Syrian refugees, Majalla magazine,
http://www.majalla.com/arb/2014/04/article55250629, accessed 20/4/2014.In Arabic.
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increased by more than JD 700 million JD (USD 986 million in estimation) in 2011.
These circumstances have put pressure on the treasury resources, until the fiscal
deficits in the general budget reached to unsafe limits.*** The cost of hosting Syrian
refugees in Jordan reached more than USD 5 billion until 2014.'% Nevertheless, the
president of the Jordanian Senate has warned about the frustrating results from the
Arab Spring in Jordan, mainly unemployment, the increase of financial and
administrative corruption, and economic crisis and its consequences, which are
represented in the form of inequitable distribution of development gains.'® As a
result, Jordan has been dealing with an increased rate of crimes in general, where
money laundering operations cross national borders. Unfortunately, international
coordination and cooperation between countries to fight money laundering were not at
the required level, and this has driven money laundering groups to exploit the

situation.

The direct relationship between the Arab Spring, money laundering, and Jordan can
be gauged as follows: Huge funds, earned via corruption and embezzlement of the
former members of the Arab Spring countries, were smuggled abroad via money
laundering operation either before, during, or after the Arab Spring, during which the

estimated amount of money stolen in Egypt was around USD 132.28 billion.*®” The

%Tukan: the Arab Spring affected the Jordanian economy, Ammon News e-Newspaper, 1/9/2012,
http://www.ammonnews.net/article.aspx?articleno=107560. accessed 7/4/2014.In Arabic.
®Mohammed al-Najjar, Ibid.

19%Rawabdeh: the Arab Spring has imposed difficult situations on Jordan, Alrai Newspaper, 1/11/2013,
No. 12541, pp.20, http://www.alraimedia.com/UI/PDF.aspx?i=12541&p=20 and
http://www.alraimedia.com/Articles.aspx?id=462839 , accessed 7/4/2014.In Arabic.

9’0sama Diab, will we Retrieve our Stolen Money ?economic and social justice Unit, First Edition,
2013, Cairo Egypt,
http://eipr.org/sites/default/files/pressreleases/pdf/can_we_recover_our_stolen_assets_ar.pdf ,accessed
3/7/2014.1n Arabic.
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estimated amount of the stolen money in Libya was about USD 200 billion. %

Logically, this smuggled money need to be laundered urgently, and Jordan,
apparently, is one of the countries into which money can be smuggled easily because
of the country’s adjacency to the Arab Spring countries. Furthermore, Jordan has
national banks and branches of foreign banks that provide high efficient means of

communication.

As for the close relationship between the Arab Spring and the stolen money, head of
the Jordanian public prosecutor stated that the stolen funds increased with the Arab
Spring repercussions. Hence the main concern of the Arab Spring people after the fall
of the Arab Spring countries’ systems was to recoup their money which was
possessed by the former regimes members, regardless of the money’s location,
whether it was still inside the country or had been smuggled abroad before or during

the Arab Spring.**®

The Jordanian officials have been dealing with money laundering issues since 2012,
where this year witnessed a high-profile case regarding such crime. On November
11" 2012, Mohammad Al-Dahabi, the former General Intelligence Department chief
between 2005 and 2008, was sentenced to 13 years and 3 months in prison by the
Jordanian court where he was indicted of several charges including corruption and
graft. On February 9", 2012, Al-Dahabi was arrested when inspectors of the Central
Bank of Jordan suspected huge transactions worth of millions of Jordanian dinars had

gone through his bank account. During the period when he was held in prison pending

% Tripoli: "Interpol" is Ready to Help Libya in Retrieving Stolen Funds. The Seventh Day electronic
newspaper,10/5/2014, http://mww1.youm7.com/News.asp?NewsID=1657784#.U7TRM5SSxKA,
accessed 3/7/2014.1n Arabic.

%Research in "Retrieve Looted Funds", Zad Jordan electronic newspaper, 14/4/2014,
http://www.jordanzad.com/index.php?page=article&id=156210 , accessed 2/7/2014.In Arabic.
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investigation, many bail requests were submitted by his defense team, however, they

were rejected by the court.

In accordance to Article 1/174 of the Penal Code, the prosecution argued that the
defendant must be convicted of embezzlement, therefore, it had sought the maximum
sentence in its final statements. Moreover, in accordance to article 175 of the penal
code, articles 3 and 4 of the 2007 Money Laundering and Terrorism Financing law,
and articles 2, 3, and 4 of the Economic Crimes Law, Al-Dahabi was found guilty in
embezzlement, money laundering, exploitation of public position, and abusing his
position as the former General Intelligence Department chief for personal gain. In
addition, the court imposed a fine in total of 21 million JD, and seizing 24 million JD

200

of his possessions.

In 2013, a member of Jordan’s House of Representatives directed a question to
Jordan’s prime minister regarding the Jordanian government and how the Central
Bank of Jordan granted permission to a person, wanted by the Interpol, to own
twenty-five Jordanian companies. This particular member wondered, “Isn't this

facilitate money laundering?”201

2.9 International Efforts, Coordination, and Cooperation

Recently, the pressure to combat money laundering and terrorism financing came
from different quarters: national regulatory agencies, multinational organizations, and

international agencies. This is not surprising considering the international nature of

20 Ammon News Newspaper, Ex-intelligence Chief Sentenced to 13 yrs, 21 million Fine, and Assets
Seized, Ammon News e-Newspaper, 11/11/2012,
http://en.ammonnews.net/article.aspx?articleNO=18948#.\Vz6hXDUrK1t , accessed 20/5/2016.
21Al-Khalayla: the Government Facilitates Money Laundering, The website of Alwakeel news,
18/6/2013,http://www.alwakeelnews.com/index.php?page=article&id=52814#.U7QzDZSSxKB,
accessed 2/7/2014.1n Arabic.
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money laundering, which has the potential to undermine not only financial institutions

but legitimate economies and the sovereignty of nation states.

The National Committee for anti-money laundering, which was established according
to the anti-money laundering law, carries out the national coordination and
cooperation in Jordan. Jordan has ratified the United Nations Convention against
Ilicit Traffic in Narcotic Drugs and Psychotropic Substances (Vienna) in addition to
the United Nations Convention for the Suppression of the Financing of Terrorism.
Furthermore, in 2002 the United Nations Convention against the Transnational
Organized Crime (Palermo) was signed. Jordan has cooperated well in providing legal
assistance, having been governed by the conventions that cover legal assistance, the
anti-money laundering law, and the principle of reciprocity.?®? Table (2.2) shows the

date when the international treaties came into force in Jordan.

Table 2.2

The International Treaties

Treaty Date of Signature Date of the Formal
confirmation
Vienna Convention.”” Dec 20, 1988 Apr 16, 1990

The United Nations

Convention against Nov 26, 2002 May 22, 2009
Transnational

Organized Crime.?®

The Financial Action June 27, 2007

Task Force. 2

22\Mutual Evaluation Report Anti-Money Laundering and Combating the Financing of Terrorism, 19
May 2009, issued by Middle East and North Africa Financial Action Task Force .pp 10.

2E0r more information visit:

https://treaties.un.org/Pages/VViewDetails.aspx?src=TREATY &mtdsg_no=VI-
19&chapter=6&lang=en,, accessed 24/5/2016.

2% For more information visit:
https://treaties.un.org/Pages/ViewDetails.aspx?src=IND&mtdsg_no=XVIII-12&chapter=18&lang=en,
,accessed 24/5/2016.

25Eor more information visit website of the Middle East and North Africa Financial Action Task Force
at: http://www.menafatf.org/ArticleDetail.asp?rid=731, accessed 17/8/2014.
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The Middle East and
North Africa Financial Nov 30, 2004
Action Task Force. 2%

The Basel Committee ~ The Central Bank of Jordan has taken a series of measures
on Banking to apply the aims of the Basel standards to regulate banks’
Supervision. 2% works. This includes by issuing:

1- Market Risk Instructions.

2-Operational Risk Instructions.

3-Credit Risk — the Standardized Approach.

4- Credit Risk Mitigations Instructions

5- Rules for the Specialized Lending Instructions.

6- Recognition of External Credit Assessment Instructions.

The following circulars were also issued:

1-Circular No.10/5/7228 dated 9/7/2008

2-Circular N0.10/1533 dated 3/2/2010.

3-Circular N0.10/9410 dated 19/8/2010

4- Circular N0.10/5/11952 dated 16/10/2011.

5-Circular N0.10/5/928 dated 27/1/2013.

6-Circular N0.10/5/3681 dated 24/3/2013.

7-Circular N0.10/1/1565 dated 3/2/2014.

It is widely acknowledged that only with full cooperation and assistance from the
entire international community can money laundering be dealt with effectively. This
section will examine the various initiatives undertaken by agencies such as the United
Nations, the Basel Committee on Banking Regulation and Supervisory Practices, the
Financial Action Task Force, the Wolfsberg Group and the Middle East and North
Africa Financial Action Task Force. Jordan is among the countries that have adopted
the measures proposed by these agencies and this accounts for the relative uniformity

of anti-money laundering laws worldwide.

2.9.1 Vienna Convention

Vienna Convention, which was concluded in Vienna in 1988, was the first major

breakthrough in the effort to address money laundering problems internationally. The

26The Jordanian annual Anti Money Laundering Unit report 2007. pp.27.

27Eor more information visit:
http://www.cbj.gov.jo/arabic/pages.php?menu_id=203&Ilocal_type=0&Iocal_id=0&Ilocal_details=0&lo
cal_details1=0&aIocalsite_branchname=CBJ, accessed 15/1/2015.
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convention has so far imposed significant impact on later initiatives. It has been
widely viewed as constituting the minimum standard of the required conduct of each

participating country in the criminalization of money laundering activities.

The Vienna Convention acknowledges that the strong link between illegal trade and
other related organized criminal activities requires urgent attention from the
international community. The cornerstone of the Vienna Convention is in Article 3
(1), which reflects the outcome of the convention. As pointed in Article 3(1/a),2%

every participating country is required to legislate in order to establish a developed

code of criminal offences relating to all aspects of illegal trading.

Subparagraph (1/b) of Article 3 of the Vienna Convention specifically should be
noted. It deals with the institution of drug-related money laundering as a criminal
offence.?”® The convention also obliges all participating countries to institute, under
their national laws, activities that represent money laundering, such as the acquisition

or use of property and knowing the time of receipt as criminal offences.”*° This

2®Article 3 (1/a) of the Vienna Convention: Each Party shall adopt such measures as may be necessary
to establish as criminal offences under its domestic law, when committed intentionally: (a) (i) The
production, manufacture, extraction; preparation, offering, offering for sale, distribution, sale, delivery
on any terms whatsoever, brokerage, dispatch, dispatch in transit, transport, importation or exportation
of any narcotic drug or any psychotropic substance contrary to the provisions of the 1961 Convention,
the 1961 Convention as amended or the 1971 Convention. (ii) The cultivation of opium poppy, coca
bush or cannabis plant for the purpose of the production of narcotic drugs contrary to the provisions of
the 1961 Convention and the 1961 Convention as amended. (iii) The possession or purchase of any
narcotic drug or psychotropic substance for the purpose of any of the activities enumerated in (i) above.
(iv)The manufacture, transport or distribution of equipment, materials or of substances listed in Table |
and Table I, knowing that they are to be used in or for the illicit cultivation, production or manufacture
of narcotic drugs or psychotropic substances. (v) The organization, management or financing of any of
the offences enumerated in (i), (ii), (iii) or (iv) above.

“Article 3 (1/b) of the Vienna Convention: (i) The conversion or transfer of property, knowing that
such property is derived from any offence or offences established in accordance with subparagraph (a)
of this paragraph, or from an act of participation in such offence or offences, for the purpose of
concealing or disguising the illicit origin of the property or of assisting any person who is involved in
the commission of such an offence or offences to evade the legal consequences of his actions. (ii) The
concealment or disguise of the true nature, source, location, disposition, movement, rights with respect
to, or ownership of property, knowing that such property is derived from an offence or offences
established in accordance with subparagraph (a) of this paragraph or from an act of participation in
such an offence or offences.

ZOArticle 3 (1/c/i).of the Vienna Convention: Subject to its constitutional principles and the basic
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important innovation should be emphasized because it ensures that all participating
countries have money laundering offences in their legislations. Thus, the lack of
relevant laws would not be available as an excuse when legal assistance requests are
made. Also, the convention requires legislation of laws on conspiracy, abetting, and

aiding or otherwise assisting money laundering and other similar arrangements.?*

Article 5 of the Vienna Convention places a second major approach relating to the
confiscation of proceeds held by money launderers and drug dealers. Both measures
are to be taken nationally along with other necessary mechanism in order to affect
international cooperation in this area. The aim of these confiscation measures is to
incapacitate criminals who continue to engage in the illegal behavior and to prevent
criminals from enriching themselves unjustly. The measures will also probably
eliminate the gained benefits and will weaken the ultimate profitability, thus the

stability of legal economies will be protected.

Improved international cooperation in combating money laundering is one of the
objectives of the Vienna Convention. In this regard, the member states are required to
institute a mutual legal assistance in relation to investigations, judicial proceedings,
and prosecutions which are related to money laundering and other serious criminal
activities.?'? The concept of mutual legal assistance majorly contributes to combating
money laundering since it is one of the essential elements that can unlock the barriers

to investigation and confiscation of criminal proceeds of money laundering. Another

concepts of its legal system:(i) The acquisition, possession or use of property, knowing, at the time of
receipt, that such property was derived from an offence or offences established in accordance with
subparagraph (a) of this paragraph or from an act of participation in such offence or offences.

MArticle 3 (1/cliv) of the Vienna Convention: Participation in, association or conspiracy to commit,
attempts to commit and aiding, abetting, facilitating and counselling the commission of any of the
offences established in accordance with this article.

22Article 3 (1) of the Vienna Convention: The Parties shall afford one another, pursuant to this article,
the widest measure of mutual legal assistance in investigations, prosecutions and judicial proceedings
in relation to criminal offences established in accordance with article 3, paragraph 1.
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method of cooperation, namely extradition, has been equally attended.”® Other

articles provide different forms of training and cooperation.?**

The Vienna Convention does not criminalize money laundering whereas it remains
the international standard for identifying money laundering counter-measures.
Instead, the convention obligates its members to adopt a national legislation that
makes the proceeds of laundering drug a crime. Until 2001, thirty-eight signatory
members of the Vienna Convention had yet to criminalize the laundering proceeds of
drugs. The fact that pact defined money laundering as a crime based on drug dealing
has limited its effectiveness and that there are other important sources of illicit funds

such as fraud and corruption.?*

2.9.2 The United Nations Convention against Transnational Organized Crime

The main international instrument for combating transnational organized crimes is the
United Nations Convention against Transnational Organized Crime, adopted by
General Assembly Resolution 55/25 of November 15, 2000. In Palermo, Italy, a high-
level political conference was held in December 2000 to assemble members’
signatures. However, it was only on September 29, 2003 that the measures were
enforced. Also supplemented in the convention were three protocols that targeted
organized crime manifestations and specific areas: the Protocol against the Illicit

Manufacturing of and Trafficking in Firearms, their Parts and Components and

“BArticle 6 of the Vienna Convention: Extradition (1). This article shall apply to the offences
established by the Parties in accordance with article 3, paragraph 1.(2). Each of the offences to which
this article applies shall be deemed to be included as an extraditable offence in any extradition treaty
existing between Parties. The Parties undertake to include such offences as extraditable offences in
every extradition treaty to be concluded between them.

Z“Article 9 of the Vienna Convention: Other forms of co-operation and training: (1) The Parties shall
co-operate closely with one another, consistent with their respective domestic legal and administrative
systems, with a view to enhancing the effectiveness of law enforcement action to suppress the
commission of offences established in accordance with article 3, paragraph 1. They shall, in particular,
on the basis of bilateral or multilateral agreements or arrangements.

#Spspalella A Rahman, An Analysis of The Malaysian Anti- Money Laundering laws, Vdm Verly Dr
Muller Gmbh & Co.Kg, (2010).pp.39.
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Ammunition; the Protocol against the Smuggling of Migrants by Land, Sea and Air;
and the Protocol to Prevent, Suppress, and Punish Trafficking in Persons, Especially
Women and Children. Before becoming a party of any of the protocols, a country

must become a party to the convention itself.?*®

In 1992 and at its forty-seventh session, the General Assembly requested the
Commission on Crime Prevention and Criminal Justice to organize an ongoing review
and analysis of transnational organized criminal activity cases. During several
government interactions and experts meetings held for this process, a few parties the
Commission, the Economic and Social Council, and the General Assembly supported
the desirability of elaborating a multilateral convention to combat organized crimes.
To elaborate a preliminary draft of an international comprehensive convention, the
Assembly established an inter-sessional open-ended intergovernmental group of
experts in 1997. In the following year, an ad hoc committee was established by the
Assembly to draft a convention. In 2000, after several meetings, the ad hoc committee
approved the text of the convention's and the protocols' drafts on people trafficking

and smuggling. **’

The United Nations Convention against Transnational Crimes represents an important
step in combating transnational organized crimes, and it signifies the recognition by
member countries of the seriousness of the problems posed by the crimes. The
convention also encourages and promotes close international cooperation to tackle
those problems. Countries that have ratified this instrument have to commit in taking
a series of measures to combat transnational organized crimes, particularly by

promoting training and technical assistance for building, or by upgrading the

218 For more information visit : http://www.unodc.org/unodc/treaties/CTOC , accessed 12/1/2015.
21 For more information visit : http:/legal.un.org/avl/ha/unctoc/unctoc.html, accessed 12/1/2015.
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necessary capacity of national authorities. Other measures include by creating
domestic criminal offences (participation in an organized criminal group, money
laundering, corruption and obstruction of justice) and by adopting new frameworks

for extradition, mutual legal assistance, and law enforcement cooperation.

This convention provides a universally powerful weapon in the war against
transnational organized crimes and has been welcomed by communities worldwide.
Pino Arlacchi describes the convention in the following terms: First, it includes the
most advanced toolkit to ever be made available to investigators, policy makers, and
civil society to prevent crime on large scale. Second, it will help eliminate the
contradictions among countries that criminal networks are currently exploiting. Third,
it brings together the best practices in fighting criminal powers developed in many

parts of the world.?*®

This convention consisted of forty-one articles that require member parties to
criminalize the laundering of the crime proceeds, “*° corruption, ?*° and participation
in an organized group. ?* Members are also obligated to adopt measures for the
prosecution of criminals, 2 and for the seizure and confiscation of such crimes
proceeds. % Every protocol identifies a number of obligations for the three specific

sub-areas of transnational organized crime that are focused upon.

Furthermore, this convention deals with international cooperation in order to

224 225 It

confiscate the crime's proceeds ““* and prevent transnational organized crime.

“Baspalella A Rahman, Ibid.pp.40.

ZArticle 60f The United Nations Convention against Transnational Organized Crime 2000.

“2prticle 8of The United Nations Convention against Transnational Organized Crime 2000.

I Article 50f The United Nations Convention against Transnational Organized Crime 2000.

22 Articles 10 and 11 of The United Nations Convention against Transnational Organized Crime 2000.
22Articles 12 and 14 of The United Nations Convention against Transnational Organized Crime 2000.
2“Article 13 of The United Nations Convention against Transnational Organized Crime 2000.

25 Article 31 of The United Nations Convention against Transnational Organized Crime 2000.
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also provides mutual legal assistance,??® extradition,??” settlement of disputes,”*® and
acceptance, ratification, approval and accession, ?*° signature and denunciation®* of

this convention.

Article 7 of the convention sets out comprehensive measures to fight money
laundering including customer identification, reporting of suspicious transactions
requirements, and record-keeping. In addition to banks and nonfinancial institutions,
these measures also apply to other bodies susceptible to money laundering, for

instance, lawyers, real estate agents, and accountants.

2.9.3 The Basel Committee on Banking Supervision

The Basel Committee on Banking Supervision has its history in the financial market
turmoil in 1973 which followed the breakdown of the Bretton Woods system of
managed exchange rates. After the collapse of Bretton Woods, many banks incurred
large foreign currency losses. The West Germany's Federal Banking Supervisory
Office withdrew Bankhaus Herstatt's banking licence on June 26, 1974, after finding
that the bank's foreign exchange exposures amounted to three times its capital.
Further, banks outside Germany took big losses on their unsettled trades with Herstatt,
which added to the turmoil an international dimension. Also in October of the same
year, the Franklin National Bank of New York closed its doors after incurring large
losses in foreign exchange. The Basel Committee on Banking Supervision consists of

the representatives of central banks and supervisory authorities of Canada, Belgium,

28Article 180f The United Nations Convention against Transnational Organized Crime 2000.
2T Article 160f The United Nations Convention against Transnational Organized Crime 2000.
28Article 35 of The United Nations Convention against Transnational Organized Crime 2000.
22Article 390f The United Nations Convention against Transnational Organized Crime 2000.
ZOArticle 40 of The United Nations Convention against Transnational Organized Crime 2000.
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Germany, the Netherlands, Japan, Italy, Sweden, Luxembourg, the United Kingdom,

the United States, and Switzerland.?!

The Committee issued a proposal for a new capital adequacy framework to replace
the 1988 Accord, which was in June 1999. This led to the release of the Revised
Capital Framework in June 2004. Known as "Basel 11", the three pillars included in
the revised framework are as follows: (1) Minimum capital requirements that seek to
expand and develop the unified rules set out in the 1988 Accord, (2) Effective use of
disclosure as a means to encourage sound banking practices and to strengthen market
discipline, (3) Supervisory review of internal assessment process and the institution's

capital adequacy.”*?

The need for a basic reinforcement of the Basel Il framework had become clear even
before Lehman Brothers collapsed in September 2008.%** However, the banking sector
had entered the financial crisis with inadequate liquidity buffers and too much
leverage. These flaws were accompanied by inappropriate incentive structures as well
as by poor governance and risk management. The dangerous combination of these
factors was clearly demonstrated by the excess credit growth, and mispricing of credit

and liquidity risk.?*

In September 2010, the Group of Governors and Heads of Supervision announced
higher global minimum capital standards for commercial banks. The former
announcement came after an agreement was reached about the liquidity reform

package and overall design of the capital, which is now referred to as "Basel I11". The

28ly/isit: http://www.bis.org/bcbs/history.htm , accessed 13/1/2015.

22y/isit: http://www.bis.org/publ/bcbs118.htm, accessed 13/1/2015.

23For more information visit : http://www.investopedia.com/articles/economics/09/lehman-brothers-
collapse.asp, accessed 14/1/2015.

24/isit: http://www.bis.org/bchs/history.htm , accessed 14/1/2015.
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new standards of liquidity and capital were endorsed at the G20 Leaders Summit in
Seoul in November 2010, who later agreed on the standards in December 2010.
Furthermore, the Basel Committee developed a comprehensive set of reform
measures, i.e. "Basel 111", on Banking Supervision, the purpose being to strengthen
the supervision, regulation and risk management of the banking sector. The aims of
these measures are to (1) improve governance and risk management, (2) reinforce
banks' disclosures and transparency, and (3) improve the banking sector's ability to

absorb shocks resulting from financial and economic sources.?*®

In addition to their supervisors, banks and financial institutions play an important role
in money laundering deterrence and control. The Basel Committee agreed that the
supervisors of governmental banking have a responsibility to encourage ethical
conduct among banks and other financial institutions. Consequently, the main
objective of the Statement of Principles is to encourage bank managements to
establish and maintain effective identification procedures, *® in order to (1) prevent
any illegal transactions, (2) demonstrate to the law enforcement authorities its
openness to cooperate, > and (3) demonstrate compliance with laws®*® and Statement
of Principles Adherence.? Thus the Committee recommends that banks adhere to the
Statement of Principles and implement certain procedures for identifying customers
and retaining transactions internal records. Establishing an effective means for general
compliance with the Statement of Principles banks should ensure that their internal

audits are extended.

2Visit : http://www.bis.org/bcbs/basel3.htm, accessed 14/1/2015
20gtatement |1.

ZTStatement IV.

28gtatement I11.

#9Statement V.
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It would be useful to point out that the Central Bank of Jordan has taken a series of
measures to apply the aims of the Basel standards to regulate banks’ works and to
strengthen their role in the economic activity. This includes by issuing Market Risk
Instructions, Operational Risk Instructions, Credit Risk — the Standardized Approach,
Credit Risk Mitigations Instructions, Rules for the Specialized Lending Instructions,
and recognition of External Credit Assessment Instructions. The following circulars
were also issued: Circular No.10/5/7228 dated 9/7/2008, Circular No.10/1533 dated
3/2/2010, Circular N0.10/9410 dated 19/8/2010, Circular No0.10/5/11952 dated
16/10/2011, Circular No0.10/5/928 dated 27/1/2013, Circular N0.10/5/3681 dated

24/3/2013, and Circular N0.10/1/1565 dated 3/2/2014.%4°

2.9.4 The Financial Action Task Force

In July 1989 the heads of seven major industrial nations and the President of the
European Commission set up the Financial Action Task Force. A few countries were
invited to join the summit participants. The Task Force is a freestanding specialist
body which comprises the world’s leading experts in the finance field, legal agencies
and law enforcement. It was established to develop and promote policies to combat
money laundering both nationally and internationally, and to set out international

standards on terrorism financing.?**

The Financial Action Task Force membership original number has grown from

sixteen to thirty-six. To expand its membership, the Financial Action Task Force

#OFor more information visit:
http://www.cbj.gov.jo/arabic/pages.php?menu_id=203&Iocal_type=0&aIocal_id=0&local_details=0&Ilo
cal_details1=0&aIocalsite_branchname=CBJ, accessed 15/1/2015.

#1Eor more information visit: http://www.fatf-
gafi.org/media/fatf/documents/reports/2003%202004%20ENG.pdf/, accessed 6/4/2015.
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agreed to start the process in June 2014.2%

The Financial Action Task Force currently includes two regional organizations and
thirty-four member jurisdictions that represent most major financial centers all around
the world. Participating countries include the United States, the United Kingdom,
Turkey, Switzerland, Sweden, Spain, South Africa, Singapore, Russian Federation,
Republic of Korea, Portugal, Norway, the Netherlands, Mexico, Luxembourg, the
Kingdom of New Zealand, Japan, Italy, Ireland, India, Iceland, Hong Kong, Gulf Co-
operation Council, Greece, Germany, France, Finland, European Commission,
Denmark, China, Canada, Brazil, Belgium, Austria, Australia and Argentina. Also
participated is the Financial Action Task Force Observer (Malaysia). The Financial
Action Task Force Associate members are as follows: North Africa Financial Action
Task Force, Inter Governmental Action Group against Money Laundering in West
Africa and Middle East, Financial Action Task Force of Latin America, Eastern and
Southern Africa Anti-Money Laundering Group, Council of Europe Committee of
Experts on the Evaluation of Anti-Money Laundering Measures and the Financing of
Terrorism, Caribbean Financial Action Task Force and Asia/Pacific Group on Money

Laundering.?*?

The Financial Action Task Force also regularly monitors its members’ progress in
implementing the measures of anti-money laundering. Other than that, it reviews
money laundering counter-measures and techniques and promotes the adoption and
implementation of money laundering measures worldwide. However, the

implementation of the recommendations is monitored through self-assessment by

#2E0r more information visit : http://www.fatf-
gafi.org/media/fatf/documents/brochuresannualreports/FATF%2025%20years.pdf, accessed 6/4/2015.
“For more information visit : http://www.fatf-gafi.org/pages/aboutus/membersandobservers/, accessed
6/4/2015.
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individual countries in the form of report and on-site evaluation by a team of experts.

When performing the above activities, the Financial Action Task Force collaborates
with other international bodies involved in preventing money laundering. In other
words, the Task Force was built on the fixed foundations established by the Basel
Committee Statement of Principles and the Vienna Convention. Until now the task
force is the most comprehensive multisectoral and multidimensional approach in the

international efforts in preventing money laundering.?**

Furthermore, the Forty Recommendations provide a complete set of countermeasures
against money laundering covering the financial system and its regulation, the
criminal justice system, and law enforcement and international cooperation. The
Recommendations were first introduced in 1990 to prevent money launderers
misusing of the financial institutions. It focuses on three main areas: the enhancement
of the role of the financial systems, the national legal systems improvement, and the
international cooperation strengthening. Between 1990 and 2012, a few interpretative
notes were developed to provide additional guidance and to clarify the application of
specific Recommendations. In 2012, the latest revision of the Financial Action Task
Force Recommendations was completed. New concerns such as weapons proliferation
of mass destruction has been the Task Force’s radar since 2008. While working
closely with the United Nations Security Council, the Financial Action Task Force
developed two guidance papers in order to to assist financial institutions and

governments in implementing their obligations under related resolutions of United

24pbdullahi Y Shehu, International Initiatives Against Corruption and Money Laundering: An
Overview, Journal of Financial Crime, Vol. 12, No. 3,(2005), pp. 221-245.
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Nations Security Council.**°

Since 2001, the United Nations and Financial Action Task Force have worked
together to fight terrorist financing and proliferation financing. This collaboration has
resulted in Financial Action Task Force Recommendations, which complement the
UNSCR and United Nations Conventions. In November 2013, the President of the
Financial Action Task Force, Vladimir Nechaev, and the Chairs of the United Nations
Security Council Sanctions Committees informed the members of United Nations
about the Financial Action Task Force Recommendations. They also informed how
the recommendations support the United Nations Security Council Resolution's by
helping countries to implement the obligations of the financial sanctions oriented
against terrorist financing and proliferation financing. An experts meeting on oriented
financial sanctions took place in June 2014 in coordination with the relevant bodies
from the United Nation. The meeting was participated by sixteen organizations and
fifty-one countries, and had increased the coordination, collaboration, and sharing of

information between the relevant bodies.?*®

In October 2013, the third experts meeting on corruption was organized by the
Financial Action Task Force and the Group of Twenty "G20" Anti-Corruption
Working Group. This meeting brought together anti-corruption laundering and anti-
money experts from fifteen organizations and twenty-seven jurisdictions. The
discussion focused on issues of mutual concern, such as transparency and beneficial
ownership of legal and persons arrangements. The priority of these issues went
beyond money laundering and corruption as the issues also concerned corporate

governance and tax transparency. The lack of information about beneficial ownership

#5For more information visit : http://www.fatf-
gafi.org/media/fatf/documents/brochuresannualreports/FATF%2025%20years.pdf, accessed 6/4/2015.
“®Financial Action Task Force Annual Report 2013 — 2014, P.P 8.
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or transparency have created serious obstacles to tracing proceeds of corruption.
Several feedbacks contributed to the guidance that the Financial Action Task Force
has been developing, including those on the key challenges in determining the
measures that can be taken and the beneficial ownership in corruption cases. The
Financial Action Task Force Recommendations could be used to fight corruption;
however, the anti-corruption and anti-money laundering experts agreed that more
information was needed to increase the understanding of the Financial Action Task

Force Recommendations and their benefits to anti-corruption efforts.?*’

Since its inception in 1990, the Financial Action Task Force Recommendations have
been adopted by over 190 countries. These Recommendations are periodically
revised, most recently in 2012, in order to ensure that they respond to the current
threats of money laundering and terrorist financing as well as to other financial

system threats.**®

The Forty Recommendations are divided into four sections. The first section outlines
the scope of the criminal offence of money laundering. According to the Vienna
Convention and the Palermo Convention, member countries should criminalize
money laundering. A stronger standard for money laundering predicate offences was

adopted by the Task Force.?*°

The second section is aimed at preventing money laundering and terrorism financing,
and is also addressed at the financial institutions, nonfinancial business and
professions. Originally, the Forty Recommendations were designed to prevent money

launderers from misusing financial institutions. Nevertheless, experience has shown

*TEinancial Action Task Force Annual Report 2013 — 2014, P.P 7.
*®Financial Action Task Force Annual Report 2013 — 2014, P.P 6 .
#95ee: Recommendation No.1 of the Financial Action Task Force.
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that to launder their profits, criminals will use any form of business and profession. A
significant change was made in the revised version of the Forty Recommendations,
including on various businesses and professions in money laundering prevention.
Furthermore, the Customer Due Diligence process for financial institutions was
extended by the Task Force.” This requires financial institutions to enhance

customer due diligence measures while dealing with non-face-to-face business

251 2

transactions, correspondent banking transactions,®®?> and politically exposed
persons.”* In addition, financial institutions are required to maintain all necessary
records for at least five years according to Recommendation 10. The record-keeping
and customer due diligence requirements also apply to designated professions and
non-financial business such as real estate agents, casinos, dealers in precious metals
and jewelries, accountants, and lawyers as well as trust and company service

providers.?®* In fact, such requirements are crucial to strengthen the measures to

combat terrorist financing and money laundering.

Recommendations 13 and 14 provide detailed rules and procedures on suspicious
transactions reports. The recommendations also require financial institutions to
establish compliance frameworks that meet the following criteria: (1) establish
ongoing employee training programs; (2) develop an independent audit function to
check and test the compliance program effectiveness; (3) develop and implement
internal programmes, procedures, policies and controls to protect against terrorist

financing and money laundering.?*®

205ee: Recommendation No.5 of the Financial Action Task Force.
#1gee: Recommendation No.8 of the Financial Action Task Force.
22g5ee: Recommendation No.7 of the Financial Action Task Force.
283g5ee: Recommendation No.6 of the Financial Action Task Force.
24g5ee: Recommendation No.12 of the Financial Action Task Force.
25gee: Recommendation No.15 of the Financial Action Task Force.

106



The establishment of shell banks®

or any correspondent banking relations with such
banks is prohibited in Recommendation 18. A shell bank is a bank incorporated in a

jurisdiction that has no physical presence and is unaffiliated to any regulated financial

group.

Furthermore, The Task Force also states that all countries need sufficient measures in
order to ensure that financial institutions, professions, and other businesses are
complying with their obligations. It is important that the risks and regulatory
structures that are already exist in the relevant sectors be considered by the required

measures.?>’

Section three of the revised Recommendations deals with basic institutional measures

258

in the transparency of legal persons and arrangements=* and anti- money laundering

systems.?*®

Additionally, the Task Force has agreed that it is quite important to enhance
international cooperation between financial institutions, enforcement agencies, and its
supervisors and regulators in order to facilitate money laundering investigations and

prosecutions.

Consequently, Section Four of the Forty Recommendations deals with mutual legal
assistance in relation to prosecutions, investigations, and related proceedings of
terrorist financing and money laundering.?®® Recommendations 38 and 39 deal with

the seizure and confiscation of the criminal proceeds and extradition.

#%ghell banks mean banks that have no physical presence in the country where they are incorporated
and licensed.

%73ee: Recommendations No. 23 to 25 of the Financial Action Task Force.

28g5ee: Recommendations No. 33 to 34 of the Financial Action Task Force.

29gee: Recommendations No. 26 to 32 of the Financial Action Task Force.

2605ee: Recommendations No. 36 to 37 of the Financial Action Task Force.
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The most recent update of the Financial Action Task Force Recommendations
emphasizes the risk-based approach. The recommendations require countries to assess
and understand the risks that affect their country through terrorist financing and
money laundering. These risks are different for every country, for instance, a country
that is a large financial centre faces more significant risks than a country that does not
have an international important role in the financial market. This approach enables
countries to use their resources more wisely by devoting them to the highest risks
areas. Also, the risk-based approach extends to specific business sectors that are
subject to the requirements of anti-money laundering. The Financial Action Task
Force issued a series of sector-specific guidance documents in this area, between 2007
and 2009. In 2013, the Financial Action Task Force continued to revise this guidance
and brought it in line with the 2012 Financial Action Task Force Recommendations
thus it works with representatives from the relevant sectors, and the revised risk-based

approach guidance for the banking sector.?*

2.9.5 The Middle East and North Africa Financial Action Task Force

The efforts of the Financial Action Task Force in fighting money laundering have
resulted in the emergence of Financial Action Task Force-Styled Regional Bodies that
promote, interpret and implement the Financial Action Task Force standards
worldwide. And since Jordan is part of the Middle East, a brief mention of the Middle
East and North Africa Financial Action Task Force (one of the Styled Regional

Bodies) is relevant here.

Money laundering can be effectively tackled if the threats of terrorist financing and
money laundering operations to countries in the Middle East and North Africa Region

are acknowledged, and if co-operation is present between countries within the Middle

%financial Action Task Force Annual Report 2013 — 2014, P.P 6 .

108



East and North Africa Region. Moreover, recalling measures taken by the United
Nations with regard to combating the financing of terrorism and money laundering.
acknowledgement the Financial Action Task Force 40 Recommendations on
Combating Money Laundering and Financing of Terrorism and Proliferation, the
related United Nations Conventions and United Nations Security Council Resolutions,
as the worldwide-accepted international standards in this regard, additionally to any
other standards that are adopted by the Arab States in order to enhance the fight
against the financing of terrorism and money laundering and proliferation in the

area.’®?

Hence on November 30, 2004, an inaugural Ministerial Meeting was held in Manama,
Bahrain where the Governments of fourteen countries decided to establish Middle
East and North Africa Financial Action Task Force as a Financial Action Task Force
Style Regional Body. The attendants agreed that the Kingdom of Bahrain will be
headquarter of this body. The Middle East and North Africa Financial Action Task
Force is voluntary and co-operative in nature and independent from any other
organisation or international body. The Middle East and North Africa Financial
Action Task Force was established by agreement between the governments of its
members and is not based on an international treaty. However, it determines its own
work, rules, regulations, and procedures and co-operates with other international

bodies to achieve its objectives, particularly the Financial Action Task Force.?

The objectives of the Middle East and North Africa Financial Action Task Force are

as follows:

%2For more information visit : http://www.menafatf.org/topiclist.asp?ctype=about&id=546, accessed
4/4/2015.
%3For more information visit : http://www.menafatf.org/topiclist.asp?ctype=about&id=546, accessed
4/4/2015.
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(1) To adopt and implement the Financial Action Task Force Special
Recommendations against terrorist financing; To implement the relevant United
Nations agreements and treaties and United Nations Security Council Resolutions
concerned with countering terrorist financing and money laundering; (2) To adopt and
implement the Financial Action Task Force's Forty Recommendations against money
laundering; (3) To cooperate in raising compliance with these measures and standards
within the MENA Region and to work with other international organizations in
raising compliance internationally; (4) To build effective arrangements throughout the
region to combat terrorist financing and money laundering effectively in accordance
with the particular cultural values, legal systems, and constitutional framework; and
(5) To work together to identify terrorist financing and money laundering issues of a
regional nature, and to share these problems experiences and develop regional

solutions in order to deal with them .2%

The Members of Middle East and North Africa Financial Action Task Force are
Yemen, United Arab Emirates, Tunisia, Syria, Sudan, Saudi Arabia, Republic of Iraq,
Qatar, Oman, Morocco, Libya, Lebanon, Kuwait, Jordan, Islamic Republic of
Mauritania, Egypt, Bahrain, and Algeria. And the Observers are World Customs
Organization, World Bank, the United States, the United Nations, the United
Kingdom, Spain, Palestine, International Monetary Fund, France, the Financial Action
Task Force, Eurasian Group on combating money laundering and financing of
terrorism, Egmont Group of Financial Intelligence Units, Co-operation Council for
the Arab States of the Gulf, Asia/Pacific Group on Money Laundering, and Arab

Monetary Fund.?®®

%4Eor more information visit : http://www.fatf-gafi.org/pages/menafatf.html, accessed 5/4/2015.
%5For more information visit : http://www.fatf-gafi.org/pages/menafatf.html, accessed 5/4/2015.

110



The Plenary should organize a continuous evaluation program in cooperation with the
Secretariat as stipulated in the Memorandum of Understanding. Each member should
agree to participate in the program. In the first round the members of Mutual
Evaluation shall carry out by The Middle East and North Africa Financial Action
Task Force in order to determine their conformity with the Forty Recommendations
issued by the Financial Action Task Force, using the 2004 Methodology of combating
the financing of terrorism and anti-money laundering. The Mutual Evaluation aims
individual's existing combat of the financing of terrorism and anti-money laundering
regime be assessed by an Assessors' expert Team in the area of combating the
financing of terrorism and anti-money laundering. This team who were required to
review and analyze all current laws and regulations related to combating the financing
of terrorism in the assessed country and all related to anti-money laundering. The
purpose was to determine the conformity and efficiency of their efforts with the

international recommendations.?®®

2.9.6 The Wolfsberg Group

The Wolfsberg Group is an association that consists of several leading international
financial institutions.®” In 2000 the group was established in order to develop the
standards for global financial services industry with regard to the activities of counter-

terrorism financing and anti-money laundering.®

In October 2000, the Wolfsberg Group together with the representatives from

Transparency International published the “Principles on Money Laundering

%%For more information visit : http://www.menafatf.org/TopicList.asp?cType=train_sub1, accessed
7/4/2015.

®TABN Amro Bank N.V, Banco Santander Central Hispano S.A, Bank of Tokyo-Mitsubishi Ltd,
BarclaysBank, Citigroup, Credit Suisse Group, Deutsche Bank AG, Goldman Sachs, HSBC, J.P.
Morgan Chase,Société Generale, UBS AG.

%8For more information visit : http://www.wolfsberg-
principles.com/pdf/standards/Wolfsberg_Statement_on_the_Suppression_of_the_Financing_of Terrori
sm_(2002).pdf, accessed 7/4/2015.
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Prevention in Private Banking.” The principles were developed to address to private
banking the dangers of money laundering and more significantly to tackle the
scandals of reputational damage suffered by banks involved in money laundering.?*
The principles were also established for banks to create a common standard to reduce
the resulting complexities and uncertainties from running multinational banks across

210 Moreover, customer identification and due

disparate anti-money laundering system.
diligence procedures are covered by these principles, and they are considered an

extension to the Financial Action Task Force Know Your Customer policy.?

Bank managements have shown their commitment in combatting serious crimes by
agreeing to the principles. The participating banks have displayed a commitment to
apply these standards to all their operations at home and at offshore centres, though
such standards would not be required in that country’s local law. This is considered
the strength of the principles.?”? The participating banks also represented the private
bankers' willingness to go beyond the identification of the client to tracing the source

of the dirty money.?"

The Wolfsberg Group has also presented its own set of principles in response to the
global initiative in war on terrorism. In November 2002, the Wolfsberg Group issued
the Wolfsberg Anti-Money Laundering Principles for Correspondent Banking. These
principles assign a global standard to govern the establishment and maintenance of the

relationships of correspondent banking. Clearly, they ban financial institutions from

%9 Mark Pieth and Gemma Aiolfi, The Private Sector Becomes Active: The Wolfsherg Process, Journal
of Financial Crime, Vol. 10 Iss: 4, (2003), pp.359 — 365.

ZAndrew Haynes, The Wolfsberg Principles - an analysis, Journal of Money Laundering Control,
Vol. 7 Iss: 3, (2004), pp.207 — 217.

"'Kris Hinterseer, "The Wolfsberg Anti-Money Laundering Principles"”, Journal of Money Laundering
Control, Vol. 5 Iss: 1, (2001), pp.25 - 41

?2Mark Pieth and Gemma Aiolfi, Ipid.

“®Michael Brindle, "Private banks' Initiative Against Money Laundering”, Journal of Money
Laundering Control, VVol. 4 Iss: 4, (2001), pp.344 — 347.
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doing business with shell banks. The principles also promote a risk-based approach to
evaluate correspondent banking customers and deal with the identification and follow-

up of suspicious or unusual activities.

The Wolfsberg Group continuous effort implies that banks can establish a common
standard, and by sharing their rules and experiences, they can learn much from each
other.?™* This proves that it is able to not only harmonize banking standards but be

beneficial for banking business.

On August 5, 2001, Jordan issued instruction No. 10 for the year 2001,namely before
the September 11 attack. Accordingly, the UN Security Council Resolution 1373
issued an instruction on September 28, 2001, which requires all countries to take
appropriate measures to combat terrorism and eliminate its sources of funding,
including money gained from criminals activity. It was the most important decision

among all, as all countries shall undertake the following measures:
(1) Prevent and suppress the financing of any terrorist activities,

(2) Freeze funds, financial assets, or economic resources of persons who attempt

to commit, facilitate, or participate in the commission of terrorist activities,

(3) Criminalize the deliberate collection or provision, by any means directly or
indirectly, of funds in their territories or by their citizens with the intention or

the knowledge in order to carry out terrorist activities,

2"Hans-Peter Bauer, Martin Peter, "Global standards for money laundering prevention”, Journal of
Financial Crime, Vol. 10 Iss: 1, (2002), pp.69 — 72.
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(4) Prohibit those who plan, finance, facilitate, or commit terrorist activities
against other countries or their citizens from using their respective territories for

those purposes,

(5) Prevent anyone or their nationals and entities within their territories from
making any funds, namely, financial assets, financial resources, or economic, or
other available related services, directly or indirectly, in favour of persons who
facilitate, attempt to commit, commit, or participate in the committing of

terrorist activities,

6) Also, all countries are requested to (a) pay attention to the close connection
between transnational organized crime and international terrorism, for instance,
illegal drugs trafficking and money laundering, and (b) find ways of
accelerating and intensifying the operational information exchange regarding

the terrorists’ movements or acts.?”

In response to the United Nations Security Council’s decision, Jordan sought to
develop its own system in combating money laundering, particularly by participating
in conventions, treaties, and international meetings. Most importantly, Jordan has
participated in the Arab Interior Ministers’ meetings, and most of the papers presented
by the Jordanian police officers concerned money laundering. Jordan also participated
in all Arab and international meetings of anti-drug crimes and signed the Regional

Convention for the legal and judicial co-operation between the Arab Cooperation

ZFor more information visit website of The Security Council at: http://daccess-dds-
ny.un.org/doc/UNDOC/GEN/N01/557/43/PDF/N0155743.pdf?OpenElement, accessed 2/8/2014.
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Council. The convention was signed among Jordan, Egypt, Irag, Yemen in regard to

combating crimes such as drug trafficking and its resulting activities and behaviors. 2"

On November 30, 2004, Jordan became the co-founder of the Middle East and North
Africa Financial Action Task Force, the governments of fourteen Arab countries. The
government decided to establish the Middle East and North Africa Financial Action
Task Force as the Financial Action Task Force Style Regional Body to fight money

laundering and the financing of terrorism.?”’

Jordan also joined the Financial Action Task Force, particularly in the third Financial
Action Task Force plenary meeting in the eighteenth round, which was held at the
headquarters of the Organization for Economic Cooperation and Development on

June 27, 2007 in Paris.

In the meeting, the request of the Middle East and North Africa Financial Action Task
Force an associate member status was considered. Such status was granted to the
Middle East and North Africa Financial Action Task Force by consensus to appreciate
the tremendous efforts made by the Middle East and North Africa Financial Action
Task Force members to develop their anti-money laundering and counter-terrorist
financing regimes. It was also a recognition of the effectiveness and seriousness of the

measures they were taking in this regard.?’

27® Taghreed Azzam and Amal Fadel Tommalieh, Money Laundering and its Impact on the Jordanian
Economy, Journal of Contemporary Research in Business, August 2013 VOL 5, NO 4.

?""The Jordanian annual Anti Money Laundering Unit report 2007. pp.27.

"For more information visit website of the Middle East and North Africa Financial Action Task Force
at: http://www.menafatf.org/ArticleDetail.asp?rid=731, accessed 17/8/2014.
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2.10 Summary

Money laundering is not just synonymous with developing countries, but also a
significant problem in developed countries. The illegal money of corruption do not
always need to be laundered internationally. However, the profits of many of the
biggest thefts of public property have to be laundered, either as money or as goods
such as fine art and real estate. Money laundering tend to frustrate legitimate business
enterprises, corrupt the financial systems and eventually, corrupt the social-political

systems.

The real causes of money laundering are as follows: prostitution, drugs dealing,
political corruption, bribery, human trafficking, arms trafficking, embezzlement,
gambling, currency smuggling, counterfeiting money, and tax evasion. Money
laundering activities had been associated with organized crime in the past. The
September 11 attack has highlighted the link between terrorism financing and money

laundering.

Many of the world's nations have been plagued by terrorism, which presents serious
challenges to all those victimized by the crime. Terrorism challenges become very
complicated when the affected nations place high value on civil and human rights.
The challenges are in finding ways to punish and prevent ideologically motivated
violence without violating civil liberties and political freedoms. Violence against

civilians is unjustified, and must be prevented and prosecuted whenever.

International bodies such as the Financial Action Task Force, the Basel Committee
and the United Nations have played an important role in developing strategies
preventive. A lot of the focus has been on customer due diligence, since it is generally

considered one of the basic elements in preserving the banking systems integrity and
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reputation. A strong international cooperation between governments is vital because
money laundering is international in nature. It would be difficult to combat money
laundering effectively without mutual assistance in the investigation and prosecution
of offences and cooperation in the confiscation of the crime proceeds. Furthermore,
through the efforts of these international bodies, an important progress has largely

been made.

The direct relationship between the Arab Spring, money laundering, and Jordan can
be gauged as follows: Huge funds, earned via corruption and embezzlement of the
former members of the Arab Spring countries, were smuggled abroad via money
laundering operation either before, during, or after the Arab Spring. During this
revolutions, the estimated amount of money stolen in Egypt was around USD 132.28.
In Libya, the stolen money was estimated to amount USD 200 billion. Logically, this
smuggled money need to be laundered urgently, and Jordan, apparently, is one of the
countries into which money can be smuggled easily because of the country’s
adjacency to the Arab Spring countries. Furthermore, Jordan has national banks and

branches of foreign banks that provide high efficient means of communication.

Making use of financial institutions is the most common way to launder money.
Financial institutions provide various ways to transit financial resources and diversify
financial instruments. Transferring funds across international borders is convenient
and prompt with the integrated financial markets and global economy. Furthermore,
the principle of banking secrecy is similar in almost every country. For the previous
reasons, the most vulnerable sectors for money launderers are financial institutions.
Criminals have the convenience of being able to move money electronically rather

than to transport physical currency, and they can gain access to the international
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payment system by utilizing banks. Nowadays, professional money launderers make
use of the whole range of modern international financial services from private

banking to international wire transfers and correspondent banking.

Fighting money laundering is not just a matter of fighting crime; it also concerns
preserving the integrity of financial institutions and banks from the abuse of money
launderers. As a result, many of the efforts to combat the threat of money laundering
have been concentrated on financial institutions and banks. However, significant
regulatory and compliance burdens have been put by money laundering counter-
measures on the institutions involved. Such measures have not only affected the
business operations of financial institutions and banks, but also their relationship with
their customers and other stakeholders. Thus, it is very important to create a workable

and well balanced anti-money laundering regime.
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CHAPTER THREE

ANTI-MONEY LAUNDERING LAWS IN JORDAN

3.1 Introduction

In the Middle East, Jordan is considered one of the countries with stable and advanced
economic systems, particularly in the banking sector. The system exhibits an
awareness about anti-money laundering and combating the financing of terrorism
requirements as well as a remarkable overall progress. Crime rate in the country is
relatively low despite drug traffickings and smuggling of antiques from Irag, and
Jordan’s economy is also open to international investment markets. All these factors
nevertheless create a degree of anti-money laundering. There is a possibility of
terrorism financing and some risks related to terrorism have been found. For instance,
terrorists groups were formed to feed terrorist activities in the area and some terrorist

operations execution.””

There is no evidence to suggest that Jordan is a major regional money laundering
centre. However, various financial services, both locally and internationally, are
offered in Jordan and they could be misused by those intending to launder money.

This necessitates Jordan to put in place laws that can fight money laundering.

Money can be laundered in various ways, among which are by (1) placing of criminal
proceeds into the banking system using family members or nominees, (2) purchasing
insurance products, (3) purchasing high value goods, (4) purchasing real property, (5)

investing in capital markets, (6) setting up of front companies, and (7) using money

2Mutual Evaluation Report Anti-Money Laundering and Combating the Financing of Terrorism, 19
May 2009, issued by Middle East and North Africa Financial Action Task Force, pp 5.
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changers and gatekeepers. Criminals may also manipulate cash transactions to hide
money trails through cash financial transactions, investment-related transactions,
transfers, trust funds, persons' accounts, financing commercial transactions, electronic

financial services, and credit facilities.?°

In the past few years, Jordan and many other countries have implemented anti-money
laundering laws. Jordan was committed to fight money laundering and terrorist
financing and hence enacted the Jordanian Anti Money Laundering and Counter
Terrorist Financing Law in 2007. This chapter aims to examine the main provisions of
the Jordanian Anti Money Laundering and Counter Terrorist Financing Law 2007
since it is the main legislation relating to money laundering. The following subsection
briefs the pre-Jordanian anti-money laundering regulatory regime before examining

the law provisions.

3.2 Pre Jordanian Anti Money Laundering Regulatory Regime

In combating money laundering, the Jordanian system was a set of disparate laws with
no direct link to money laundering. These laws dealt with the negative effects of

certain crimes such as smuggling, drug offenses, and tax evasion.

All over the years, the reach-out efforts in the form of technical assistance and other
engagements have been implemented by Jordan either on its own or by cooperating

with other regional and international bodies.

In general the following laws have been indirectly governing anti-money laundering:

the Jordanian Penal Law 1960, the Jordanian Conservation of State Funds Law 1966,

%%The Jordanian Guidance Manual for Anti Money Laundering and Counter Terrorist Financing,
Issued by the Central Bank of Jordan. For more information, see:
http://amlu.gov.jo/Portals/0/English/02%20Guidance%20Manual%20for%20Anti-Money.pdf.
Accessed 9/1/2015.
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the Jordanian Narcotic Drugs and Psychotropic Substances Law 1988, the Jordanian
Customs Law 1998, the Jordanian Money Exchange Business Law 1992, and the

Jordanian Banking Law 2000.

On November 18, 1997, the first direct efforts to deal with money laundering
transpired in Jordan. Jordan’s Central Bank sent Memorandum No. 210/97 to license
and advise Jordanian banks on questions related to money laundering. Nevertheless,
this memorandum was less directive than generic and exhortative; it advised banks of
"knowing" their customers and it provided the general description of the
circumstances when banks may reasonably suspect about their customers identity.
When the question of money laundering for Jordanian banks was confronted, the
circumstances description did not provide much practical guidance which can be
interpreted in a comprehensive procedural manual. Problems that beset Memorandum
No. 210/97 included (1) lack of coherent structure, and (2) lack of its coherent

structure. The memorandum did not even detail the means of money laundering.”®*

According to Jordanian Conservation of State Funds Law 1966, confiscating the funds
that criminals gained was imposed by the Jordanian legislator to deprive the criminals
thus preventing them from using these funds. The law also imposes follow-ups in
cases of disposal in order to hide the funds or make it seen as if they were

legitimate.?%?

In Jordanian Customs Law 1998, the Jordanian legislator confirmed the combating of

customs smuggling. However, combating smuggling was only limited to smuggled

%81 | u'ayy Minwer Al-Rimawi, Money Laundering Regulations in Jordan: A Positive Example of A
Middle Eastern Country Earnest about Catching up with International Financial Standards, Journal Of
Money Laundering Control Vol. 7, No. 1, (2003), pp. 15-17.

%82 Articles 4 and 5 from the Jordanian Conservation of State Funds Law 1966.
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goods and detected crimes. The funds are illegal which are subject to imposed

confiscation and a fine besides imprisonment.?%®

The Jordanian Customs Law 1998 Article 206 (C*®** and D?*) identifies the crimes
that are part of illegal funds and smuggling penalties. The paragraphs dictate that the
penalty to be charged sums to equal or less than 50 percent of the transport tools and
goods to goods and materials that in some way managed to get away with fees
obligations and with the registration matters. Nevertheless, the law does not fully deal
with the transactions that emerge from the smuggling crimes and overabundant funds

and the taken sentence is to be equal of the escaped amount from the confinement.?*

The main objective of the Jordanian Narcotic Drugs and Psychotropic Substances
Law 1988 is to combat drug trafficking, whether in its cultivation, manufacturing, and
export. Anyone involved in this illegal act will be responsible to the law hence will
also be sentenced. ®” The court stands as the authority on analyzing the matters and
making decisions. As Article 15 of the law dictates, the court is given the right of
making decisions in identifying the sources of these funds. Nevertheless, if the funds
are generated with the consent of the law and the sources are relevant to the law, the

act is thought to be legal.

In the Jordanian Money Exchange Business Law 1992, the Jordanian legislator

confirmed that in order to audit the financial operations and reporting of the Central

%83 Articles 206 and 235 from the Jordanian Customs Law 1983.

%84 Article 206 (c): The confiscation of the goods involved in the smuggling or levying the equivalent
of their value including the duties if the goods were not seized or escaped seizure.

%8 Article 206 (d): Confiscation of the transportation means and the instruments and items used in the
smuggling or a fine not exceeding 50% of the value of the smuggled goods provided that it does not
exceed the value of the transport means with the exception of ships, planes and trains unless they were
prepared or hired for this purpose or levying the equivalent of their value if they were not seized or
escaped seizure.

%6 Ahmed Adnan Al-Nuemat, Money Laundering and Banking Secrecy in the Jordanian Legislation,
Journal of International Commercial Law and Technology, Vol.9, No.2 (2014).

7 Articles 8, 9,15 and 25 from the Jordanian Narcotic Drugs and Psychotropic Substances Law 1988.
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Bank for any suspicion in operations linked to a crime, there will be a need to audit

288

and review ATM accounts.” According to the law, money exchange is a licensed

practice for Jordanian banks.

As in the Jordanian Penal Law 1960, the Jordanian legislators consider suspicious
money regarding any banking operation a terrorism crime if it is revealed that the
money is related to a terrorist activity. The law penalties in this case are money

confiscation, fine, and imprisonment. %

As a matter of fact, Article 93 of the Jordanian Banks Law 2000 is one of the most
important Jordanian legal provisions against money laundering. The article dictates
that it is mandatory that every bank in Jordan immediately report any financial
transaction that may or may not be related to an illegal crime, and that every bank act

k.2 And when such notification is received from the

to the Jordan’s Central Ban
concerned bank the Jordan’s Central Bank considers the obligation to instruct that
bank to stop the transaction which includes to stop receiving or paying money for a
maximum of thirty days. Hence the Jordan’s Central Bank has to notify the official

authorities or relevant judicial "

Central Bank Instructions No. 10 for 2001 has introduced better awareness of what is
exactly involved in confronting money laundering. The definition of money
laundering in this instruction is one of the most important contributions to Jordan.?%?
Money laundering, as defined in this instruction, includes the following: 1) hiding the

illegal money source, 2) replacing illegal money or laundering it in order to hide or

288 Articles 21 and 24 from the Jordanian Money Exchange Business Law 1992.

289 Article 147 from the Jordanian Penal law 1960.

2% Article 93 (a) from the Jordanian Banks Law 2000.

21 Article 93 (b) from Jordanian Banks Law 2000.

22 The Central Bank instructions No. 10 for the year 2001,
http://www.pogar.org/publications/ac/compendium/jordan/antimoneylaundering/aml-01-ar.pdf ,
accessed 2/8/2014.
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disguise its source, 3) providing incorrect information about the illegal money origins,
4) using this money to purchase perceptible or imperceptible properties, 5) illegal
money ownership. Nevertheless, the definition of money laundering by no means is
comprehensive as it disregards the complex nature of financial transactions. It is
important to mention that the Central Bank Instruction No. 10 for the year 2001 also
highlights the need to verify the identity of customers, particularly if they are
corporate entities. However, this is also a new concept of combating money
laundering in Jordan where "know your customer” means checking the natural

individuals® identity not the corporate persons’.?*®

The main purpose of this regulation is to stop fake accounts. Hence it is customary for
all Jordanian banks and their national or international operating branches that the
person who is keeping the account display his real identity and that the accounts have
to be verified. The Central Bank also makes it mandatory for the banks to ensure that
if a person is holding an account of more than 10000 JD the identity of the customer
has to be verified by the authorities in order to refrain from foul transactions. The
transactions of this account need to be monitored well in order to make sure that the
money has not been transferred illegally. The Central Bank also instructs that the third
parties who are given the authority to conduct the transactions be verified.
Additionally, any suspicious activities and transactions of transferring money are

highly recommended to be monitored and verified.?**

2% | u'ayy Minwer Al-Rimawi, Ibid.
24 Ahmed Adnan Al-Nuemat, ibid.
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3.3 Jordanian Anti-Money Laundering Laws

Jordan faces several challenges due to being located among countries that encounter
internal conflicts, such as Syria, Yemen, Egypt, Tunisia, and Libya. Regardless, the

country is determined to respond effectively to these challenges.

In Jordan, most of the sectors concerned with anti-money laundering are covered by a
legislative and supervisory framework. To combat money laundering, efforts from
Jordan and other countries have produced a comprehensive legal framework that
criminalizes money laundering namely the Jordanian Anti-Money Laundering Law.**®
The framework became effective thirty days after the document was published on the
official gazette. To establish a good anti-money laundering system in Jordan, the

subject law has covered the fundamental aspects of the required legal framework.

3.3.1 Strategies and Priorities of Jordan's Anti-Money Laundering

The aim of anti-money laundering law in Jordan is to strengthen the procedures and
precautionary measures for anti-money laundering particularly in the financial sector.
Major precautionary procedures in anti-money laundering have been established by
the Jordanian Anti-Money Laundering Law 2007 and these procedures are
strengthened by the issued instructions and imposed control. Control authorities and
inspection measures have further strengthened the efforts. However, full co-operation
is needed among authorities on the local level, similar units, and foreign authorities in
order to eliminate the effect of the crime at international level. This law also aims to

raise the awareness among the citizens on the law provisions and among the

2% The Jordanian Official Gazette No (4831), dated 17/6/2007, pp. 4130.
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authorities in general. It also seeks to train employees in the control and supervisory

authorities besides the authorities that are subject to the law provisions. 2%

3.3.2 The institutional framework for combating money laundering

To supervise the activities of the Jordanian anti-money laundering unit, the law
dictates the formation of a national committee to outline Jordan’s general policy. The
governor of Central Bank of Jordan is the head of the committee that includes the
deputy governor of Central Bank of Jordan as the deputy chairman, the Commissioner
of Securities Commission, company’s controller, the head of Jordanian anti-money
laundering unit, commission director general, and the insurance members of various
ministries who hold the position of secretary general.?®” These authorities have the
necessary powers to control the businesses of the institutions regulated by them in
accordance with the following laws: the Central Bank Law,*® the Banking Law, **°

the Insurance Regulatory Law,*® and the Securities Law.***

The Central Bank

The Central Bank of Jordan serves to (1) maintain the monetary stability, (2)
guarantee the convertibility of the Jordanian Dinar, * and (3) promote the continual
economic growth in Jordan according to the government's general economic policy.
These goals shall be achieved by controlling the licensed banks in a manner that
ensures the rights of the depositors and shareholders and by securing the safety of the

banks' financial status. The Central Bank also performs any job or transaction that a

2% Awad Abdalla al-Kdaa, The Liability of the Jordanian Banks for the Money Laundering, Master
thesis submitted to Faculty of Law of in the Middle East University, Amman, Jordan,(2010), pp.143-
146 In Arabic.

297 According to article 5 from Jordanian Anti Money Laundering Law 2007.

2% Central Bank Of Jordan Law No.23 of 1971.

2% jordanian Banking Law No. 28 of 2000.

%% jordanian Insurance Regulatory Law No. 33 of 1999.

%01 jordanian Securities Law No. 76 of 2002.

%02 The Jordanian currency.
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bank often performs and exercises the Central Bank law or any other law or any
international agreement the government is a part of. Registers, transactions and

exchangers’ records shall be reviewed, audited, and inspected by the Central Bank.3%

Jordan Securities Commission

Jordan Securities Commission authorizes the licenses, the exporters, the accredited,
the market, the joint investment funds, the center, and the investment companies
through supervision and control according to the provisions of the Securities Law,
instructions, the regulations, and resolutions issued by virtue therewith. These
authorities shall also be subject to inspection and its entries, records, and documents

shall be audited by the respective legally competent authority.*

Jordan Insurance Commission

The insurance sector in Jordan shall be regulated and supervised by the Insurance
Commission in order to develop the insurance services and protect the rights of the
insured. The Insurance Commission shall regulate the insurance companies and the
supportive insurance services providers. The General Director of the Insurance
Commission shall be given the right to authorize one or more of the Commission
employees to audit or confirm in the appropriate time any of the company’s
documents or transactions or records. The company must put any of the above under
the command of the employee and cooperate with the general director for him to carry

out his duties.>®

%% Eor more information visit:
http://www.cbj.gov.jo/pages.php?menu_id=2&local_type=0&Iocal_id=0&local_details=0&local detail
s1=0&Ilocalsite_branchname=CBJ , accessed 9/4/2015.

%% For more information visit:

http://www.jsc.gov.jo/public/english.aspx?site_id=1&l ang=3&site_id=1&page_id=2011&menu_id2=
160, accessed 9/4/2015.

%95 For more information visit: http://www.irc.gov.jo/about.asp, accessed 15/3/2015.
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The Ministry of the Interior regulates nonfinancial entities such as jewellery traders
and the Department of Lands and Survey regulates real estate agents. Other
professions, such as lawyers and accountants, must be subject to the provisions of
special laws which regulate their work; they shall also be regulated by the trade

unions which are established in accordance with the law provisions.**

The committee works are as follows: (1) developing the general policy for anti-money
laundering, (2) following-up with the respective authorities in order to fulfil the
obligations according to the relevant and enforceable international resolutions, (3)
participating in international forums that are relevant to the general policy of anti-
money laundering, (4) approving and adopting the annual budget of the unit as
proposed by the unit's chief, (5) setting-up the plans necessary for the implementation
of the policy, (6) studying the necessary legislation draft for implementing this law
provisions as the unit prepared for submission to the Council of Ministers, (7)
studying the submitted annual reports by the unit regarding the activities of anti-
money laundering , and (8) studying the instructions and guidelines to be issued by
the supervisory and regulatory authorities in accordance with this law provisions.®”’ It
was the Recommendation No. 26 of the Financial Action Task Force
Recommendations that derived the idea for the Jordanian lawmakers to create such a

unit.3%®

The law created an independent unit in Jordan to receive reports of suspicious

activities from the entities subject to the law provisions, such as banks, money

%% Mutual Evaluation Report Anti-Money Laundering and Combating the Financing of Terrorism, May
19 20009, issued by Middle East and North Africa Financial Action Task Force, pp 37.

%7 According to Article 6 from Jordanian Anti Money Laundering Law 2007.

%08 Recommendation No. 26 of The Financial Action Task Force Recommendations: Countries should
ensure that financial institutions are subject to adequate regulation . . .
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transfer companies, exchange companies, and other Jordanian entities.**® However,
the unit requested further information so that the activities can be technically and
legally analyzed for further action. The law specifies that the parties subject to its
provisions are obligated by the law to inform the Jordanian Anti-Money Laundering
Unit about suspicious transactions, regardless whether the transaction actually took
place. The law also defines the role of the regulatory bodies that supervise these

0

parties,*'® and Recommendation No. 29 of the Financial Action Task Force

Recommendations derived the idea of creating such a unit.**

In general, the law organizes the needed local means and international co-operation to
combat money laundering because of the understanding that it is a cross-border crime.
The law also states that the Jordanian Anti-Money Laundering Unit authorities has to
co-operate with their foreign counterparts units. In this regard the law gives Jordanian
Anti-Money Laundering Unit the authority to sign an understanding memorandum to
organize the co-operation with their counterpart units. In fact, from Recommendation
No. 37 of the Financial Action Task Force Recommendations the Jordanian
lawmakers derived the idea of organizing the needed local means and international

co-operation to combat money laundering.**?

%09 According to Article 13 from Jordanian Anti Money Laundering Law 2007.

310 According to article 7 from Jordanian Anti Money Laundering Law 2007.

$11 Recommendation No. 29 of The Financial Action Task Force Recommendations :Countries should
establish a financial intelligence unit (FIU) that serves as a national centre for the receipt and analysis
of: (a) suspicious transaction reports; and (b) other information relevant to money laundering,
associated predicate offences and terrorist financing, and for the dissemination of the results of that
analysis. The FIU should be able to obtain additional information from reporting entities, and should
have access on a timely basis to the financial, administrative and law enforcement information that it
requires to undertake its functions properly.

%12 Recommendation No. 37 of The Financial Action Task Force Recommendations :Countries should
rapidly, constructively and effectively provide the widest possible range of mutual legal assistance in
relation to money laundering, associated predicate offences and terrorist financing investigations,
prosecutions, and related proceedings. Countries should have an adequate legal basis for providing
assistance and, where appropriate, should have in place treaties, arrangements or other mechanisms to
enhance cooperation.
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3.3.3 The Legal System

The application of Anti-Money Laundering Law 2007: Jordan's Anti-Money
Laundering Law No. (46) of 2007 was published in the Official Gazette in volume
4831 dated June 17, 2007, on page 4130. The law became effective thirty days after
the document was published. This law has covered the basic aspects of the legal

framework needed to establish a good anti-money laundering system in Jordan.

The law was then amended by Temporary Law No. (8) of 2010, published in the
Official Gazette in volume 5028 dated May 2, 2010, on page 2383 and by Temporary
Law No. (31) of 2010, published in the Official Gazette in volume 5057 dated
September 21, 2010 on page 5521. Recently, the law was amended by Law Amending
No. (31) of 2015, published in the Official Gazette in volume 5345 dated June 16,

2015, on page 6007.

Criminalization of money laundering: the Jordanian Anti-Money Laundering Law
of 2007%" covered a wide series of financial bases, therefore, with regard to the
offence the law’s definition of money laundering is compatible with (Palermo
Convention) the United Nations’ convention against Transnational Organized Crime
2000.3'* Consequently, the Jordanian lawmakers have applied Recommendation No. 3

of the Financial Action Task Force Recommendations.3*®

13 According to article 2(a) from Jordanian Anti Money Laundering Law 2007, money laundering is
described as: every conduct involving acquiring, possessing, disposing of, moving, managing, keeping,
exchanging, depositing, investing, manipulating the value or transferring the funds, or any other act,
where the purpose of the act is to conceal or disguise the source, true nature, place, movement, disposal
means, ownership or related rights, or otherwise preventing from identifying the person who committed
the crime that generated the funds, with the knowledge that the funds are the proceeds of any of the
crimes stipulated in article (4) of this law.

314 Article 6 (1) of the United Nations Convention against Transnational Organized Crime 2000, about
Criminalization of the laundering of proceeds of crime: Each State Party shall adopt, in accordance
with fundamental principles of its domestic law, such legislative and other measures as may be
necessary to establish as criminal offences, when committed intentionally: (a) (i) The conversion or
transfer of property, knowing that such property is the proceeds of crime, for the purpose of concealing
or disguising the illicit origin of the property or of helping any person who is involved in the
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As in Article 4, the law includes criminalizing money laundering as a different crime
than the predicate crime:
"a- Every Fund that generates from any of the crimes indicated below
shall be considered the subject of money laundering: - 1- Any crime
punishable pursuant to the provisions of the valid legislation in the
Kingdom. 2- Crimes, the proceeds of which are considered, according to
the provisions of international agreements ratified by the Kingdom, as a
subject of a money laundering crime. b- The money laundering crime is
considered independent from the crime that generated the funds; a
conviction in the crime that generated the funds is not a condition to
prove its illegitimacy."”
After examining this article, the researcher claims that the scope of predicate offences
was widened to include the punishable felonies and misdemeanors in Jordan;
therefore the twenty offences included were listed in the methodology.®*® To prove

that the funds are illicit a predicate offence conviction is not required. For certain the

Law is the concerned law in this area.

Freezing, seizure, and confiscation of property: The proceeds are defined

according to Article (2) of the Anti-Money Laundering Law 2007 as “the funds which

commission of the predicate offence to evade the legal consequences of his or her action. (ii) The
concealment or disguise of the true nature, source, location, disposition, movement or ownership of or
rights with respect to property, knowing that such property is the proceeds of crime. (b) Subject to the
basic concepts of its legal system:(i) The acquisition, possession or use of property, knowing, at the
time of receipt, that such property is the proceeds of crime.(ii) Participation in, association with or
conspiracy to commit, attempts to commit and aiding, abetting, facilitating and counselling the
commission of any of the offences established in accordance with this article.

%1 Recommendation No. 3 of The Financial Action Task Force Recommendations: Countries should
criminalise money laundering on the basis of the Vienna Convention and the Palermo Convention.
Countries should apply the crime of money laundering to all serious offences, with a view to including
the widest range of predicate offences.

%18 The 20 offences listed in the Methodology of Financial Action Task Force : participation in an
organized criminal group and racketeering, terrorism, including terrorist financing, trafficking in
human beings and migrant smuggling, sexual exploitation, including sexual exploitation of children,
illicit trafficking in narcotic drugs and psychotropic substances, illicit arms trafficking, illicit
trafficking in stolen and other goods, corruption and bribery, fraud, counterfeiting currency,
counterfeiting and piracy of products, environmental crime, murder, grievous bodily injury,
kidnapping, illegal restraint and hostage-taking, robbery or theft, smuggling, (including in relation to
customs and excise duties and taxes), tax crimes (related to direct taxes and indirect taxes), extortion,
forgery, piracy, and insider trading and market manipulation. When deciding on the range of offences
to be covered as predicate offences under each of the categories listed above, each country may decide,
in accordance with its domestic law, how it will define those offences and the nature of any particular
elements of those offences that make them serious offences.
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are the direct or indirect results of committing any crime provided for in Article (4) of
the subject law.” The article defines funds as “each property or right having a
financial value in transactions and the legal documents and bonds, of any form
whether electronic or digital that show the possession of such funds or any interest
thereof, including the bank accounts, securities, commercial instruments, traveler's
checks, transfers, letters of guarantee and letters of credit.” This definition is

considered sufficiently comprehensive.

Predicate offenses committed outside Jordan’s territory: Article (3) of the Anti-
Money Laundering Law 2007 stipulates that “laundering of money proceeds from any
of the crimes provided for in Article (4) of the subject law shall be prohibited,
whether they were committed inside or outside the Jordan provided that the act is
punishable under the law in force in the country in which the act occurred.”
Consequently, the predicate offenses of the money laundering crime definition

extends to include the acts committed in another country.

Regarding dual criminality, the Law stipulates that an act is not considered a crime of
money laundering if the crime proceeds were earned by an act that was committed in
another country where this act is not considered a crime; however, it the crime is

committed it would have been a predicate offense.

Ancillary crimes of money laundering: Punishing the accomplice involved, the
interferer, and the abettor in the crime by the same principal’s sanction is stipulated by
Article (24) of the Anti-Money Laundering Law 2007. The accomplice is defined by
Article (76) of the Jordanian Penal law as follows: “If several persons committed
together a felony or misdemeanor, or if the felony or misdemeanor made up of many

acts where each one of them executed one act or more of the acts constituting it for
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the purpose of committing that felony or misdemeanor, all of those involved shall be
considered accomplices and each one of them shall be punishable by the sanction
specified for this act by law, as if he was an independent perpetrator.” According to
Article (80/1) of the Jordanian Penal Law, the abettor is the one who “urges or
attempts to urge another person to commit a crime by offering money or a present or
threatening or tricking or deceiving or spending money or abuse in his employment

position.”

Paragraph (2)*'" adds that the accomplice is “the person intervening in a felony or
misdemeanor is the one who (a) gave instructions to commit it, (b) gave the crime’s
perpetrator a weapon or tools or anything else that might help him commit it, (c) was
present in the place in which the crime was committed for terrorizing the resisting
persons or strengthening the will of the crime perpetrator or guaranteed committing
the intended crime, (d) helped the crime perpetrator in the acts that led to or facilitated
the crime, or in the committed acts, (e) agreed with the crime perpetrator or one of the
accomplices before committing the crime, and contributed in concealing indications,
hiding or disposing of matters resulting from the crime, or hiding one or more
accomplices to keep them away from justice, (f) was aware of the criminal history and
track of wrongdoers who committed banditry or violent acts against the State's
security and public safety, or against persons or properties, and gave them food,

shelter or a place to meet.”

As for the case of attempt, a clear provision is absent. Article (68) of the Jordanian
Penal Law defines attempt as “starting the execution of one of the evident acts leading
to committing a felony or misdemeanor, so if the perpetrator was not able to execute

the acts necessary for the occurrence of this felony or misdemeanor due to reasons

317 Article (80) of the Jordanian Penal law 1960.
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beyond his control, he should be punishable as follows (...) that any other temporary
sanction is to be reduced from half to two thirds.” Article (71) of the Jordanian Penal
Law added that the attempt of a misdemeanor is not punishable except in the cases

clearly declared in the law.

As a matter of fact, the Anti-Money Laundering Law 2007 stipulates “attempt” in a
misdemeanor in Article 24 (a/l) as follows: “Anyone who committed or has
attempted to commit a money laundering crime as stipulated in this law, shall be
penalized by imprisonment for a period not less than one year and not more than three
years, and with a fine of not less than the same amount of the money subject to the

crime if the money was the proceeds of committing a misdemeanor.”

Normal and legal persons’ liability: Article (24) of the Anti-Money Laundering
Law 2007 in force stipulates that each normal person who attempts to commit or
commits the crime of terrorist financing according to this law shall be punished by
provisional hard labor for at least ten years and a fine not less than 100000 JOD
(which is about 140000 U.S. dollars), as well confiscating the money and all
instrumentalities intended to be used or used in the crime. In addition, the
collaborator, instigator, and partner shall also be punished by the same penalty

stipulated for the primary criminal.

With respect to penalties imposed on the legal person, it is stipulated in Article (31) of
the Anti-Money Laundering Law 2007 that the legal person shall be responsible for
the crimes committed by the person responsible for the actual management according
to the law provisions. The fines stipulated in the law shall be thereon imposed. In
addition, the legal person may also be suspended by the court, from working, partially

or fully, where this period does not exceed one year and not less than one month.
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However, in case of recurrence, the court may decide to revoke the legal person
registration or liquidate him and prevent each person who is found to be responsible
personally for committing any of these crimes whether he is president, chairman, a
member in the director board, a partner, or a manager from contributing in any legal
person capital of having similar objectives or to participate in the management. Thus,

regarding to the natural and legal persons it seems that these sanctions are deterrent.

3.3.4 Regulations, instructions, and guidance

A number of regulations, instructions, and guidance manuals were issued under the
Jordanian law of anti-money laundering, for instance, the regulations of National
Anti-Money Laundering and Counter Terrorist Financing Committee No. 44/2008.
The most important among them is Regulation of Anti-Money Laundering and
Counter Terrorist Financing Unit No. 40/2009.**® This regulation determines the
powers and functions of the unit and its president as well as the unit’s cooperation
with their counterparts and with supervisory authorities. The most important powers
and functions of the Jordanian units in regulation are as follows: (1) to adopt
intelligence on notifications of suspicious transactions that can be related to money
laundering received by the entities subject to the law provisions and to request any
necessary information, (2) to adopt the suspected transactions' means and forms of
notifications that can be related to money laundering, (3) to set and implement
capacity building and training programs for the obliged entities employees of
reporting and other authorities, (4) to establish a database where all information on
suspicious transactions that can be related to money laundering received by the unit

can be maintained, and (5) to prepare the necessary legislation for implementing the

%18 |ssued pursuant to the provisions of Article 10 of the Jordanian Anti-Money Laundering and
Counter Terrorist Financing Law 2007, Publication in Jordanian Official Gazette No (4970), dated
1/7/2009, pp. 3026.

135



law provisions.**® Therefore, under this regulation the unit has direct authority on the
Jordanian entities system to combat money laundering, and it was from
Recommendation No. 31 of the Financial Action Task Force Recommendations the

Jordanian lawmakers derived the powers of this unit.**

To exchange information related to counter terrorist financing and money laundering
and criminal activities related there to, in addition to the spirit of cooperation and
common interests in facilitating the investigation and prosecution through the analysis
of money laundering relating information and related criminal activities, besides the
emphasis on information exchanged confidentiality between the unit and the
corresponding units. In 2010 the Jordanian Unit has signed Understanding

Memorandum with the Counterpart Units, which are as follows:

(1) The Anti-Money Laundering and Suspicious Cases Unit of the United Arab
Emirates. The chief of Jordan’s Unit assumed signing the Memorandum with
Executive Director and Head of Anti-Money Laundering and Suspicious Cases Unit
of the United Arab Emirates; (2) The Financial Crimes Investigations Board of the
Republic of Turkey. The chief of Jordan’s Unit assumed signing the Memorandum
with Chief of The Financial Crimes Investigations Board. The Memorandum of

Understanding entered into force on September 21, 2010.

(3) Financial Intelligence Unit of Understanding with The Counterpart Unit of the

Palestinian National Authority in Amman on December 5, 2010, during a meeting

%19 Article 3 from regulation of the Anti-Money Laundering and Counter Terrorist Financing Unit No.
40/20009.

%20 Recommendation No. 31 of the Financial Action Task Force Recommendations about powers of
law enforcement and investigative authorities: When conducting investigations of money laundering,
associated predicate offences and terrorist financing, competent authorities should be able to obtain
access to all necessary documents and information for use in those investigations, and in prosecutions
and related actions. This should include powers to use compulsory measures for the production of
records held by financial institutions, DNFBPs and other natural or legal persons, for the search of
persons and premises, for taking witness statements, and for the seizure and obtaining of evidence . . .
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between the Chief of Jordan’s Unit and the Director of the Financial Follow-Up Unit

of the Palestinian National Authority.**

A number of instructions were established by the Jordanian Anti-Money Laundering
Law 2007, for instance: (1) anti-money laundering and counter terrorist financing
regulation related to Money Exchange Companies No. 2/2010 and guidelines thereto,
(2) instructions on anti-money laundering and counter terrorist financing in Securities
Activities and Guidelines related thereto, (3) anti-money laundering and counter
terrorist financing instructions of Insurance Activities No. 6/2010 and guidelines
related thereto, (4) anti-money laundering and counter terrorist financing instructions
pertaining to goldsmithing and sale of jewellery, precious metals, and gems shops for
2010 and guidelines related thereto, besides other instructions and guidelines that

govern anti-money laundering in Jordan.®%?

In this regard, the most important instruction is Instructions for Anti-Money
Laundering and Counter Terrorist Financing for Banks Instructions No. 51/2010.%%
All banks operating in Jordan shall apply the instructions provisions,®** and they
include the procedures for combating money laundering, for instance, (1) obligations
of customers due diligence (know your customer), (2) risk assessment obligations, (3)
transaction monitoring obligations, (4) reporting obligations, (5) record-keeping

obligations, (6) training obligations, (7) compliance obligations.

%21 The Jordanian annual Anti Money Laundering Unit report 2010. pp.17.

%22 The Jordanian annual Anti Money Laundering Unit report 2012. pp.34.

%23 |ssued pursuant to the provisions of article 14 (a/4) of the Jordanian Anti Money Laundering Law
2007 and to the provisions of article 99 (b) of the Banking Law 2000, dated 23/11/2010.

%4 Article 2 from Instructions for Anti Money Laundering and Counter Terrorist Financing for Banks
Instructions No. 51/2010.
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3.4 Anti-Money Laundering Obligations

In 2007, Jordan passed the Anti-Money Laundering Law to fulfil its international
obligations and to demonstrate its commitment in combating money laundering. This
law criminalizes money laundering; imposes specific obligations on banks and
financial institutions; and provides for the seizure, freezing and confiscation of
properties that have been resulted from criminal activities proceeds. Regarding the
global combat terrorism, the Anti-Money Laundering Law 2007 has been amended by
the Anti-Money Laundering (Amendment) Law in 2015. Thus this law brings
terrorism financing within the domain of the regime of anti-money laundering

regulatory.

Specific obligations were imposed on banks to combat money laundering activities by
the Jordanian Anti-Money Laundering and Counter Terrorist Financing Law 2007 and
the Instructions for Anti Money Laundering and Counter Terrorist Financing for
Banks Instructions No. 51/2010. One of the obligations is to establish risk assessment,
identify and verify customers, report cash and suspicious transactions, establish

compliance program, and keep records.

Due to the complex nature of money laundering operations, the Central Bank of
Jordan had to review the instructions and guidelines. The bank consequently issued a
new set of guidelines: Guidelines on Anti-Money Laundering. These guidelines
explain the techniques of suspected transactions to be related to money laundering and
are in line with the best practices of international anti-money laundering issued by

Financial Action Task Force.

The guidelines were issued under Article 99 (b) of the Banking Law 2000 and Article

14(a/4) of the Anti-Money Laundering 2007, Instructions No. 51/2010. These articles
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enable the Central Bank of Jordan to issue relevant guidelines to discharge any

international obligations on Jordan.

This section critically analyses the main obligations imposed on banks under the Law
2007, and Instructions No. 51/2010. Consequently, it will focus on the requirements
relating to obligations of customers due diligence (know your customer), risk
assessment obligations, transaction monitoring obligations, reporting obligations,

record-keeping obligations, training obligations and compliance obligations.

3.4.1 Obligations of customers due diligence and risk assessment

It is worth to note that in accordance with the anti-money laundering's international
standards, Instructions No. 51/2010 focuses on specific customers and transactions of
which beneficiary account, wire transfers, non-face-to-face business relationships,
private banking, correspondent banking, and foreign politically exposed persons.
Because these customers and transactions are considered vulnerable to money

laundering thus the procedure becomes necessary.

Also Instructions No. 51/2010 adopts a risk assessment approach to the requirements
of customer due diligence. The banks will have the flexibility to implement the

obligations depending on the type of customer, transaction, service, and product.

This section examines the customer acceptance policy and customer identification.
Consequently, it would be significant to mention the customer due diligence

procedures prescribed by the Jordanian regime.

3.4.1.1 Customer acceptance policy

Articles 14 (a/land 2) and 14 (a/5) of the Law 2007, and Articles 3 and 5 of

Instructions No. 51/2010 require that banks develop a customer acceptance policy
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before establishing a business relationship with customers. For each customer the
banks must create a risk profile. This is vital particularly for identifying the

customers’ type which is associated with high risk of money laundering.

According to the degree of risk related to money laundering the bank shall classify all
its customers by considering the following: (1) the customer’s banking transactions
consistency with the nature of customer business activity, and (2) the degree of

interrelation and divergence between the opened accounts and level of its activity.*?

A lot of factors need to be considered to ensure that the banks know their customers
well thus are able to detect any suspicious activities and assess risks. In other words,
banks should put greater effort in obtaining information about the customer. Hence
the implementation of a number of effective risk management arrangements should be
the result of this process. Moreover, Article 5 (First/2) of Instructions No. 51/2010
dictates that banks are required to place the necessary procedures in order to deal with
the risks and review and regularly update the profile of customers, particularly when

there are changes in their nature of business or employment.

In accordance with the risk perceived the Jordanian banks are required to apply anti-
money laundering measures to their customers. The adoption of an anti-money
laundering risk assessment regime identify that banks are in the best place to design
programs of anti-money laundering that deals with specific risks they may encounter.
This is because banks know their customers and business better than any government
body. In addition, a risk assessment regime also gives banks more flexibility in
implementing the measures of anti-money laundering. This could in turn lead to result

greater customer satisfaction and cost-savings.

25 Article 5 (First/1) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.

140



According to the risk assessment approach, banks have to explain that the range of
their anti-money laundering law controls is convenient to the risk level in their
business operations. In addition, banks need to focus on the higher risk customers and
transactions for instance private banking customers, politically exposed persons, non-
resident customers and customer who belong or are in countries that insufficiently

apply or do not apply the Financial Action Task Force Recommendations.??

However, instead of the approach that says one size fits all, banks are now have the
flexibility to implement controls and systems in the most appropriate way in
accordance to the real money laundering risk they perceived. For high risk customers,
more detailed information must be obtained in order for the banks to conduct
enhanced due diligence.®®” Otherwise, a less stringent approach would be sufficient

for low risk customers.>?®

While the risk assessment anti-money laundering regime has been welcomed by the
banking industry, it still leaves more rooms for interpretation. It remains uncertain the
way that risk is conceptualized,®®® thus the risk-based regulation effectiveness
depends on the regulated agreeing with the regulators concerning what risks need to
be controlled and the way of control.** This is critical to ensure that a country's
financial system can be protected in the best possible affordable way.**! In fact, the

risk-based approach concept is based on principles that are sound. Nevertheless, to

%26 Article 5 (First/3) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.

%27 Article 5 (First/4) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010

%28 Article 4 of the Instructions for Anti Money Laundering and Counter Terrorist Financing for Banks
Instructions No. 51/2010

%29 Stuart Ross, Michelle Hannan, Money Laundering Regulation and Risk-based Decision-Making,
Journal of Money Laundering Control, Vol. 10 Iss: 1, (2007), pp.106 — 115.

%0 sam Stewart, Coping with the FSA’s Risk-Based Approach, Journal of Financial Regulation and
Compliance, Vol. 13 Iss: 1, (2005), pp.43 — 47.

%! Jos de Wit, A Risk-based Approach to AML: A controversy between financial institutions and
regulators”, Journal of Financial Regulation and Compliance, Vol. 15 Iss: 2, (2007), pp.156 — 165.
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generate a workable, flexible, effective and high level framework is the real

challenge.**

3.4.1.2 Customer identification and due diligence

Customer identification and due diligence procedures are considered the basic
element of the anti-money laundering regime. They are also vital for obtaining
sufficient and reliable information to determine the customers' true identity. From a
broader financial integrity and prudential objective, sufficient identification of
customer and due diligence procedures would protect banks from credit, operational,
reputational, concentration and legal risks. Consequently, customer identification not
only help banks detect, deter and combat terrorism financing and money laundering ,
but also provide tangible benefits to the banks, its customers, and the entire financial
systems.*** Customer identification and due diligence can be identified as a process of
(1) identifying and verifying a customer, (2) obtaining information on the intended
nature and purpose of the banking relationship, (3) identifying and verifying the
beneficial ownership and control of the transaction, and (4) conducting on-going due

diligence and scrutiny in ensuring the provided information is relevant and updated.®**

To conduct customer identification and due diligence, the anti-money laundering
regime often imposes obligations on banks. A bank must maintain accounts in the
name of the account holder, as dictated in Article 3 (First/2) of Instructions No.

51/2010 and the bank is prohibited from opening, maintaining, or operating any

%32 pspalella A Rahman, Ibid.pp.123.

%3 Aspalella A Rahman, Ibid, pp.124.

%4 According to Article 3 (First/1) of the Instructions for Anti Money Laundering and Counter
Terrorist Financing for Banks Instructions No. 51/2010 the Due diligence mean “identifying the
identity of the customer, his legal status, his activity and the purpose of the business relationship and its
nature, and the beneficiary owner of the relationship, if any, and verifying such, as well as the
continuous follow up of the transactions that are conducted within the framework of an ongoing
relation by any of the means determined in accordance with the relevant legislation, in addition to
indentifying the nature of the future relation between the bank and the customer and the purposes
thereof as well.”
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accounts that are anonymous, fictitious, incorrect, or bearing false names. These

provisions aim to prevent criminals from using the channel accounts.

3.4.1.2.1 Existing Customers

Conducting customer due diligence requirements is repeated in Article 3 (First/8) of
Instructions No. 51/2010. This article provides that “the bank shall exert due diligence
for existing customers upon issuance of these instructions on the bases of materiality
and risk, and applying customer due diligence measures to such relations with such
customers at the following times: (a) Upon performing transactions of significant
amount or using banking tools unusually, (b) when a significant change occurred on
the documentation mechanism of customer's information, (c) when there is a material
change in the way of managing the account, and (d) when the bank realizes that there

is lack of sufficient information about an existing customer.”

In conditions where the risk of money laundering is low, procedures of customer's
identity verification may be delayed until after the ongoing relation commencement.
However, if delaying the verification procedures is necessary for maintaining the
normal course of the business provided and that such delaying does not involve
money laundering risks, the banks shall perform the verification procedures as soon as

possible.3%

3.4.1.2.2 Corporate customers

For companies customers or businesses, a bank must obtain constituents documents of
the customer such as article, memorandum, incorporation's certificate, directors'

documents identification, partners or shareholders, authorisation for any person to

%5 According to Avrticle 3 (first/6) of the Instructions for Anti Money Laundering and Counter Terrorist
Financing for Banks Instructions No. 51/2010.
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represent the corporation or business, and identification document of the authorised

person to represent the corporation or business in its bank dealing.**

In fact, nonprofit organization such as charities can also be misused for terrorism
purposes in many ways. They can be used to raise terrorist money or to transfer

337

money from one place to another.”®" Accordingly, the Jordanian lawmaker requires

banks to be vigilant when dealing with these customers.

While conducting customer due diligence on a nonprofit organization, a bank should
require that this organization provide relevant constituent documents including the
registration certificate, the identification of the office bearer, and any person's
authorization to represent the organization. The bank should also verify the identity of
the organization's authorized persons and scrutinize the accounts of the organization

in order to detect any contradictions in its accounts or transactions.®

¥6 According to Article 3 (Second/5/a) of the Instructions for Anti Money Laundering and Counter
Terrorist Financing for Banks Instructions No. 51/2010, “procedures for identifying the identity of a
legal person shall take into consideration the following: Identity data shall include the name of the legal
person, legal status, name of owners and their shares, the authorized signatories, domicile of the legal
person, line of business, the capital, registration’s date and number, tax number, national identity
number of the installation, names and nationalities of signatories authorized to run the account, phone
numbers, purpose of the business relationship and its nature, and so the bank is aware of the ownership
structure and the provisions governing the powers to take binding decisions for the legal person and
any information the bank deems necessary."

%7 Financial Action Task Force , Report on Money Laundering Typologies 2003-2004, 8.

%8 According to Article 3 (Second/6) of the Instructions for Anti Money Laundering and Counter
Terrorist Financing for Banks Instructions No. 51/2010, “procedures for identifying the identity of a
non-profit organization shall take into consideration the following: a- Identity data shall include the
name of the non-profit organization, legal status, domicile, line of business, date of incorporation,
names and nationalities of signatories authorized to manage the account, phone numbers, purpose of
the business relationship and any information the bank deems necessary. b- The existence and legal
form of the non-profit organization shall be verified by virtue of official documents and information
contained therein, such as, certificates issued by the Ministry of Social Development and any other
competent authority. ¢c- Obtaining the required documents that prove authorization by the non-profit
organization to the natural persons to manage the account as well as identifying the identity of the
authorized persons according to procedures of identifying customer identity stated in these
instructions.”
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3.4.1.2.3 Individual customers

Instructions No. 51/2010 states that the customer due diligence procedures should at
least include the following customer identification: (1) full name, (2) nationality, (3)
phone number, (4) permanent address, (5) work address, (6) purpose of business
relationship and its intended nature, (7) the activity type, (8) names and nationalities
of the authorized persons to manage the account, and (9) any information the bank

suppose necessary.*

However, if a customer is not able to comply with the procedures of due diligence,
then a bank should not begin any business relations or perform any transactions with
the customer. Nevertheless in the case of the customer existing, then a bank should
terminate these business relations. A bank should also consider depositing a

340 Indeed, the customer's

suspicious transactions report to the Jordanian Unit.
unwillingness to provide the requested information and to cooperate in the due
diligence procedure may itself be a suspicion factor.>** Clearly, banks have to adopt

more rigorous procedures of identifying and verifying their customers alongside

implementing the anti-money laundering law.

Generally, it is recognised that to avoid customer identification procedures criminals
have used beneficiary accounts. However, the banks are required by the Jordanian
lawmaker to identify if the customer is acting on behalf of another as nominee, trustee

or another intermediary. 32

%9 According to Article 3 (Second/4/a) of the Instructions for Anti Money Laundering and Counter
Terrorist Financing for Banks Instructions No. 51/2010.

9 Article 3 (First /5) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.

¥1 Aspalella A Rahman, Ibid.pp.125.

2 According to Avrticle 7 (First) of the Instructions for Anti Money Laundering and Counter Terrorist
Financing for Banks Instructions No. 51/2010, “the bank shall request each customer to provide a
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The beneficiary accounts' Identification procedures must be performed on the
beneficiaries and the entities or agents acting on their behalf. As well, the verification
should be done to ensure that the entities or agents are authorized to act on their
behalf. In fact, wherever possible, the identification process should be done on
individual basis. Generally, more rigorous customer identification and verification is
required when the transactions involve nominee, trustee or fiduciary accounts that are
opened by professional intermediaries. These procedures are vital for ensuring that

criminals do not abuse such accounts.®*®

3.4.1.2.4 Beneficiary account

It has been recognized that criminals have been manipulating beneficiary accounts to
launder their illegal proceeds. They also use beneficiary accounts to hide the
property's beneficial owner.*** Beneficiary owner is the natural person with the real
interest for whom the business relationship or on his behalf is conducted or who has
ultimate or effective control over a legal person or has the right to conclude a legal

arrangement on its behalf.>*°

According to Article 7 (a and b) of Instructions No. 51/2010, banks are required to
perform identification procedures on the beneficiaries and the agents or entities
operating on beneficiaries' behalf. In addition, verification must be done to ensure that

the agents or entities are authorized to act on the beneficiary's behalf. Wherever

written declaration in which he/she determines the identity of the Beneficiary owner of the intended
transaction. Such declaration shall contain the identification data of the customer identity.”

¥3 According to Article 7 (b and c) of the Instructions for Anti Money Laundering and Counter
Terrorist Financing for Banks Instructions No. 51/2010: “b- The bank shall verify the identity of the
Beneficiary owner and shall take reasonable procedures to verify the same. This includes depending on
data or information obtained from official documents to get the contentedness about the identity of the
beneficiary owner. c- In case the beneficiary owner is a legal person, reasonable procedures shall be
taken to verify the ownership structure and the controlling management of the legal person. This
includes depending on data or information obtained from official documents and data to get the
contentedness about the identity of the beneficiary owner.”

¥4 Aspalella A Rahman, Ibid.pp.130.

5 Article 1 (b) of the Instructions for Anti Money Laundering and Counter Terrorist Financing for
Banks Instructions No. 51/2010.
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possible the process of identification should be done on an individual basis. A bank
shall also request every customer to provide a written declaration where the identity

of the beneficiary owner of the intended transaction is determined.

Banks must take reasonable measures in the case of trustee or nominee account for the
following reasons: (1) to understand the relationship among the relevant parties, (2) to
obtain satisfactory proof about the legal status, and (3) to identity of the trustee or

nominee and the nature of their duties and capacity.**

When the person who is acting on the beneficiary's behalf is unable or refuses to
provide the information on the beneficiaries' identity, then the bank must not allow
that person to open a client account and consider submitting a report of a suspicious
transaction. While for an existing customer, the bank must stop transacting for and

with that person till more satisfaction verification is conducted.*’

The identification and verification of the beneficiary account places a significant
burden on Jordan's banks because of the complex nature of the account. To deal with
such accounts, an average bank employee needs further training or certain skills. Bank
employees are unlikely to be able to discharge their obligations unless they are

sufficiently trained.

3.4.1.2.5 Higher risk customers

A bank is required to conduct enhanced due diligence for higher risk customers. This
means that more detailed information from these customers are needed. In fact, a bank

shall place a proper risk management system in order to determine if a potential

#8 According to Article 7 (c) of the Instructions for Anti Money Laundering and Counter Terrorist
Financing for Banks Instructions No. 51/2010.

%7 Article 3 (First /5) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.
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customer, a beneficiary owner, or the customer is one of the said categories. When
commencing a relation with these customers the approval of the bank’s general
manager, or regional manager, or the authorized person shall be obtained.
Additionally, this approval shall be obtained when a beneficiary owner or a customer
is discovered to be within such categories. All necessary procedures shall be taken by
the bank to verify the sources of the customers' fortune and beneficiary owners who
fall within such categories. The banks shall also continuously and precisely monitor
the transactions with these customers and give special attention to transactions and
business relationships that occur. Eventually, the bank shall exert the necessary
procedures to identify the surrounding circumstances of these transactions and
business relationships and their purposes. If the bank becomes aware that any of the
customers have no clear economic substance, the records of the outcome are

maintained.>*®

Examples of higher risk customers are laid out in Article 5 (First/3) of Instructions
No. 51/2010 as follows: nonresident customers, **° politically exposed persons, **°
customers of private banking, and customers who belong or are in countries that
insufficiently apply or do not apply the Recommendations' of Financial Action Task

Force .

8 Article 5 (First/4) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.

9 According to Article 1 (b) of the Instructions for Anti Money Laundering and Counter Terrorist
Financing for Banks Instructions No. 51/2010, non-resident means natural or legal person who usually
resides or his residence is outside the kingdom or who does not complete a full year within the
kingdom, regardless of his/her nationality, except for individuals who have permanent commercial
activity and residence in the kingdom.

%0 According to Article 1 (b) of the Instructions for Anti Money Laundering and Counter Terrorist
Financing for Banks Instructions No. 51/2010, politically exposed persons means “persons occupying
or have occupied a high public office in a foreign country such as a head of state or government, a
judge, a military person, or was a prominent statesman or member of political party or senior executive
of state owner corporation. This includes, at minimum, first degree family members or their partners."
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Banks are required to conduct enhanced due diligence for private banking services
according to Instructions No. 51/2010.%! As specified, this measure is critical because
private banking could be exploited by criminals especially the corrupt politically

exposed persons and their partners in laundering illegal money.

3.4.1.2.6 Foreign politically exposed persons

The politically exposed person is identified as the person who has occupied or is
occupying a high public office in a foreign country such as a judge, a military person,
member of political party, a once prominent statesman, senior executive of state
owner corporation, or a head of government or state. At minimum, this includes the

first degree family members or their partners.**?

There are concerns that banks may be accidentally be involved in the laundering of
illegal money which is associated with politically exposed persons. Due to the special
status of this customer, often a specific degree of discretion is allowed by financial
institutions to the financial activities carried out by politically exposed persons. Such
a discretion often becomes an obstacle to bringing politically exposed persons to

justice, if they are involved in some sort of criminal activity.

When analyzing the special status of this customer, the researcher agrees that the
politically exposed persons may abuse their public powers and be involved in

laundering their illegal gains in countries where corruption is widespread. Adding

%! private banking services refer to preferential banking services provided to high net worth
individuals. These services are administered by a relationship manager and his support team who could
establish a strong rapport and intricate knowledge of the client’s financial affairs.

%2 Article 1 (b) of the Instructions for Anti Money Laundering and Counter Terrorist Financing for
Banks Instructions No. 51/2010.
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insult to injury, dishonest or corrupt politically exposed persons can be found

worldwide.>*

Apparently in countries where corruption is widespread, the politically exposed
persons may abuse their public powers for their own illegal enrichment, which can be
committed by illegal kickbacks, bribes receipt, and other directly profits linked to
corruption. These persons may also be involved in tax fraud, organized crime
activities, and embezzlement. If a bank is found to have been managing or accepting
money from the corrupted politically exposed persons, its reputation will be affected

and will weaken the public confidence in the bank's ethical standards.***

Banks are required to conduct enhanced due diligence on politically exposed persons
according to Article 5 (3 and 4) of Instructions No. 51/2010. Additionally, the
Jordanian lawmaker requires a bank to identify if its customer is a politically exposed
person by collecting adequate information from the customer and available public
information. As soon as a politically exposed person is identified, immediate
appropriate measures to establish the source of wealth and money of this person
should be taken by the bank. Accounts connected to the politically exposed person
should be monitored in order to detect any discrepancies in their accounts or
transactions. The family members or close associates of the politically exposed
persons’ business relationships are imposed the same risks as the politically exposed
persons. Consequently, the Instructions require banks to conduct due diligence on this
person's family members or close associates who have dealings with the banks. Also

required by the Instructions is for the banks to monitor the politically exposed

%3 Financial Action Task Force, Report on Money Laundering Typologies 2003-2004, 19.
%4 Aspalella A Rahman, Ibid.pp.201.
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persons' connected accounts in order to detect discrepancies based on their profiles,

their accounts activities, and transactions.

However, it appears that the definition of politically exposed persons does not include
persons who hold distinct functions locally, under Instructions No. 51/2010. Thus, it
is apparent that Jordanian banks need only to pay attention to the foreign politically
exposed persons. While there is evidence to suggest that Jordan needs to cover
domestic politically exposed persons. When Jordanian officials have been dealing
with money laundering issues since 2012, the year that witnessed the most famous
Jordanian cases regarding such crime. In one case, Criminal Court of Amman
sentenced the former Jordanian chief intelligence to imprisonment for thirteen years
and a fine of JD 21 million (about USD 30 million) after being convicted of money
laundering charges.** This provision was considered the most important issue of
money laundering in Jordan, particularly when the case underwent the first trial of its
kind on the highest-level of Jordanian security officials in the period of the Arab

Spring.

Having analyzed politically exposed persons, the researcher believes that there is no
good reason to separate the Politically Exposed Persons whether foreign or domestic.
So, it would be better if the definition be reviewed. Normally it is not an easy task to
detect corrupted politically exposed persons because these people use intermediaries
on their behalf to conduct financial business. The concealments of their illegal
proceeds usually involves shell banks or companies, and this makes it the
identification procedure more difficult. Concerns arose whether the politically

exposed persons can have strong influence on the effectiveness of suspicious

%5513 Years in Prison the Sentence for the Former Jordanian Intelligence Chief Althahaby, Al Arabiya
Network, 11/11/2012, http://www.alarabiya.net/articles/2012/11/11/248883.html, accessed 2/7/2014.In
Avrabic.
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transaction reporting by financial institutions thus contributing to poor governance

standards and blocking anti-money laundering regimes.

3.4.1.2.7 Electronic banking

The information technology development has led to a wide range of modern banking
facilities such as internet banking and other e-banking products. Consequently,
personal contact between banks and customers is eliminated. Such services could be
manipulated by criminals; they may control their accounts throughout the world and

may have unrestricted online access.**®

There are three characteristic of internet banking that pose risks of money laundering:
(1) no actual/material contact between the bank and the customer, (2) easy access to
the internet, and (3) the rapidity of electronic transactions. If an account is accessed
through the internet, no human intervention can help detect any unusual or suspicious
activities. Information about the locations from where the account is accessed is also
not detectable. It is a challenge to determine the jurisdiction for the supervision and
licensing of financial services that are offered online. Commonly when determining
the location where the online transaction takes place, jurisdictional issues arise in
order to know where should the investigative authorities go to search for documentary

evidence of transactions that are related to money laundering.**’

The Central Bank of Jordan issued the Risk Management Principles for Electronic
Banking No0.10/1/3344, in 21/3/2005. These principles serve to facilitate the use of
electronic means in the procedures of bank's transactions. The principles also cover

several domains, such as active oversight by the board of directors and senior

%6 Financial Action Task Force Report on Money Laundering Typologies 2000.
%7 Aspalella A Rahman, Ibid.pp.132.
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8 359

management, risk management practices,®® internet banking risks,**® security

requirements, i.e. privacy issues and consumer protection, and compliance with other

regulatory requirements. *%°

The face-to-face interaction's requirement reinforces Article 5 (Third) of Instructions
No. 51/2010 that requires banks to pay special attention when establishing and
conducting  non-face-to-face  business  relationship  through  information
communication technology, for instance, through post, internet, fax, or telephone.
Hence the banks should only establish business relationship after completing the

customer due diligence process via face-to-face interaction.

Additionally, banks must establish convenient measures for customer verification that
are as rigorous as that for customers' face-to-face. They must also apply mechanisms
of monitoring and reporting in order to identify the potential activities of money
laundering.®** Applying the Risk Management Principles for Electronic Banking
together with Instructions No. 51/2010 provides an effective instrument for
preventing the abuse of e-banking in Jordan. Nevertheless, it is crucial for bankers to
constantly be alert of any unusual activities arising from these relationships because

of the complicated features of e-banking services.

3.4.1.2.8 Wire transfer

Wire transfers are widely used in commercial transactions since they provide a high-
volume, efficient, and low-cost payment system. Wire transfers have been recognized

as one of the most efficient methods of laundering the proceeds' of criminals. It has

%8 Article 1 of the Risk Management Principles for Electronic Banking No.10/1/3344.

%9 Article 3 of the Risk Management Principles for Electronic Banking No.10/1/3344.

%0 Article 2 of the Risk Management Principles for Electronic Banking No.10/1/3344.

%1 Article 5 (Third) of the Instructions for Anti Money Laundering and Counter Terrorist Financing for
Banks Instructions No. 51/2010.
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been reported that large banks provide a safer environment to send wire transfers and
an ability to transfer through multiple hubs so the money trace would be lost before it
arrives its final destination. Hence detecting through law enforcement will be
hindered because the complicated wire transfers create confusing and complex route
of financial transactions. 32 Accordingly the Jordanian lawmaker requires banks to

pay attention to this serious matter.

It is almost impossible to detect dirty money flows through wire transfers because of
their complexity, volume, or frequency. Therefore dealing with wire transfers requires
detailed procedures as provided by Instructions No. 51/2010. These procedures aim at
ensuring that a bank has more information about the transfer's beneficiary and that

throughout the payment chain.

When a bank is the ordering institution, it should get the originator’s information for
the customer due diligence purpose. The information includes the ordering customer’s
name, national number or identity number, nationality (for non-Jordanians), and
account number.*® If the ordering customer has no account with the bank, then the
bank should establish a system under which the ordering customer shall have a

reference number that is distinct.%

With respect to transfers sent in one batch, the ordering bank shall add the distinct
reference number or the account number of the ordering customer in case the same
has no account provided that (1) the bank shall keep full information about the

ordering customer, (2) the bank shall be able to provide the receiving bank and the

%2 Aspalella A Rahman, Ibid.pp.128 and 199.

%3 Article 6 (Second/1) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.

%4 Article 6 (Second/2) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010
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competent official authorities with the full required information in a period within
three business days from the date of receiving the request, and (3) the bank shall be
able to immediately respond to any order by the relevant competent official

authorities that require having access to these information.**

To identify potentially suspicious transactions, it has been recognized that
transactions that contain full information of the originator could assist beneficiary

financial institutions to do so.

A bank must also ensure that the accompanying originator’s information is retained
with the wire transfer when acting as intermediary to a wire transfer transaction.*®® If
a bank is the beneficiary institution, an effective risk-based approach must be adopted
to identify any wire transfer with incomplete information of the originator and to
decide whether to stop, proceed, or request from the corresponding institution for the
missing originator’s information. Incomplete originator’s information with wire
transfers may be considered as a factor for suspicion and wherever necessary, the

bank must submit a suspicious transaction report.®®’

A bank should check details of higher risk customers including the beneficiary's
name, the amount of wire transfer, and the destination. However, if the transfer does
not appear to be consistent with the customer's usual activity or business, then the

customer should be asked to provide further explanation of the wire transfer nature.3®

%3 Article 6 (Second/5) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.
%8 Article 6 (Third/1) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.
%7 Article 6 (Third/2) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.
%8 According to Article 6 (Forth) of the Instructions for Anti Money Laundering and Counter Terrorist
Financing for Banks Instructions No. 51/2010: Ordering Bank’s Obligations: " Intermediary Banks
Obligations 1- If the bank takes part in effecting the transfer without being an ordering or receiver, it
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The Guidance specified a number of activities that could be used as indicators for
wire transfers abuse. The activities include (a) directly transferring the deposited
money in the account abroad, either in one or several payments, (b) making transfers
to a person who has no account with the bank by using various payment instruments
all of them are below the threshold stipulated for in these instructions, (c) transfering
similar amounts whether on weekly or monthly basis, where the whole total is big, (d)
attaching incoming transfers are attached with instructions to transfer the transferred
money into checks and send them to a person who have no account with the bank by
mail, (e) making transfers with substantial amounts to countries that are known for
their havens of tax or banking secrecy, (f) the beneficiary using the transferred
credited in his/her account immediately for buying different cash instruments to pay
another party once transfers received, (g) an account receiving unprecedented
transfers with great amounts that are inconsistent with customer's business nature, (h)
regularly making external transfers of money by the customer, and claiming that their
source are international, (i) depositing bearer instruments by the customer into his/her
account after that the same amount is transferring to a third or fourth party, (j)
opening an account with an exchange company receiving cash deposits or transfers of
amounts that are less than the stipulated threshold in these instructions, (k) making
extraordinary transfer within a set of ordinary transfers which are performed as one
transfer, () transferring of great amounts abroad or receiving the same from outside

Jordan attached with instructions to be paid in cash to other. *** When studying the

shall ensure that all information annexed with the transfer shall be retained with the said transfer at
transferring. 2- If the bank fails to maintain such information annexed to the transfer for technical
reasons, it shall keep the annexed information as received for five years regardless of the lack or
completeness of the information. The bank shall also provide all available information to the receiving
bank within three days of receiving a request. 3- If the bank receives incomplete information about the
ordering customer, it shall notify the receiving bank upon effecting the transfer."

%9 Article Third (3) of Guidance Manual for Anti Money Laundering and Counter Terrorist Financing.
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Guidelines, the researcher concludes that the Guidelines considered these indicators,

and this can be accounted as a positive point of the Guidelines.

3.4.1.2.9 Correspondent banking

Correspondent banking indicates the provision of banking services by the
correspondent bank to the respondent bank. This kind of service is easily exploited by
money launderers because the correspondent bank provides services through
correspondent relationships for individuals or entities where it has neither verified the
identities nor obtained first-hand knowledge of the customers of respondent bank. The
correspondent bank must also rely on the respondent bank to carry out all the
necessary due diligence and continuously monitoring of its own customer’s account

370

activity.””” Assessing the quality of anti-money laundering measures the respondent

bank has taken is very difficult for a correspondent bank.

In fact, correspondent banking relationships also need to practice enhanced due
diligence. A bank should take the adequate measures to ensure that the relationship is
not exposed to terrorist financing or money laundering activities. Hence it must assess
and capture at the minimum, the respondent bank's related information. These
information includes (1) the management and the board of directors, (2) business
products and activities, (3) applicable legislation, regulations and anti-money
laundering measures, and (4) control of the respondent bank. However, the approval
for establishing or continuing a correspondent banking relationship must be made at
the bank's senior management level. Most significantly, the relationship with shell

banks is absolutely prevented. 3"

¥70 Financial Action Task Force Report on Money Laundering Typologies 2001, pp.8.
1 According to Article 5 (Second/1,2,3 and 4) of the Instructions for Anti Money Laundering and
Counter Terrorist Financing for Banks Instructions No. 51/2010, “1- The bank shall apply the
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Moreover, since the correspondent banking relationship includes the maintenance of a
“payable-through-account”, the bank must assert itself that the respondent bank has
performed all the normal obligations on its customers who have direct access to the
accounts of the bank and it can provide relevant customer identification data upon the

372
bank’s request.

3.4.1.2.10 Private banking

Cases of corrupt politicians embezzling public money and laundering them through
banks have increased the focus on the activities of private banking. Private banking
refers to the banking often preferred by high net worth individuals. Unlike the service
offered to retail customer, private banking usually involves a higher degree of

confidentiality and discretion for the customer.®”

The weakness of private banking could be exploited as the private banker fails to
apply an appropriate and due diligence procedure to customers and their activities. **
The nature of the service itself can result in failure to apply necessary due diligence in

the private banking.

When dealing with private banking services the Jordanian law maker requires a bank

to initiate enhanced due diligence procedures. A more strict approval process must be

customers due diligence requirements in relation to customers stated in Article (3) when commencing a
relation with an external bank. 2- The bank shall verify the nature of the external bank’s business
activity and reputation thereof in the field of anti-money laundering and counter terrorist financing
transactions; 3- The approval of the bank’s general manager or regional manager shall be obtained
before the commencement of a relation with an external bank. 4- The bank shall ensure that the
external bank is subject to an effective supervision by a supervisory authority in the bank’s home
country.”

372 According to Article 5 (Second/5 and 6) of the Instructions for Anti Money Laundering and Counter
Terrorist Financing for Banks Instructions No. 51/2010, “5- Anti-money laundering and counter
terrorist financing systems shall be verified by the bank and applied by the external bank; 6- The bank
shall ensure that the external bank has exerted due diligence regarding its customers who have
authority to use (payable-through accounts) and that the external bank is able to provide information
related to such customers and transactions made to such accounts when needed.”

%73 Financial Action Task Force Report on Money Laundering Typologies 2001, pp. 12.

%74 Financial Action Task Force Report on Money Laundering Typologies 2001, pp. 12.
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adopted and acceptance of a customer for that service must be approved by the senior
management of the bank. An independent review of the conduct and development of

such banking relationship must be undertaken annually by the bank.”

It is worth to note that in complying with such a requirement, the Jordanian banks
refer to the Wolfsberg Principles on the Global Anti-Money Laundering Guidelines
for Private Banking for sound business conduct in private banking internationally.
These principles cover the guidelines relating to the identification of suspicious or
unusual transactions, due diligence to be performed for normal and high risk
customers, establishment for all accounts beneficial owners, customer identification

and acceptance and account activity monitoring.®

3.4.1.2.11 Shell banks

Shell banks can be characterized as banks that do not have a permanent location of
business to receive customers, do not have employees to perform actual
administrative duties, do not keep transactions records, and are not an inspection
subject by a competent supervisory entity, either in the country of incorporation or in

any other country.®’’

Shell banks and shell companies have been recognized among the most important
tools in the schemes of money laundering.®”® Consequently in Jordan banks are not
allowed to establish or conduct banking relationship with shell banks or shell

companies. Jordanian lawmaker also requires that banks identify and verify directors’

7> Article 5 (3 and 4) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.

%% The Wolfsherg Group is an association consists of several leading international financial
institutions, and it was established in 2000 aiming to develop global financial services industry
standards with respect to anti-money laundering and counter-terrorism financing activities.

77 Article 1 (b) of the Instructions for Anti Money Laundering and Counter Terrorist Financing for
Banks Instructions No. 51/2010.

%78 Aspalella A Rahman, Ibid. pp. 202.
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details, companies’ authorized signatories and shareholders before establishing any

banking relationship in order to ensure that the companies are not shell companies.*”

Hence it is clear that banks face significant challenges in complying with the
requirements of anti-money laundering law. Banks are required to conduct enhanced
customer due diligence on existing customers, individual customers, wire transfer, on-
profit organization, shell banks, beneficiary account, corporate customers, politically-
exposed persons, correspondent banking and private banking. In this context, banks
are provided with a degree of flexibility that was not given before. However, it is
difficult to implement this measure with vague end point to the information that
prevent money laundering.*®*® Apparently every bank must interpret the customer due
diligence obligation according to its business before determining which anti-money

laundering system to be applied.®*

In fact, it has been argued that the great burdens faced by compliance officers range
from identification of customer to reporting of suspicious transactions. Customer
identification particularly poses serious challenges of authenticating documents of

identity as these documents can be forged easily.**

3.4.2 Obligations of transaction monitoring

The Anti-Money Laundering Laws require that banks monitor customer activity in
order to identify any unusual or suspicious activity during the continuing relationship.

The law also necessitates banks to conduct customer identification and verification.

% According to Article 3 (First/2) of the Instructions for Anti Money Laundering and Counter
Terrorist Financing for Banks Instructions No. 51/2010: “The bank shall not be permitted to keep
numbered accounts or enter into banking relations with anonymous persons, persons with false or
fictitious names or shell companies or banks.”

%80 Andrew Jackson, Recognising and Reporting Money Laundering: How Well Should You Know Your
Customer? Journal of Money Laundering Control, Vol. 3 Iss: 4, (2000), pp.317 — 324.

%1 Aspalella A Rahman, Ibid. pp.139.

%2 Musonda Simwayi, Wang Guohua, "The role of commercial banks in combating money
laundering”, Journal of Money Laundering Control, Vol. 14 Iss: 4, (2011) , pp.324 — 333.
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Monitoring of transaction is integral to the measures of risk-based anti-money
laundering because while recognizing the level of risk posed by customers, the
intention of the law is to enable businesses to flow smoothly. Without a clear image of
the financial behavior of customer at any moment in time, the risk-based approach is
operating with a reduced information level; hence its effectiveness can be reduced
significantly. Ongoing monitoring is vital throughout the relationship in order to
ensure that the banking services are not being exploited for money laundering or any

other criminal activities.

While designing monitoring procedures, banks must provide adequate management
information systems that can provide them with appropriate information to effectively
identify, analyze, and detect any suspicious activities. However, over a certain period
this information would cover large transactions, anomaly in transactions pattern,

multiple transactions, and transactions that exceed any specified limit.

Article 5 (Fourth/2) of Instructions No. 51/2010 states that “the bank shall exert
enhanced due diligence regarding unusual transactions by carrying out analysis and
studies necessary to verify the sources of funds and any other procedures necessary to
verify the nature of the process.” In addition, the bank should apply convenient
systems to ensure the customer's identity identification and verification.*®® The bank
should also set appropriate risk management system to define whether the customer,
the potential customer, or the beneficiary owner is one of politically exposed persons,
private banking customers, nonresident customers, and customer who are in or belong

countries that insufficiently apply or do not apply the Financial Action Task Force

%3 According to article 3 (Second/1) of the Instructions for Anti Money Laundering and Counter
Terrorist Financing for Banks Instructions No. 51/2010.
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Recommendations.®®* In addition, the bank should place effective systems to detect
any shortage of ordering customer's information.*®® It is stipulated in Article 9 of
Instructions No. 51/2010 that “the bank shall set proper internal system which
includes internal policies, procedures and controls for anti-money laundering.” The
bank is also required to place the necessary systems in order to classify customers
according to their degree of risks, and this can be done through available information

that is periodically reviewed. %

One of the main aspects to address money laundering is to conduct with each
customer an ongoing monitoring of the business relationship. This means that not
only banks should monitor customer's transactions to ensure that they fall among
expectations, they should also ensure that all documentation of the customer is

precise, full, and up-to-date.**’

Increased cost of anti-money laundering compliance is due to transaction
monitoring.*®® Banks need to spend great amounts to install or upgrade advanced
monitoring systems in order to keep up with the increasing regulatory obligations.
Due to banking secrecy or data protection rules, banks also face challenges while
monitoring transaction and account status of a customer across several different

countries. As money laundering and terrorist financing activity become more

%4 According to article 5 (First/4/a) of the Instructions for Anti Money Laundering and Counter
Terrorist Financing for Banks Instructions No. 51/2010.

%> Article 6 (Third/1) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.

%68 According to article 9 (Ninth) of the Instructions for Anti Money Laundering and Counter Terrorist
Financing for Banks Instructions No. 51/2010.

%7 Global Anti-Money Laundering Survey 2011 "How banks are facing up to the challenge”, pp28
http://www.kpmg.com/Global/en/IssuesAndIinsights/ArticlesPublications/Documents/anti-money-
launderingv2.pdf, accessed 14/4/2015.

%8 Global Anti-Money Laundering Survey 2011 , Ibid, pp28
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complicated, there is the need for developing a more complex transaction monitoring

approaches.®®

3.4.3 Obligations of reporting

According to Article 14 (a/3) of the Law 2007 “the entities subject to the provisions

of the law®®

shall undertake to comply with Notify the Unit immediately of any
transaction suspected to be related to money laundering or terrorist financing whether

such transaction is conducted or not.”

Article 8 (First and Second) of Instructions No. 51/2010 stipulates that “If any

administrator®*

in the bank suspects that the transaction to be executed is suspected to
be related to money laundering or terrorist financing, he/she shall notify the Reporting
Officer. The Reporting Officer®® shall notify the Unit immediately of transactions
suspected to be related to money laundering or terrorist financing whether such

transactions have taken place or not pursuant to the form or means approved by the

Unit and not to close the account/accounts of the suspects.”

There are two types of reports that directly affect banks required by the Jordanian

laws: suspicious transaction reports and cash transaction reports.

The proposition that great cash movements are linked to money laundering has led to

submitting of the cash transaction report. Such a report is designed to expose the

%9 Aspalella A Rahman, Ibid.pp.153

30 According to article 13 (a) of the Law 2007 the Jordanian Banks are one of entities which shall
comply with the procedures stipulated in this law, regulations, instructions and decisions issued
pursuant thereto.

¥t According to Article 3 (First/1) of Instructions for Anti Money Laundering and Counter Terrorist
Financing for Banks Instructions No. 51/2010 the Administrator mean: A member of the board of
directors of a bank, whether serving in his/her own behalf or representing a legal person, or the general
manager of a bank or any other bank officer.

%2 According to Article 3 (First/1) of Instructions for Anti Money Laundering and Counter Terrorist
Financing for Banks Instructions No. 51/2010 the Reporting Officer mean: A manger in the higher
management of the bank, appointed basically for the purpose of notification of transactions suspected
to be related to money laundering or terrorist financing.
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process of laundering at its most vulnerable points, which is when cash enters the

financial system and then is transferred among financial intermediaries.

The regimes of cash transaction report are designed to serve a number of serious
policing functions. It has been argued that the system could has a significant effective
role that affects the police investigations since it provides information for ongoing
investigations, and probably acts as an obstacle for any financial intermediaries and
money launderer who would make themselves vulnerable to activities of money
laundering. It has been recognized that the threshold level should be carefully
designed so that it is high enough to block out insignificant transactions yet low
enough to detect transactions possibly linked to financial crime. The cash transaction
reports should also be implemented to multiple transactions carried out in the same
day. This is to prevent retailing and structuring that includes breaking up a transaction

into smaller transactions less than the amount of threshold.**

A number of activities identified by the Guidance can be used as indicators for cash
financial transactions abuse. They may take any of the following forms: (1) Large
increase in the cash deposits with no justified reason of any person, particularly if
these deposits are transferred to a party which has no clear connection to that
customer and within a short period of time, (2) depositing amounts of money along
different periods where the value of every amount is below the threshold identified by
the instructions, however the whole amount of these deposits exceeds that threshold,
(3) extraordinary great cash deposits made by a legal or natural person whose normal
business activities are usually made through checks or other payment methods, (4)
performing many great cash deposits in different branches of the bank at the same day

by the customer or by many persons on behalf of the customer, (5) focusing on

%3 Aspalella A Rahman, Ibid.pp.142
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deposits and withdrawals of cash rather than using banking transfers or other
negotiable instruments without an obvious justification, (6) deposits of amounts of
money over different periods so eventually those amounts constitute large amounts,
(7) withdrawing of customers balances suddenly and promptly without any clear
justification, (8) exchanging significant amounts of small denomination bank notes
with large ones without clear justification, (9) retrieving a part of a deposited amount
when being informed of the due diligence procedures of extraordinary transactions to
be followed, (10) great cash deposits in bundles sealed by other bank seals, (11) large
amounts of cash deposits of bank notes that might be in the form of forged, worn or
old, (12) depositing uncommon huge amounts of money using ATMs in order to
avoid direct contact with the bank's employee, particularly if the deposits are not
compatible with concerned customer's business and/or ordinary income or nature of
business.*** In fact, it appears that the Guidelines are not silent about the indicators,

and this can be considered a positive point of the Guidelines.

In 2010 the number of cash transaction reports received by the Unit from all Jordanian

395 1396

entities was forty,” while ninety-two reports were received in 201 and forty-five
in 2012%°". No statistics revealed how many of these reports were followed up by the
authorities or laying of charges. Recent statistics on cash transaction reports are also

not available to the public.

Regarding suspicious transaction reporting, the purpose of its regime is ambitious and
reflects the general objectives of anti-money laundering systems. The requirements of

anti-money laundering reporting were designed to identify the crimes financiers and

¥4 Article Third (1) of Guidance Manual for Anti Money Laundering and Counter Terrorist Financing.
%% The Jordanian annual Anti Money Laundering Unit report 2010. pp.52.
%% The Jordanian annual Anti Money Laundering Unit report 2011. pp.34.
%7 The Jordanian annual Anti Money Laundering Unit report 2012. pp.24.
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beneficiaries, which had remained hidden from detection by techniques of traditional
investigation.®*® The reporting of suspicious transactions or activities is crucial to a
country’s ability to use financial information to fight money laundering, terrorist

financing, and other financial crimes.**°

Money laundering crime that is subject of Suspicion includes any crime punishable
according to the provisions of the legislation that are valid in Jordan. It also includes
crimes and their proceeds of which are considered under the provisions of
international agreements ratified by Jordan.*®® For reporting purposes, Instructions
No. 51/2010 considers terrorist financing a predicate crime. Thus it can be said that
the instructions also require banks to report transactions that are suspected to be
related to terrorism financing activity Article 8 (First) of Instructions No. 51/2010
also indicates that terrorist financing is a basis for filing reporting of suspicious

transaction.

Any bank employee who deems to suspect in any transaction, must not close the

suspects' account. *%

He or she must instead report that suspicion to the bank’s anti-
money laundering compliance officer. “°* The reporting officers in their turn and after
agreeing with the employee’s suspicious shall immediately notify the unit of the

suspected transactions to be linked to money laundering or terrorist financing

regardless whether the transaction had actually taken place.

%% David Chaikin, "How effective are suspicious transaction reporting systems?", Journal of Money
Laundering Control, Vol. 12 Iss: 3, (2009), pp.238 — 253.

%9 Financial Action Task Force, Guidance on the Risk-Based Approach to Combating Money
Laundering and Terrorist Financing, 2007, pp. 27.

0 According to article 4 (a) of the Law 2007.

1 According to Article 8 (Second) of the Instructions for Anti Money Laundering and Counter
Terrorist Financing for Banks Instructions No. 51/2010.

%02 According to Avrticle 8 (First) of the Instructions for Anti Money Laundering and Counter Terrorist
Financing for Banks Instructions No. 51/2010.

166



For Jordanian banks, the Anti-Money Laundering and Counter Terrorist Financing
Guidance Manual offers many examples of suspicious transactions. They include nine

403

subheadings, namely the persons' accounts,*® the cash financial transactions,*** the

transfers,*®® the credit facilities,*® the trust funds,*°’ the International financial

409

transactions, “°® the investment-related transactions,*®® the electronic financial

services,*'? and the financing commercial transactions.***

Apparently, such examples provide some guidance on the basis of suspiciousness.
However, it can be said that identifying a suspicious transaction is not an easy task
since suspicion is a subjective fact. It is doubtful even if more examples were given as

they can cover the entire range of suspicious transactions.

It must be noted that the term suspicion is not defined in Jordanian anti-money
laundering laws, and ambiguous reasons for suspicion is among the main problems
faced by banks in implementing suspicious transaction reporting. However, the
meaning of the word "suspect” was somehow detailed; the accurate force of "'suspect”
needs to be noticed a suspicion that something exists is more than an abstract idle
wondering whether it exists or not. It is a positive feeling of actual apprehension or

mistrust, amounting to “a slight opinion, but without sufficient evidence.” Therefore a

%% Article Third (2) of Guidance Manual for Anti Money Laundering and Counter Terrorist Financing.
%% Article Third (1) of Guidance Manual for Anti Money Laundering and Counter Terrorist Financing.
“% Article Third (3) of Guidance Manual for Anti Money Laundering and Counter Terrorist Financing.
%% Article Third (6) of Guidance Manual for Anti Money Laundering and Counter Terrorist Financing.
97 Article Third (4) of Guidance Manual for Anti Money Laundering and Counter Terrorist Financing.
“%8 Article Third (8) of Guidance Manual for Anti Money Laundering and Counter Terrorist Financing.
%9 Article Third (5) of Guidance Manual for Anti Money Laundering and Counter Terrorist Financing.
19 Article Third (9) of Guidance Manual for Anti Money Laundering and Counter Terrorist Financing.
11 Article Third (7) of Guidance Manual for Anti Money Laundering and Counter Terrorist Financing.
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reason to suspect that a fact exists is more than a reason to look into or consider its

existence possibility.**?

Suspicious or doubtful transactions in banks come almost everyday. However, it is a
difficult task to realize an exact and timely report. Suspicious transactions frequently
occur but it is not possible to check each one of them. In addition, the standards of
identification are not quantitative but depend on the logic of the employee. More often
than not, the attempt has led to some banks' failure to report to the relevant authorities
of some suspicious transactions.*® Therefore, for banks the identification of

suspicious transactions is an increasing challenge.*

Furthermore, it is widely recognized that the anti-money laundering laws imposed on
banks have brought negative effects because of the inconsistency between the banking
secrecy principle and mandatory notification of suspicion to the authorities that are
concerned of money laundering.**> However, the duty of secrecy is an implied duty
which emerges from the contractual relationship between the banker and its customer,
although it is stipulated in article 72 of the Banking Law 2000 that A bank shall
consider full confidentiality with respect to all accounts, trusts, deposits, and its
customers safe-deposit boxes. Also, the bank shall be prohibited from providing any
information whether directly or indirectly except upon a written approval of the owner
of such account, trust, deposit or the safe-deposit box, or his heir, according to a
decision issued by a competent judicial authority, or because of one of the permissible

situations according to this law provisions. However, even if the relationship between

12 Sydney Law Review 87, for more information see Website of Australasian Legal Scholarship
Library at http://www.austlii.edu.au/au/journals/SydLRev/1968/7.pdf or
http://www.austlii.edu.au/au/journals/SydLawRw/1968/7.html, pp. 93, accessed 18/4/2015

3 Musonda Simwayi, Wang Guohua, Ibid.

#4 Rowan Bosworth-Davies, "Money laundering — chapter three", Journal of Money Laundering
Control, Vol. 10 Iss: 1, (2007), pp.47 — 65.

“5 Fadi Fouad Obaidat, The Legal Dimensions of Banking Secrecy, PhD thesis, Amman Arab
university, Amman Jordan, 2005. In Arabic.
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the bank and the customer has terminated for any reason, this prohibition shall remain

in effect.

According to Banking Law the information disclosure by a bank to any banking
transaction or the payment or receipt of money could be linked or linked to any illegal
activity or crime, shall not be considered as a violation of the obligation to maintain
banking secrecy. Therefore, this bank or the Central Bank shall not bear any

consequent responsibility.**°

Nevertheless, it is stipulated in Article 35 of the Anti-Money Laundering Law 2007
that the provisions regarding to secrecy including banking confidentiality that is
stipulated in any other law shall not prevent the application of any of this law

provisions.

With respect to Article 35 is the view of the Financial Action Task Force that the
banking secrecy should be lifted so that it will not hinder the implementation of the
Financial Action Task Force Recommendations. Thus, secrecy law needs to be
excluded to enable the exchanging of information among the competent authorities
and the exchanging of information among the financial institutions.**” Consequently,
the legislation of Article 35 has increased the exceptions lists to the secrecy law in

Jordan.

Banking secrecy is one of the basic principles of banking business due the
commercial success of the sanctity of the relationship between the banker and the
customer and the banking business. Banking secrecy prevents the disclosure of

information and the safety and soundness of the banking system. Lack of secrecy

18 According to article 93 of the Banking Law No. 28 of 2000.
17 Recommendation No. 4 of the Financial Action Task Force Recommendations.
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could weaken the public confidence in banks thus secrecy protects banks and financial

institutions in fluctuating business and market pressure environment.*'®

It has been said that the banking secrecy principles are threatened by the anti-money
laundering laws.**® This principle prevents a bank from revealing its customers
information or any data.*?° Banking secrecy is considered a customer privilege while
fighting money laundering is critical for public security and safety. According to the
Jordanian anti-money laundering laws, the reporting obligation means that banks have
to achieve a balance between protecting customers’ secrecy and complying with laws.

In fact, achieving this balance is a question faced by the banking industry.

At first sight, it seems that anti- money laundering law makes greater progress into the
rule of secrecy, where customer’s information can be disclosed on the basis of
suspicion of activities of money laundering. Nevertheless, this is not really true on

closer inspection as there are limits to disclosure.

First, only the reporting officer who has the responsibility for providing the Unit with
the data of suspected transactions that can be linked to money laundering.*! Second,
disclosure by any administrator directly, or indirectly, or by any way of notifying the
Unit or any procedures of notification taken towards the suspected transactions to be

linked to money laundering shall be prohibited.*** Third, disclosure by persons who

18 Aspalella A Rahman, Ibid.pp.218.

9 awson HD, Bank Secrecy and Money Laundering, 17 Banking and Financial Law Review 145,
(2002).

“Amjad al-Juhani, Money Laundering and its Impact on Banking Secrecy, 29/1/2008,
http://www.cojss.com/article.php?a=180 , Accessed 21-1-2014. In Arabic.

21 According to Article 8 (Third) of the Instructions for Anti Money Laundering and Counter Terrorist
Financing for Banks Instructions No. 51/2010.

%22 According to Article 8 (Forth/a) of the Instructions for Anti Money Laundering and Counter
Terrorist Financing for Banks Instructions No. 51/2010.
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have access to or that comes to their knowledge of any information exchanged or

provided whether directly or indirectly shall be prohibited.**

In spite of the imposed limits on disclosure, some of the reporting obligations aspects
would make the customers wonder if they can depend on the banks to keep their
affairs confidential. For instance, the legislations of Jordanian anti-money laundering
provide guidance for suspicion identification. Nevertheless the definition of
"suspicion™ is not clearly defined, thus it is not an easy task for the bank to identify
suspicious transaction or cash. The measure of suspicion also differs from one
employee or bank to another. Traditionally the relationship between a banker and a
customer was built on mutual trust basis; however, with the enactment of anti-money
laundering laws it seems that it will eventually be replaced with built on mutual

suspicion basis.

3.4.4 Obligations of record-keeping

Record keeping is considered a significant element of the audit trail that the law
enforcement agencies intend to establish in investigating money laundering. Article
14 (a/6) of Law 2007 provides that the bodies subject to this law provisions shall
commit to comply with record keeping and legal instruments to document the
financial transactions whether locally and internationally. Article 7 of Instructions No.
51/2010 also stresses that the bank shall keep the documents and records for recording

the conduct national and international financial transactions.

The following information to be included in such a record are placed according to
Avrticle 14 (a/6) of Law 2007 and Article 7 of Instructions No. 51/201: (1) the identity

and address of the person in whom name is in the conducted transaction, (2) the

423 According to Article 8 (Forth/b) of the Instructions for Anti Money Laundering and Counter
Terrorist Financing for Banks Instructions No. 51/2010.
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identity and address of the person on whose behalf or the beneficiary person is in the
conducted transaction, (3) the accounts' identity ( if any) that are affected by the
transaction, (4) the type of transaction involved, for instance, withdrawal, deposit,
cheque cashing, exchange of currency, purchase of cashier’s cheques, or money
orders, or other transfer or payment through, or to such reporting institution, the date
where the transaction occurred, (5) the identity of the reporting institution, and (6) the

transaction's amount and time.

The above articles require that banks keep all records for not less than five years from
the date the transaction was completed or the date of the business relationship
termination. The kept records and documents shall include the original copies or
documents that are acceptable by courts under the enforced legislations in Jordan.*?*
Microfilm copies or any other modern electronic means can be kept which shall have
the same legal effect as the originals with respect to the evidence, and retrieved in

accordance with bases identified.*?®

Article 7 (Third) of Instructions No. 51/2010 requires that banks provide for the
centralization of the information collected in a way that enables it to quickly respond
to the Unit and the competent official authorities requesting the information. The bank
shall provide any information which clarifies if the bank has an ongoing relation with
a certain person during the past five years and provides information about the nature

of such relation.

However, not being able to comply with this requirement would make banks subject

to a fine not exceeding 1000 JOD ( 1400 U.S. dollar) and not more than 10000 JOD

24 According to Article 7 (Second) of the Instructions for Anti Money Laundering and Counter
Terrorist Financing for Banks Instructions No. 51/2010.
5 According to article 14 (a/7) of the Jordanian Anti Money Laundering Law 2007.

172



(14000 U.S. dollar). In the case of recurrence where the violation is repeated for more

than twice, the fine shall be doubled up to the maximum end.*?°

In order to comply with the obligations of record-keeping, it seems that at present
banks are required to record more information than they had before. Moreover to
allow reconstruction of individual transactions, customer records must contain enough
information. This might in turn require changes in the management and archiving

arrangements of the banks’ existing files.

In view of the number of transactions in the banking business, the record keeping
requirements would be burdensome. However, to facilitate the money launderers'
investigation and prosecution, the Jordanian lawmaker has clearly identified

significant details which banks must keep.

3.4.5 Obligations of training

Article 9 (Eighth) of Instructions No. 51/2010 dictates banks to establish internal
programs which include continuous training plans for the operating staff in the anti-
money laundering and counter terrorist financing transactions field with special
attention on the methods of money laundering, detection and reporting, and ways of
handling suspected customers. All the training programs records shall be kept for less
than five years and shall include the trainees’ names, qualifications, and the training

body, whether inside or outside Jordan.

Furthermore, the bank shall instruct staff of the necessary information about the
different legislations of anti-money laundering, the procedures of notification that are
suspected to be linked to money laundering transactions, the suspected patterns to be

linked to money laundering transactions and the bank's establishment of internal

426 According to article 30 of the Jordanian Anti Money Laundering Law 2007.
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controls in order to fight money laundering.**’

In 2007 a KPMG*® survey showed that 97 percent of banks worldwide recognized
that to monitor and identify suspicious activity they were dependent on the
employees' wakefulness. With reference to banks, the best AML control is the
carefully trained employees', which is reflected in their training programs in high

spending.*?

In 2011 a KPMG survey concluded that the costs of anti-money laundering
compliance in the last three years have increased by an average of 45 percent, and

more than 80 percent of the respondents reported cost increase during that period. **°

In spite of the advanced monitoring technology available for detecting and monitoring
the risks of money laundering, it seems that identifying and monitoring suspicious

activities banks still greatly depend on their employees' wakefulness.***

3.4.6 Obligations of compliance

The Anti-Money Laundering Compliance Program is considered one of the banks'
basic measures to appropriately detect and prevent money laundering and terrorism
financing risks which affect their work. Procedures included in the program should
ensure high standards of employees' integrity, the ongoing programs of employee

training, and an independent audit job for checking compliance.

27 Article 11 (Third) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.

“8 KPMG’s Global Anti-money Laundering Survey 2011 explores the range of strategic and
implementation challenges that the international banking community faces in complying with evolving
AML requirements. This is the third survey of its kind, following the previous research conducted in
2004 and 2007, for more information see : http://www.kpmg.com.

%% Global Anti-Money Laundering Survey 2007 "How Banks Are Facing Up to the Challenge " .pp8.
http://us.kpmg.com/microsite/FSLibraryDotCom/docs/AML2007FULL.pdf, accessed 19/4/2015.

0 Global Anti-Money Laundering Survey 2011 "How banks are facing up to the challenge”, pp12
http://www.kpmg.com/Global/en/IssuesAndInsights/ArticlesPublications/Documents/anti-money-
launderingv2.pdf, accessed 20/4/2015.

31 Aspalella A Rahman, Ibid.pp.161.
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Article 9 of Instructions No. 51/2010 provides that a bank must place an adequate
internal system that contains internal policies, controls, and procedures for anti-money

laundering and counter terrorist financing.

In accordance with these instructions, the Anti-Money Laundering Compliance should
include procedures and controls, internal policies, staff training and awareness

programs, compliance officers, and independent audit. Each is elaborated below.

3.4.6.1 Internal policies, procedures, and controls

The bank shall place an internal system that contains “a clear policy for anti-money
laundering and counter terrorist financing approved by the board of directors or the
regional manager of foreign banks’ branches, where continuous updating shall be
carried out and it shall include preventative measures of the misuse of modern
technologies in money laundering and terrorist financing transactions.”*** With regard
to this, such procedure have to be formulated and effectively implemented by the

senior management.

For anti-money laundering, the board of directors must be fully committed to
establishing an effective internal control system and to ensure that such controls are
implemented effectively. The senior management must also ensure that techniques to

monitor and detect unusual and complex transactions are available.

Instructions No. 51/2010 further requires that banks place an internal system that

contains “written detailed procedures for anti-money laundering and counter terrorist

financing specifying accurately the duties and responsibilities.”***

*2Article 9 (First) of the Instructions for Anti Money Laundering and Counter Terrorist Financing for
Banks Instructions No. 51/2010.

*3Article 9 (Second) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.
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There should also be an internal system to classify customers according to their
degree of risks, and this can be done in light of data and information available to the

bank and by periodically reviewing them.**

In fact, identifying and verifying a customer’s identify requires that banks place
appropriate systems.*® To avoid risks related to misuse of (Non-face-to-face) indirect

dealing with customers the bank must set the necessary procedures and policies.**®

3.4.6.2 Compliance officer

Article 9 (Fifth) of Instructions No. 51/2010 requires banks to place a proper internal
system that contains internal policies, procedures, and controls for appointed
compliance officers. The article also requires banks to identify the name of the
reporting officer and his/her substitute, and in case of replacing any of them the unit
should be notified. Besides that, it is important for the compliance officer to have the
necessary knowledge, required authority, and expertise to effectively perform his/her

responsibilities.

However, banks should place an internal system that includes internal policies,
procedures, and controls for identifying the reporting officer authorities in order to
contain the minimum authorities to act independently and keep the secrecy of
information received and the taken procedures. In fact, the reporting officer must have

access to data and records which are required to perform the tasks of inspection and

4 Article 9 (Ninth) of the Instructions for Anti Money Laundering and Counter Terrorist Financing for
Banks Instructions No. 51/2010.

% Article 3 (Second/1) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.

%% Article 5 (Third) of the Instructions for Anti Money Laundering and Counter Terrorist Financing for
Banks Instructions No. 51/2010.
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reviewing of procedures and systems put for anti-money laundering by the bank.**’

3.4.6.3 Independent audit

Article 9 (Third) of Instructions No. 51/2010 requires banks to place an internal
system that contains internal procedures, controls, and policies to designate a
qualified and an independent staff in the Internal Audit Department who is provided
with adequate resources to check the compliance with internal controls, policies, and

procedures to fight money laundering.

In addition, establishing a convenient mechanism to verify the compliance with
policies and procedures of anti-money laundering and counter terrorist financing by
all staff of the audit and the Reporting Officer, taking into account the authorities

coordination and responsibilities determination among them.

Banks should also place systems and procedures that ensure the internal audit bodies
perform their role in checking internal control and supervision systems so as to
guarantee their efficiency in anti-money laundering and counter terrorist financing.
These staff should also be periodically reviewed and that banks should suggest
whatever necessary to supplement any insufficiency and develop and update the

effectiveness and efficiency.**

3.4.6.4 Noncompliance

As mentioned, the Jordanian lawmaker requires a bank’s official to take all reasonable

steps to ensure compliance with the obligations of anti-money laundering. At the

7 Article 9 (Seventh) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.

8 Article 9 (Fourth) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.

9 Article 9 (Tenth) of the Instructions for Anti Money Laundering and Counter Terrorist Financing for
Banks Instructions No. 51/2010.
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same time, various penalties for noncompliance are provided in accordance with the

Anti-Money Laundering Law 2007 and Instructions No. 51/2010.

Article 30 explicitly mentions that any breach of the law provisions, instructions,
regulations and decisions issued for which a penalty is not identified in the law, the
fine should be not less than 1000 JOD (1400 U.S. dollars) and do not exceed 10000
JOD (14000 U.S. dollars). However, in the case of recurrence (the breach is repeated
for more than twice), the fine should be doubled up to the maximum end. In the case
the bodies are subject to the Unit’s regulation and supervision breach any of this law
provisions, regulations, instructions or decisions issued, then it may notify the

regulatory and supervisory authorities.

Article 11 (Forth) of Instructions No. 51/2010 dictates that if any provision of these
instructions were breached by the bank, then it should be subject to the punishment or
measure or more of the procedures and sanctions established regarding the provisions
of the Banking Law No. (28) for the year 2000, and amendments, and / or the Anti -

Money Laundering and Counter Terrorist Financing Law in force.

Regardless of the imposed penalties on the banks, the court may wholly or partially
stop the bank's operations for not less than one month and not more than one year if
the bank commits any of the crimes stipulated in the law 2007. In the case of
recurrence, the court may order to liquidate or cancel the registration of the bank.
Furthermore, any person found to be responsible for committing any of these crimes—
whether the chairman of the board, the chief executive officer, member of the board
of directors, manager or any partner-should be prohibited from contributing or

participating in any other legal person capital with similar objectives or being a part of

0 article 17 (d) of the Jordanian Anti Money Laundering and Counter Terrorist Financing Law 2007.
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the management .*** Clearly this is a very important issue and that banks cannot turn a

blind eye to the obligations of anti-money laundering.

It is worth to note that regardless of the penalties, noncompliance with the obligations
of anti-money laundering may also affect a bank’s reputation. In this case banks have
to suffer high compliance costs to avoid these risks. However, the spent money for
preventing the reputational risks could be greater than the cost of money laundering

itself. 4+

The failure of anti-money laundering systems is often denoted to the overall
weaknesses in the corporate governance framework of a bank. Such a system cannot
be expected to work in isolation. It seems that the measures of anti-money laundering
have significant impact on a bank’s corporate governance efficiency. This is
considered the basic element to ensure that the bank is working in a safe and sound

way. 442

In fact, it is recognized that the imposed measures of anti-money laundering on the
banks are subject to continuous development. Hence banks have to adopt new
procedures to detect and deter money laundering because of the increased regulatory

requirements. Ultimately the process is not only time-consuming but also costly.**

A survey conducted by KPMG in 2011 found that the cost of anti-money laundering

compliance had increased sharply in 2004. Over three years, the average increase had

“! article 31 (b) of the Jordanian Anti Money Laundering and Counter Terrorist Financing Law 2007.
2 Jackie Harvey, "Compliance and reporting issues arising for financial institutions from money
laundering regulations: a preliminary cost benefit study", Journal of Money Laundering Control, Vol.
7 Iss: 4, 2004, pp.333 — 346.

“3 R. Barry Johnston, lan Carrington, “Protecting the financial system from abuse: Challenges to
banks in implementing AML/CFT standards", Journal of Money Laundering Control, Vol. 9 Iss: 1,
2006, pp.48 — 61.

#4 Mark Yeandle and Michael Mainelli, Anti-Money Laundering Requirements : Costs , Benefits And
Perceptions, Z/Yen Limited 5-7 St Helens Place London, June 2005.pp. 20. See:
http://mww.zyen.com/PDF/AMLR_FULL.pdf, accessed 17/4/2015.
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reached 61 percent, with no decrease of investment reported by the respondents. Anti-
money laundering costs grew beyond expectation in 2007. In the previous three years
the average costs grew 58 percent, compared to 2004's prediction of 43 percent
growth. The costs continued to increase in 2011 at 45 percent average rate, against a
prediction of over 40 percent in 2007. Many had underestimated the extent of cost

rises.**

Transaction monitoring and staff training are believed to have largely contributed to
the increased costs. The increased requirements for verifying customers’ identity
raises the cost of the operation. Banks are still considering the regulatory burden
acceptable despite the increased compliance costs, indicating the financial industry’s
high commitment in protecting the integrity of the banking institutions apart from
complying with their obligations. However, following the increased costs incurred by

the banks, it is probable that such costs will be moved to the customers.**°

Apparently, the benefits of anti-money laundering laws may not always be clear to
individual institutions, who potentially tend to benefit a country as a whole rather than
to individual institutions.**’” These benefits include improved fairness and competitive
conditions that arise from reduced fraudulent and illegal behaviours and law abiding

places to do business.**®

It is worth to mention the potential benefits of complying with anti-money laundering
laws as the improvements of the regulatory compliance level. Commercial benefits

through an increased financial crime prevention and improved customers’ database.

“> Global Anti-Money Laundering Survey 2011, How Banks are Facing up to the Challenge, pp9
http://www.kpmg.com/Global/en/IssuesAndInsights/ArticlesPublications/Documents/anti-money-
launderingv2.pdf, accessed 21/4/2015.

8 Mark Yeandle and Michael Mainelli, Ibid, pp. 20.

“7 Martin Gill and Geoff Taylor, Preventing Money Laundering or Obstructing Business. British
Journal of Criminology, VVolume 44, Issue 4, July 2004, pp. 582-594.

8 Mark Yeandle and Michael Mainelli, Ibid.pp. 21.
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These benefits are usually seen as flowing from the costs that are avoided otherwise.
Thus it is important to ensure that the effectiveness of the laws can be enhanced with
what is spent in anti-money laundering compliance, where money launderers will be

increasingly prosecuted and their assets seizures will be more frequent.**°

3.5 Summary

Jordan does not have any specific laws to fight money laundering before the
enactment of Anti-Money Laundering and Counter Terrorist Financing Law 2007.
Thus the term money laundering is still considered relatively modern in Jordan.

However the concept of concealing the origins of illegal funds is not new.

Before 2007, the anti-money laundering system in Jordan was a set of non-integrated
and non-consistent laws. The system is not specialized in combating money
laundering independently; it has always followed laws that aim to prevent another
crime. The laws include (1) Jordanian Conservation of State Funds Law 1966, which
aims primarily to protect the funds of countries, (2) Jordanian Customs Law 1998,
which aims primarily to combat smuggling, (3) Jordanian Narcotic Drugs and
Psychotropic Substances Law 1988, which primarily aims to fight drug trafficking,
(4) Jordanian Money Exchange Business Law 1992, which aims primarily to regulate
money exchange in Jordan and prevent financial crimes in general, (5) Jordanian
Penal Law 1966, which primarily aims to prevent crime in general and to combat drug

trafficking and (6) Jordanian Banking Law 2000.

In 2007, Jordanian lawmaker established the Anti-Money Laundering Law which has
major precautionary procedures in anti-money laundering. The law is strengthened by

instructions issued by the control authorities and inspection measures. In addition, the

“9 Aspalella A Rahman, Ibid.pp.165.
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intent of the law is to establish co-operation among the local authorities, the similar
units, and the foreign authorities so that they can eliminate the effect and help
eliminate the crime internationally. The laws also intend to raise the awareness among

the authorities and the entities that are subject to the law provisions.

The past few years have witnessed a fundamental change in the regulatory and legal
environment related to the measures of anti-money laundering in Jordan. Jordanian
banks have found themselves having to comply with an increasing number of
guidelines and regulations during the implementation of anti-money laundering laws.
More importantly, the laws have set administrative and legal burdens on banks which
are onerous and may involve serious legal and other liabilities for deficient
compliance. Banks need to comply with substantial changes in due diligence
procedures and customer identification. This requirement produces a significant shift
in the ways banks interact with their existing and potential customers. Without clear
guidelines, it is doubtful how banks can effectively implement the customer

identification and due diligence requirements.

It is also required from banks to monitor customer activity in order to identify any
unusual activity that may be related to money laundering. It has been recognized that
transaction monitoring has been the major reason of increased anti-money laundering
cost. Through experience, banks are still facing a significant challenge in monitoring
customer’s transaction and account status across many various countries especially

because of the rules of banking secrecy or data protection.

The suspicious transaction report requirement also poses many challenges and issues.
Apparently it is difficult for banks to justify suspicious transaction report because

such a transaction is very subjective. This problem could also lead to mistaken
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reporting and defensive reporting. Left unchecked, the misreporting could result in a
flood of reporting and jeopardize the effectiveness of the suspicious transaction report

regime.

Banks also face challenges to comply with the requirement of anti-money laundering
training programs. Appropriately trained employees are known to be the best anti-
money laundering control. The complex and sophisticated nature of money laundering

often leads to training programs deficiency, which needs to be overcome.

Worldwide, banks have spent considerable sums of money on anti-money laundering
compliance. It seems that the amounts spent by Jordanian banks could be very
significant, and it is likely that the costs will be moved to the customers.
Unfortunately at this stage it is still unclear whether the benefits of anti-money

laundering compliance surpass its cost.

Indeed the laws have had a significant impact on the banks' operations in Jordan.
Effective implementation of the laws requires Jordanian banks to adopt a risk
assessment anti-money laundering regime. Although the regime is based on sound
principles, the effectiveness of the regime is still unknown. Only time will tell
whether the banks will sufficiently be able to cope with the increased anti-money
laundering obligations or otherwise. Obviously it is crucial at this stage to establish
effective coordination among regulators, legislators, and the banking industry in order
to minimize problems that banks faced and hence ensure effective implementation of

the law.
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CHAPTER FOUR

THE PERCEPTIONS OF BANKERS TOWARDS THE
OBLIGATIONS OF ANTI-MONEY LAUNDERING LAW

4.1 Introduction

This chapter describes the questionnaire used to support the legal analysis findings
that have answered the research question in this thesis. The fourth research question
queried that “What are the Jordanian bankers perceptions towards the anti-money
laundering obligations imposed on them?” Such methodological step is significant
since it seeks to make descriptive inference and attempts to determine the weakness of

the legal infrastructure in a specified area of law.

The academic literature on money laundering is vast. However, little has been
discussed about banks’ reaction to the management challenges of implementing anti-
money laundering systems. The industry surveys which cover the attitudes of anti-
money laundering compliance officers at the Jordanian banks are either out-of-date or
are not comparable to the situation of anti-money laundering compliance officers in
the Jordanian banks. This is partly due to the studies having involved different

samples or having been conducted in different countries.**

This chapter presents findings from the questionnaire survey, which aimed to uncover
the bankers' perceptions towards anti-money laundering obligations imposed on them.

Also reported are the descriptive statistics of the participants’ answers for the

0 For instance; (1) Rowan Bosworth-Davies, "Living with the Law: A Survey of Money-Laundering
Reporting Officers and Their Attitudes towards the Money -Laundering Regulations”, Journal of Money
Laundering Control, Vol. 1 Iss: 3, 1998, pp.245 — 253. And (2) Laurence Webb, "A survey of money
laundering reporting officers and their attitudes towards money laundering regulations™, Journal of
Money Laundering Control, Vol. 7 Iss: 4, 2004, pp.367 — 375.
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questionnaire items. These data can provide answers towards concluding the bankers'

perceptions towards anti-money laundering obligations imposed on them.

4.2 Research Design

A survey would be appropriate for a study that intends to ascertain individual's
feelings, expectations, values, or other similar factors.** The survey method can be
identified as (1) the data collecting at a particular point of time with the intention to
describe the existing condition nature, or (2) the relationships determining that exist
among specific events, or (3) the identifying of standards against which existing

conditions can be compared.**2

An empirical legal study is significant because it evaluates the function of the law in
the real world and it supports the many areas of social and legal policies.**® A survey
allows for structured questions that can result in statistical summaries. Open-ended
questions enable researchers to obtain more insight on the subject from the selected

respondents.

In this study, the researcher attempts to investigate how the law effects the Jordanian
bankers' perception on anti-money laundering obligations imposed on them. The
purpose is to understand the obstacles and opinions of the bankers and suggest

solutions to the addressed problem.

! Anwarul Yagin, Legal Research and Writing, Malaysia, lexisnexis, 2007, pp154.

*2Mahdi Zahraa, Research Methods for Law Postgraduate Overseas Students, published in Malaysia
by UNIVISION PRESS (c/o STILGLOW SDN.BHD), Kuala Lumpur Malaysia, 1998 , pp,65.

**3 Dame Hazel Genn, Martin Partington and Sally Wheeler, Law in the Real World: Improving our
Understanding of How Law Works, the Nuffi Eld Foundation 28 Bedford Square London wclb 3js,
2006, pp.1. For more information see:
http://www.nuffieldfoundation.org/sites/default/files/Law%20in%20the%20Real %20World%20full%2
Oreport.pdf, accessed 23-4-2015.
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4.3 The Questionnaire Survey

This study considers law as a social fact, with the purpose being to order society and
influence human behavior.*** In other words, this study considers laws as the rules

imposed by the legislature to affect human behavior and improve their activities.

A survey would be appropriate for a study that intends to ascertain individual's
feelings, values, expectations, or other similar factors.**® The survey method can be
defined as (1) the gathering of data at a particular point of time with the intention to
describe the nature of an existing condition, or (2) the identifying of standards against
which existing conditions can be compared, or (3) the determining of the relationships
that exist between specific events.**® Scholars also recognize that surveys are often
conducted as part of a non-experimental design. The method is ideal for
understanding the attitudes, views, beliefs, and opinions of people on various aspects

of social life.*’

The flexibility of data gathering was the reason for choosing the questionnaire survey
method. A survey also allows the data to be gathered by various methods, for
instance, through face-to-face interviews. A questionnaire survey also allows the
researcher to cover wider geographical areas and a large number of people. It imposes
lower cost compared to other means of data collection and no previous arrangements

are required.

% Mark Van Hoecke, Methodologies of Legal Research, Published in the United Kingdom by Hart
Publishing Ltd 16C Worcester Place, Oxford, OX1 2JW, 2011, pp.1, for more information see:
http://www.ius.bg.ac.rs/prof/Materijali/jovmio/DS_primerimetodoloskihpristupa/van%20Hoecke%20
%28ed.%29,%20Methodologies%200f%20legal%20research%20_%20which%20kind%200f%20meth
0d%20for%20what%20kind%200f%20discipline.pdf, accessed 27-4-2015.

*>Anwarul Yagin , Ibid, pp154.

“®Mahdi Zahraa, , Ibid, pp,65.

7 mcconville, Mike and Hong Chui, Wing, Research Methods for Law (Research Methods
for the Arts and the Humanities), 1% edition, July 6- 2007.pp.59.
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4.4 The Design of the Questionnaire

The questionnaire used in this study was constructed to query the attitudes of anti-
money laundering compliance officers towards the legislation in Jordan. The first and
the final drafts of the questionnaire were prepared and written in English and were
later translated to Arabic, considering that English is not the first language for most of
the respondents. It was thought that the translated version would be better understood

by these respondents.**®

4.5 The Pilot Study

The purpose of the pilot study was to ascertain if the participants understood the
questions, if the responses would provide the required data, and the time taken for
answering the questions is adequate. To conduct the pilot study, a plan was
determined with regard to how, where, and when to collect the data for the pre-test
purposes. The data were collected from the main branches of the banks in Amman,
Jordan, from November 9, 2014 to November 23, 2014 during office hours.
Accordingly, twenty one officers participated in this pilot study, and they represented
four banks out of the twenty five banks in Jordan. They are (1) The Housing Bank For
Trade & Finance, (2) Cairo Amman Bank, (3) Jordan Islamic Bank, (4) and Union

Bank.

After testing the questionnaire, the researcher discovered that some questions are
ambiguous and weak. Also the variables were unclear and were mixed in various
sections. As a result, the whole structure of the questionnaire was redeveloped. Some
questions were deleted, where the number of questions were decreased. For example,
the following item has been removed: The main reason for comply with the anti-

money laundering legislations in order to avoid their sanctions and not because the

%58 Both the English and Arabic versions of the questionnaires can be found in the Appendix.
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legislations represent good business practice. However, the following item has been
edited: Non-compliance of bank with anti-money laundering obligations can result in
fines and penalties. And, the following item has been added: The highly risky

customers are not clearly defined in legislations.

4.6 Evaluating the Questionnaire

The researcher referred to several university lecturers and academics in Jordan to
ascertain that the translated questionnaire was accurate and that each item had
measured exactly what it intended to measure. Having received the comments, several
questions were deleted and some were modified. The final draft was reviewed again
before being translated to Arabic in order to ensure that the translated version was

accurate and that the topics had covered the intended objectives of the questionnaire.

The questionnaires were evaluated by three doctorate graduates who majored in
English. They also evaluated the translation from English to Arabic. Another two
doctorate graduates who majored in commercial law had evaluated the content of the

questionnaires. Table (4.1) shows the profiles of the evaluators.

Table 4.1

The Profile of Evaluators

No Name University Faculty Department  Academic Rank.
1. Dr. Ahmad AL-al Bait  Arts and Englishand  Assistant Professor
El-Sharif University  Humanities Literature
2. Dr.Salim AL-al Bait Artsand Englishand  Assistant Professor
El-lbia University  Humanities Literature
3. Dr. Khaled AL-alBait Artsand Englishand  Assistant Professor
Masaeed University  Humanities Literature
4. Dr.Omer  AL- al Bait Law Private law  Associate Professor
Falah University - Commercial law
5. Dr.Abdullah  AL- al Bait Law Private law  Associate Professor
Alsofani University - Commercial law
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4.7 Field Study Plan

To conduct the questionnaire survey, a plan was determined with regard to how,
where, and when to collect the data. The data were collected from the main branches
of the banks in Amman, Jordan, from December 14, 2014 to February 16, 2015 during
office hours. Some banks refused to participate on grounds that their anti-money
laundering compliance officers were not allowed to contact the public. Hence the
researcher took two measures: First, the questionnaires were handed over to the
reception department at the bank. The questionnaires were then handed over to the
human resource (HR) in order to be viewed and approved for distribution to the
compliance officers. Once the HR approved, the questionnaires were distributed to the
required samples. Later, the researcher asked to interview the anti-money laundering
compliance officers at the banks at their free time. The completed questionnaires were
then handed over to the researcher by the reception department; Second, the
researcher directly (without going through the pre-mentioned procedures) interview
the anti-money laundering compliance officers at the banks and gave the
questionnaires for them to fill in. The researcher left for the bank to decide whichever

method they preferred.

4.8 Data Processing

Ten days after the data collection, the researcher began with the data entry and
verification. The data were entered manually by using a computer and the statistical

package for the social sciences (SPSS) software.

When the raw data were collected, edited, coded, and entered into the computer, they

were ready for analysis. Analysis is the process of examining, summarizing, and
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drawing conclusion from the information contained in the raw data.”® The SPSS

software produces findings in the form of graphs and charts.*®

By using the SPSS program, the data were analyzed through the following procedure:
(1) Defining the attributes of the variables, including their names e.g. (the name of
first question, the name of second question and name of third question, etc.), (2)
defining a data type (e.g. numeric), (3) defining a label (e.g., the first question, “Is the
position of Money Laundering Reporting Officer your only job?” The second
question, “Are the costs of monitoring electronic transfers added to the provided
customers services cost?” The third question, “Do the obligations of record keeping
imposed on banks require banks to change existing file management and archiving
arrangements?” etc.), (4) defining values (e.g. no. 1 represents the answer “yes”, no.2

represents the answer “no”).

The second stage was the entering of the questionnaires’ results on a "variables" page.
For example, five people answered “yes” and three people answered “no” to the first
question. Six people answered “yes” and one person answered “no” to the second
question. Two people answered “yes” and five people answered “no” to the third
question, etc. The third stage was the analysis stage, which involved obtaining
descriptive statistics in the program from the option of "analyze", and then completing

the procedures to obtain the percentages from the questionnaires’ responses.

The fourth stage was obtaining the results of the questionnaires survey. For example,
the percentage of “yes” for first question was 50 percent, and 20 percent for the

second question, and 30 percent for the third question. The percentage of “no” in the

**Anwarul Yagin, Ibid, pp. 252.
“0Bryman,A, Quantitative Data Analysis with SPSS 12 and 13 A Guide For Social Scientists,
http://rufiismada.files.wordpress.com/2012/02/quantitative_data_12_13.pdf , Accessed 14-2-2014.
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first question is 60 percent, and 20 percent for the second question, and 30 percent for
the third question. After the charts and graphs were constructed, the results were

analyzed to reach the goal of the questionnaire survey. **

4.9 The Questionnaire

In this study the questionnaires were distributed in Arabic. Each set of questionnaire

includes eight sections and sixty-three questions in total.

Section A (Demographic Variables) contains ten items. These questions sought to
establish an image of the individual's experience, level of education, and professional
qualifications. The aim of this section was to identify the employees employed as the
anti-money laundering compliance officers. The researcher believes that such
information would indicate the degree of seriousness besides knowing the perceptions
of Jordanian bankers towards the anti-money laundering obligations was felt that this
would give an indication of the degree of seriousness besides knowing the Jordanian

bankers' perceptions towards the anti- money laundering obligations.

Section B (General Anti-money Laundering Practices) contains five question. The
first question consists of two items (A and B) and the second section seeks to
ascertain attitudes of the respondents towards general anti-money laundering
practices. There are five questions in Section C (Obligations of Compliance). The first
question is divided into seven items (A, B, C, D, E, F, and G) and the third section
seeks to ascertain the attitudes of the bank officers towards obligations of compliance.

Section D (Obligations of Customers Due Diligence: Know-Your customer Principle)

*®'For more information visit: Vijay Gupta, SPSS for Beginners, Published by vjbooks Inc,
www.uploadkon.ir/uploads/1041cbeb8db5c23fa327150d1662bea7.pdf , (1999), Accessed 13-4-2014.
And see: Imad Nashwan, Practical Guide to Rapporteur Applied Statistics, Al-Quds Open University,
http://www.qou.edu/portal/almouqrarat/pdffiles/Statistics.pdf , (2005) Accessed 13-4 2014. In Arabic.
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contains nine items and the fourth sections seeks to ascertain the officers’ attitudes

towards obligations of customers due diligence.

In addition, five questions in Section E (Obligations of Monitoring of Transactions),
the first question is divided into four items (namely A, B, C and D), the fifth section
sought to ascertain attitudes towards obligations of monitoring of transactions. Five
questions in Section F (Obligations of Reporting), the first question is divided into
two items (namely A and B), the sixth section sought to ascertain attitudes towards
obligations of reporting. Also, five questions in Section G (Obligations of Record-
Keeping), the first question is divided into two items (namely A and B), the seventh
section sought to ascertain attitudes towards obligations of record-keeping. At last,
five questions in Section H (Obligations of Training), the first question is divided into
three items (namely A, B, and C), the eighth section sought to ascertain attitudes

towards obligations of training.

The questionnaire is composed of six A4 pages. The first page is the front cover
which includes the logo of the Universiti Utara Malaysia, sample of letter of
appreciation to the participants, the title of the study, the questionnaire objective,

name of the university, and a brief explanation about the questionnaire.

The questionnaire also consisted of open-ended questions. In response to each
question there was a set of pre-designed replies for the participant to choose from.

Furthermore, this research adopted the typical seven-level*®® Likert scale,*® that

%62 According to Dane Bertram, "Variations: Most commonly seen as a 5-point scale ranging from
“Strongly Disagree” on one end to “Strongly Agree” on the other with “Neither Agree nor Disagree” in
the middle; however, some practitioners advocate the use of 7 and 9-point scales which add additional
granularity”. For more information see: http://poincare.matf.bg.ac.rs/~kristina//topic-dane-likert.pdf,
accessed 29/4/2015.

%63 According to Dane Bertram, , Likert scales defined as: "A psychometric response scale primarily
used in questionnaires to obtain participant’s preferences or degree of agreement with a statement or set
of statements. Likert scales are a non-comparative scaling technique and are unidimensional (only
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ranged from strongly disagree, disagree, disagree a little, neutral, agree a little, agree

and strongly agree. There were also “Yes” and “No” responses for the respondents to

fill in.

The reason for choosing the seven-level instead of five-level is because rating scales
with more response categories transmit a greater amount of information and are
therefore inherently more precise in their measurement, thus is strongly supported.
Moreover, the former is a finer scale which has the potential to contain more

information, and allows the participants to express how much they agree or disagree

with a particular statement.

In the attempt to overcome the resistance commonly identified among financial
services practitioners towards the provision of any information about themselves or
their employer's policies, the questionnaire sought the information on a wholly
confidential basis, and respondents were specifically given a choice to provide or not

any information which would identify themselves or their employing institution.

4.10 Data Analysis Techniques

Cronbach Alpha test was used to measure the internal consistency of the questionnaire
statements. Means was used to measure the central tendency scales, and standard
deviations were used to measure the dispersion of any set of observations. Bivariate
correlation was adopted to determine if two variables were linearly related to each

other.

measure a single trait) in nature. Respondents are asked to indicate their level of agreement with a
given statement by way of an ordinal scale", Ibid.

*4 DUANE F. ALWIN, Feeling Thermometers Versus 7-Point Scales: Which are Better?, Sociological
Methods & Research, vol. 25, 3, (1997), pp. 318-340.
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4.11 Sample Population

The population of this study represents the twenty-five banks in Jordan.*®> The sample
size is crucial in a quantitative study as it determines the generalizability of the results

upon the main population.

According to Jordanian Anti-Money Laundering Instructions, “°® each Jordanian bank
should appoint officers to work as anti-money laundering compliance officers. These
officers must be fully knowledgeable about the anti-money laundering requirements
and the related regulations and laws because they are responsible for managing,
coordinating, and monitoring the bank’s compliance system toward anti-money
laundering. Hence these officers will be part of the sample (respondents) of this

questionnaire, and they were the only sample to represent the Jordanian banks.

Determining the sample size depends on the type of sample, whether it is a probability
sample or a nonprobability one. The probability sample consists of simple random

sampling, systematic sampling, stratified sampling, and cluster sampling,*®’

It has been recognized that in the process of collecting data, researchers need to
determine the number of participants to include in their studies. A number of options
were available: (1) The researchers can make an educated guess as to how many
people are needed, such as 10% of the population, or (2) they can ask as many people
as possible to participate within the resources and time that both researchers and

participants can provide.*®® In this study, the researcher attempted to collect as many

“%> For more information visit website of Central Bank of Jordan at:
http://www.cbj.gov.jo/pages.php?Menu_id=34&local_type=0&local_id=0&local_details=0&local_det
ails1=0&sIocalsite_branchname=CBJ, accessed 28-4-2015.

*®8According to article 9 of the Instructions for Anti Money Laundering and Counter Terrorist
Financing for Banks Instructions No. 51/2010. Also, See supra section 3.4.6.2.

7 Anwarul Yagqin, Ibid, pp.277.

%68 John W. Creswell, John W. Creswell, Educational Research Planning, Conducting, and Evaluating
Quantitative and Qualitative Research, 4th Edition, the Publisher Pearson, 2011, pp.609.
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participants as possible, as long as the minimum participation percentage is not less

than 15% of the population size.

Accordingly, sixty-five officers participated in this study, and they represented twelve

out of the twenty-five banks in Jordan (48%). This percentage was deemed

appropriate for generalizing the results and testing the questionnaire and questions.

Table (4.2) shows the banks that participated in this study.

Table 4.2

The Banks Participated in the Questionnaire of Chapter Four

=z
o

Name of Bank

CoNoOAEWNE

Jordan Ahli Bank

Cairo Amman Bank

The Housing Bank For Trade &Finance
Jordan Islamic Bank

Arab Jordan Investment Bank
Union Bank

Capital Bank

Egyptian Arab Land Bank
Standard Chartered Bank
Blom Bank

National Bank of Abu Dhabi
Al Rajhi Bank

4.12 Describing the characteristics of the study sample

The study sample consisted of sixty-five Jordanian anti-money laundering compliance

officers at banks. Table (4.3) shows the distribution of the sample by personal and

functional variables.
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Table 4.3:

Distribution of the Sample by Personal and Functional Variables

Variable Categories Frequency Percent

Age 25-34 years 42 64.6
35-44 years 14 21.5

45-54 years 5 7.7

Above 54 years 4 6.2
Total 65 100.0

Gender Male 46 70.8
Female 19 29.2
Total 65 100.0

Degree Bachelor 49 75.4
Master 16 24.6
Total 65 100.0

Years of 1- 5 Years 27 41.5
Experience 6 - 10 Years 16 24.6
11-15 Years 12 18.5

Above 15 years 10 15.4
Total 65 100.0

Table (4.3) shows that majority of the respondents aged between twenty-five and

thirty-four, and only 6.2% of the respondents were above fifty-four years of age. Most

of the respondents were male (70.8%) and hold a bachelor degree (75.4%). They

mostly have one to five years of related experience (41.5%).

o,
100 64.6%
0,
50 21.5% 7.7% €2
o B
[ 25-34 35-44 45-54 Above 54 |
| Figure of Age Variable |

Figure 4.1: Distribution of sample according to age

Figure (4.1) shows that the highest percent of the sample according to age variable is

64.6% for the 25-34-years category.
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Figure 4.2: Distribution of sample by gender

Figure (4.2) shows that the highest percent of the sample according to gender variable

is 70.8 % for the males category.

100 _ 24.6%

50

Bachelor Master

Figure of Degree Variable

Figure 4.3: Distribution of sample by educational background

Figure (4.3) shows that majority of the respondents (75.4%) have a Bachelor degree.
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Figure 4.4: Distribution of sample by years of experience

Figure (4.4) shows that the highest percent of the sample according to years of

experience variable is 41.5% for the 1-5-years category.

4.13 Reliability Analysis

The internal consistency reliability of each dimension was assessed by Cronbach’s
Alpha. The highest Cronbach alpha value reached 0.89 for the domain Obligations of
Reporting. The lowest alpha value was 0.78 for the domain General Anti-money

Laundering Practices. The total alpha values of Study Tool reached 0.88, indicating

the acceptance of reliability. Table (4.4) shows the result of the reliability test.

Table 4.4

The Result of Reliability (Cronbach Alpha)

No Domain Alpha Item No
1 General Anti-money Laundering Practices 0.78 2
2 Obligations of Compliance 0.84 7
3 Obligations of Customers Due Diligence -Know 0.85 9

Your Customer Principle

4 Obligations of Monitoring of Transactions 0.83 4
5 Obligations of Reporting 0.89 2
6 Obligations of Record-Keeping 0.80 2
7 Obligations of Training 0.86 3
Total study tool 0.88 29
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4.14 Appropriate test data of the study

The problem of multilink is one of the problems facing the statistical estimation of the
regression coefficients, and so it becomes difficult to determine the effects of discrete
variables, and to assess the problem multilink been relying on test ((VIF) Variance

Inflation Factor), which was to show the results in the following table (4.5):

Table 4.5

The Result of (VIF) of Independent Variables

Independent Variable Tolerance VIF
General Anti-money Laundering Practices 0.674 1.484
Obligations of Compliance 0.620 1.614
Obligations of Customers Due Diligence -Know 0.456 2.195
Your Customer Principle
Obligations of Monitoring of Transactions 0.579 1.726
Obligations of Reporting 0.473 2.116
Obligations of Record-Keeping 0.846 1.183
Obligations of Training 0.876 1.141

Table (4.5) shows that the values of VIF are less than 10, and the values of Tolerance
are more than 0.05 for all the independent variables. This indicates the lack of
correlation between the multi-independent variables, and the acceptance of the

variation in the level of each variable of the independent variables of the study.

4.15 The Normal Distribution of the Variables of the Study

A Kolmogorov—Smirnov Z test was applied to the dependent and independent
variables to reveal the curve of normality. For each variable, a Z value of less than the

criteria value (1.96) indicates normality distribution (Table 4.6).
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Table 4.6

The Normal Distribution of the Variables of the Study

Variables Positive  Negative Kolmogorov- Significant
trend trend Smirnov Z
General Anti-money 0.099 -0.143 1.152 0.141
Laundering Practices.
Obligations of Compliance. 0.117 -0.080 0.947 0.331
Obligations of Customers 0.052 -0.083 0.670 0.760

Due Diligence -Know Your
Customer Principle.

Obligations of Monitoring of 0.093 -0.144 1.157 0.137

Transactions.

Obligations of Reporting 0.092 -0.161 1.301 0.068

Obligations of Record- 0.096 -0.181 1.460 0.028

Keeping..

Obligations of Training. 0.109 -0.148 1.194 0.116
Total study tool 0.061 -0.045 0.495 0.967

4.16 Data Analysis and Results

What are the Jordanian bankers’ perceptions towards the anti-money laundering
obligations imposed on them? To answer this question, the means and standard
deviation for each domain and for each item of each domain item, and total means of

them were calculated. The following table (4.7) reports the findings.

Table 4.7

Means and Standard Deviation for Each Domain and Total Means of them (h= 65)

No Domain Mean Standard. Rank Agreement
Deviation rate
1 General Anti-money Laundering 5.50 1.17 3 0.79
Practices.
2 Obligations of Compliance. 5.60 0.74 2 0.80
3  Obligations of Customers Due 5.22 0.69 5 0.75
Diligence -Know Your Customer
Principle.
4 Obligations of Monitoring of 5.43 0.81 4 0.78
Transactions.
5 Obligations of Reporting. 4.95 1.54 7 0.71
6 Obligations of Record-Keeping. 5.05 0.99 6 0.72
7  Obligations of Training. 6.07 0.72 1 0.87
Total Means 6.72 0.53 - 0.96
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Table (4.7) shows that the highest mean was recorded for domain "Obligations of
Training” (6.07) by agreement rate (0.87), then for domain "Obligations of
Compliance" (5.60) by agreement rate 0.80. This is followed by the domain "General
Anti-money Laundering Practices” (5.50) by agreement rate 0.79. The lowest mean
(4.95) was recorded for domain "Obligations of Reporting” by agreement rate 0.71.

The total means for "study tool" was 6.72 by agreement rate (0.96).

4.16.1 Data Analysis and Results for the General Anti-Money Laundering
Practices Domain

Table 4.8

Means and Standard Deviation for "General Anti-Money Laundering Practices”
Domain and Total Means of them (n= 65)

No The Items of Question No.1 Mean Standard. Rank Agreement
Deviation rate
a Jordanian legislations aim primarily ~ 6.17 1.01 1 0.88

to meet all the international
standards concerning anti-money
laundering legislations imposed on
banks.
b Not all imposed international 4.83 1.89 2 0.69
standards are applicable in Jordanian
banks; Jordanian banks have
different economic strength.

Total Means 5.50 1.17 - 0.79

Table (4.8) shows that the highest mean was recorded for item (a) Jordanian
legislations aim primarily to meet all the international standards concerning anti-
money laundering legislations imposed on banks (6.17) by agreement rate 0.88, and
the lowest means was recorded for domain (b) not all imposed international standards
are applicable in Jordanian banks; Jordanian banks have different economic strength
(4.83) by agreement rate (0.69). The total means for "General Anti-money Laundering

Practices"” reached 5.50 by agreement rate 0.79.

201



Table 4.9

Frequencies and Percentages of Questions Relating to "General Anti-Money
Laundering Practices" Domain

No. Question Answering Frequency Percent

2  Are all the Jordanian legislations of YES 44 67.7
anti-money laundering applicable in the No 21 323
bank? Total 65 100.0

3 Isthe position of Money Laundering YES 23 354
Reporting Officer your only job? No 42 64.6
Total 65 100.0

4 How much time, of your total work 1% - 25% 9 13.8
hours, do you spend on preparing Anti-  26% - 50% 23 354
Money Laundering reports? 51% - 75% 25 38.5
Above 75% 8 12.3
Total 65 100.0

5 To what extent are you satisfied with 25% 6 9.2
the Jordanian's anti- money laundering 50% 16 24.6
legislations? 75% 33 50.8
100% 10 15.4
Total 65 100.0

Table (4.9) shows that 67.7% of the respondents thought that all the Jordanian
legislations of anti-money laundering are applicable in bank. A total of 64.6% of the
respondents thought that the position of money laundering reporting officer is not the
only position for them. Around one third 38.5% of the respondents spent 51% to 75%
of their total working hours on preparing anti-money laundering reports, and half of
them (50.8%) were satisfied with (75%) of the Jordanian's anti- money laundering

legislations.
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4.16.2 Data Analysis and Results for the Compliance Domain
Table 4.10

Means and Standard Deviation for "Obligations of Compliance™ Domain (n= 65)

No The Items of Question No.1 Mean Standard. Rank Agreement
Deviation rate
a The main reason for the existence of  5.03 1.79 6 0.72

bank is to make as much profits as
possible, whereas, the main reason
for enacting the anti-money
laundering obligations is for public
safety and security. Hence, their
cultural and commercial interests are
distinct from that of the law
enforcement authorities.
b Non-compliance of bank with anti- 6.63 0.63 1 0.95
money laundering obligations can
result in fines and penalties.
¢ Non-compliance of bank with anti- 6.51 0.71 2 0.93
money laundering obligations can
result in negative publicity.
d If the bank does not comply with 6.17 1.15 3 0.88
anti-money laundering obligations,
crime prevention objectives will be
taken down.
e Anti-money  laundering obligations5.06 1.73 5 0.72
create a major dilemma for banks, as
compliance with these obligations
can increase the costs and
complexity of banking operations.
f  The compliance of bank with anti- 4.02 2.10 7 0.57
money laundering obligations in an
absolute  manner threatens the
principles of banking secrecy.
g The effectiveness of anti-money 5.80 1.28 4 0.83
laundering measures have a
significant impact on the efficiency
of the corporate governance of the
bank, which is a key element in
ensuring that the bank operates in a
safe and sound manner.

Total Means 5.60 0.74 - 0.80

Table (4.10) shows that the highest mean was obtained for item (b) non-compliance of

bank with anti-money laundering obligations can result in fines and penalties (6.63)
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by agreement rate (0.95), then for item (c) non-compliance of bank with anti-money
laundering obligations can result in negative publicity (means 6.51) by agreement
rate (0.93), then for item (d) if the bank does not comply with anti-money laundering
obligations, crime prevention objectives will be taken down (means 6.17) by
agreement rate (0.88). The lowest means was obtained for item (f) the compliance of
bank with anti-money laundering obligations in an absolute manner threatens the
principles of banking secrecy (4.02) by agreement rate (0.57). The total means for

"Obligations of Compliance™ reached 5.60 by agreement rate 0.80.

Table 4.11

Frequencies and Percentages of Questions Relating to "Obligations of Compliance”
Domain

No Question Answering Frequency Percent
Which one of the following Customer 11 16.9
identification
2  costs the most when the bank Monitoring 3 431
complies with anti-money transactions
. >’ 4 Training 26 40.0
?
laundering obligations® Total 65 100.0
Which obligation consumes Customer 12 18.5
: identification
3 the most time when Monitoring 33 535
complying with the transactions
N Training 15 23.1
I?
obligations: Total 65 100.0
What is the main benefit for Reducing crimes 36 55.4
4 banks when complvina with increased market 29 44.6
piying confidence
the obligations? Total 65 100.0
What is the main burden for These obligations are 29 44.6

considered as

5 banks when complying with

anti-  money  laundering

obligations?

intrusive by many

customers

These obligations take

a long time

There is no burden
Total

30

46.2

9.2
100.0
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Table (4.11) shows that 43.1% of the participants thought that monitoring transactions
cost the most when the bank complies with anti-money laundering obligations. More
than half of the participants (58.5%) thought that the monitoring transactions
consumes the most time when complying with the obligations and that reducing
crimes is the main benefit for banks when complying with the obligations. Nearly half
(46.2%) thought that complying with anti-money laundering obligations is a

prolonged process that burdens the banks.

4.16.3 Data Analysis and Results for the Customers Due Diligence Domain

Table 4.12

Means and Standard Deviation for "Obligations of Customers Due Diligence: Know-
Your-Customer Principle” (n= 65)

No. Items Mean Standard. Ran Agreemen
Deviation k t rate
Customer due diligence  6.14 0.77 1 0.88

procedures are vital for obtaining
1  satisfactory evidence concerning
the identity and the legal existence
of the customer.
The Importance of Customer — 6.05 0.80 2 0.86
identification does not only help
banks to detect, deter and
2  encounter money laundering, but
also provide tangible benefits to
the banks, their customers and the
financial systems as a whole.
The due diligence procedures 5.97 1.06 3 0.85
3 produce a significant shift in the
way the banks interact with their
existing and potential customers.
Knowing Your Customer policy is  4.37 1.77 7 0.62
4  difficult to be implemented
because there is no obvious end
point to the information collected
by the bank.
The unwillingness of the customer  5.86 1.16 4 0.84
to provide the requested
information and to cooperate in
5 the due diligence process may by
itself be a factor of suspicion.
The requirements for identifying  5.20 1.44 6 0.74
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and verifying beneficiary account
6 add a significant burden on the
bank because of the complex
nature of these accounts and the
bank employees need special
skills to deal with such accounts.

7 The highly risky customers are 4.34 1.87 8 0.62
not clearly defined in legislations.
Verifying highly risky customers  5.42 1.68 5 0.77

and determining whether their
8 money is earned out of legitimate

sources or not are not an easy task

for Banks.

The requirement of not permitting  3.65 1.95 9 0.52
9 dealing with numbered accounts

has affected the commercial

interest of the bank.

Total Means 5.22 0.69 - 0.75

Table (4.12) shows that the highest means were recorded for item (1) customer due
diligence procedures are vital for obtaining satisfactory evidence concerning the
identity and the legal existence of the customer (6.14) by agreement rate 0.88, then for
item (2) the importance of customer identification does not only help banks to detect,
deter and encounter money laundering, but also provide tangible benefits to the
banks, their customers and the financial systems as a whole (6.05) by agreement rate
(0.86), then for item (3) the due diligence procedures produce a significant shift in the
way the banks interact with their existing and potential customers (means 5.97) by
agreement rate 0.85, and the lowest means was recorded for item (9) the requirement
of not permitting dealing with numbered accounts has affected the commercial
interest of the bank (3.65) by agreement rate (0.52). The total means for obligations of
customers' due diligence: know-your-customer principle” reached 5.22 by agreement

rate 0.75.
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4.16.4 Data Analysis and Results for the Monitoring of Transactions Domain

Table 4.13

Means and Standard Deviation for "Obligations of Monitoring of Transactions™
Domain and Total Means of them (h= 65)

No The Items of Question No.1 Mean Standard. Rank Agreement
Deviation rate
A The bank needs to spend significant  5.75 1.29 2 0.82

amounts of money to install or
upgrade sophisticated monitoring
systems to keep pace with the
increasing regulatory obligations.
B The bank faces challenges in 5.38 1.35 3 0.77
monitoring the account that crosses
several different countries due to
banking secrecy and data protection
rules.
C Despite of having sophisticated 5.88 0.88 1 0.84
monitoring technology that detects
and monitors money laundering
risks, banks still greatly depend on
the vigilance of their staffs to
identify and monitor suspicious

activities.
D The bank has to monitor suspicious 4.72 1.60 4 0.67
transactions. But, generally,

legislations do not provide adequate
guidance on how banks should
determine which transactions are
suspicious.

Total Means 5.43 0.81 - 0.78

Table (4.13) shows that the highest means were recorded for item (c) despite of
having sophisticated monitoring technology that detects and monitors money
laundering risks, banks still greatly depend on the vigilance of their staffs to identify
and monitor suspicious activities (5.88) by agreement rate 0.84, then for item (a) the
bank needs to spend significant amounts of money to install or upgrade sophisticated
monitoring systems to keep pace with the increasing regulatory obligations (5.75) by
agreement rate 0.82, then for item (b) the bank faces challenges in monitoring the

account that crosses several different countries due to banking secrecy and data
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protection rules" (5.38) by agreement rate 0.77, and the lowest means was received

for item (d) the bank has to monitor suspicious transactions. But, generally,

legislations do not provide adequate guidance on how banks should determine which

transactions are suspicious (4.72) by agreement rate 0.67. The total means for

"Obligations of Monitoring of Transactions™ are 5.43 by agreement rate 0.78.

Table 4.14

Frequencies and Percentages of Questions Relating to "Obligations of Monitoring of
Transactions™ Domain

No. Question Answering Frequency percent

2 What is the main challenge Monitoring requirements 23 35.4
facing the bank when are applicable in business
applying the obligations of relationships and
monitoring? transactions with

individuals, business,
Companies and financial
institutions.
Employees are responsible 21 323
for any failure in observing
the anti-money laundering
requirements.
Monitoring requirements 21 32.3
need high cost.
Total 65 100.0

3 Do you consider the Yes 58 89.2
obligations of monitoring No 7 10.8
operations and the Total 65 100.0
movement of customer
accounts as one of the
reasons that led to the
increase in the cost of
combating money
laundering?

4 Do the obligations of Yes 48 73.8
monitoring of unusual No 17 26.2
transactions and Total 65 100.0
transactions of occasional
customer delay banking
operations?

5 Are the costs of monitoring Yes 20 30.8
electronic transfers added No 45 69.2
to the provided customers Total 65 100.0

services cost?
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Table (4.14) shows that 35.4% of the respondents thought that monitoring
requirements in business relationships and in transactions with individuals,
businesses, companies, and financial institutions is the main challenge facing the bank
when applying the obligations of monitoring. Majority of the respondents (89.2%)
considered the obligations of monitoring operations and the movement of customer
accounts as contributory to the increased cost of combating money laundering.
Seventy-four percent of them throught that the obligations of monitoring of unusual
transactions and transactions of occasional customer delay banking operations and
69.2% thought that the costs of monitoring electronic transfers added to the provided

customers services cost.

4.16.5 Data Analysis and Results for the Reporting Domain

Table 4.15

Means and Standard Deviation for "Obligations of Reporting™ Domain and Total
Means of them (n= 65)

No The Items of Question No.1 Mean = Standard. Rank Agreement
Deviation rate
A Jordanian anti-money laundering 5.29 1.50 1 0.76

legislations provide guidance for
identifying suspicion, however the
word ‘suspicion’ is not explicitly
defined, so identifying suspicious
cash or transaction is not an easy
task for the bank.

B Jordanian anti-money laundering 4.62 1.88 2 0.66
legislations were not clear enough in
the procedures related to cash
transaction reports; this may be due
to the fact that a cash transaction is
clearly identifiable when compared
to a suspicious transaction.

Total Means 4,95 1.54 - 0.71

Table (4.15) shows that the highest mean was received for item (a) Jordanian anti-

money laundering legislations provide guidance for identifying suspicion, however
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the word ‘suspicion’ is not explicitly defined, so identifying suspicious cash or
transaction is not an easy task for the bank (5.28) by agreement rate 0.76, and the
lowest means was received for item (b) Jordanian anti-money laundering legislations
were not clear enough in the procedures related to cash transaction reports; this may
be due to the fact that a cash transaction is clearly identifiable when compared to a
suspicious transaction (4.62) by agreement rate 0.66. The total means for

"Obligations of Reporting™ were 4.95 by agreement rate 0.71.

Table 4.16

Frequencies and Percentages of Questions Relating to "Obligations of Reporting”
Domain

No. Question Answering Frequency percent
On average, how many money (Classified) Not 58 89.2
. : available to the
2 laundering operations do banks oublic.
disclose per year? Medium. 7 10.8
Total 65 100.0
Which task does Money Training. 15 23.1
Y / . Obtaining client 8 12.3
3 Laundering Reporting Officer HbatiiEdtion.
spend most of his/her work hours Analyzing 42 64.6
money
on? .
laundering report
forms.
Total 65 100.0
4 Which means does Money Telephone. 8 12.3
. . . Mails. 18 27.7
Laundering Reporting Officer use Internet. 39 60.0
for reporting suspicious Total 65 100.0
transactions?
If you suspect any banking To the Bank 17 26.2
operation  related to  mone Administration.
P Y To the Jordanian 33 50.8

5 laundering, whom will you report it  Anti Money
10 Laundering Unit.
' To both. 15 23.0
Total 65 100.0
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Table (4.16) shows that 89.2% of money laundering operations that banks disclosed
were classified not available to the public. As much as 64.6% of the money
laundering reporting officers spent most of their working hours analyzing money
laundering report forms. Sixty percent of them used the internet to report suspicious
transactions, and half of the (50.8%) would report to the Jordanian Anti Money
Laundering Unit when they suspected any banking operation related to money

laundering.

4.16.6 Data Analysis and Results for the Record-Keeping Domain

Table 4.17

Means and Standard Deviation for "Obligations Of Record-Keeping™ Domain and
Total Means of them (n= 65)

No The Items of Question No.1 Mean Standard. Rank Agreement
Deviation rate
A Jordanian anti-money laundering 5.82 1.01 ik 0.83

legislations request the bank to
maintain certain records for a period
of time, not less than four years,
because normally money laundering
investigations take a long time due
to the complicated nature of the
process and the challenges faced by
the law enforcement agencies.
B The record-keeping requirements are  4.29 1.73 2 0.61

perceived as the biggest challenge
for the banking industry.

Total Means 5.05 0.99 - 0.72

Table (4.17) shows that the highest mean was recorded for item (a) Jordanian anti-
money laundering legislations request the bank to maintain certain records for a
period of time, not less than four years, because normally money laundering
investigations take a long time due to the complicated nature of the process and the
challenges faced by the law enforcement agencies (5.82) by agreement rate 0.83, and

the lowest mean was recorded for item (b) the record-keeping requirements are
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perceived as the biggest challenge for the banking industry (4.29) by agreement rate

0.61. The total means for "Obligations of Record-Keeping" reached 5.05 by

agreement rate 0.72.

Table 4.18

Frequencies and Percentages of Questions Relating to "Obligations of Record-
Keeping" Domain

No. Question Answering Frequency Percent
The main benefit of Organizing bank's internal 25 38.5
record keeping for the wor_k_. . :

Facilitating tax audits. 5 7.7

2 bank is Compliance with anti- 35 53.8

money laundering laws.
Total 65 100.0
Do the obligations of Yes 53 81.5
3 record keeping imposed No 12 18.5
Total 65 100.0
on banks require banks to
change  existing  file
management and
archiving arrangements?
In keeping records, which  Hardcopy for all 7 10.8
of the following do you transactions.
Softcopy for all 10 15.4
4 use? transactions.
Hardcopy for paper 19 29.2
transactions and softcopy
for electronic transactions.
Hardcopy and softcopy for 29 44.6
all transactions.
Total 65 100.0
Do the obligations of Yes 33 50.8
: NO, because of the use of a 11 16.9
record Kkeeping of e- hi .
igher level of encryption
transactions imposed on by criminals.
5 banks are offective _NO, because of the _ 21 323
inadequacy of cooperation
enough to combat money between technology
laundering? provide_rs at the
international level to
exchange information.
Total 65 100.0
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Table (4.18) shows that more than half of the participants (53.8%) thought that the
main benefit of record keeping for the bank is compliance with anti-money laundering
laws. Majority (81.5%) believed that the obligations of record keeping require banks
to change their existing file management and archiving arrangements. Nearly half
(44.6%) of the bankers used hardcopy and softcopy for all transactions in keeping
records, and half (50.8%) thought that the obligations of record keeping of e-

transactions imposed on banks are effective enough to combat money laundering.

4.16.7 5 Data Analysis and Results for the Training Domain

Table 4.19

Means and Standard Deviation for "Obligations of Training” Domain and Total
Means of them (n= 65)

No The Items of Question No.1 Mean Standard. Rank Agreement
Deviation rate
a The effectiveness of the suspicious 6.15 0.78 ik 0.88

transaction reports system seriously
depends on the professional
knowledge and expertise of the
compliance officer. Therefore, it is
crucial to ensure that the compliance
officer is given sufficient training on
money  laundering  combating
measures.
b Weak training among employees in  6.03 0.98 2 0.86
anti-money laundering leads to
wrong reporting, so it could
jeopardize bona fide customers
¢ Employees need training to deal 6.03 0.85 2 0.86
with money laundering operations.
Unless bank employees are
sufficiently trained, they are unlikely
to be able to discharge their

obligations of anti-money
laundering.
Total Means 6.07 0.72 - 0.87

Table (4.19) shows that the highest means was received for the item (a) the

effectiveness of the suspicious transaction reports system seriously depends on the
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professional knowledge and expertise of the compliance officer. Therefore, it is
crucial to ensure that the compliance officer is given sufficient training on money
laundering combating measures (6.15) by agreement rate 0.88 The lowest means was
received for item (b) weak training among employees in anti-money laundering leads
to wrong reporting, so it could jeopardize bona fide customers and item (c) employees
need training to deal with money laundering operations. Unless bank employees are
sufficiently trained, they are unlikely to be able to discharge their obligations of anti-
money laundering (6.03) by agreement rate 0.86. The total means for "Obligations of

Training" reached 6.07 by agreement rate 0.87.

Table 4.20

Frequencies and Percentages of Questions Relating to "Obligations of Training"
Domain

No. Question Answering Frequency Percent
2 How often does the bank conduct Once a year. 36 55.4
training in anti-money laundering Twice C—-— 14 215
Three times a year. 15 23.1
for employees? Total 65 100.0
3 What kind of training does the Self-training (self- 21 32.3
directed, video).
bank conduct for employees? External provider 36 55.4
(classroom,
seminar).
Computer assisted 8 12.3
(online training) .
Total 65 100.0
4 What is the main challenge that ~ These obligations 29 44.6
. . require concentrated
faces the bank in applying the training.
obligations of anti-money High cost staff 18 27.7
laundering training? training.
' Training includes a 18 27.7
large number of
employees.
Total 65 100.0
5 The hardest training in anti- How to suspect 35 53.8
money laundering is banking operations.
Methods of 14 21.6

monitoring banking
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transactions.

Methods of 16 24.6
validation data.
Total 65 100.0

Table (4.20) shows that more than half of the respondents (55.4%) were trained in
anti-money laundering annually at the bank. The same percentage of respondents
received their training from external provider (classroom, seminar). Less than half
(44.6%) thought that concentrated training is the main challenge that faces the bank in
applying the obligations of anti-money laundering training and slightly more than half
(53.8%) of respondents thought that how to suspect banking operations is the hardest

training in anti-money laundering.

4.17 Discussion
4.17.1 Discussion of the personal and functional variables

The questionnaires were distributed to the anti-money laundering compliance officers
at the banks in Jordan in an attempt to provide a contemporary research on the
subject. The study sought to establish. a better understanding of the respondents’
qualifications and experience. Overall, 70.8% of the respondents were male, and
29.2% were female. Most of the respondents were between 25 and 34 years. All of the
respondents have professional and academic qualifications; 75.4% of them hold a
bachelor degree while 24.6% of them hold a master degree. A total of 41.5% of the
respondents had experience between 1 and 5 years and 24.6 % of them had experience

between 6 and 10 years.

From these statistics initial extrapolating, it appears the respondents were well-
qualified, sufficiently experienced, and have a sound knowledge of their industrial

sector. Also, all of the respondents possess recognizable professional or academic
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qualifications, reflecting the importance attached by employers to the employment of

recognizable well-qualified practitioners in this important industrial sector.

In terms of the period the respondents had spent in the role of anti-money laundering
compliance officers, various types of experience emerged. Nearly forty percent
mentioned having been in this post for eleven to fifteen years or more. This could
have been errorneous as the identification of the role of anti-money laundering
compliance officers at banks was not made as a legal requirement until 2007. When
such information was supplied by those respondents, it was necessary to go through
their job description again, where it was observed that they all fulfilled a wide variety
of internal banks functions, and it was clear that the role of anti-money laundering
compliance officers at banks was a job that had been simply added on to their other
roles, within an overall compliance function. On the other hand, 66.1% respondents
stated that they had been in such post for between one to ten years, which would, of

course, be accurate in terms of time.

Moreover, 67.7% of the participants mentioned that the position of money laundering
reporting officer was only their job, whereas the remaining 32.3% hasld other

responsibilities.*®°

In terms of the time they spent on preparing anti-money laundering reports, 38.5% of
the participants mentioned that they spent between 51% and 75% of their total work
hours on the reports; 35.4% of the participants spent between 26% and 50% of their

total work hours on the reports; 13.8% of the participants spent between 1% and 25%

%69 Question (3) of General Anti-money Laundering Practices domain.
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of their total work hours on the reports; and 12.3% of the participants spent above

75% of their total work hours on the reports.*”

The above statistics indicate that all the participants were able to answer the
questionnaire based on their extensive practical experience in the anti-money

laundering field.

4.17.2. The Bankers' Perceptions on the Obligations of Compliance

The anti-money laundering legislations clearly protect banks from being exposed to
civil, criminal, or even disciplinary proceedings.*”* The respondents recognized that
non-compliance of bank with anti-money laundering obligations can result in fines,
penalties and negative publicity for banks.*’? In addition to that, they believed that if
the bank does not comply with anti-money laundering obligations, crime prevention
objectives will be taken down.*”® Chapter 5 discusses how the anti-money laundering

legislations protect the banks.*"

As stated, the benefits of anti-money laundering laws may not always be clear to
individual institutions as they do to the entire country. These benefits brings an
improved reputation as a fair and improved competitive conditions arising from the
reduction of illegal behavior, fraudulent, and law abiding place to do business.*”
However, the statistic indicates that the participants were divided between reducing of

crimes and increased market confidence, where 55.4% of them believed that the main

7% Question (4) of General Anti-money Laundering Practices domain.

! See supra section 3.4.6.4.

2 |tems (b) and (c) of Obligations of Compliance domain.
*73 Item (d) of Obligations of Compliance domain.

#7% See section 5.17.3.

*75 See supra section 3.4.6.4.
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benefit is the reducing of crimes while 44.6% believed that the obligations increased

market confidence.*"®

The respondents also believed that the effectiveness of anti-money laundering
measures have a significant impact on the efficiency of the corporate governance of
the bank, which is a key element in ensuring that the bank operates in a safe and
sound manner.*”” The failure of anti-money laundering systems is often symptomatic
of overall weaknesses in a bank’s corporate governance framework as such systems
cannot be expected to operate in isolation. Apparently, an effective anti-money
laundering measures significantly affect the efficiency of the bank’s corporate
governance, and this is considered a key element in ensuring that the bank is working

in a safe and sound way.""

As already stated, the enacted anti-money laundering legislations in Jordan are based
on the Financial Action Task Force standards, which are accepted as the best
international practice in the war against money laundering.*”® So, when the
respondents were asked whether they thought that Jordanian legislations aim
primarily to meet all the international standards concerning anti-money laundering

480

legislations imposed on banks,™" their answers scored 6.17 out of 7. Thus, it appears

that they agree to this item.

In fact, there has been a widespread call for comprehensive anti-money laundering
laws. Many countries are implementing laws that are based on the international

standards issued by the Financial Action Task Force. It is generally accepted that the

#7® Question (4) of Obligations of Compliance domain.

7 Item (g) of Obligations of Compliance domain.

*78 See supra section 3.4.6.4

*7% See supra section 3.3.2.

*0 |tem (a) of General Anti-money Laundering Practices domain.
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Financial Action Task Force Forty Recommendations on anti-money laundering
contain consistent and comprehensive framework to combat the threat. However, the
international standards have various negative repercussions on the banks. For
instance, they have a great effect on the normal business operation of banks.

As it has been detailed in the supra section 3.4. In 2007, Jordan passed the Law to
fulfil its international obligations and to demonstrate its commitment in combating
money laundering. So, Specific obligations were imposed on banks to combat money
laundering activities by the Law and the Instructions No. 51/2010. One of the
obligations is to establish risk assessment, identify and verify customers, report cash
and suspicious transactions, establish compliance program, and keep records.
Undoubtedly, anti-money laundering obligations create a major dilemma for the
banks as complying with these obligations can increase the costs and complexity of

their banking operations.*®*

Nevertheless, the respondents did not object to that not all imposed international
standards are applicable in Jordanian banks; Jordanian banks have different
economic strength.*®? Hence to verify the accuracy of this result, the researcher
paraphrased the previous item as follows: are all the Jordanian legislations of anti-
money laundering applicable in the bank?,** also, to what extent are you satisfied
with the Jordanian's anti- money laundering legislations?*®* The analysis of these
questions' answers found that 32.3% of the respondents believed that not all the
Jordanian legislations of anti-money laundering are applicable in the bank. In

addition, half of the respondents (50.8%) were satisfied with the Jordanian anti-

“®1Foong Tow ML, Foo Li Nie, Ong Hwee Ping & Tew Pei Yi, Money Laundering and Banking
Practices, Singapore Management Review 1, (2001).

“82 |tem (b) of General Anti-money Laundering Practices domain.

“83 Question (2) of General Anti-money Laundering Practices domain.

%84 Question (3) of General Anti-money Laundering Practices domain.
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money laundering legislations in rate 75%, while 24.6% of the respondents were
satisfied with the legislations in rate 50%, and 9.2% of them were satisfied with the
legislations in rate 25%. Only 15.4% were satisfied with the legislations in rate 100%.
Chapter 5 explains why not all of the imposed international standards are applicable

in Jordanian banks.*®

Furthermore, the respondents could be categorized as having positive attitudes
towards the items which mentioned that anti-money laundering obligations create a
major dilemma for banks, as compliance with these obligations can increase the costs
and complexity of banking operations.”®® Chapter 5 will further discuss how these

obligations create major dilemma for banks.**’

In terms of the causes that have increased the banking operation costs and complexity,
44.6% of the respondents mentioned that the anti-money laundering obligations are
considered intrusive by many customers and more than 46% of the participants
believed that the main burden for banks when complying with the anti-money

laundering obligations is that these obligations take a long time to act upon.*®®

The respondents were asked to state which obligation consumes the most time when
the bank complies with the anti-money laundering obligations, and 58.5% of them
identified that the monitoring transactions, while 23.1% identified that training, and

18.5% dentified that customer identification.*&

%8 See discussion of Item (5) of General Measures domain and Item (2) of Banking Products domain,
in section 5.17.4.

“® |tem (e) of Obligations of Compliance domain.

*87 see discussion of Items (3,4 and 5) of General Measures domain and see discussion of Item (1) of
Customer's Satisfaction domain, in section 5.17.5.

%88 Question (5) of Obligations of Compliance domain.

“89 Question (3) of Obligations of Compliance domain.
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The respondents were also asked to state which obligation costs the most when a bank
complies with the anti-money laundering obligations. A total of 43.1% identified that
the obligations monitoring transactions costs the most. Another 40% identified that
the obligations of training costs the most, and 16.9% of them identified that the
obligations of customer identification costs the most.*®® Clearly, the obligations of

monitoring transactions takes the most time and costs.

On the other hand, the effective measures of anti-money laundering adopted by the
banks will make it difficult for criminals to get their dirty money into the financial
system. Because of that, the anti-money laundering legislations require banks to
establish a number of counter-measures such as customer identification and due
diligence, record keeping, reporting of suspicious transactions, appointment of

compliance officers, and anti-money laundering training.***

Accordingly, the respondents were then asked to state whether, in their opinion, the
main reason for the existence of bank is to make as much profits as possible, whereas,
the main reason for enacting the anti-money laundering obligations is for public
safety and security. Hence, their cultural and commercial interests are distinct from

that of the law enforcement authorities.**? Overall, they agreed to it.

In fact, for law enforcement agencies, banks are considered to be an important source
of valuable information for money laundering detection.*®® Undoubtedly the main

reason for the existence of banks is to make profits, not to combat money laundering.

0 Question (2) of Obligations of Compliance domain.

91 See supra section 3.4.
“%2 |tem (a) of Obligations of Compliance domain.
4% See supra section 1.2.
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Chapter 5 particularly discusses the different interest between banks and the law

enforcement authorities.***

The participants also perceived that the Jordanian legislations primarily aim to meet
all the international standards, and not all imposed international standards are
applicable in banks. The main reason for the existence of banks is to make as much
profits as possible, whereas, the main reason for enacting the anti-money laundering
obligations is for public safety and security. Nevertheless, non-compliance of banks
with anti-money laundering obligations could result in fines, penalties, and negative

publicity. Additionally, the crime prevention objectives will be taken down.

Furthermore, the anti-money laundering measures effectiveness has a significant
impact on the efficiency of the corporate governance of the bank. Thus, the anti-
money laundering obligations create a major dilemma for banks, as compliance with

these obligations can increase the banking operations' costs and complexity.

Apparently, the main benefits of the legislations are crimes' reducing and increased
market confidence. However, most of the bank's time and costs spent when
complying with the obligations of monitoring transactions and training, and all these

procedures require a prolonged process.

4.17.3. The Perceptions on the Obligations of Customers Due Diligence and Risk
Assessment

It has been recognized that the anti-money laundering legislations impose obligations
on banks to conduct customer identification and due diligence. For instance, a bank
must keep accounts in the name of the account holder. A bank is also prohibited from

opening, operating, or maintaining any anonymous accounts, or fictitious accounts,

4% See discussion of Item (5) of General Measures domain, in section 5.17.4 .
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false or incorrect names. Clearly, the effect of these provisions is to prevent the
criminals’ use of conduit accounts. Besides, from a wider prudential and financial
integrity objective, the due diligence procedures and adequate customer identification
are also significant as they would protect banks from reputational, credit, legal,
operational, and concentration risk.**> The respondents were asked to state in their
opinion whether the Importance of customer identification does not only help banks to
detect, deter and encounter money laundering, but also provide tangible benefits to
the banks, their customers and the financial systems as a whole.**® Their answers

scored 6.05 of 7, indicating their agreement to this item.

Generally, if a customer fails to comply with the due diligence requirements, a bank
should not commence any banking relationship with, or perform any transaction for
the customer. In the case of an existing customer, the bank should terminate the
relationship and consider depositing a suspicious transaction report to the Anti-Money
Laundering Unit, because of that these procedures are vital for obtaining satisfactory

evidence concerning the customer's identity and the legal existence.*’

Accordingly,
the participants agreed that customer due diligence procedures are vital for obtaining
satisfactory evidence concerning the identity and the legal existence of the

customer.*%

Nevertheless, banks need to comply with substantial changes in customer
identification and due diligence procedures. For instance, banks are required to obtain
more detailed information of higher risk customers. However, it appears that in the

Jordanian legislations the higher risk customers examples are not clearly defined.

*%® See supra section 3.4.1.2.

%% |tem (2) of Obligations of Customers Due Diligence domain.
7 See supra section 3.4.1.2.3.

“% Item (1) of Obligations of Customers Due Diligence domain.
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Indeed, it is doubtful that, without clear guidelines, the banks can effectively

implement the requirements of Customer identification and due diligence.**

Because of that, this questionnaire participants believed that the due diligence
procedures produce a significant shift in the way the banks interact with their existing
and potential customers.®® Also, they did not object to that the highly risky customers
are not clearly defined in legislations.>® Chapter 5 will discuss further how the anti-
money laundering obligations produce a shift in the ways banks interact with their

customers.>%

At the same time, it is not an easy task to detect corrupt highly risky customers or
politically exposed persons. These customers normally they use intermediaries to
conduct financial business on their behalf. The concealment of their illegal proceeds
often involves the use of shell companies or offshore banks which makes
identification more difficult and burdensome.”® Also, when the respondents were
asked whether they thought that the verifying highly risky customers and determining
whether their money is earned out of legitimate sources or not are not an easy task for

504

banks,”" they agreed to it.

In fact, when the person who is acting on behalf of the beneficiary is unable or refuses
to provide information on the identity of the beneficiaries, the bank must not permit
that person to open a client account and consider submitting a suspicious transaction

report. As for an existing customer, the bank must not continue to transact with and

%% See supra section 3.5.

% tem (3) of Obligations of Customers Due Diligence domain.

% |tem (7) of Obligations of Customers Due Diligence domain.

%2 For example see discussion of Item (3) of General Measures domain, ltem (3) of Banking Products
domain and discussion of Items Item (4 and 7) of Customer's Satisfaction domain, in section 5.17.5.

%03 See supra section 3.4.1.2.6.

%% Item (8) of Obligations of Customers Due Diligence domain.

224



for that person until further verification is conducted so it can get satisfaction.”®
Because of that, the participants of this questionnaire believed that the requirements
for identifying and verifying beneficiary account add a significant burden on the bank
because of the complex nature of these accounts and the bank employees need special
skills to deal with such accounts.®® In Chapter 5 there will be clarification of the
requirements for verifying beneficiary account effect on the relationship between the

Banks and customers.>®’

On the other hand, the difficulty of implementing customer identification and due
diligence measure is one of the main dilemmas facing banks, because there is no
obvious end point to the information that would be useful to a bank to prevent money
laundering. Each bank must interpret the customer identification and due diligence
obligation in the context of its business and then determine what type of anti-money
laundering system to be utilized. Nevertheless, the customer's unwillingness to
cooperate in the due diligence process may itself be a suspicion factor.>®® Because of
that, the participants did not object to Knowing-Your-Customer policy is difficult to be
implemented because there is no obvious end point to the information collected by the
bank.>®® Also, they believed that the unwillingness of the customer to provide the
requested information and to cooperate in the due diligence process may by itself be a
factor of suspicion.>'® In Chapter 5 there will be clarification on how checking bank's

customers data leads to increasing the burden of the bank.>*

%% See supra section 3.4.1.2.4.

% |tem (6) of Obligations of Customers Due Diligence domain.

7 gee discussion of Item (6) of Banking Products domain, in section 5.17.4 and Item (10) of
Customer's Satisfaction domain, in section 5.17.5.

%% See supra section 3.4.1.2.3.

% |tem (4) of Obligations of Customers Due Diligence domain.

%19 1tem (5) of Obligations of Customers Due Diligence domain.

31 Eor example see discussion of Item of Item (3) of Banking Products domain, in section 5.17.4 and
Items (4 and 7) of Customer's Satisfaction domain, in section 5.17.5.
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It is worth to mention that the Jordanian legislations >*? require banks not to deal with
numbered accounts.®®® The participants refused the idea of the requirement of not
permitting dealing with numbered accounts has affected the commercial interest of
the bank.>* This refusal may be because of the fact that dealing with numbered
account is prohibited by central bank in Jordan before enact the Instructions No.
51/2010.”Hence there is no effect on the commercial interest when Instructions No.

51/2010 prohibited dealing with numbered accounts.>®

The results also indicate that the participants perceived that the customer due
diligence procedures are vital for obtaining satisfactory evidence concerning the
identity and the legal existence of the customer. To them, the importance of customer
identification does not only help banks to. detect, deter and encounter money
laundering, but also provide tangible benefits to the entire financial systems. For this
reason, the due diligence procedures produce a significant shift in the way the banks
interact with their customers: (1) the Know-Your-Customer policy is difficult to be
implemented since there is no obvious end point to the collected information, (2) the
customer's unwillingness to provide the requested information and to cooperate in the
due diligence process might be a factor of suspicion, (3) the beneficiary account
identifying and verifying requirements add a significant burden on the bank where the
complex nature of these accounts and the bank employees need special skills to deal
with such accounts, (4) in legislations the highly risky customers are not clearly
defined, (5) the highly risky customers verifying and determining whether their

money is gained from legal sources or not are not an easy task for banks.

>12 Article 3 (First/2) of the Instructions for Anti Money Laundering and Counter Terrorist Financing
for Banks Instructions No. 51/2010.

>3 Numbered Account is an anonymous account.

> Item (9) of Obligations of Customers Due Diligence domain.

15 Article 2 of the Risk Management Principles for Electronic Banking, No.10/1/3344, date 12/3/2005.
318 Also see the discussion of Item (13) of Customer's Satisfaction domain, in section 5.17.4
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4.17.4. The Perceptions on Obligations of Monitoring of Transactions

Banks must conduct intensive monitoring on high risk customers and accounts, such
as those involving individuals or businesses from countries that have insufficient
measures of anti-money laundering.>'” Because of that, the respondents believe that
the bank needs to spend significant amounts of money to install or upgrade
sophisticated monitoring systems to keep pace with the increasing regulatory
obligations.>'® Therefore if this result is put into consideration with those identified in

the previous result,>*

which identified when the bank complies with obligations of
legislations the most costs is obligations of monitoring transactions, it can be

observed that there are stability in participants answers.

Banks are as well required to monitor customer activity to identify any unusual
activity that may a money laundering indicative. Furthermore, due to banking secrecy
or data protection rules particularly, banks still encounter a significant challenge in
monitoring customer’s transaction and account status across several different
countries.”® Because of that, the participants believed that the bank faces challenges
in monitoring the account that crosses several different countries due to banking

secrecy and data protection rules.>*!

For banks, properly trained staff is the best anti-money laundering control, and this is
reflected in continued high spending on training programs.®?? In spite of the available
sophisticated monitoring technology to detect and monitor the risks of money

laundering, apparently banks still greatly depend on the vigilance of their staffs to

>7 See supra section 3.4.2.

>'8 |tem (a) of Obligations of Monitoring of Transactions domain.

>1% Result of question (2) of Obligations of Compliance domain.

520 See supra section 3.4.2.

%21 Item (b) of Obligations of Monitoring of Transactions domain.

522 Also, result of question (2) of Obligations of Compliance domain.
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identify and monitor suspicious activities.’*®

When the respondents were asked
whether they thought that despite of having sophisticated monitoring technology that
detects and monitors money laundering risks, banks still greatly depend on the
vigilance of their staffs to identify and monitor suspicious activities.’®* The

participants agreed to this item.

Although banks still greatly depend on the vigilance of their staffs to identify and
monitor suspicious activities. The legislations do not provide adequate guidance on
how banks should determine suspicious transactions. It appears that each bank must
interpret the regulations in the context of its business and then determine what type of
anti-money laundering system to be utilized.”® Because of that, the respondents
recognized that to some extent the bank has to monitor suspicious transactions. But,
generally, legislations do not provide adequate guidance on how banks should

526

determine which transactions are suspicious.”> Where the answer of this item

indicated neutral inclined to agreement to some extent.

In fact, the hesitation in answering is due to the fact that to some extent the Jordanian
anti-money laundering legislations provide guidance for identifying suspicion. For
instance the Jordanian Guidance Manual identified a number of activities which could
be used as indicators for the abuse of cash financial transactions, such as when there
are extraordinary large cash deposits made by a natural or legal person or when there
are deposits of amounts of money over different periods and such amounts constitute

large sums of money eventually.”?” However, the basic dilemma lays in the word

°2% See supra section 3.4.2.
2% |tem (c) of Obligations of Monitoring of Transactions domain.
525 See supra section 3.4.2.
%28 |tem (d) of Obligations of Monitoring of Transactions domain.
%27 See supra section 3.4.3
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suspicion under the anti-money laundering legislations is not explicitly defined, this

can also be noted by discussing the result of Item No.1 of Reporting domain.>?®

On the other hand, to determine the main challenge facing the bank when applying to
the obligations of monitoring, the participants were asked to identify the main
challenge facing the bank when applying the obligations of monitoring. Their answers
came out as follows 35.4% of them believed that the main challenge is that
monitoring requirements are applicable in business relationships and transactions with
individuals, business, companies and financial institutions. While, 32.3% of them
believed that main challenge is that the employees are responsible for any failure in
observing the anti-money laundering requirements. And the same percentage 32.3%
believed that main challenge is that monitoring requirements require high cost. It is

clear in this question that the percentages were close to each other.>*

Also, the Participants were asked to identify if the obligations of monitoring
operations and the movement of customer accounts is considered as one of the
reasons that led to the increase in the cost of combating money laundering, as what is
expected, an overwhelming majority 89.2% stating that the obligations of monitoring
operations and the movement of customer accounts is considered as one of the
reasons that led to the increase in the cost of combating money laundering.>*®® While,
73.8% of the participants claimed that the obligations of monitoring of unusual
transactions and transactions of customer delay banking operations increase in the

cost of combating money laundering.***

%28 See section 4.17.5,

529 question (2) of Obligations of Monitoring of Transactions domain.
%% Question (3) of Obligations of Monitoring of Transactions domain.
%31 Question (4) of Obligations of Monitoring of Transactions domain.
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Amazingly, 30.8% of respondents admitted that the costs of monitoring electronic
transfers added to the provided customers services cost. °* It is frankly inconceivable
that these costs being passed along to the customers, since customers did not ask for
such service (monitoring), at the same time, under the laws banks have to monitor
electronic transfers. This state of affairs clearly indicates that it is possible that the

costs of all anti-money laundering monitoring being passed along to the customers.

The most important extrapolated finding from the answers was that the bank needs to
spend significant amounts of money to establish monitoring systems. Banks still
greatly depend on the vigilance of their staffs to identify and monitor suspicious
activities, in spite of having sophisticated monitoring technology. However, bank
encounters challenges in monitoring the account that crosses several various countries
because of banking secrecy and data protection rules. At the same time, legislations
do not provide adequate guidance on how banks should determine which transactions
are suspicious. It is clear that banks are facing challenges in complying with

obligations of monitoring of transactions.

A picture begins to emerge by extrapolating these statistics, It is clear that the main
challenge facing the bank when applying the obligations of monitoring is that
monitoring requirements are applicable in business relationships and transactions with
individuals, business, companies and financial institutions, then that employees are
responsible for any failure in observing the anti-money laundering requirements, then
that monitoring requirements need high cost, where these obligations consider as one
of the reasons that led to the increase in the cost of combating money laundering. In
some banks, the costs of monitoring electronic transfers added to the provided

customers services cost. Also, the obligations of monitoring of unusual transactions

%32 Question (5) of Obligations of Monitoring of Transactions domain.
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and transactions of customer delay banking operations. Generally, in Chapter 5 there
will be discussing on how the obligations of monitoring of transactions effect the

relationship between banks and their customers.>®

4.17.5. The Perceptions on the Obligations of Reporting

As will be noted from the results in Chapter 5, the commercial success of a banking
business and the sanctity of the relationship between banker and customer are based
on principle of banking secrecy. At the same time, the banking secrecy is a customer
privilege whereas combating money laundering crime is critical for the security and

safety of public.>*

The Jordanian anti-money laundering legislations require banks to report a suspicious
transaction where the identity of the persons involved in the transaction, or the
transaction it, or any other circumstances concerning that transaction gives reason to
suspect that the transaction involves proceeds of illegal activity. Suspicion is usually
aroused by the sheer size of the transactions in relation to the known financial
circumstances of the customer. The basic dilemma here is that the word suspicion is
not explicitly defined under the anti-money laundering legislations. Therefore,
identifying suspicious cash or transaction is not an easy task for the bank.’* Because
of that, the participants believed that Jordanian anti-money laundering legislations
provide guidance for identifying suspicion, however the word ‘suspicion’ is not
explicitly defined, so identifying suspicious cash or transaction is not an easy task for

the bank.>®

>% See discussion of Items (4,6 and 7) of Banking Products domain, in section 5.17.4 and discussion of
Items (5 and 9) of Customer's Satisfaction domain, in section 5.17.5.

%% See discussion of Items (1 and 2) of Banking Secrecy Principle domain, in section 5.17.5.

%% See supra section 3.4.3.

*%|tem (a) of Obligations of Reporting domain.
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Additionally, the obligations of reporting under the Jordanian anti-money laundering
legislations threaten the principles of banking secrecy. As previously mentioned, to
some extent this is true because under the existing laws, banks may disclose
information when compelled by the law. In Jordan for instance, to the secrecy rule
there are various statutory exceptions. In order to facilitate police investigation, the
exceptions allow some information to be disclosed. This rule is a powerful tool in
investigations involving malpractices in the banking sector including cases of money
laundering.>®” Because of that, this study shows that the participants did not deny and
did not prove that the compliance of bank with anti-money laundering obligations in
an absolute manner threatens the principles of banking secrecy,>*® and that they were
neutral. Nevertheless, it should be noted to that in Chapter 5, the customers’ samples
agree to that the anti-money laundering procedures threaten the principle of banking

secrecy.>®

On the other hand, the Jordanian anti-money laundering legislations are silent about
the procedures relating to reports of cash transaction. This may be due the fact that
cash transaction is clearly identifiable when compared to a suspicious transaction.
Therefore, the numbers of suspicious transaction reports are still small compared to
cash transaction reports. It appears that it is hard for the banks to decide when a
suspicious transaction report should be submitted.>*® Because of that, the respondents
did not object to that Jordanian anti-money laundering legislations were not clear
enough in the procedures related to cash transaction reports; this may be due to the

fact that a cash transaction is clearly identifiable when compared to a suspicious

>%7 See supra section 3.4.3.

%% |tem (f) of Obligations of Compliance domain.

%% |tem (3) of Banking Secrecy Principle domain, in section 5.17.5
%40 See supra section 3.4.3.
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transaction.>** Their responses indicated a neutral inclination toward a agreement to

some extent.

On the other hand, to determine on which task does Money Laundering Reporting
Officer spend most of his/her working hours, 64.6% of the respondents mentioned
that Money Laundering Reporting Officer spend most working hours in the task of
analysing money laundering report forms. While 23.1% of them believed that Money
Laundering Reporting Officer spend most working hours in the task of training, and
12.3% believed that Money Laundering Reporting Officer spend most working hours

in the task of obtaining client identification.>*

In addition, to know that in case the Money Laundering Reporting Officer suspect any
banking operation related to money laundering, whom will he/she report it to, 50.8%
of the participants claimed that if suspect any banking operation related to money
laundering will report it to the Jordanian Anti Money Laundering Unit, 26.2% of them
mentioned that will report it to the bank administration and 23% of them mentioned
that will report it to both (Unit and bank administration).>** Furthermore, 60.0%
respondents admitted that the mean to send for reporting is through Internet, while
27.7% of them admitted that the mean is Mails and 12.3% of them admitted that the

mean is Telephone.>*

As previously noted, there are no statistics available on how many of these reports
were followed up by the authorities or how many of them led to the laying of charges.
Unfortunately, recent statistics on cash or transaction reports are not available to the

public, hence, no longer surprisingly that an overwhelming majority of 89.2% of the

> |tem (b) of Obligations of Reporting domain.

%2 Question (3) of Obligations of Reporting domain.
>3 Question (5) of Obligations of Reporting domain.
% Question (4) of Obligations of Reporting domain.
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respondents stating that this information is not available to the public. Some of the
respondents about 10.8% going so far as to say that the Unit’s check annual report for

available information in this regard.>*

The most important finding extrapolated from the answers was that the Jordanian anti-
money laundering legislations provide guidance for identifying suspicion, however
the word ‘suspicion’ is not explicitly defined, so identifying suspicious cash or
transaction is not an easy task for the bank. Also, the Jordanian anti-money laundering
legislations were not clear enough in the procedures related to cash transaction
reports; this due to the fact that a cash transaction is clearly identifiable when
compared to a suspicious transaction. Nevertheless, the participants did not object to
that the compliance of bank with anti-money. laundering obligations in an absolute

manner could threaten the principles of banking secrecy.

When The statistic are extrapolated they indicates that the majority believed that most
of working hours spent in analysing money laundering report forms. there was a wide
divergence of opinion in case suspicion in any banking operation, it could be said that
The majority to broadly agree that they will report directly to the Unit, While nearly
quarter of the respondents will firstly report to the bank administration, while the
minority opinion favoured report it to both in the same time. The common means of
sending reporting were namely; The Internet where it was the most common mean,
Mails was the second most common means and Telephone was the third most

common means. In addition, in Chapter 5 there will be a discussion on how the

%5 Question (2) of Obligations of Reporting domain.
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obligations of reporting effect on the relationship between banks and their

customers.>*

4.17.6. The Perceptions on the Obligations of Record-Keeping

The participants were asked to identify the main benefit of record keeping for the
bank. Half of them (53.8%) believed that the main benefit of record keeping for the
bank is in analyzing money laundering report forms and 38.5% believed that the main
benefit is in organizing bank's internal work. However, only 7.7% believed that the
main benefit is that Facilitating tax audits.>*’ Nevertheless, the majority 81.5%
broadly agree that the obligations of record keeping imposed on banks require banks

to change existing file management and archiving arrangements.>*

In fact, the Jordanian regime requires banks to keep the records beyond four years
when it is subject to a prosecution or money laundering investigation. In this respect,
it can be said that the Jordanian approach is preferable because normally money
laundering investigation takes a long time because of the complicated nature of the
process and the challenges faced by the agencies of law enforcement.>*® Because of
that, the participants of this questionnaire believed that Jordanian anti-money
laundering legislations request the bank to maintain certain records for a period of
time, not less than four years, because normally money laundering investigations take
a long time due to the complicated nature of the process and the challenges faced by

the law enforcement agencies.>*

> See discussion of Items (4,5and 6) of Banking Secrecy Principle domain and discussion of Items (2
and 6) of Customer's Satisfaction domain, in section 5.17.5.
> Question (2) of Obligations of Record-Keeping domain.
> Question (3) of Obligations of Record-Keeping domain.
® See supra section 3.4.4.
%% |tem (a) of Obligations of Record-Keeping domain.
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At the same time, the record-keeping requirements requires banks to ensure that the
retained documents and records are able to create an audit trail on individual
transactions that are traceable by the law enforcement authorities for money
laundering investigation purpose. Basically, the records must contain the identities of
the customer and beneficiary; the form of transaction; the instruction, origin and
destination of fund transfers and the amount and type of currency. It is clear that the
record-keeping requirements could be burdensome especially in view of the large
number of transactions in banking business.”®! Because of that, the respondents did
not object to that the record-keeping requirements are perceived as the biggest

challenge for the banking industry.>

Furthermore, the Participants were asked to identify they used for record-keeping in
banks, 44.6% of them identified that they using in keeping-records the hardcopy and
softcopy for all transactions, while 29.2% of them admitted that they using only
hardcopy for paper transactions and only softcopy for electronic transactions, also,
15.4% of them identified that they using only softcopy for all transactions and 10.8%

of them admitted that they using only hardcopy for all transactions.*

On the other hand, when the sample was asked that, do the obligations of record
keeping of E-transactions imposed on banks are effective enough to combat money
laundering? Their answer were divided as follows 50.8% of them answered Yes and
49.2% of them answered No, those who answered 'No' justified their answer for two
reasons, namely; firstly they believed that these obligations are not effective enough
because of the inadequacy of cooperation between technology providers at the

international level to exchange information, secondly they believed that these

%51 See supra section 3.4.4.
%52 |tem (b) of Obligations of Record-Keeping domain.
%53 Question (4) of Obligations of Record-Keeping domain.
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obligations are not effective enough because of the use of a higher level of encryption

by criminals.>>*

However, the most important finding extrapolated from the answers was that the
legislations require the bank to maintain certain records for a period, because
normally money laundering investigations take a long time. There was a wide
divergence of opinion in definition of the main benefit for record keeping, it could be
said that the majority to broadly agree that the main benefit of record keeping is that
analyzing money laundering report forms, while the minority opinion is divided into
two opinions; firstly opinion which said that the main benefit is organizing bank's
internal work, secondly opinion which said that the main benefit is facilitating tax

audits.

However, the majority agree that these obligations require banks to change existing
file management and archiving arrangements. the means used by banks to keeping-
records, were split into four forms; (1) the hardcopy and softcopy for all transactions,
(2) only hardcopy for paper transactions and only softcopy for electronic
transactions,(3) only softcopy for all transactions (4) only hardcopy for all

transactions..

At the same time, slightly more than half agreed that the record keeping obligations of
e-transactions are effective enough to combat money laundering, while slightly less
than half agreed that these obligations are not, either because of (1) the inadequacy of
cooperation between technology providers at the international level to exchange

information, or (2) the use of a higher level of encryption by criminals. For all of

%54 Question (5) of Obligations of Record-Keeping domain.
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these and more the record-keeping requirements are perceived as the biggest

challenge for the banking industry.

4.17.7 The Perceptions on the Obligations of Training

As stated earlier, the obligations of anti-money laundering state that when receiving
any internal suspicious transaction report, whether from the bank's administrators or
employees, the compliance officer should evaluate the reasons for suspicion and if
suspicion is confirmed, he or she must immediately submit the suspicious transaction
report to the Jordanian Unit. However, in the case where the compliance officer
decides that there are no reasonable reasons for suspicion, the officer must record the
decision. Hence the effectiveness of the suspicious transaction report system depends
on the professional knowledge and expertise of the compliance officer. Consequently,
it is critical to ensure that a sufficient training on money laundering counter-measures
is given the compliance officer.>® For this reason, the participants believed that the
effectiveness of the suspicious transaction reports system seriously depends on the
professional knowledge and expertise of the compliance officer. Therefore, it is
crucial to ensure that the compliance officer is given sufficient training on money

laundering combating measures.>*®

The participants were then asked to determine the main challenge that faces the bank
in applying the obligations of anti-money laundering training. Majority of the (44.6%)
of them stated that these obligations require concentrated training, while 27.7% of

them identified the main challenge is the high cost of staff training. The same number

%% See supra section 3.4.3.
%% Item (a) of Obligations of Training domain.
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of respondents (27.7%) thought that the main challenge is that training includes a

large number of employees.>’

Additionally, the identification and verification of beneficiary account requirement
places a significant burden on Jordanian banks due to the complex nature of such
accounts. An average bank employee needs training or skills to deal with these
accounts. Unless they are sufficiently trained, they are unlikely to be able to discharge
their obligations.>®® Because of that the respondents recognized that employees need
training to deal with money laundering operations. Unless bank employees are
sufficiently trained, they are unlikely to be able to discharge their obligations of anti-

money laundering.>*®

Moreover, banks are required to conduct for its employees awareness and training
programs on anti-money laundering practices and measures, in particular, front line
staff and officers in charge of processing and accepting new customers as well as staff
responsible to monitor transactions. The senior management must ensure that
appropriate channels of communication are in place to effectively communicate the
anti-money laundering procedures and policies to all levels of employees. The
employees should be made aware that they may be held responsible for any failure to
observe the internal requirements of anti-money laundering.”®® When the respondents
were asked whether they thought that weak training among employees in anti-money
laundering leads to wrong reporting, so it could jeopardize bona fide customers,®®

they agreed to this item (mean 6.03).

7 Question (4) of Obligations of Training domain.

%8 See supra section 3.4.1.2.4.

%% Item (c) of Obligations of Training domain.
%80 See supra section 3.4.5.

% Item (b) of Obligations of Training domain.
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On the other hand, to identify how often the bank does conduct training in anti-money
laundering for employees, 55.4% of the participants mentioned that once a year the
bank conduct training for employees, while 23.1% of them stated that the training was

%2 At the same time, to

conducted three times a year, and 21.5% stated twice a year.
determine what kind of training the bank conduct for the employees, 55.4% of them
stated that they were receiving training form of external provider (classroom,
seminar), while 32.3% of the respondents relied upon self-training (self -directed ,
video) and 12.3% of the them mentioned that they relied upon computer assisted

(online training).>®

In terms of the hardest training in anti-money laundering, 53.8% of the respondents
identified that the hardest training is how to suspect banking operations, while 24.6%
of them thought that the hardest training is for the methods of validation data, and
21.6% of them stated the hardest training is for the methods of monitoring banking

transactions.>%*

The statistics also indicate that the respondents realize the importance of training to
combat money laundering at banks. They strongly believed that the effectiveness of
the suspicious transaction reports system depends on the professional knowledge and
expertise of the compliance officer. Therefore, it is crucial to ensure that the
compliance officer is given sufficient training on money laundering combating
measures. These officers also strongly believed that employees need training to deal
with money laundering operations. Unless bank employees are sufficiently trained,

they are unlikely to be able to discharge their obligations of anti-money laundering.

562
563
564

Question (2) of Obligations of Training domain.
Question (3) of Obligations of Training domain.
Question (5) of Obligations of Training domain.
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Also, weak training among employees in anti-money laundering leads to wrong

reporting, thus jeopardize bona fide customers.

The majority stated that the bank conduct training just once a year. While the minority
is split between two: The first are those who identify that the bank conduct training in
twice a year; the second are those who admitted that the bank conduct training at three
times a year. Also, the statistics indicate that there are varying levels in kind of
training that the bank conduct for employees, the most frequent form being external
provider (classroom, seminar) followed by self-training (self-directed , video) and

computer-assisted (online training).

It appears that the main challenges for training obligations were as follows: These
obligations require concentrated training; they need of high cost for staff training: and
they include a large number of employees. The hardest training were as follows; how
to suspect banking operations; training in the methods of validation data; and training

in the methods of monitoring banking transactions.

After recognizing the importance, challenges, difficulties and types of training from
participants point of view, one question that needs to be asked is whether an annual
training is sufficient in order for the compliance officer and employees to be able to
discharge their obligations of anti-money laundering. Unfortunately, here is no
authority or entity that can determine that training once or more per year is sufficient.
"Sufficient or not sufficient”, this matter can only be estimated by the bank and the

employees.
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4.18 Summary

This chapter has shown the adopted methods of research and the type of data required
to test research questions. In addition, it has illustrated the procedure followed in the
distribution of the questionnaire and the main research tools used for data collection.
Data were collected from 65 participants for data analysis purposes, who represent 12

banks of 25 banks in Jordan.

The chapter revealed the perceptions of Jordanian bankers towards the anti-money
laundering obligations imposed on them, however, this study focused on their
perceptions towards obligations of customers due diligence (know your customer),
obligations of risk assessment, obligations of transaction monitoring, Obligations of
reporting, obligations of record-keeping and obligations of training, and obligations of
compliance. As a result, the chapter has shown that there are aspects of the obligations
satisfied by the participants, while there were aspects that are unsatisfactory. It is clear
that banks in Jordan faces challenges to cope with the requirements imposed by the

anti-money laundering laws.

It is critical for Jordan to constitute a flexible workable and effective anti-money
laundering laws framework to ensure effective implementation of the laws. Also, it is
critical for the management of banks to understand how the anti-money laundering
obligations apply to their operations and establish effective anti-money laundering
program. It is clear that more detailed guidance is required from the anti-money
laundering regulator to enable banks and their employees to discharge their legal
obligations properly. Moreover, the effective coordination between anti-money
laundering regulator and the banking industry is vital to minimize problems encounter

by the banks and to ensure effective implementation of the laws.
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In fact, at this stage it is not clear whether banks in Jordan are able to cope with the
onerous requirements imposed by the anti-money laundering laws. Therefore, it
would be timely to examine how the anti-money laundering laws affect the
relationship between banks and their customers before more complex laws are passed.
In addition, it is vital that the laws do not create any significant compliance problems

for banks.
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CHAPTER FIVE

THE IMPACT OF THE ANTI-MONEY LAUNDERING LAWS ON
BANKS AND THEIR CUSTOMERS

5.1 Introduction.

The banking system has long been recognized as the central element of money
laundering partially because of the system’s complexity. Many of the efforts to fight
money laundering have concentrated on the adopted procedures by financial
institutions and banks. The effective anti-money laundering measures adopted by
banks would make it difficult for criminals to get their dirty money into the financial
system. For this reason, the anti-money laundering laws require banks to establish a
number of counter-measures, for instance, customer identification and due diligence,
record keeping, reporting of suspicious transactions, appointment of compliance
officers, and anti-money laundering training. To the law enforcement agencies, banks
are considered an important source of valuable information for money laundering

detection.

From the banks perspective, they exist to make as much profits as possible. Their
commercial and cultural interests are totally distinct from that of the law enforcement
authorities. Hence the anti-money laundering laws create a major dilemma for the
banks; the laws make a significant shift in the way banks interact with their
customers. Implementing the law has not only created great compliance problems for

banks, but also negatively affected the banks' operations.
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For instance, it has been argued that the anti-money laundering laws also threaten the
principles of banking secrecy.”® This principle of banking secrecy prevents a bank
from revealing any information or data about its customers.”®® As is detailed in the
supra section 3.4.3, banking secrecy is a customer privilege whereas combating
money laundering is critical for public safety and security. So, customers may lose
confidence that their secrets are safe with the banks, if anti-money laundering
obligations should take precedence over customer confidentiality rules in order to
improve the information flow to the law enforcement authorities and facilitate
investigation of money laundering. The authorities are asking banks to act as
informers by requiring banks to disclose suspicious transactions, and this is a role that
conflicts with the banks’ commercial objectives.”®’ Accordingly, reporting obligation
under the Jordanian anti-money laundering laws means that the banks have to strike a

balance between complying with the laws and protecting customers’ confidentiality.

This chapter will look into the above issues and examine the impact of the anti-money
laundering laws on the relationship between banks and their customers. It aims at
discovering—by surveying the opinions of the bankers, their customers, the Jordanian
central bank, and Jordan’s Anti-Money Laundering Unit-how the anti-money
laundering laws have been affecting the relationship between banks and their

customers.

%% awson HD, Bank Secrecy and Money Laundering, 17 Banking and Financial Law Review 145,
(2002).

*%®Amjad al-Juhani, Money Laundering and its Impact on Banking Secrecy, 29/1/2008,
http://www.cojss.com/article.php?a=180 , Accessed 21-1-2014. In Arabic.

%7 Aspalella A Rahman, Ibid.pp.258.
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5.2 Research Design.

A survey is considered appropriate for a study that intends to ascertain individual's
feelings, values, expectations, or other factors that are similar.*®® This method can be
explained as follows: (1) The data are gathered at a particular point of time with the
intention to describe the nature of an existing situation, (2) the standards are identified
against which existing situations can be compared, and (3) the relationships that exist

among particular events are determined.>®

In legal research, an empirical study is important in the case a researcher needs (1) to
evaluate the law function in the real world, and (2) to underpin the many areas of
legal and social policies.”® For the researcher to delve further into the subject, a

survey will include structured questions that will result in easy statistical summaries.

The chapter reports the results of the investigation. It presents the opinions of the
bankers, their customers, the Jordanian central bank, and Jordan’s Anti-Money
Laundering Unit on how the anti-money laundering laws have been affecting the

relationship between banks and their customers.

5.3 The Questionnaire Survey

In this study, law is considered a social fact. It aims at influencing human behavior

and ordering society.>”* Laws are the rules imposed by the legislature for benefiting

8 Anwarul Yagin, Legal Research and Writing, Malaysia, LexisNexis, 2007, pp154.

*Mahdi Zahraa, Research Methods for Law Postgraduate Overseas Students, published in Malaysia
by UNIVISION PRESS (c/o STILGLOW SDN.BHD), Kuala Lumpur Malaysia, 1998 , pp,65.

0 Dame Hazel Genn, Martin Partington and Sally Wheeler, Law in the Real World: Improving our
Understanding of How Law Works, the Nuffi Eld Foundation 28 Bedford Square London wclb 3js,
2006, pp.1. For more information see:
http://www.nuffieldfoundation.org/sites/default/files/Law%20in%20the%20Real %20World%20full%2
Oreport.pdf, accessed 23-4-2015.

™ Mark Van Hoecke, Methodologies of Legal Research, Published in the United Kingdom by Hart
Publishing Ltd 16C Worcester Place, Oxford, OX1 2JW, 2011, pp.1, for more information see:
http://www.ius.bg.ac.rs/prof/Materijali/jovmio/DS_PrimeriMetodoloskihPristupa/van%20Hoecke%20

%28ed.%29,%20Methodologies%200f%20legal %20research%20_%20which%20kind%200f%20meth
0d%20for%20what%20kind%200f%20discipline.pdf, accessed 27-4-2015.
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society or for influencing human behavior and improving his activities. The
questionnaire survey in this study was chosen for its flexibility in data collection; the
data could be collected by different methods, one of which is the face-to-face method.
The method can also cover a large number of people and wider geographic area. No

prior arrangements were needed and the data can be collected at lower cost.

5.4 The Questionnaire Design

The first and the final drafts of the questionnaire were written in English and were
later translated to Arabic. It was anticipated that most of the respondents would not
fully understand the questions since English is a foreign language to them, hence the

questionnaire was translated to a language comprehensible to the respondents.>’

5.5 The Pilot Study

A pilot study helps to ascertain whether the participants understood the questions, if
the questions implied the same meaning to all the participants, and if the questionnaire
provided them with the data they needed. A pilot study can also determine how long it
would take to complete the questionnaire. To conduct the pilot study, a plan was
determined with regard to how, where, and when to collect the data for the pre-test
purposes. the data were collected from November 9, 2014 to November 23, 2014

during office hours.

Accordingly, twenty one participants of the banks sample participated in this pilot
study, and they represented four out of the twenty five banks in Jordan. They are (1)
The Housing Bank For Trade & Finance, (2) Cairo Amman Bank, (3) Jordan Islamic
Bank, (4) and Union Bank. Also, twelve respondents from the Selective Customers

Sample, where they represented three out of fifty six firms in Jordan, namely(1) Al-

%72 Both the English and Arabic versions of the questionnaires are enclosed in the Appendix.
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amal Financial Inv, (2) Ajiad For Securities, (3) Sanabel Alkhair For Financial
Investments. Furthermore, thirty seven respondents from the Random Customers
Sample, as well as five respondents from the Central Bank Sample, and finally, one

respondent from the Unit Sample.

After testing the questionnaire the researcher discovered some ambiguous and weak
questions. The researcher also found that the variables were unclear and were mixed
in various sections. As a result, the whole structure of the questionnaire was
redeveloped. Some questions were deleted, and the number of questions were
decreased. For example, the following item has been removed: The banking secrecy
principle is a right and an advantage to the customers. However, the following item
has been edited: Despite the fact that e-banks provide fast services, banks
commitment to monitor and audit the movement of client's account increases the time
of transaction. And the following item has been added: The bank's restrictions on

funds transfer hinder attracting capitals.

5.6 Evaluation of the Questionnaire

The draft questionnaire was reviewed by a number of academics and university
lecturers in Jordan to confirm its validity. The evaluation also served to ensure that
the questionnaire was accurately translated from English to Arabic and that each item
measured exactly what it intended to measure. After receiving comments, several
questions were modified and a number of questions were deleted. After reviewing the
questionnaire again it appeared that the translated questionnaire was accurate and had

correctly measured to meet the objective of the survey.

The questionnaire was evaluated again by three doctorates majoring in English, who

evaluated the translation from English to Arabic. The content of the questionnaire was
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reviewed by another two doctorates majoring in commercial law. Table (5.1) shows

the data of the evaluators.

Table 5.1

The Profile of Evaluators

No Name University Faculty Department  Academic Rank
1. Dr. Ahmad  AL- al Bait Arts and Englishand  Assistant Professor
El-Sharif University ~ Humanities Literature
2. Dr.Salim AL- al Bait Arts and Englishand  Assistant Professor
El-lbia University ~ Humanities Literature
3. Dr. Khaled  AL- al Bait Arts and Englishand  Assistant Professor
Masaeed University ~ Humanities Literature
4. Dr. Omer AL- al Bait Law Private law  Associate Professor
Falah University - Commercial law
5. Dr.Abdullah  AL- al Bait Law Private law  Associate Professor
Alsofani University - Commercial law

5.7 Field Study Plan

The questionnaire survey was planned with regard to how, where, and when to collect

the data. For the bankers sample, the data were collected from the main branches in

Amman, Jordan during office hours between December 14, 2014 and February 16,

2015. As for the customers sample, the data were collected from brokers firms and

from meeting with the customers at various bank branches in Amman, during office

hours between January 4, 2015 and February 25, 2015.

As for the sample of officers of the banking supervision department at the Jordanian

Central Bank, the data were collected from the central bank in Amman during office

hours between February 2, 2015 and February 9, 2015. As for the officers of Jordan’s

Anti-Money Laundering Unit, the data were collected from the Jordan’s Anti-Money

Laundering Unit in Amman during office hour on January 1, 2015.
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5.8 Data Processing

The questionnaire was kept once the researcher completed the data collection. The
process of data entry and verification began after ten days. Manual data entry was
performed by using a computer and the statistical package for the social sciences

(SPSS) software.

Once the raw data were collected, edited, coded, and entered into the computer, they
were ready for analysis. Analysis is the process of examining, summarizing, and
drawing conclusion from the information contained in the raw data.>”® The data in this
study were analyzed using the statistical package for the social sciences (SPSS),

which can produce findings in the form of graphs and charts.>”

The data were analyzed through the following procedures: (1) the attributes of the
variables were defined including their names e.g. (the name of first item, the name of
second item and name of third item, etc.); (2) the data type (e.g. numeric) was
defined; (3) the labels were defined (e.g., the first item, combating money laundering
IS not just a matter of fighting crime but also the matter of preserving the integrity of
banks from being abused by money launderers. The second item, the anti-money
laundering obligations, have posed legal and administrative burdens on banks which
are onerous and may involve serious legal obligations and other deficient compliance
liabilities. The third item, the anti-money laundering obligations, produce a significant
shift in the ways banks interact with their existing and potential customers. etc.); (4)
the values were defined (e.g. no. 1 represents the answer “strongly disagree”, while
no.2 represents the answer “disagree”, while no. 3 represents the answer “disagree a

little”, while no.4 represents the answer “neutral”, while no.5 represents the answer

B Anwarul Yagin, Ibid, pp. 252.
“Bryman,A, Quantitative Data Analysis with Spss 12 and 13 A Guide For Social Scientists,
http://rufiismada.files.wordpress.com/2012/02/quantitative_data_12_13.pdf , Accessed 14-2-2014.
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“agree a little”, while no. 6 represents the answer “agree”, and no.7 represents the

answer “strongly agree”).

The second stage is the entering of the questionnaires’ results on a “variables” page.
For example, for the first item, five people answered “strongly agree”, three people
answered “neutral”, two people answered “disagree”. For the second item, six people
answered “agree”, one person answered “disagree”, three people answered “neutral”.
For the third item, two people answered “strongly agree”, five people answered

“disagree”, and three people answered “strongly disagree”, etc.

The third stage is the analysis stage, which involves obtaining descriptive statistics in
the program from the option analyze, and then completing the procedures to obtain
the means of the responses. The fourth stage is obtaining the results of the
questionnaires survey. For example, the mean for the first item is 6.5, 5.3 for the
second item, and 4.2 for the third item. After the charts and graphs were obtained, the

results were analyzed to reach the goal of the questionnaires survey.>”

5.9 Description of the Questionnaire

The questionnaire consists of six sections and fifty-two items in total. Section A
(Demographic Variables) contains nine items. These items sought to establish a
portrait of sample type, experience and individual level of education, and professional
qualifications. The aim of this section is to identify the sort of samples; it was felt that
this would give an indication of the degree of seriousness in terms of how the anti-
money laundering obligations have affected the relationship between banks and their

customers.

*®For more information see: Vijay Gupta, SPSS for Beginners, Published by VJBooks Inc,
www.uploadkon.ir/uploads/1041cbeb8db5c23fa327150d1662bea7.pdf , (1999), Accessed 13-4-2014.
And see: Imad Nashwan, Practical Guide to Rapporteur Applied Statistics, Al-Quds Open University,
http://www.qou.edu/portal/alMougrarat/pdfFiles/Statistics.pdf , (2005) Accessed 13-4 2014. In Arabic.
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Section B (General Measures) consists of eight items. The second set of items sought
to ascertain the officers’ attitudes towards general measures in anti-money laundering.
Section C (Protection of Bank) contains five items. The third set of items sought to
ascertain the officers’ attitudes towards the anti-money laundering obligations and
how the regulations can protect banks. Section D (Banking Secrecy Principle)
contains seven items. The fourth set of items sought to ascertain attitudes towards the

importance and impact of the principle of bank secrecy on bank and its customers.

Section E (Banking Products) contains five items. The fifth set of items sought to
ascertain attitudes towards the impact of anti-money laundering obligations on
banking products provided to the customers. Section F (Customer's Satisfaction)
consists of sixteen items. The sixth set of items sought to ascertain attitudes towards

customers’ satisfaction with the anti-money laundering obligations.

The questionnaire is composed of four A4 pages. The front cover is the first page
which includes the logo of Universiti Utara Malaysia, letter of appreciation to
participants, title of the study, the questionnaire objective, name of the university, and

brief explanation about the questionnaire.

576 577

Each item was measured with seven-point®"® Likert scale®'” that ranges from strongly

disagree, disagree, disagree a little, neutral, agree a little, agree, and strongly agree.

%76 According to Dane Bertram, "Variations: Most commonly seen as a 5-point scale ranging from
“Strongly Disagree” on one end to “Strongly Agree” on the other with “Neither Agree nor Disagree” in
the middle; however, some practitioners advocate the use of 7 and 9-point scales which add additional
granularity”. For more information see: http://poincare.matf.bg.ac.rs/~kristina//topic-dane-likert.pdf,
accessed 29/4/2015.

> According to Dane Bertram, Likert scales defined as “a psychometric response scale primarily used
in questionnaires to obtain participant’s preferences or degree of agreement with a statement or set of
statements. Likert scales is a noncomparative scaling technique and is unidimensional (it only measures
a single trait) in nature. The respondents are asked to indicate their level of agreement with a given
statement by way of an ordinal scale”, Ibid.
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To overcome the common resistance of financial services practitioners in providing
information about themselves or about their employer's policies, the questionnaire
sought the information on a confidential basis. The recipients were given freedom to
provide or not provide information which would identify themselves or their

employing institution.

5.10 Data Analysis Techniques

Through SPSS, the following statistical methods were used to analyze the collected
data: Cronbach Alpha test to measure the internal consistency of questionnaire
statement, means to measure the central tendency scales, standard deviations to
measure the dispersion of any set of observations, and bivariate correlation to

determine if two variables are linearly related to each other.

5.11 Sample Population

In an attempt to provide a contemporary research on the subject, the questionnaires
included four independent samples, and were circulated among four samples that
represented four views: (1) the Jordanian anti-money laundering compliance officers
at banks, who represented the opinion of Jordanians bankers (who applies the law ),
(2) the bank’s customers, who represented the opinion of Jordanian banks customers
(who is applied by the law), (3) the officers of the banking supervision department at
the Jordanian Central Bank, who represented the opinion of the Central Bank of
Jordan (who monitors the applied law), and (4) the officers of Jordan’s Anti-Money
Laundering Unit, who represented the opinion of the Jordanian law enforcement

authority (the authority of police).
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Who Applies the Law
"A Banker"

Who Monitors the
Applied Law

"The Central Bank"

Who is Applied by

The Study the Law

Samples

"A Customer"

The Authority of Police
"The Unit"

Figure 5.1: Sample population

Sample size is a crucial issue for generalizing the result upon the main population. As
Anwarul Yaqin®’® states, “if the population is homogeneous®’’, a small simple can
serve the purpose of the researcher.” In homogeneous sampling the researcher selects
certain people who possess similar characteristics or features. The researcher also
purposefully samples individuals or sites based on membership in a subgroup that has
defining characteristics. In this procedure, the researcher needs to identify the

characteristics and find individuals or sites that possess it.>®

In this study each sample was independent of other samples, and each sample's results
were analyzed independently. Then all the results were compared and each sample
was considered homogeneous with itself. For instance, all participants from the
Jordanian Central Bank sample are working in Jordan thus similar job and similar
obligations apply to them. Hence this sample was considered one of the homogeneous

samples, and this applies to all the other samples.

8 Anwarul Yagin, Ipid, pp.236.

3% A homogeneous population is one where all individuals can be regarded as the same type.

%80 john W. Creswell, Educational Research Planning, Conducting, and Evaluating Quantitative and
Qualitative Research, 4th Edition, the Publisher Pearson, 2011, pp.208..
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Determining the sample size depends on the type of sample. There are two types of
samples: probability and nonprobability. Probability sample can be divided into four
types: simple random sampling, systematic sampling, stratified sampling, and cluster

sampling®®’. Each type requires certain method to determine its sample size.

In most cases researchers can consider several options to determine the number of
participants for a study: (1) They can make an educated guess as to how many people
are needed, such as 10% of the population, or (2) they can ask as many people to
participate as possible within the resources and time that both researchers and

participants can provide.>®

In this study, the method to determine the sample size was to collect as much as
possible of the available participants from different samples, as long as that the
minimum participation of each sample was not less than 15% of its population size.
This applies to all types of samples with the exception of the second type of the bank
customers “random sample.” The customer sample was divided into two types:

selective and random, and this will be discussed in section 5.11.2

5.11.1 The Jordanian Anti-Money Laundering Compliance Officers at Banks

Concerning the first sample, each Jordanian bank according to Jordanian Anti-Money
Laundering Instructions should appoint officers to work as anti-money laundering
compliance officers.®® These officers must be fully knowledgeable about the
requirements of anti-money laundering, and the related regulations and laws because

they are responsible for managing, coordinating, and monitoring the bank’s

%8 Anwarul Yagin, Ibid, pp.277.

%82 John W. Creswell, Ibid, pp.609.

%83 According to article 9 of the Instructions for Anti Money Laundering and Counter Terrorist
Financing for Banks Instructions No. 51/2010. Also, see supra section 3.4.6.2.
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compliance system toward anti-money laundering. These officers are representing the

Jordanian bank and they were the first sample in this questionnaire.

As mentioned, altogether there are twenty-five banks in Jordan.”®* This means that the
survey applied to twenty-five banks. The number of participants in the first sample
(the anti-money laundering compliance officers at banks) was sixty two, and they
represented twelve (48%) out of the twenty-five banks in Jordan. This response rate is
considered for generalizing the results of the study. Table (5.2) shows the participated

banks in this study.

Table 5.2

The Banks Participated in the Questionnaire of Chapter Five

No. Name of bank

Jordan Ahli Bank

Cairo Amman Bank

The Housing Bank For Trade &Finance
Jordan Islamic Bank

Arab Jordan Investment Bank
Union Bank

Capital Bank

Egyptian Arab Land Bank
Standard Chartered Bank

10. Blom Bank

11. National Bank of Abu Dhabi
12. Al Rajhi Bank

CoNoR~WNE

5.11.2 The Bank Customers

To obtain accurate information from more than one source, the customers sample was
divided into two types: selective and random sample. Participants from the selective
customers sample were chosen according to their work nature; they needed to use
bank services extensively for withdrawal, depositing, and transfer. The brokers firms

“stock market” may have been affected by the procedures of anti-money laundering

%84 For more information see website of Central Bank of Jordan at:
http://www.cbj.gov.jo/pages.php?menu_id=34&local_type=0&Ilocal_id=0&local_details=0&local_deta
ils1=0&Ilocalsite_branchname=CBJ, accessed 28-4-2015.
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thus the brokers firms "stock market" were to represent the bank customers sample
because (1) the brokers firms "stock market" deal with banks extensively due to the
nature of their work, (2) they are knowledgeable about anti-money laundering because
they are legally required to have enough knowledge about anti-money laundering.*®®
According to the Securities Depository Center of Jordan, the total number of brokers
firms "stock market" in Jordan is fifty-eight. One of them has restricted activity and

another’s work is suspended,’®® leaving the total number of operating firms to fifty-

SiX.

Twenty-six respondents, from ten out of fifty-six firms, participated in the survey, and
they were from ten out of the fifty-six firms. This implies that the survey represented
17.8% from the brokers firms “stock market” in Jordan. This percentage was
considered sufficient to generalize the results. Table (5.3) shows the firms which

participated in the survey.

Table 5.3

Firms which Participated in the Survey

Name of Firm

=z
o

International Financial Center

The Financial Investment Company For Shares & Bonds
Arab Co-operation For Financial Investments

Al-amal Financial Inv.

Al- Eman Financial Investments

Jordanian Expatriates For Financial Brokerage
Al-multagaa Brokerage and Financial Services

Ajiad For Securities

Shua'a For Securities Trading & Investment

Sanabel Alkhair For Financial Investments

© NN RE

-
©

%85 According to Article 13 from Jordanian Anti Money Laundering Law 2007.
% For more information see website the Securities Depository Center of Jordan at;
http://www.sdc.com.jo/english/index.php?option=com_public&member_cat=902 accessed 14/5/2015.
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Regarding the random sample of banking customers, unfortunately, there is no official
statistics that determine the number of customers in Jordanian banks. It is difficult to
determine the size of such population, but the researcher recognized that the
population is indeed sizable. The population is also widely dispersed thus this study

adopts a different method to represent the population.

The cluster sampling is ideal in conditions where it is impossible or impractical to
create a sampling frame of a target population or the target population is
geographically dispersed. Cluster sampling is the least expensive sampling method
used in large-scale studies. It is a procedure of probability sampling where elements
of the population are randomly selected in naturally occurring groupings “clusters”. A
cluster, in the context of cluster sampling, is an aggregate or intact grouping of
population elements. Element sampling is the selection of population elements

individually, one at a time.*®’

The idea of cluster sampling involves selecting large groups “first cluster”, then from
the first cluster a smaller unit of “second cluster” is selected, and from the second
cluster the “third cluster” is selected, and so forth until the final sampling unit is

reached.

In cluster sampling the clusters or groups are selected by using a simple random
sampling method.?®® In other words, in random sampling the usual procedure is to
assign a number to each person or sampling unit in the sampling frame. Once this is

done, the researcher can pick numbers at random without following any pattern

%7 Johnnie Daniel, Sampling Essentials: Practical Guidelines for Making Sampling Choices, SAGE
Publications, 4 May 2011, pp.151.
%88 Anwarul Yagin, Ibid, pp.231.
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*¥(e.g. specify a number to each bank of the twenty-five banks then the researcher

can pick numbers at random without following any pattern.)

To deal with the sample of random customers, the cluster sampling method was
adopted. Five cluster of five sampling stages were required to be applied with the

cluster sampling method.

The "first cluster" first stage was to determine the regions and governorates “location”
to collect data from the sample. Geographically, Jordan is divided into twelve
governorates by the administrative divisions system of the Ministry of Interior. The
governorates of Jordan are located in one of the three regions: (1) the northern region,
which includes four governorates: Irbid, Ajloun, Jerash and Mafraq; (2) the central
region, which includes four governoratesL Amman, Balga, Zarga, and Madaba; (3)
the southern region, which includes four governorates: Karak, Tafilah, Ma'an and

Agaba.>®

This study used the simple random sampling method; where three types of bank
customers from three governorates "location” were selected, each governorate
represent one region, namely; (1) bank customers in Irbid governorate which
represent governorates of the northern region, (2) bank customers in Amman
governorate which represent governorates of the central region, (3) bank customers in

Karak governorate which represent governorates of the southern region.

The "second cluster” second stage was to determine the working days to collect data

from the sample in the three aforementioned governorates. This study used the simple

%89 Anwarul Yagqin, Ibid, pp.228.
%% According to the Jordanian Administrative Divisions Regulation No. (46) of 2000.
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random sampling method. The data were collected in twenty-one working days; each

governorate has a share of seven working days.

The "third cluster" third stage was to determine the time to collect data from the
sample within the twenty-one working days. This study used a simple random
sampling method in which five working hours per day were used to meet with the

bank customers.

The "fourth cluster” fourth stage was to determine which banks to conduct the
questionnaire with their customers. This study adopted a simple random sampling
method; seven banks were selected for the researcher to conduct a survey on their
customers. The banks were (1) Cairo Amman Bank, (2) Jordan Kuwait Bank, (3)
Jordan Ahli Bank, (4) Bank of Jordan, (5) Jordan Commercial Bank, (6) Housing

Bank, and (7) Jordan Islamic Bank.

The “fifth cluster” fifth stage was to determine the branches of the aforementioned
banks which conduct the survey with their customers. The aforementioned banks have
many branches: Cairo Amman Bank currently operates three branches across Karak
and thirteen branches across Irbid, and thirty-nine branches across Amman.>** Jordan
Kuwait Bank currently operates one branch in Karak, four branches across Irbid, and
forty-two branches across Amman.*** Jordan Ahli Bank currently operates one branch

in Karak, seven branches across Irbid, and thirty-seven branches across Amman.*®

! For more information see website of Cairo Amman Bank at; http://www.cab.jo, accessed
15/10/2014.
2 For more information see website of Jordan Kuwait Bank at; http://www.jkb.com, accessed
15/10/2014.
% For more information see website of Jordan Ahli Bank at; http://www.ahli.com, accessed
12/10/2014.
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The Bank of Jordan currently operates one branch in Karak, nine branches across
Irbid, and seventy-one branches across Amman.”®** The Jordan Commercial Bank
currently operates one branch in Karak, three branches across Irbid, and eighteen
branches across Amman.’®® The Housing Bank currently operates four branches
across Karak, fourteen branches across Irbid, and fifty-seven branches across

6

Amman,*® and the Jordan Islamic Bank currently operates two branches across

Karak, six branches across Irbid, and twenty-eight branches across Amman.>®’

This study used the simple random sampling method; twenty-one branches of the
aforementioned banks were selected for the researcher to conduct a questionnaire
survey with their customers. Each bank represents three branches distributed on three
governorates. The branches are (1) Cairo Amman Bank, (1/a) Yarmouk University
Branch in Irbid, (1/b) Al-Abdali Branch in Amman and (1/c) Mutah University
Branch in Karak; (2) Jordan Kuwait Bank, (2/a) King Abdullah Il St. Branch in Irbid,
(2/b) Khalda Branch in Amman and (2/c) Al-Qalaa St. Branch in Karak; (3) Jordan
Ahli Bank, (3/a) Army St. Branch in Irbid, (3/b) Ibn Khaldoun St. Branch in Amman
and (3/c) Italian Hospital St. Branch in Karak; (4) Bank of Jordan, (4/a) Hakama St.
Branch in Irbid, (4/b) Sweifieh Branch in Amman and (4/c) Al-Nuzha St. Branch in
Karak; (5) Jordan Commercial Bank, (5/a) Bagdad St. Branch in Irbid, (5/b)
Downtown Branch in Amman and (5/c) Main St. Branch in Karak; (6) Housing Bank,
(6/a) Omar Al Mokhtar St. Branch in Irbid, (6/b) Abdoun Branch in Amman and (6/c)

University St. Branch in Karak; and (7) Jordan Islamic Bank, (7/a) Al-Hashemi St.

%% For more information see website of Bank of Jordan at; http://www.bankofjordan.com, accessed
13/10/2014

% For more information see website of Jordan Commercial Bank at; http://www.jcbank.com.jo,
accessed 16/10/2014.

%% For more information see website of Housing Bank at http://www.hbtf.com, accessed 15/10/2014.
7 For more information see website of Jordan Islamic Bank at; http://www.jordanislamicbank.com,
accessed 16/10/2014.
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Branch in Irbid, (7/b) Shmeisani Branch in Amman and (7/c) al-Marj Branch in

Karak.

Interviewing the customers inside the bank branches requires procedures, for instance,
it requires the approval from the main branch. Often the main branches refused,
believing that such studies may disturb their customers, which may negatively affect
the bank’s commercial interest. To overcome this, the researcher decided to interview

the customers at the entrance of the branches.

With regard to the cluster sampling method, three out of the twelve governorates were
selected; twenty-one working days out of the twenty-three working days in a month
were selected; each governorate has seven working days and five working hours out
of seven working hours in the working day were selected. Twenty-one branches were
selected for the carrying of the interview with customers. Through the cluster
sampling method, the researcher was able to collect 533 samples of bank customers.
Table (5.4) shows the details and the results of the random sampling of the banks

customers.

Table 5.4

Details and the Results of the Random Sampling of Banks Customers

(A)  The Northern Region “Irbid Governorate”

No No  The Customers’ Meeting Place Date Time Total
Samples

1. 1. Inthe entrance of Jordan Islamic  4/1/2015 5 hours from10 25
Bank - Al-Hashemi St. Branch, am to 3 pm
Irbid.

2. 2. Inthe entrance of Cairo Amman 6/1/2105 5 hours from10 24
Bank - Yarmouk University am to 3 pm
Branch, Irbid.

3. 3. In the entrance of Jordan Ahli 27/1/2015 5 hours from10 30
Bank - Army St. Branch, Irbid. amto 3 pm

4. 4. In the entrance of Bank of 28/1/2015 5 hours from10 35
Jordan — Hakama St. Branch, am to 3 pm
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Irbid.

5. 5. In the entrance of Jordan 29/1/2015 5 hoursfrom10 25
Commercial Bank - Bagdad St. amto 3 pm
Branch, Irbid.

6. 6. Inthe entrance of Housing Bank 12/2/2015 5 hours from10 24
- Omar Al Mokhtar St. Branch, amto 3 pm
Irbid.

7. 7. In the entrance of Jordan 18/2/2015 5 hoursfrom10 30
Kuwait Bank - King Abdullah 11 am to 3 pm
St. Branch, Irbid.

(B)  The Central Region “Amman Governorate”
No  No  The Customers’ Meeting Place Date Time Total
Samples

8. 1. In the entrance of Jordan 1/2/2015 5 hours from10 31
Commercial Bank - Downtown amto 3 pm
Branch, Amman.

9. 2. In the entrance of Jordan Ahli  2/2/2015 5 hours from10 27
Bank - Ibn Khaldoun St. amto 3 pm
Branch, Amman.

10. 3. Inthe entrance of Jordan Islamic ~ 8/2/2015 5 hours from10 32
Bank - Shmeisani Branch, am to 3 pm
Amman.

11. 4. Inthe entrance of Housing Bank  9/2/2015 5 hours from10 25
- Abdoun Branch, Amman. am to 3 pm

12. 5. Inthe entrance of Cairo Amman  10/2/2015 5 hours from10 24
Bank - Al-Abdali Branch, am to 3 pm
Amman.

13. 6. In the entrance of Bank of 15/2/2015 5 hours from10 29
Jordan-  Sweifieh  Branch, am to 3 pm
Amman.

14. 7. In the entrance of Jordan 16/2/2015 5 hoursfrom10 16
Kuwait Bank - Khalda Branch, amto 3 pm
Amman.

(C)  The South Region “Karak Governorate”
No No  The Customers’ Meeting Place Date Time Total
Samples

15. 1. In the entrance of Jordan 5/1/2016 5 hours from10 19
Commercial Bank - Main St. am to 3 pm
Branch, Karak.

16. 2. In the entrance of Cairo Amman 11/2/2015 5 hours from10 22
Bank-Mutah University Branch, amto 3 pm
Karak.

17. 3. Inthe Jordan Ahli Bank - Italian  17/2/2015 5 hours from10 28
Hospital St. Branch, Karak. am to 3 pm

18. 4. In the entrance of Jordan 22/2/2015 5 hoursfrom10 20
Kuwait Bank - Al-Qalaa St. am to 3 pm
Branch, Karak.

19. 5. Inthe entrance of Jordan Islamic 23/2/2015 5 hours from10 20
Bank - al-Marj Branch, Karak. amto 3 pm

20. 6. In the entrance of Housing Bank 24/2/2015 5 hours from10 24
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— University St. Branch, Karak. am to 3 pm

21. 7. In the entrance of Bank of 25/2/2015 5 hours from10 23
Jordan- Al-Nuzha St. Branch, amto 3 pm
Karak.

Total 533
Samples

5.11.3 The Officers of the Banking Supervision Department at the Jordanian
Central Bank

Article 70 of the Jordanian Banking Law 2000 stipulates that the bank and any
affiliate company can be subject to inspection by the Central Bank. Thus the Central
Bank is considered the supervisory authority responsible for the safety of banking
system. While supervising licensed banks the Central Bank accomplishes such
objectives, in a way that guarantees the rights and the financial position of the
depositors’ shareholders are safe. The Central Bank of Jordan Banking Supervision
Department handles the performance of the banking system institutions, the
inspection of the correctness of the transactions, the stability of its financial positions
in the limits of banking laws, instructions, regulations and practices besides the

requirements of the monetary stability and banking security.*®

The Central Bank of Jordan Banking Supervision Department is in charge of a
number of tasks: (1) Cooperating and coordinating with the Jordanian anti-money
laundering unit and providing it with available information on suspicious transactions
at the banks, (2) contributing in developing evidences that can help monitoring groups
and banks to discover the illegal financial transactions via specific indicators, (3)
asserting that banks have a compliance monitoring policy and providing the
department with this policy also with the names of the persons who are in charge of

executing it; (4) asserting that banks have a plan to manage compliance risks to be set

%% Eor more information see website of Central Bank of Jordan at:
http://www.cbj.gov.jo/organizational.php?menu_id=120 , accessed 11/7/2014.
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in cooperation with the compliance supervision department and ask licensed banks to
provide the Central Bank that informs monitoring groups, about banks that did not
provide the concerned bank with the plan and any remarks about it.”* Hence to
represent the Central Bank in this survey, the officers of the banking supervision

department were selected.

In 2009 the number of employees at the banking supervision department in the
Jordanian central bank was seventy-nine.®® In 2013, the Central Bank of Jordan
supported fifteen new employees to the banking supervision department.®®* Currently,

the total number of employees in the banking supervision department is ninety-four.

Hence the survey applied to ninety-four employees. The number of participants in the
third sample (the officers of the banking supervision department at the Jordanian
Central Bank) was sixteen, thus the survey represented 17% of officers. This

percentage was considered appropriate for generalizing the results.

5.11.4 The Officers of Jordan’s Anti-Money Laundering Unit

The Jordan’s Anti-Money Laundering Unit was established by virtue of the anti-
money laundering law 2007. This law®® has all the necessary powers to analyze and
study the suspicious transaction reports it receives. It can also request information
from the entities subject to the law as well as from any other supervisory,
administrative, judicial, and security authorities. The unit had been a part of the

Central Bank and was separated by law, practically and before the issuance of the

% Mutual Evaluation Report Anti-Money Laundering and Combating the Financing of Terrorism, 19
May 2009, issued by Middle East and North Africa Financial Action Task Force .pp. 123.

890 Mutual Evaluation Report Anti-Money Laundering and Combating the Financing of Terrorism, 19
May 2009, issued by Middle East and North Africa Financial Action Task Force .pp. 123.

801 Mutual Evaluation Report Anti-Money Laundering and Combating the Financing of Terrorism, 30
April 2013, issued by Middle East and North Africa Financial Action Task Force .pp. 14.

802 According to article 7 and 8 from Jordanian Anti Money Laundering Law 2007.
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Anti-Money Laundering Law 2007, where it had been operating pursuant to the

Banking Law 2000.°%

It was previously mentioned that Jordan issued the Anti-Money Laundering Unit
Regulation No. (40) of 2009 which regulates many matters including the unit’s
administrative and financial affairs of the employees. In fact, the Jordan’s Anti-
Money Laundering Unit is divided into three parts: (1) Analysis and IT Department,
(2) External Compliance and Cooperation Department, and (3) Legal Counseling
Department in addition to the Unit Head. According to the organizational structure,
the employee cadre was appointed. Ten employees are distributed among all the

departments of the unit,®* implying that the survey applies to ten employees.

When the researcher requested the unit to conduct the survey the secretary of the unit
claimed that only two employees were specialists in the subject of the questionnaire.
Thus, the number of participants in the fourth sample (the officers of Jordan’s Anti-
Money Laundering Unit) was two, implying that the survey represented 20% of the

officers. This percentage was considered appropriate for generalizing the results.

5.12 Characteristics of the Study Sample

The study sample consisted of 639 individuals. The questionnaires were distributed to
four categories of respondents: (1) the Jordanian anti-money laundering compliance
officers at banks, (2) the bank customers “selective and random sample”, (3) the
officers of the banking supervision department at the Jordanian Central Bank, and (4)
the officers of Jordan’s Anti-Money Laundering Unit. The following table shows the

distribution of the sample according to personal and functional variables.

803 Article 93 of the Banking Law No. 28 of 2000.
804 Mutual Evaluation Report Anti-Money Laundering and Combating the Financing of Terrorism, 30
April 2013, issued by Middle East and North Africa Financial Action Task Force .pp. 19.
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5.12.1 Characteristics of the Jordanian Anti-Money Laundering Compliance
Officers in Banks

Table (5.5) shows the distribution of the sample based on personal and functional

variables.

Table 5.5

Distribution of the Jordanian Anti-Money Laundering Compliance Officers at Banks
Sample by Personal and Functional Variables

Variable Categories Frequency Percent
Age 25-34 years 41 66.1
35-44 years 14 22.6
45-54 years 6 9.7
Above 54 years 1 1.6
Total 62 100.0
Gender Male 32 51.6
Female 30 48.4
Total 62 100.0
Degree High school or equivalent 1 1.6
Bachelor 42 67.7
Master 16 25.8
PhD 3 4.9
Total 62 100.0
Years of Experience 1- 5 Years 26 41.9
6-10 Years 17 27.4
11-15 Years 11 17.8
Above 15 years 8 12.9
Total 62 100.0

Table (5.5) shows that majority of the participants in this sample were between
twenty-five and thirty-four years of age. Only 1.6% were above fifty-four. Nearly half

were male (51.6%) and nearly half were female (48.4%).

Most of the respondents have a bachelor degree (67.7%) followed by master degree
(25.8%) and a doctorate degree (4.9%). They mostly have one to five years of related

experience (41.9%).
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Figure 5.2: Distribution of the Jordanian anti-money laundering compliance officers
at banks according to age

Figure (5.2) shows that majority of the participating Jordanian anti-money laundering

compliance officers were between twenty-five and thirty-four years of age (66.1%).
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Figure 5.3: Distribution of the Jordanian anti-money laundering compliance officers
at banks according to gender

Figure (5.3) shows that majority of the participating Jordanian anti-money laundering

compliance officers were male (51.6%).
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Figure 5.4: Distribution of the Jordanian anti-money laundering compliance officers
at banks according to academic qualification

Figure (5.4) shows that majority of the participating Jordanian anti-money laundering

compliance officers have a bachelor degree (67.7%).
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Figure 5.5: Distribution of the Jordanian anti-money laundering compliance officers
at banks according to years of relevant experience

Figure (5.5) shows that majority of the participating Jordanian anti-money laundering

compliance officers have one to five years of related experience (41.9%).
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5.12.2 Characteristics of the Bank Customers “Selective” Sample

Table (5.6) shows the distribution of the sample based on personal and functional

variables.

Table 5.6

Distribution of Bank Customers “Selective” Sample by Personal and Functional
Variables

Variable Categories Frequency Percent
Age 25-34 years 9 34.6
35-44 years 10 38.5
45-54 years 3 11.5
Above 54 years 4 15.4
Total 26 100.0
Gender Male 15 57.7
Female 11 42.3
Total 26 100.0
Degree Bachelor 18 69.2
Master 6 23.1
PhD 2 7.7
Total 26 100.0
Years of Experience 1-5 Years 4 15.4
6 - 10 Years 11 42.3
11-15 Years 4 15.4
Above 15 years 7 26.9
Total 26 100.0

Table (5.6) shows that majority of the bank customers from the selective sample
(38.5%) aged between thirty-five and forty-four. A total of 34.6% were between
twenty-five and thirty-four and only 11.5% were between forty-five and fifty-four.
Most have a bachelor degree (69.2%) and only 7.7% hold a doctorate degree. Most
have quite extensive experience: 42.3% have between six and ten years of related

experience and 26.9% have more than fifteen years of related experience.
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Figure 5.6: Distribution of bank customers from the selective sample according to age
Figure (5.6) shows that most of the bank customers from the selective sample aged

between thirty-five and forty-four (38.5%).
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Figure 5.7: Distribution of bank customers from the selective sample according to
gender

Figure (5.7) shows that most of the bank customers from the selective sample were

males (57.7%).
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Figure 5.8: Distribution of bank customers from the selective sample according to
academic qualification

Figure (5.8) shows that most of the bank customers from the selective sample (69.2%)

hold a bachelor degree.
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Figure 5.9: Distribution of banks customers from the selective sample according to
years of relevant experience

Figure (5.9) shows that majority of the bank customers from the selective sample

(42.3%) have between six and ten years of relevant experience.
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5.12.3 Characteristics of Bank Customers “Random” Sample

Table (5.7) shows the distribution of sample according to personal and functional

variables.

Table 5.7

Distribution of Bank Customers from Random Sample by Personal and Functional
Variables

Variable Categories Frequency Percent
Age 25-34 years 128 24.0
35-44 years 214 40.2
45-54 years 117 22.0
Above 54 years 74 13.8
Total 533 100.0
Gender Male 372 69.8
Female 161 30.2
Total 533 100.0
Degree High school or equivalent 58 10.8
Bachelor 270 50.7
Master 132 24.8
PhD 73 13.7
Total 533 100.0
Years of Experience 1- 5 Years 106 19.9
6-10 Years 187 35.1
11-15 Years 133 25.0
Above 15 years 107 20.0
Total 533 100.0

Table (5.7) shows that most of the bank customers from the random sample aged
between thirty-five and forty-four (40.2%) and only 13.8% aged more than fifty-four.
Most are males (30.2%), and most (50.7%) hold a bachelor degree. Only 10.8% have
a high-school or equivalent qualification. In terms of work experience, 35.1% have
between six and ten years of relevant experience and another 35.1% have between

eleven and fifteen years of experience.
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Figure 5.10: Distribution of bank customers from random sample according to age

Figure (5.10) shows that most of the bank customers form the random sample (40.2%)

aged between thirty-five and forty-four.
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Figure 5.11: Distribution of bank customers from random sample according to gender

Figure (5.11) shows that most of the bank customers form the random sample (69.8%)

were males.
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Figure 5.12: Distribution of bank customers from random sample according to
academic qualification

Figure (5.12) shows that most of the bank customers form the random sample hold a

bachelor degree (50.7%).
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Figure 5.13: Distribution of bank customers from random sample according to years
of relevant experience

Figure (5.13) shows that most of the bank customers form the random sample has

between six and ten years of relevant experience (35.1%).
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5.12.4 Characteristics of the Officers from the Banking Supervision Department

Table (5.8) shows the distribution of officers from the banking supervision

department according to personal and functional variables.

Table 5.8

Distribution of Officers from Banking Supervision Department by Personal and

Functional Variables

Variable Categories Frequency Percent
Age 25-34 years 12 75.0
35-44 years 4 25.0
Total 16 100.0
Gender Male 10 62.5
Female 6 37.5
Total 16 100.0
Degree Bachelor 5 31.2
Master 8 50.0
PhD 3 18.8
Total 16 100.0
Years of Experience 1- 5 Years 6 37.5
6-10 Years 8 50.0
Above 15 years 2 12.5
Total 16 100.0

Table (5.8) shows that most of the officers from the banking supervision department

aged between twenty-five and thirty-four. Another 25.0% aged between thirty-five

and forty-four. Majority of them are males (62.5%). Half of them have a master

degree (50.0%) and half (50.0%) have between six and ten years of relevant

experience.
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Figure 5.14: Distribution of officers from banking supervision department sample
according to age

Figure (5.14) shows that most of the officers from the banking supervision department

aged between twenty-five and thirty-four (75.0%).
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Figure 5.15: Distribution of officers from banking supervision department according
to gender

Figure (5.15) shows that most of the officers from the banking supervision department

were males (62.5%).
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Figure 5.16: Distribution of officers from banking supervision department sample
according to academic qualification

Figure (5.16) shows that most of the officers from the banking supervision department

hold a master degree (50.0%).
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Figure 5.17: Distribution of officers from banking supervision department according
to years of relevant experience

Figure (5.17) shows that most of the officers from the banking supervision department

according have between six and ten years of relevant experience (50.0%).
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5.12.5 Characteristics of Officers from the Unit Sample

Table (5.9) shows the distribution of officers from the Unit sample based on personal

and functional variables.

Table 5.9

Distribution of Officers from Unit Sample According to Personal and Functional
Variables

Variable Categories Frequency Percent
Age 25-34 years 1 50.0
35-44 years 1 50.0
Total 2 100.0
Gender Male 2 100.0
Total 2 100.0
Degree Bachelor 2 100.0
Total 2 100.0
Years of Experience 1- 5 Years 1 50.0
6 - 10 Years 1 50.0
Total 2 100.0

Table (9) shows that half of the officers from the Unit sample were between thirty-
five and forty-four (50.0%) and another half (50.0%) were between twenty-five and
thirty-four. All (100.0%) were males and all (100.0%) hold a bachelor degree. Half of
them have between six and ten years of relevant work experience and another half

have between one and five.
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Figure 5.18: Distribution of officers from the Unit sample according to age

Figure (5.18) shows that half of the officers from the Unit sample were between
twenty-five and thirty-four (50.0%), and another half were between thirty-five and

forty-four (50.0%).
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Figure 5.19: Distribution of officers from the Unit sample according to gender

Figure (5.19) shows that all of the officers from the Unit sample were male.
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Figure 5.20: Distribution of officers from the Unit sample according to academic
qualification

Figure (5.20) shows that all of the officers from the Unit sample have a bachelor

degree.

60
40
20/ N //

i 143, 6-10. |

|
| Figure of Experience Variable |

Figure 5.21: Distribution of officers from the Unit sample according to years of
relevant experience

Figure (5.21) shows that half of the officers from the Unit sample have between one
and five years of relevant experience, and another half have between six and ten years

of relevant experience.
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5.13 Reliability Analysis

The internal consistency reliability of each dimension was assessed by Cronbach’s
Alpha. The highest Cronbach' alpha value reached 0.87 for customer's satisfaction
domain. The lowest alpha value was 0.75 for banking secrecy principle domain. The
total alpha values of study tool reached 0.84, indicating that the reliability is accepted.

Table (5.10) shows the result of the reliability test.

Table 5.10

Result of Reliability Test (Cronbach' Alpha)

No Domain Alpha Items No
1 General Measures 0.79 8
2 Protection of Bank 0.83 5
3 Banking Secrecy Principle 0.75 7
4 Banking Products 0.80 7
5 Customer's Satisfaction 0.87 16
Total study tool 0.84 43

5.14 Appropriate Test Data of the Study

Multilink is one of the problems facing the statistical estimation of the regression
coefficients, hence it was difficult to determine the effects of discrete variables and
assess the problem that multilink has been relaying on Variance Inflation Factor

(VIF). Table (5.11) shows the result of VIF or the independent variables.

Table 5.11

The Result of (VIF) of Independent Variables

Independent Variable Tolerance VIF
General Measures 0.943 1.060
Protection of Bank 0.908 1.102

Banking Secrecy Principle 0.926 1.080
Banking Products 0.825 1.213
Customer's Satisfaction 0.857 1.167
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Table (5.11) shows that the values of VIF are less than 10, and the values of tolerance
are more than 0.05 for all the independent variables. This indicates the lack of
correlation between the multi-independent variables and the acceptance of the

variation in the level of each variable of the independent variables of the study.

5.15 Normal Distribution of the Study Variables

A Kolmogorov — Smirnov Z test was applied to the dependent and independent
variables to reveal normality and curve normality. The z value for each variable was
less than the criteria value (1.96), indicating a normality distribution for the variables,

as shown in Table (5.12).

Table 5.12

Normal Distribution of the Study Variables

Variables Positive  Negative Kolmogorov- Significant
trend trend Smirnov Z

General Measures 0.064 -0.109 2.767 0.000
Protection of Bank 0.067 -0.051 1.704 0.000
Banking Secrecy Principle 0.090 -0.128 3.224 0.000
Banking Products 0.048 -0.095 2.404 0.000
Customer's Satisfaction 0.047 -0.090 2.286 0.000
Total study tool 0.051 -0.076 1.913 0.001

5.16 Data Analysis and Results

The following tables show the means and standard deviation for each domain and for
each item of each domain. The total means according to the sample type were

calculated.
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Table 5.13

Means and Standard Deviation for Each Domain and Each Sample

Domain No. General Measures

The Banks The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample
Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
544 0.60 5.64 0.57 5.56 054 533 052 413 0.00
Domain No. (2) Protection of Bank
The Bank The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample
Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.41 0.66 5.62 0.99 4.71 074 6.24 057 690 0.14
Item No. (3) Banking Secrecy Principle
The Banks The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample
Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
531 0.66 5.64 0.66 5.58 059 524 059 507 0.10
Domain No. (4) Banking Products
The Banks The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample
Mean S.D. Mean S.D. Mean SD. Mean S.D. Mean S.D.
441 121 4.77 1.15 5.23 063 389 083 200 0.00
Item No. (5) Customer’s Satisfaction
The Banks The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample
Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
468 1.11 5.63 0.85 5.09 055 446 060 288 0.35
Total Means
The Banks The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample
Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
5.08 0.69 5.50 0.54 5.23 029 486 037 379 0.13

Table (5.13) shows that for the sample of Jordanian anti-money laundering

compliance officers, the highest mean (6.41) was recorded for protection of bank

domain, and the lowest mean (3.89) was recorded for banking products domain. As

for the bank customers selective sample, the highest mean (5.64) was recorded for

284



general measures domain and banking secrecy principle domain, and the lowest mean

(4.77) was recorded for banking products domain.

The table also shows that for the random sample of bank customers. The highest mean
(5.58) was recorded for banking secrecy principle domain, and the lowest mean (4.71)
was recorded for protection of bank domain. As for the officers of the banking
supervision department at the Jordanian Central Bank, the highest mean (6.24) was
recorded for protection of bank domain, and the lowest mean (3.89) was recorded for

the banking products domain.

Regarding the officers of Jordan’s Anti-Money Laundering Unit, the highest mean
(6.90) was recorded for protection of bank domain, and the lowest mean (2.00) was

recorded for banking products domain.

5.16.1 Data Analysis and Results for General Measures Domain

Table 5.14

Means and Standard Deviation for General Measures Domain

Item No. (1) Combating money laundering is not just a matter of fighting crime but
also preserving the integrity of banks from being abused by money launderers.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.52 0.65 5.96 0.77 5.87 1.21 6.69 048 7.00 0.00

Iltem No. (2) The anti-money laundering obligations have posed legal and
administrative burdens on banks which are onerous and may involve serious legal
obligations and other deficient compliance liabilities.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
568 1.26 5.69 1.01 5.86 1.27 556 126 2.00 0.00

Item No. (3) The anti-money laundering obligations produce a significant shift in the
ways banks interact with their existing and potential customers.
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The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample
Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.34 0.81 6.04 0.87 5.95 105 6.00 126 6.00 0.00

Item No. (4) The anti-money laundering obligations ask banks to act as informers
when they are asked to disclose suspected transactions.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
492 1.77 5.69 1.05 5.76 1.31 469 158 1.00 0.00

Item No. (5) In complying with anti-money laundering obligations banks are placed in
a difficult commercial position when trying to find a balance between the avoidance of
criminal liability on the one hand and commercial liability on the other.

The Bankers  The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
5.06 1.48 5.42 1.47 5.10 1.33 444 171 1.00 0.00

Item No. (6) The Anti-Money Laundering department in banks is a non-productive
department and increases the economic burdens on banks.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D.  Mean S.D. Mean S.D.
269 212 450 1.84 4.66 1.11 250 163 2.00 0.00

Item No. (7) Money laundering through banks increases the threat posed by serious
crime, by facilitating the underlying crimes and providing funds for investments that
allow the criminal enterprise to continue its operations.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.05 134 5.81 0.98 5.55 1.20 644 051 7.00 0.00

Item No. (8) The flow of large amounts of funds from money laundering could
significantly affect exchange, interest rates, create artificial demand and affect pricing
in a particular area.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.29 0.89 6.04 0.72 5.74 1.42 631 101 7.00 0.00
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Total Means

The Bankers  The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
544 0.60 5.64 0.57 5.56 0.54 533 052 413 0.00

Table (5.14) shows that the highest mean reached for the Jordanian anti-money
laundering compliance officers was 6.52 for item (1) “combating money laundering is
not just a matter of fighting crime but also preserving the integrity of banks from
being abused by money launderers”, and the lowest mean (2.69) was recorded for
item (6) “the anti-money laundering department in banks is a non-productive
department and increases the economic burdens on banks.” For the bank customers
selective sample, the highest mean was recorded at 6.04 for item (3) “the anti-money
laundering obligations produce a significant shift in the ways banks interact with their
existing and potential customers” and item (8) “the flow of large amounts of funds
from money laundering could significantly affect exchange, interest rates, create
artificial demand and affect pricing in a particular area.” The lowest mean (4.50) was
recorded for item (6) “the anti-money laundering department in banks is a

nonproductive department and increases the economic burdens on banks.”

As for the bank customers random sample, the highest mean (5.95) was recorded for
item (3) “the anti-money laundering obligations produce a significant shift in the ways
banks interact with their existing and potential customers.” The lowest mean (4.66)
was recorded for item (6) “the anti-money laundering department in banks is a
nonproductive department and increases the economic burdens on banks.” As for the
officers of the banking supervision department at the Jordanian Central Bank, the

highest mean (6.69) was recorded for item (1) “combating money laundering is not
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just a matter of fighting crime but also preserving the integrity of banks from being
abused by money launderers”, and the lowest mean (2.50) was noted for item (6) “the
anti-money laundering department in banks is a nonproductive department and

increases the economic burdens on banks.”

With regard to the officers of Jordan’s Anti-Money Laundering Unit, the highest
mean recorded was 7.00 for item (1) “combating money laundering is not just a
matter of fighting crime but also preserving the integrity of banks from being abused
by money launderers”, item (7) “money laundering through banks increases the threat
posed by serious crime, by facilitating the underlying crimes and providing funds for
investments that allow the criminal enterprise to continue its operations”, and item (8)
“the flow of large amounts of funds from money laundering could significantly affect
exchange, interest rates, create artificial demand and affect pricing in a particular
area”, and the lowest means (1.00) was recorded for item (4) “the anti-money
laundering obligations ask banks to act as informers when they are asked to disclose
suspected transactions” and item (5) “in complying with anti-money laundering
obligations banks are placed in a difficult commercial position when trying to find a
balance between the avoidance of criminal liability on the one hand and commercial

liability on the other.”

5.16.2 Data Analysis and Results for Protection of Bank Domain

Table 5.15

Means and Standard Deviation for Protection of Bank Domain

Item No. (1) The Bank's anti-money laundering procedures protect it from legal

liability.
The Bankers The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample

Sample
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Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.61 0.78 6.00 0.94 3.96 1.58 6.25 1.06 7.00 0.00

Item No. (2) The Bank's anti-money laundering procedures protect it from the boycott
of international banks.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.35 0.94 6.04 0.66 5.06 1.44 656 0.63 7.00 0.00

Item No. (3) The Bank's anti-money laundering procedures protect it from collapse.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.50 0.65 5.46 1.24 4.42 1.36 656 051 650 0.71

Item No. (4) The Bank's anti-money laundering procedures protect its customers from
getting involved in money laundering crimes.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.08 1.30 5.38 1.30 5.10 1.74 544 163 7.00 0.00

Item No. (5) The Bank's anti-money laundering procedures prevent money-laundering
criminals from getting into the banking system.

The Bankers  The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.48 0.92 5.19 1.77 5.00 1.59 6.38 0.62 7.00 0.00

Total Means
The Bankers The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample

Sample
Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.41 0.66 5.62 0.99 471 0.74 6.24 057 690 0.14

Table (5.15) shows that for the sample of Jordanian anti-money laundering
compliance officers at banks, the highest mean (6.61) was reached for item (1) “the
bank's anti-money laundering procedures protect it from legal liability”, and the

lowest mean (6.08) was reached for item (4) “the bank's anti-money laundering
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procedures protect its customers from getting involved in money laundering crimes.”
As for the selective sample of bank customers, the highest mean (6.04) was recorded
for item (2) “the bank’s anti-money laundering procedures protect it from the boycott
of international banks”, and the lowest mean (5.19) was recorded for item (5) “the
bank's anti-money laundering procedures prevent money-laundering criminals from

getting into the banking system.”

On the other hand, for the random sample of bank customers, the highest mean (5.10)
was recorded for item (4) “the bank's anti-money laundering procedures protect its
customers from getting involved in money laundering crimes”, and the lowest mean
(3.96) was recorded for item (1) “the bank's anti-money laundering procedures protect
it from legal liability.” Regarding the officers of the banking supervision department
at the Jordanian Central Bank, the highest mean (6.56) was recorded for item (2) “the
Bank’s anti-money laundering procedures protect it from the boycott of international
banks” and item (3) “the bank's anti-money laundering procedures protect it from
collapse.” The lowest mean (5.44) was recorded for item (4) “the bank’s anti-money
laundering procedures protect its customers from getting involved in money

laundering crimes.”

As for the officers of Jordan’s Anti-Money Laundering Unit, the highest mean (7.00)
was recorded for item (1) “the bank's anti-money laundering procedures protect it
from legal liability”, item (2) “the bank's anti-money laundering procedures protect it
from the boycott of international banks”, item (4) “the bank's anti-money laundering
procedures protect its customers from getting involved in money laundering crimes”,
and item (5) “the bank's anti-money laundering procedures prevent money-laundering

criminals from getting into the banking system”, but the lowest mean (6.50) was
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recorded for item (3) “the bank's anti-money laundering procedures protect it from

collapse.”

5.16.3 Data Analysis and Results for Banking Secrecy Principle Domain

Table 5.16

Means and Standard Deviation for Banking Secrecy Principle Domain

Item No. (1) The commercial success of banking business and the sanctity of the
relationship between banker and customer are based on banking secrecy principle.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.23 0.82 6.04 1.04 6.26 1.17 6.13 1.15 7.00 0.00

Item No. (2) The banking secrecy is a customer privilege whereas combating money
laundering crime is critical for public safety and security.

The Bankers -~ The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample ~ Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.24 0.82 6.23 0.65 6.36 1.14 6.31 0.79 650 0.71

Item No. (3) The anti-money laundering procedures threaten the principle of banking
secrecy because banks may disclose information when compelled by legislation.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
381 198 5.15 1.71 6.20 1.15 394 165 200 0.00

Item No. (4) The threat of money laundering makes the overriding of banking secrecy
unjustified because without a flow of information from the banks, the effective
prevention of the menace is not possible.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
516 1.53 5.50 1.24 5.17 1.18 438 167 550 071

Item No. (5) Customers prefer to deal with banks that absolutely adhere to the banking
secrecy principle.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample
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Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
582 1.09 5.77 0.91 5.54 1.50 6.13 1.15 6.00 0.00

Item No. (6) By requiring banks to disclose suspected transactions, there is the danger
that customers may lose confidence since their secrets are not kept safely with banks.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
411 1.88 5.12 1.45 541 1.36 413 175 150 0.71

Item No. (7) Anti-money laundering obligations provide sufficient safeguards to
ensure that the disclosure of customer’s information is carried out in a manner that is
not prejudicial to the interest of customers.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
579 1.19 5.69 1.01 4.09 1.07 569 120 7.00 0.00

Total Means
The Bankers The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample

Sample
Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
531 0.66 5.64 0.66 5.58 0.59 524 059 507 0.10

Table (5.16) shows that for the Jordanian anti-money laundering compliance officers
at banks, the highest mean was recorded at 6.24 for item (2) “the banking secrecy is a
customer privilege whereas combating money laundering crime is critical for public
safety and security”, and the lowest mean was recorded at 6.08 for item (3) “the anti-
money laundering procedures threaten the principle of banking secrecy because banks
may disclose information when compelled by legislation”. For the selective sample of
bank customers, the highest mean was recorded at 6.23 for item (2) “the banking
secrecy is a customer privilege whereas combating money laundering crime is critical
for public safety and security”, and the lowest mean was recorded at 5.12 for item (6)
“by requiring banks to disclose suspected transactions, there is the danger that

customers may lose confidence since their secrets are not kept safely with banks.”
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As for the random sample of bank customers, the highest mean reached 6.36 for item
(2) “the banking secrecy is a customer privilege whereas combating money
laundering crime is critical for public safety and security”, and the lowest mean was
4.09 for item (7) “anti-money laundering obligations provide sufficient safeguards to
ensure that the disclosure of customer’s information is carried out in a manner that is
not prejudicial to the interest of customers.” With regard to the officers of the banking
supervision department at the Jordanian Central Bank, the highest mean obtained was
6.31 for item (2) “the banking secrecy is a customer privilege whereas combating
money laundering crime is critical for public safety and security”, and the lowest
mean obtained was 3.94 for item (3) “the anti-money laundering procedures threaten
the principle of banking secrecy because banks may disclose information when

compelled by legislation.”

Regarding the officers of Jordan’s Anti-Money Laundering Unit, the highest mean
reached 7.00 for item (1) “the commercial success of banking business and the
sanctity of the relationship between banker and customer are based on banking
secrecy principle” and item (2) “the banking secrecy is a customer privilege whereas
combating money laundering crime is critical for public safety and security”, and the
lowest mean was recorded at 1.50 for item (6) “by requiring banks to disclose
suspected transactions, there is the danger that customers may lose confidence since

their secrets are not kept safely with banks.”
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5.16.4 Data Analysis and Results for Banking Products Domain

Table 5.17

Means and Standard Deviation for Banking Products Domain

Item No. (1) The bank's commitment to anti-money laundering procedures ceases
some banking services.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
424 1.77 4.12 1.34 4.12 1.58 344 146 2.00 0.00

Item No. (2) Forcing banks to bear the costs of anti-money laundering affects
providing the best time and price of banking service.

The Bankers  The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
445 1.70 4.69 1.41 5.60 1.43 288 120 200 0.00

Item No. (3) The bank commitment for checking all its customers data, whether valid
or not, leads to increasing the burden of the bank.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
453 1.74 5.12 1.42 5.84 1.35 419 176 200 0.00

Item No. (4) Despite the fact that e-banks provide fast services, banks commitment to
monitor and audit the movement of client's account increases the time of transaction.

The Bankers  The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
482 148 5.31 1.41 5.95 151 469 145 200 0.00

Item No. (5) The costs resulting from following up customer's accounts and reporting
the financial operations costs weaken the banks' competitive capacity.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
3.82 174 4.38 1.58 4.63 1.96 3.00 103 150 0.71

Item No. (6) The nature of the transferred money makes it difficult for the bank to

verify the true beneficiary of the wire transfer.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
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Sample
Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
395 191 4.35 1.55 4.43 1.60 425 181 250 0.71

Item No. (7) If the bank is requested to monitor the use of money, the nature of
transactions, the commercial as well as the security background of its clients, the
burden and the time of the banking operation will increase.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
508 1.59 5.46 1.10 6.02 1.45 481 122 200 0.00

Total Means
The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample

Sample
Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
441 1.21 4.77 1.15 5.23 0.63 3.89 083 200 0.00

Table (17) shows that for the Jordanian anti-money laundering compliance officers at
banks, the highest mean reached 5.08 for item (7) “if the bank is requested to monitor
the use of money, the nature of transactions, the commercial as well as the security
background of its clients, the burden and the time of the banking operation will
increase”, and the lowest mean was 3.82 for item (5) “the costs resulting from
following up customer's accounts and reporting the financial operations costs weaken
the banks' competitive capacity.” As for the selective sample of banks customers, the
highest mean reached 5.46 for item (7) “if the bank is requested to monitor the use of
money, the nature of transactions, the commercial as well as the security background
of its clients, the burden and the time of the banking operation will increase”, and the
lowest mean was 4.12 for item (3) “the bank commitment for checking all its

customers data, whether valid or not, leads to increasing the burden of the bank.”

As for the random sample of bank customers, the highest mean reached 6.02 for item

(7) “if the bank is requested to monitor the use of money, the nature of transactions,
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the commercial as well as the security background of its clients, the burden and the
time of the banking operation will increase,” and the lowest mean was 4.12 for item
(1) “the bank's commitment to anti-money laundering procedures ceases some
banking services.” As for the officers of the banking supervision department at the
Jordanian Central Bank , the highest mean recorded was 4.81 for item (7) “if the bank
IS requested to monitor the use of money, the nature of transactions, the commercial
as well as the security background of its clients, the burden and the time of the
banking operation will increase”, and the lowest mean recorded was 2.88 for item (2)
“forcing banks to bear the costs of anti-money laundering affects providing the best

time and price of banking service.”

As for the officers of Jordan’s Anti-Money Laundering Unit, the highest mean
recorded was 7.00 out of 7 for item (6) “the nature of the transferred money makes it
difficult for the bank to verify the true beneficiary of the wire transfer”, and the lowest
mean was 1.50 for item (5) “the costs resulting from following up customer's accounts

and reporting the financial operations costs weaken the banks' competitive capacity.”

5.16.5 Data Analysis and Results for Customer's Satisfaction Domain

Table 5.18

Means and Standard deviation for Customer's Satisfaction Domain

Item No. (1) Some clients do not understand the reasons for such procedures taken by
banks to combat money laundering.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.02 1.15 5.85 1.01 4.86 1.76 513 1.09 6.00 0.00

Iltem No. (2) The bank’s mistaken reports of suspicious transactions leads to the
client's dissatisfaction, thereby this may jeopardize the client's relationship with the
bank.

The Bankers  The Selective The Random The Central The
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Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.

503 1.68 6.04 0.92 6.62 085 519 138 1.00 0.00

Item No. (3) The banks are reluctant to ask their wealthy clients questions related to
anti-money laundering because banks are afraid of their dissatisfaction and want to
maintain a close relationship with their clients.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
434 1.77 5.58 1.60 5.51 1.73 475 129 200 0.00

Item No. (4) The bank's commitment to collect information about the customers when
carrying out business with large amounts of money causes the client's dissatisfaction.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
519 1.45 5.81 0.98 5.66 1.42 438 154 6.00 0.00

Item No. (5) Tracing the customer's account movement such as withdrawing and
depositing causes the client's dissatisfaction.

The Bankers ~ The Selective The Random The Central The
Sample Customers Customers Sample ~ Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
489 142 5.92 1.13 5.61 1.57 425 181 1.00 0.00

Item No. (6) The bank's duty to send the client's confidential information to the
competent authorities requested causes the client's dissatisfaction.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
424 1.79 5.69 1.44 4.56 1.30 450 193 1.00 0.00

Item No. (7) The Bank's procedures of updating clients' information periodically cause
the client's dissatisfaction.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
466 1.85 5.65 1.41 4.84 1.90 369 158 350 212

Item No. (8) The Bank's procedures of verifying the source of the customer's money
(deposit) cause the client's dissatisfaction.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample
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Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
532 1.42 5.77 1.11 5.50 1.55 456 167 450 0.71

Item No. (9) The Bank's procedures of monitoring unusual activity cause the client's
dissatisfaction.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
508 1.53 5.65 1.32 5.18 1.58 456 171 200 0.00

Item No. (10) The Bank's procedures of verifying the identity of the real beneficiary
owner cause the client's dissatisfaction.

The Bankers  The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
5.02 1.66 5.35 1.52 4.66 1.71 356 163 350 212

Item No. (11) The bank'’s restrictions on funds transfer hinder attracting capitals.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
432 1.68 5.19 1.47 5.46 1.52 456 150 200 0.00

Item No. (12) The bank's commitment to not dealing with digital accounts hinders
attracting capitals.

The Bankers  The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
3.81 213 5.31 1.44 441 1.31 444 109 200 0.00

Item No. (13) The bank's commitment to not opening an account for a client who did
not provide all his information hinders attracting capitals.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
3.63 1.99 5.12 1.48 4.96 1.64 450 137 200 0.00

Item No. (14) The costs of complying with anti-money laundering obligations are
added to the cost of the service provided to the customers.

The Bankers The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
3.60 1.84 5.46 1.36 2.45 1.52 419 156 150 0.71

Item No. (15) The anti-money laundering obligations are not enough capable of
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preventing money launderers from using banks, also they add burdens on the banks
and their customers.

The Bankers  The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
355 2.00 5.31 1.46 4.64 1.85 294 139 150 0.71

Item No. (16) It is crucial at this time in Jordan to establish effective coordination
between legislators and the banking industry in order to minimize problems faced by
the banks with their customers.

The Bankers  The Selective The Random The Central The
Sample Customers Customers Sample  Bank Sample  Unit Sample
Sample

Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
6.18 1.31 6.46 0.71 6.53 0.97 6.13 131 650 0.71

Total Means
The Bankers The Selective The Random The Central The
Sample Customers Customers Sample Bank Sample  Unit Sample

Sample
Mean S.D. Mean S.D. Mean S.D. Mean S.D. Mean S.D.
468 1.11 5.63 0.85 5.09 0.55 446 060 288 0.35

Table (5.18) shows that for sample of Jordanian anti-money laundering compliance
officers at banks, the highest means reached (6.18) out of (7) for item (16) “it is
crucial at this time in Jordan to establish effective coordination between legislators
and the banking industry in order to minimize problems faced by the banks with their
customers”, and the lowest mean was (3.55) for item (15) “the anti-money laundering
obligations are not enough capable of preventing money launderers from using banks,
also they add burdens on the banks and their customers.” As for the selective sample
of bank customers, the highest means reached (6.46) out of (7) for item (16) “it is
crucial at this time in Jordan to establish effective coordination between legislators
and the banking industry in order to minimize problems faced by the banks with their
customers.” The lowest mean (5.12) was reached for item (13) “the bank's
commitment to not opening an account for a client who did not provide all his

information hinders attracting capitals.”
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On the other hand, the highest mean for the random sample of bank customers was
6.62 for item “the bank’s mistaken reports of suspicious transactions leads to the
client's dissatisfaction, thereby this may jeopardize the client's relationship with the
bank”, and the lowest mean was 2.45 for item (14) “the costs of complying with anti-
money laundering obligations are added to the cost of the service provided to the
customers.” As for the officers from the banking supervision department at the
Jordanian Central Bank sample, the highest mean was recorded at 6.13 for item “it is
crucial at this time in Jordan to establish effective coordination between legislators
and the banking industry in order to minimize problems faced by the banks with their
customers” and the lowest mean (2.94) was recorded for item (15) “the anti-money
laundering obligations are not enough capable of preventing money launderers from

using banks, also they add burdens on the banks and their customers.”

As for the officers of Jordan’s Anti-Money Laundering Unit sample, the highest mean
was recorded at 6.50 for item (16) “it is crucial at this time in Jordan to establish
effective coordination between legislators and the banking industry in order to
minimize problems faced by the banks with their customers”, and the lowest means
(1.00) was recorded for item (2) “the bank’s mistaken reports of suspicious
transactions leads to the client's dissatisfaction, thereby this may jeopardize the
client's relationship with the bank”, item (5) “tracing the customer's account
movement such as withdrawing and depositing causes the client's dissatisfaction” and
item (6) “the bank’s duty to send the client's confidential information to the competent

authorities requested causes the client's dissatisfaction.”

300



5.17 Discussion

Questionnaires were distributed among the four samples: the Jordanian anti-money
laundering compliance officers at banks, who represent the Jordanians bankers’
(whom the law is applied) opinion; (2) the bank customers, who represent the
Jordanian banks’ customers’ (who is applied by the law) opinion; (3) the officers of
the banking supervision department at the Jordanian Central Bank, who represent the
Central Bank of Jordan’s (who monitors the applied law) opinion; and (4) the officers
of Jordan’s Anti-Money Laundering Unit, who represent the Jordanian law

enforcement authority’s (the police of law) opinion.

5.17.1 Discussion of the Personal and Functional VVariables

This study seeks to empirically ascertain a basis for better understanding of the
officers’ experiences and qualifications. With regard to the bankers sample, 51.6%
were males and the rest were females. Sixty percent of them aged between twenty-
five and thirty-four, and only 1.6% were over fifty-four. Only 1.6% of them hold a
high school degree, and most of them (67.7%) have a bachelor degree. Majority
(41.9%) have between one and five years of working experience and only 12.9% had
more than fifteen years of relevant experience. From these statistics, the researcher
extrapolated that the sample consisted of well-qualified individuals who are
sufficiently experienced and knowledgeable of their industry sector. It also reflects the

employers’ attention to hiring specialists for their banks.

With regard to the length of time the respondents have been spending as anti-money
laundering compliance officers at banks, distinct types of services emerged. About
thirty percent stated that they had been in the post for between eleven and fifteen
years or more. This cannot be technically correct as the role of anti-money laundering
compliance officers at banks has only been made a legal requirement since 2007.
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After further analysis, the researcher observed that the officers have actually fulfilled
various internal banks functions. It was also clear that the job as anti-money
laundering compliance officer was simply “added” to their overall compliance
function. Nevertheless, 69.3% of them stated that they had been in that post between

one and ten years, which in this case, is rather accurate.

With regard to selective sample of bank customers, 57.7% of them were males and
34.6% aged between twenty-five and thirty-four. A total of 38.5% aged between
thirty-five and forty-four and only 11.5% aged between forty-five and fifty-four. All
of the respondents have professional and academic qualifications: Majority (69.2%)
hold a bachelor degree, 23.1% have a master degree, and 7.7% have a doctorate
degree. Majority of them (42.3 %) have between six and ten years of related

experience.

After extrapolating the above statistics, the researcher gathered that the sample
consisted of well-qualified and sufficiently experienced individuals form the industry.
It also reflects the importance attached by the employers in hiring recognizable and

well-qualified practitioners.

With regard to the random sample of bank customers, 69.8% of the respondents were
male, and majority (40.2%) aged between thirty-five and forty-four. More than half
(50.7%) hold a bachelor degree and only 10.8% of them hold a high school Also,
most of them (35.1%) had experience “naturally different from their works” between
six and ten years, 25.0% between eleven and fifteen years and 20.0% had such

experience for more than fifteen years.

After extrapolating of the above statistics, the researcher concluded that this sample is
well-qualified individuals who are sufficiently experienced and knowledgeable about
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the industry that is “naturally different from their works.” This also reflects how much

they understand the subject of this questionnaire.

Regarding the officers of the banking supervision department, most of them (62.5%)
were male, and most (75.0%) aged between twenty-five and thirty-four. Half of them
(50.0%) hold a master degree, 31.2% hold a bachelor degree, and 18.8% hold a
doctorate degree. Half of them have between six and ten years of working experience

(50.0%) and 37.5% of them have between one and five years of relevant experience.

The above statistics suggest that the sample consists of well-qualified officers with
sufficient experience and knowledge about their industry. This reflects the Jordanian

government attention in hiring specialists in the Jordanian central bank.

The Unit sample consisted of only two participants. Both were male, one aged
between twenty-five and thirty-four and another was between thirty-five and forty-
four. Both of them hold a bachelor degree. One had experience between one and five

years, and another had experience between six and ten years.

In conclusion, the above statistics indicate the sample is made of well-qualified
individuals who are sufficiently experienced and knowledgeable about their industry

sector, reflecting the Jordanian government’s attention in hiring specialists in the unit.

5.17.2 Discussion of the Dangers of Money Laundering

As mentioned, money laundering can have devastating social, political, and economic
consequences for countries, particularly for developing countries and countries with
fragile financial systems. Criminal organizations often use their illegal profits to bribe
governments or individuals. This can undermine democratic institutions and threaten

good governance by promoting public corruption via bribery, kickbacks, collection of
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referral fees, and misappropriation of corporate taxes, licence fees, and illegal

campaign contributions.

Money laundering can threaten national economies and private sectors. Criminals can
use their profits to acquire control or infiltrate legitimate business, putting legal
competitors out of business. As a cover for the criminals’ activities, the legitimate
business is useful for their organizations. Such business operation is for laundering

illegal proceeds.

Usually, money laundered via legitimate business is placed in investments that
generate little additional productivity for the broader economy, for instance, in real
estates, arts, jewelleries, antiques, and luxury automobiles. Diverting resources to less
productive domestic assets or luxury imports is a serious detriment to economic
growth for developing countries. It can distort the capital flows and international trade

for long- term economic development.

For the above reasons, all of the participants believed that the flow of large amounts of
funds from money laundering could significantly affect exchange, interest rates,

create artificial demand and affect pricing in a particular area.®®

As defined in previous chapters, it is clear that money laundering encompasses a wide
range of activities that aim to disguise or hide the crime proceeds. As such, drug
trafficking, corruption proceeds, and any other form of serious crimes are within the
range of the law on money laundering. Drug trafficking, according to a report by the
Financial Action Task Force, remains the single largest source of criminal proceeds.
The next largest sources are the various types of frauds, smuggling, casino gambling,

and human trafficking. The motive for money laundering is tax evasion, thus the

%95 |tem (8) of general measures domain.
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crime must be criminalized and criminal proceeds must be disrupted in the interests of
banks and customers so that the crimes will no longer pay and criminals will have less

motivation to commit the crimes.

It is clear that facilitating the underlying crimes and providing funds for reinvestment
allow the criminal enterprise to continue its operations. For this reason the samples
believed that money laundering through banks increases the threat posed by serious
crime, by facilitating the underlying crimes and providing funds for investments that

allow the criminal enterprise to continue its operations.®®

5.17.3 Discussion of the Positive Repercussions of the Obligations

Effective implementation of the anti-money laundering law is vital to protect banks
from being abused by money launderers and criminals. A sound and strong financial
system is vital for bringing confidence to investors in order to invest in a country and
thus to create incomes, wealth, and employment. Any abuse of banks by money
launderers would weaken public confidence in banks alongside with all its negative
consequences. For this reason the participants of this survey believed that combating
money laundering is not just a matter of fighting crime but also preserving the

integrity of banks from being abused by money launderers.®®”

In fact, the objectives of crime prevention will be taken down if the bank does not
comply with anti-money laundering obligations. Noncompliance can result in
penalties and fines and negative publicity for the banks.®®® The anti-money laundering

law could expose the management and employees of banks to a very severe

8% |tem (7) of general measures domain.
%7 |tem (1) of general measures domain.
808 See supra section 4.17.2.
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punishment if they are negligently involved in activities of money laundering.®®
However, the anti-money laundering law is still considered a major tool for
preventing the Jordanian banks from being abused by criminals. The enactment of the
anti-money laundering law is seen as a proactive approach of the Jordanian

government to protect banks’ integrity from being abused by criminals.

As mentioned in chapter three, the Jordanian anti-money laundering law criminalizes
money laundering and introduces mechanisms for financial intelligence and
investigation. The legislation also provides measures for the freezing, seizure, and
forfeiture of property involved or derived from activities of money laundering. The
legislation also imposes various preventive procedures, measures, and obligations to
be undertaken by banks. The preventive measures include the obligation to report
cash transactions and suspicious transactions, keep records, establish compliance
program, and identify and verify customers. Chapter four mentions that customer
identification does not only help banks to detect, deter, and encounter money
laundering, but also provide tangible benefits for the banks, their customers, and the

entire financial systems.®*

By giving a positive analysis of the effective implementation of the anti-money
laundering obligations and procedures, it is clear that these obligations and procedures
have positive impact on the Jordanian banking sector. The procedures will protect
banks from legal liability and the boycott of international banks. They also protect the

banks from collapse and their customers from getting involved in crimes, and prevent

809 See supra section 3.4.6.4.
810 See supra section 4.17.3.
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criminals from getting into the banking system. The main benefits are increased

market confidence and reduced crimes.®*!

For the above reasons, the four sample respondents with the exception of the random
customers sample recognized that the bank's anti-money laundering procedures
protect it from legal liability.”® They also believed that the bank's anti-money

laundering procedures protect it from collapse.®*®

It appeared that the random customers sample was not convinced about the
importance of combating money laundering at banks. This response was not
unexpected due to the lack of coverage media on the issues of money laundering in
Jordan. Therefore the Jordanian law enforcement authorities must concentrate on
raising the awareness among the public, for instance, by raising awareness through the
media. Lack of awareness may lead to the citizens’ not understanding the reasons of

anti-money laundering procedures taken by the banks.

Nevertheless, the lack of conviction by the random customers sample was to some
extent “not absolute.” All of the samples believed that the bank's anti-money
laundering procedures protect it from the boycott of international banks.®** They also
believed that the bank's anti-money laundering procedures protect its customers from
getting involved in money laundering crimes.”® As previously mentioned, they
believed that the bank's anti-money laundering procedures prevent money-laundering

criminals from getting into the banking system.®*°

%11 See supra section 4.17.2.

%12 |tem (1) of Protection of Bank domain.
%13 |tem (3) of Protection of Bank domain.
814 Item (2) of Protection of Bank domain.
%15 |tem (4) of Protection of Bank domain.
816 |tem (5) of Protection of Bank domain.
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It was also mentioned that the anti-money laundering obligations require banks to
establish a number of counter-measures such as hiring of compliance officers. To the
law enforcement agencies, banks are considered an important source of valuable
information for money laundering detection. Moreover, banks are required to conduct
training and awareness programs on anti-money laundering practices and measures
for its compliance officers. These officers should be aware that they may be held
personal liable for any failure to observe the internal requirements of anti-money

laundering.®"’

Hence, when the respondents were asked whether they thought that the anti-money
laundering department in banks is a non-productive department and increases the

®18 the bankers, the central bank officers and the Unit

economic burdens on banks,
officers disagreed. The rest of the samples were neutral. It is clear from the
respondents’ experience that the establishment of such a department in banks would
lead to protecting their customers from getting involved in crimes, thus preventing

criminals from getting into the banking system. The establishment also protects banks

from the boycott of international banks, hence it protects banks from collapse.

5.17.4 Discussion of the Negative Repercussions of the Obligations

The previous analyses concluded that views of almost all of the samples were
compatible about the positive impact of the law and about the dangers of money
laundering. However, there is still a very clear divergence of opinion between the
samples, partly because of their different backgrounds. The bankers looked at the
subject from the viewpoint of applying the law. The customers looked at the subject

from the viewpoint of who is applied by the law. The Central Bank, on the other hand,

817 See supra section 3.4.6.2
%18 |tem (6) of General Measure domain.
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looked at the subject from the viewpoint of who monitors the law while the Unit
looked at the subject from the viewpoint of the police of law. Accordingly, each

sample would defend its interests in answering the various items.

Indeed, the obligations of anti-money laundering have positive impact on the
Jordanian banking sector; they protect the national economy from the dangers of
money laundering through banks, and they protect the banks from getting involved in
operations of money laundering. These procedures also protect Jordanian banking
activity from legal accountability and collapsing. However, the obligations have
negative impacts when the processes are applied on bank operations. The procedures
increase service costs, the factor that can negatively affect the quality and volume of
the banking services. This has a negative consequence on the volume of deposits in

the Jordanian banking system.

As mentioned in chapter three, the past few years have witnessed a fundamental
change in the legal and regulatory environment relating to the measures of anti-money
laundering in Jordan. Chapter four denotes that Jordanian legislations primarily aim at
meeting all the international standards regarding anti-money laundering legislations
imposed on banks. In spite of that, not all the imposed international standards are
applicable in Jordanian banks.®*® In implementing the anti-money laundering laws, the
Jordanian banks have found themselves having to comply with an increasing number
of obligations. The laws have put legal and onerous administrative burdens on banks

and may involve serious legal and other liabilities for deficient compliance.

For instance, the banks need to comply with substantial changes in due diligence

procedures and customer identification. They are also required to obtain more detailed

819 See supra section 4.17.2
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information of higher risk customers. They need to identify any unusual activity that
may be indicative of money laundering thus they are required to monitor customer’s
activity. The requirement of suspicious transaction report also poses several
challenges and issues. Clearly it is hard for banks to justify suspicious transaction
report because it is very subjective. This problem would also lead to defensive and
mistaken reporting. If left unchecked, the misreporting would result in a flood of
reporting and consequently may jeopardize the effectiveness of the suspicious

transaction report regime.

Because of that, all the survey participants, with the exception of the Unit sample,
believed that the anti-money laundering obligations have posed legal and
administrative burdens on banks which are onerous and may involve serious legal
obligations and other deficient compliance liabilities.®”® (This item recorded a mean
of 2.00 out of 7.) This finding was expected because the Unit contributed to enacting
the obligations with the Jordanian law maker. They believed that it is their duty to
defend the obligations. However, the experiences of banks, customers, and the central
bank have proven the otherwise: The responsibility has indeed posed legal and

administrative burdens on banks.

Legal and administrative burdens are imposed when the banks have to establish on-
going training programs for their staff.®** They are also imposed when the banks have
to adopt new procedures to detect and deter money laundering, and such a measure is
not only costly but also time consuming.®? To make matters worse, severe

punishment awaits those who fail to comply with the laws.®?® This is the price to be

520 |tem (2) of General Measures domain.
62! See supra section 3.4.5.

622 See supra section 3.5.

623 See supra section 3.4.6.4
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paid given the risks posed by money laundering to the banks. Furthermore, it is clear
that the knowing-your-customer policy is difficult to be implemented since there is no

obvious end point to the information collected by the bank.®**

At the same time, the obligations of anti-money laundering also impose hard
standards on correspondent banking arrangements due to the bank’s vulnerability to
money laundering. Before establishing correspondent banking relationship, banks are
legally required to identify and verify other banks. Even if the parties are not their
direct customers, the banks are required to know the details of all parties in a
correspondent banking transaction. The banks are also required to understand and
monitor the nature of the transactions, the intended use of the funds, the people to

whom they deal with and their background, and the countries involved.®®

The obligations on the correspondent banking relationship can be regarded as a
significant step towards further protection of the international banking system.
However, the responsibilities may put unnecessary burden on banks if they are left
unchecked. In fact, the laws prescribe to whom the bank could do business with, and
this is particularly true. Hence all of the survey participants and again, with the
exception of the Unit sample, believed that in complying with anti-money laundering
obligations, banks are placed in a difficult commercial position when trying to find a

balance between the avoidance of criminal liability and commercial liability.®?

Also here the Unit's position represents the position of defender of obligations. (Their

response reached 1.00 out of 7.00.) This current status clearly indicates a gap between

624 See supra section 4.17.3.
625 See supra section 3.4.1.2.
826 |tem (5) of General Measures domain.
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the views of the Jordanian law enforcement authority and the views of banks and

customers.

The obligations also require banks to monitor customer activity in order to identify
any unusual activity during the course of a continuing relationship. Transaction
monitoring is an integral part of the measures of risk-based anti-money laundering
because it aims to allow businesses to flow smoothly while acknowledging the level
of risk posed by the customers. However, without a clear picture of the customers’
financial behavior at any point of time, the approach of risk assessment is operating
with a reduced level of information, thus it can significantly reduce its effectiveness.
Therefore, throughout the relationship ongoing monitoring is vital in ensuring that the

banking services are not being exploited for money laundering.®?’

Previous chapters also confirm that the obligations have imposed a number of
obligations on banks, for instance, customer identification and due diligence, record
keeping, reporting suspicious transactions, appointment of compliance officers, and
training. Complying with these obligations can increase the costs and complexity of
banking operations.®”® Clearly the Jordanian banks are spending high for complying
with anti-money laundering. They need to spend significant amounts of money to
install or upgrade sophisticated monitoring systems in order to keep pace with the

increasing regulatory obligations.®®

More importantly, it is likely that the increased costs incurred by banks will be passed

to the customers. The survey uncovered that 30.8% of the respondents admitted that

827 See supra section 3.4.2.
628 See supra section 4.17.2.
629 See supra section 4.17.4.
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the costs of monitoring electronic transfers added to the provided customers services

cost.®°

When the respondents were asked whether they agree or disagree that the costs of
complying with anti-money laundering obligations are added to the cost of the service

provided to the customers,®®!

almost all did not agree to that the banks added the costs
of complying obligations to the cost of the service. Only the selective customers

sample agreed to this item.

The selective customers may have approved to this item because the Jordanian laws
also impose obligations on brokers firms to counter money laundering activities.
These obligations also include the obligation to identify and verify customers, report
cash and suspicious transactions, establish risk assessment, establish compliance
program, and keep records. Hence the brokers firms are forced to bear the costs of
these obligations. Concerning the increased costs, it appears that the brokers firms

accepted the idea that these costs are passed to the customers.

The survey has also concluded that banks exist to make as much profits as possible.
Complying with these obligations is a prolonged process hence it imposes burden on
the banks. Monitoring transactions appeared to take most of the costs and time.?*? A
total of 73.8% of the respondents claimed that monitoring of transactions and unusual

transactions delay banking operations.®®

However, when the respondents were asked whether they thought that forcing banks

to bear the costs of anti-money laundering affects providing the best time and price of

%% See supra section 4.17.4.
%31 |tem (14) of Customer's Satisfaction domain
632 See supra section 4.17.2.
633 See supra section 4.17.4
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banking service®®* or in other words, the bank's commitment to anti-money laundering

procedures ceases some banking services,®®

they differed in their opinions. The
bankers sample and the selective customers sample were neutral to some extent, while
the random customers sample agreed to it. Again, the Unit's position represents the
position of defender of obligations, but these items imply the Central Bank's position

to the position of Unit, where the central bank sample and the Unit sample disagreed

to the items.

Actually, the bankers’ hesitation was due to the fact that not all obligations are costing
the banking service. Some obligations can be applied to banking services at no cost.
For instance, the obligation of not dealing with numbered accounts is one of the

obligations that can be applied at no cost because it is prohibited®*®

in advance by the
central bank in Jordan before such obligation was enacted in Instructions No.
51/2010. To some extent there is a negative impact coming from the cost of these
obligations to providing the best time and price of banking service. For the same
reason, when the bankers sample were asked whether they thought that the bank's

commitment to not dealing with digital accounts hinders attracting capitals,®®’

they
disagreed while the random customers sample and the central bank sample were
neutral. The selective customers sample agreed a little and the Unit sample disagreed.
It appeared that for this item, the Unit's opinion was harmonious with the bankers'

opinion.

%% |tem (2) of Banking Products domain.

%% |tem (1) of Banking Products domain.

8% According to article 2 of the Risk Management Principles for Electronic Banking, No.10/1/3344,
date 12/3/2005.

87 |tem (12) of Customer's Satisfaction domain
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Hence, when the respondents were asked whether they thought that if the bank is
requested to monitor the use of money, the nature of transactions, the commercial as
well as the security background of its clients, the burden and the time of the banking

operation will increase,®*®

all of them agreed to this item except for the Unit sample.
It seemed that the Unit sample always took the role of defender of the obligations.
Hence it is clear that the monitoring obligation, nature of transactions, and security

background of customer will increase burden to the bank.

On the other hand, the anti-money laundering obligations require banks to take the
necessary measures to ensure that the records of existing customers remain relevant
and updated. Regular reviews of the records should be conducted particularly when a
significant transaction is to take place, or when there is a material change in the way
the account is operated, or when the customer’s documentation standards change
substantially, or when it discovers that the information held on the customer is
insufficient. However, when the respondents were asked whether they thought that the
bank commitment for checking all its customers data, whether valid or not, leads to

increasing the burden of the bank,®*®

they clearly differed in their opinions. The
bankers sample was neutral, inclining to a little agreement to some extent. The
customers sample agreed but the central bank sample was neutral to this item. Again
the Unit's position represents the position of defender of obligations; they disagreed to

this item.

In fact, the hesitation of the bankers to answer the item was because the data

validation system involves the use of computer. Each bank has an e-link with the

%% |tem (7) of Banking Products domain.
%39 Item (3) of Banking Products domain.
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Jordanian Civil Status and Passport Department.®”® This e-link makes the data
validation of the Jordanian customers easier for bank. However, not all customers
have databases in the Jordanian Civil Status and Passport Department, for instance,
this department has no databases for foreign customers and legal persons. These cases
increases the burden on the banks; the banks need to check the validity of the

customers’ data.

As mentioned in chapter three, internet banking has three characteristic that pose
money laundering risks namely the ease of access through the internet, the
depersonalization of contact between the bank and the customer, and the electronic
transactions rapidity. When an account is accessed through the internet, there is no
human intervention that can help to detect unusual or suspicious activities. Also,
information on access to the account from other geographic locations would also not
necessarily be detectable. Hence, it is a challenge to determine the jurisdiction for the

supervision and licensing of financial services offered via the internet.%

The respondents differed when asked whether they thought that despite the fact that e-
banks provide fast services, banks commitment to monitor and audit the movement of
client's account increases the time of transaction.®** The bankers and the Central
Bank’s to some extent were neutral, inclining to agreement, while the customers
agreed. Again, the Unit's position represents the position of defender of obligations,

and they disagreed to this item. As clarified in chapter four, the banks need to spend

%9 The Civil Status and Passport Department established in Jordan by virtue of Law No. 34 For 1973,
in order to carry out the task of registering citizens. This Department is subordinated to the Jordanian
Minister of Interior. For more information see website of the Jordanian Civil Status and Passport
Department at; http://www.cspd.gov.jo , assessed 24/5/2015.

64! See supra section 3.4.1.2.4.

%42 Item (4) of Banking Products domain.
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significant amounts of money to install or upgrade sophisticated monitoring systems

to keep pace with the increasing regulatory obligations.®*

Chapter four also clarifies that despite having sophisticated monitoring technology
that detects and monitors money laundering risks, the banks are still greatly
depending on the vigilance of their staffs to identify and monitor suspicious
activities.*** Thus it is clear that the bank's commitment to monitor and audit the
movement of customers account in Internet banking would increase the transaction

time.

Majority of the survey participants stated that the obligations of monitoring operations
and the movement of customer accounts led to the increase in the cost of combating
money laundering. A majority of 73.8% of the participants claimed that the
obligations of monitoring of unusual transactions and transactions of customer delay
banking operations. ®**> However, when the respondents were asked whether they
thought that the costs resulting from following up customer's accounts and reporting

%46 the bankers

the financial operations costs weaken the banks' competitive capacity,
and the customers did not say “no”, and neither they said “yes”. In other words, they

were neutral whereas the Central Bank and the Unit disagreed to the item.

The bankers and the customers’ hesitation is logical. There are no official statistics
that show the costs of following up customer's accounts and reporting of financial
operations thus it is not possible to compare between the banks. Therefore, the
bankers and customers could not measure if the costs of those obligations have

affected the competitiveness.

%3 See supra section 4.17.4.
644 See supra section 4.17.4
%45 See supra section 4.17.4.
%4 Item (5) of Banking Products domain.
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As mentioned, the flows of dirty money through wire transfers are almost impossible
to detect due to their complexity, frequency, or volume. When the respondents were
asked whether they thought that the nature of the transferred money makes it difficult

%47 the bankers and the

for the bank to verify the true beneficiary of the wire transfer,
Unit disagreed, while the rest of the samples were neutral. It is clear from the
respondents’ experiences that the anti-money laundering obligations are capable of

verifying the true beneficiary of the wire transfer, despite its volume and complexity.

The obligations of anti-money laundering provide detailed procedures to be complied
by the bank when dealing with wire transfers. The procedures aimed at ensuring that a
bank has greater information about the beneficiary of the transfer. They also dictate as
much information as possible be supplied throughout the payment chain. ®*® However,
when dealing with wire transfers these detailed procedures to be complied by the bank

can increase the costs and complexity of wire transfers operations.

Wire transfers are widely used in commercial transactions because they provide a
low-cost, efficient, and high-volume payment system. However, it has been
recognized that wire transfers is one of the most efficient methods for laundering
criminal proceeds. In an attempt to lose the money trail before funds arrive at their
ultimate destination it has been reported that large banks provide a more secure
environment to send the wire transfers, along with the ability to route the transactions
through multiple hubs. Complicated wire transfers will hinder law enforcement
detection because they create financial transactions trails that are complex and
confusing.®* Nearly half of the participants (49.2%) believed that the obligations of

record keeping of e-transactions imposed on banks are not effective enough to combat

%7 |tem (6) of Banking Products domain.
%48 See supra section 3.4.1.2.8.
649 See supra section 3.4.1.2.8.
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money laundering, either because of the of cooperation inadequacy between
technology providers internationally to exchange information, or because of the

criminals use of a higher level of encryption.®®°

Therefore when the respondents were asked whether they thought that the bank's
restrictions on funds transfer hinder attracting capitals,®®" they differed in their
opinions. The bankers and the Central Bank were neutral, inclining to agreement
while the customers agreed to the item. Again, the Unit's position represents the

position of defender of obligations; they disagreed to this item.

Finally, it must be emphasized that when the person acting on behalf of the
beneficiary is unable or refuses to provide the information on the identity of the
beneficiaries, the bank must not permit that person to open a client account and
consider submitting a suspicious transaction report. As for an existing customer, the
bank must not continue to transact with and for that person until further verification is
conducted to its satisfaction. Clearly, the requirement to identify and verify
beneficiary such as account puts a significant burden on the Jordanian banks because

of the complex nature of such account.®®?

For the above reasons, when the respondents were asked whether they thought that the
bank's commitment to not opening an account for a client who did not provide all his

information hinders attracting capitals,®*

they differed in their opinions. The
selective customers agreed while the random customers and the Central Bank were

neutral, inclining towards agreement. The bankers disagreed a little, inclined towards

%0 See supra section 4.17.6

%! |tem (11) of Customer's Satisfaction domain.
852 See supra section 3.4.1.2.4.

%3 |tem (13) of Customer's Satisfaction domain.
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being neutral. Again, the Unit's position represents the position of defender of

obligations; they disagreed to the item.

In summary, despite the positive impact of the anti-money laundering obligations, the
survey shows that the obligations have various negative repercussions on the banks
and their customers. It is clear that in complying with the anti-money laundering
obligations, banks are placed in a difficult commercial position. The obligations have
also posed legal and administrative burdens on banks, and have affected the banks
providing the best time and price of banking service. This eventually hinders the

attracting of capitals.

5.17.5 Discussion of the Direct Effect of the Obligations on the Customers

It has been established that the anti-money laundering obligations have positive and
negative impact on banks. This section clarifies how these obligations made a
significant shift in the way banks interact with their existing and potential customers,
causing their dissatisfaction ultimately. This section also maintains the very clear
divergence of opinion among the samples, the difference being due to their different
backgrounds. The bankers looked at the subject from the viewpoint of applying the
law while the customers looked at the subject from the viewpoint of who is applied by
the law. The Central Bank looked at the subject from the viewpoint of who monitors
the law while the Unit looked at the subject as the police of law. Because of this

diversity, each sample defended its interests in their responses to different items.

All of the sample recognized that the anti-money laundering obligations produce a
significant shift in the ways banks interact with their existing and potential

customers.®* For instance, banks are required to obtain more detailed information of

%4 Item (3) of General Measures domain.
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customers. The requirement of suspicious transaction report also poses several issues
and challenges and banks are also required to monitor customer activity to identify
any activity that may be indicative of money laundering. In particular, the survey
participants believed that the due diligence procedures produce a significant shift in

the way the banks interact with their existing and potential customers.®>®

Apparently, the implementation of anti-money laundering obligations has
significantly affected a bank’s relationship with its customers. However, to improve
the flow of information to law enforcement authorities and to facilitate money
laundering investigation these obligations should take precedence over customer
confidentiality rules,®® so there is the danger that customers may lose confidence that
their secrets are safe with the banks. The authorities are asking banks to act as
informers by requiring banks to disclose suspect transactions. This role contradicted

with their commercial objectives.

When the respondents were asked whether they thought the banking secrecy is a

customer privilege whereas combating money laundering crime is critical for public

657

safety and security>" and whether customers prefer to deal with banks that absolutely

adhere to the banking secrecy principle,®*®

all of them agreed. Thus it is clear that the
participants agreed that customers prefer their information to be absolutely

confidential, without any exceptions set out in laws.

At the same time, when the respondents were asked whether they thought the

commercial success of banking business and the sanctity of the relationship between

%% See supra section 4.17.3.

856 See supra section 3.4.3

%7 |tem (2) of Banking Secrecy Principle domain.
%8 |tem (5) of Banking Secrecy Principle domain.
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banker and customer are based on banking secrecy principle,®*®

all of them agreed.
This result puts into perspective the danger that customers may lose their confidence
in banks, in other words whether their secrets are safe with the banks, particularly

when banks require them to disclose confidential information.

On the other hand, when the respondents were asked whether they thought anti-money
laundering obligations provide sufficient safeguards to ensure that the disclosure of
customer’s information is carried out in a manner that is not prejudicial to the
interest of customers,®® and whether they thought the threat of money laundering
makes the overriding of banking secrecy unjustified because without a flow of
661

information from the banks, the effective prevention of the menace is not possible,

almost all of them agreed.

In fact the anti-money laundering obligations provide sufficient safeguards to ensure
that the customer’s information disclosure is carried out in a manner that is not
prejudicial to the interest of legitimate customers. This is a positive approach that
could protect innocent customers from being mistreated by the law. Even though it is
true that the growing threat of money laundering makes the overriding of banking
secrecy justified because without a flow of information from the banks, it is not

possible that the danger will be effectively prevented.®®

However, the major problem is that many customers do not understand the reasons for
combating money laundering in banks. Hence they do not understand the reasons for
such procedures taken towards them by the banks. When the respondents were asked

whether they thought that some clients do not understand the reasons for such

%9 |tem (1) of Banking Secrecy Principle domain.
%0 |tem (7) of Banking Secrecy Principle domain.
%! |tem (4) of Banking Secrecy Principle domain.
862 See supra section 3.4.3
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procedures taken by banks to combat money laundering,®® almost all of the

participants agreed.

For the above reasons, the customers who did not understand the reasons for
combating money laundering in banks considered that banks act as informers when
disclosing customers’ confidential information. When the respondents were asked
whether they thought that the anti-money laundering obligations ask banks to act as

%4 the bankers and

informers when they are asked to disclose suspected transactions,
the Central Bank were neutral, inclining towards agreement, while the customer
samples agreed. Also, the Unit's position represents the position of defender of

obligations; they disagreed to the item.

Such a state of affairs clearly indicates the customers understanding or lacks of
understanding of the reasons why these procedures are taken by banks to combat
money laundering. It represents the basic dilemma facing the disorder of relationship

between banks and their customers.

To confirm this result, the participants were asked whether they believed that by
requiring banks to disclose suspected transactions, there is the danger that customers
may lose confidence since their secrets are not kept safely with banks.®®®> They were
also asked whether they thought the anti-money laundering procedures threaten the
principle of banking secrecy because banks may disclose information when compelled
by legislation.®® The customers agreed, while the bankers’ sample and the Central
Bank's sample were neutral to some extent, and again the Unit's position represents

the position of defender of obligations; they disagreed to the items. In fact, in this

%3 |tem (1) of Customer's Satisfaction domain

%4 Item (4) of. General Measures domain.

%5 |tem (6) of Banking Secrecy Principle domain.
%8 |tem (3) of Banking Secrecy Principle domain.
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regard the most important is the customers’ samples opinion, because they are directly

affected by applying these obligations.

On the other hand, it must be remembered that in the survey uncovered that the word
suspicion is not explicitly defined in the Jordanian legislations of anti-money
laundering. Thus, the legislations were not clear enough in the related procedures to
cash transaction reports.’®” In fact, the suspicion is rather subjective and is not
specifically defined in Jordanian laws of anti-money laundering. It is generally
accepted that unclear reasons for suspicion are among the issues faced by bankers in
reporting requirement. The term is very subjective and it is hard for banks to justify
suspicious transaction report. This problem would also lead to defensive reporting and
mistaken reporting. This would result in a flood of reporting if left unchecked and
thereby may jeopardize the effectiveness of the suspicious transaction report

regime.®®

When the respondents were asked whether they thought that the bank’s mistaken
reports of suspicious transaction leads to the client's dissatisfaction, thereby this may

jeopardize the client's relationship with the bank,®®

all of them agreed, except for the
Unit sample. Interestingly the Unit sample admitted to agreeing with this item,
probably because they assume the customers do not know that there is a report of

suspicious transactions sent to the Unit.

It also appeared that the customers would be dissatisfied if the banks send their
confidential information to the authorities. When the respondents were asked whether

they thought that the bank's duty to send the client's confidential information to the

%7 See supra section 4.17.5
%68 See supra section 3.4.3.
%9 |tem (2) of Customer's Satisfaction domain.
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670 the bankers and

competent authorities requested causes the client's dissatisfaction,
the Central Bank were neutral while the selective customers agreed. The random
customers were neutral, inclining towards agreement. Again, the Unit's position
represents the position of defender of obligations; they disagreed with the item. It is

clear that most of the samples do not object to the fact that the duty to send the

customer's information to the authorities causes the dissatisfaction of customer.

The survey also uncovered that the customers’ unwillingness to provide the requested
information and to cooperate in the due diligence process may itself be a factor of
suspicion.®” The available literature document that the crime of money laundering
can be categorized as a form of white collar crime. It is one of the nonviolent,
financially motivated crimes which is often committed by powerful and wealthy
customers. They are those whom the banks work closely with, hence the banks are
reluctant to ask these customers about their wealth, fearing the latter’s dissatisfaction.

In this case the bank can easily be exploited for money laundering.®"

When the respondents were asked whether they thought that the banks are reluctant
to ask their wealthy clients questions related to anti-money laundering because banks
are afraid of their dissatisfaction and want to maintain a close relationship with their

clients,®”®

the bankers and the Central Bank were neutral, inclining towards
agreement, while the customers agreed. The Unit maintained its position as the

defender of obligations; they disagreed with the notion.

To verify the accuracy of this result, the researcher reworded the previous item as

follows: the bank's commitment to collect information about the customers when

%70 |tem (6) of Customer's Satisfaction domain.
67! See supra section 4.17.3.

872 See supra section 2.3.

%73 Item (3) of Customer's Satisfaction domain.
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carrying out business with large amounts of money causes the client's

dissatisfaction.”* The result was identical to the result of previous item.

Clearly most of the participants did not object to the fact that banks fear customer’s
dissatisfaction, thus banks are reluctant to ask their customers some hard questions.
Apparently verifying highly risky customers and determining whether their money is
earned out of legitimate sources are not easy tasks for the banks.®” In fact, the
obligation of verifying the source of the customer’s money causes the customers’
dissatisfaction. The respondents were asked whether they thought that the bank's
procedures of verifying the source of the customer's money (deposit) cause the client's
dissatisfaction.?”® The bankers and customers agreed, while the Unit and the Central

Bank were neutral, inclining towards agreement.

In addition, banks are required to trace customer's account movement such as for the
case of huge increase in the cash deposits of customer, performance of many large
cash deposits by a customer in different branches of the bank, concentration on cash
deposits and withdrawals instead of using banking transfers, sudden and prompt
withdrawal of customers balances and many other operations that customers carry

out.®”’

When the respondents were asked whether they thought that tracing the customer's

account movement such as withdrawing and depositing causes the client's

678

dissatisfaction,””® the bankers and the Central Bank were neutral, inclining towards

agreement, while the customers agreed. Also, the Unit's position represents the

87 |tem (4) of Customer's Satisfaction domain.
67> See supra section 4.17.3.

%76 |tem (8) of Customer's Satisfaction domain.
¢77See supra section 3.4.2.

%78 |tem (5) of Customer's Satisfaction domain.

326



position of defender of obligations; they disagreed to this item. It is clear that most of
the participants did not object to the fact that tracing of the customer's account

movement causes customer’s dissatisfaction.

Furthermore, besides conducting customer identification and verification, anti-money
laundering obligations require banks to monitor all customer activity to identify any
unusual activity that may be indicative of money laundering.®”® When the respondents
were asked whether they thought that the bank's procedures of monitoring unusual

activity cause the client's dissatisfaction,®®

the bankers and the customers agreed,
while the Central Bank was neutral, inclining towards agreement. Again, the Unit's

position represents the position of defender of obligations; they disagreed to the item.

As mentioned the anti-money laundering obligations also requires banks to put the
necessary procedures to deal with the risks and regularly review and update their
customers’ profile, especially when there are changes in their nature of business or
employment.®® The survey uncovered that 44.6% of the participants mentioned that

many customers consider the anti-money laundering obligations intrusive.®®

Hence when they were asked whether they thought that the bank's procedures of

updating clients' information periodically cause the client's dissatisfaction,®®

they
differed in opinion, particularly between samples. The bankers and the random
customers were neutral, inclining to a little agreement to some extent, while the

selective customers agreed. The Unit's position represents the position of defender of

obligations, but in this item it engaged the Central Bank's position to the position of

®7% See supra section 3.4.2.

%80 |tem (9) of Customer's Satisfaction domain.
%81 See supra section 3.4.1.1.

%82 See supra section 4.17.2

%83 |tem (7) of Customer's Satisfaction domain.

327



Unit, where the central bank sample and the Unit sample disagreed with this item. It is
clear that most of the samples do not object to the fact that the need to update

information causes the customers’ dissatisfaction.

With regard to the higher-risk customers, a bank is required to conduct enhanced due
diligence. This means that a bank must obtain more detailed information about who is
the real beneficiary owner of an account or a banking service.?®* In addition, a bank
shall set appropriate risk management system in order to determine if a beneficiary
owner is one of the higher risk customers.®® In particular, the survey participants
believed that the requirements for identifying and verifying beneficiary accounts add
a significant burden on the banks because of the complex nature of these accounts and
because dealing with such accounts require the bank employees to have special

skills %%

When the respondents were asked whether they thought that the bank's procedures of
verifying the identity of the real beneficiary owner cause the client's dissatisfaction,®’
the bankers and the selective customers agreed, while the random customers were
neutral, inclining towards agreement. Again, the Unit's position represents the
position of defender of obligations, but this item engaged the Central Bank's position

to the position of Unit. Hence they both disagreed to the item.

While banks are required to obtain more detailed information about who is the real
beneficiary owner, they have no legal power to carry out such investigation with
customers. In case when the customer refuses to provide the information and to

cooperate in the due diligence process, the obligations would then just give the

%8 See supra section 3.4.1.2.5.

%85 See supra section 3.4.2.

%86 See supra section 4.17.3.
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bankers powers of suspicion. As mentioned, the dilemma is the word suspicion, which
is not defined under the Jordanian law. Therefore, the identification standards depend
on the employee’s logic rather than concluded quantitatively.®®® For this reason, the

procedures of verifying the real beneficiary owner cause customers’ dissatisfaction.

Moreover, when the respondents were asked whether they thought that the anti-money
laundering obligations are not enough capable of preventing money launderers from
using banks, also they add burdens on the banks and their customers,®®® they differed
in their opinions. The bankers disagreed, inclining towards agreement while the
random customers were neutral. The selective customers agreed while the random
customers were neutral, inclining towards agreement. Also, the Unit's position
represents the position of defender of obligations. Again it engaged the Central Bank's

position to the position of Unit, hence they both disagreed to the item.

However, the researcher has reworded the item as follows: it is crucial at this time in
Jordan to establish effective coordination between legislators and the banking
industry in order to minimize problems faced by the banks with their customers.®®
Interestingly all the answers had been united where all of the means scored more than
6. If this result is put into perspective with the previous identified result in the
previous paragraph, it can be observed that the samples recognized that anti-money
laundering obligations add burdens to the banks and their customers. Hence it is
crucial to modify the anti-money laundering law in order to minimize problems faced

by the banks with their customers.

%88 See supra section 3.4.3.
%89 |tem (15) of Customer's Satisfaction domain.
5% |tem (16) of Customer's Satisfaction domain.
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It should also be noted that this study arrived to an unexpected outcome: Most of the
answers from the Jordanian anti-money laundering unit were not harmonious with the
answers of the banks and customers. The answers of the banks and customers were
logical and compatible with the results of the literature to some extent, but the
answers of the unit was the opposite. This shows that the Jordanian anti-money
laundering unit was not aware enough about the reality of the obligations of anti-
money laundering and their negative impact on banks and customers. However, the
unit aimed to represent the role of defender of these obligations and to meet the
international requirements of anti-money laundering regardless of banks and
customers perceptions about the impact of these obligations on them. This result was
not favourable: The unit was supposed to be aware of the practical reality and they
should understand the customers and banks’ point of view concerning the difficulties

and problems when applying the obligations.

5.18 Summary

This chapter reports the method adopted for the carrying out of the study and the type
of data required to test the research questions. In addition, it has illustrated the
following procedure for distributing the questionnaires and the main research tools
used for collecting the data. Data were collected from sixty-two participants from the
anti-money laundering compliance officers at banks. They represented 12 out of the
25 banks in Jordan, 26 participants from the brokers firms “stock market”, 10 firms
out of 56 firms, 533 participants as a random sample of banking customers, 16
participants from the banking supervision department at the Jordanian Central Bank,

and 2 participants from Jordan’s Anti-Money Laundering Unit.

The chapter revealed how the anti-money laundering laws affect the relationship
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between banks and their customers. However, this study focuses on the dangers of
money laundering, the positive and negative repercussions of the anti-money
laundering obligations on the banks and their customers, as well as the direct effect of

the anti-money laundering obligations on the customers.

The findings of the study have shown that the anti-money laundering laws can affect
banks’ relationship with customers and other banks. These obligations have negative
impacts when applied to the processes and procedures of anti-money laundering in the
Jordanian banking secrecy. At first sight, it appears that banks can disclose customer’s
information on grounds of suspicion of money laundering activities. However, this is
not really true on closer inspection as there are limits to disclosure. Banking secrecy is
still preserved except where detecting and deterring money laundering outweighs the

overall need to protect the customer’s information.

In addition, the findings of the study have shown that the anti-money laundering
procedures increase time and costs of the banking service, which can negatively affect
the quality and the volume of the provided banking services. Consequently, this will
cause clients’ dissatisfaction. This also negatively affects the volume of deposits in
the Jordanian banking system. For one thing, these procedures have acted as obstacles
to attracting capital into Jordan. It is clear that banks in Jordan faces challenges to

cope with the requirements imposed by the anti-money laundering laws.
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CHAPTER SIX

CONCLUSION AND RECOMMENDATIONS

6.1 Introduction

The most important and largest component of the financial sector in Jordan is
represented by the bank sector. The bank sector mobilizes the national savings and
use them to finance the productive economic sector, hence they play a major role in
pushing the economic growth rates. In the researcher’s view, the starting point of this
thesis is not subject to any counter-argument; the banks and their customers’
protection is indeed necessary for the Jordanian banking industry development. A
sound and strong financial system is vital to bring confidence for investors to invest in
Jordan and therefore create incomes wealth and employments. On the contrary, any
abuse of the financial system will undermine public confidence in the financial system

alongside its negative consequences.

The main objectives of this thesis are (1) to study the Jordanian anti-money
laundering laws that have impacted the banking sectors in Jordan, (2) to examine the
impact of the anti-money laundering laws on the operations of banks, (3) to analyze
how the anti-money laundering laws affect the relationship between the banks and
their customers, and (4) to investigate the perceptions of the bankers towards anti-

money laundering obligations imposed on them.

This study is a socio-legal study. The legal method of analytical and critical
approaches was used to achieve the first and the second objectives. The approaches
had facilitated the researcher in analyzing the factors and laws in order to identify the

points of weaknesses.
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Socio studies with exploratory study were adopted to achieve the third and the fourth
objectives. Accordingly, meeting the third research objective depended on a
questionnaire method, which was conducted on bankers, their customers, the
Jordanian central bank, and Jordan’s Anti-Money Laundering Unit. The questionnaire
survey is a method of collecting information from respondents’ answers. Adopting
this method enables a researcher to obtain information about a person’s views,
opinions, beliefs, ideas, feeling, reactions, appreciation or rejection, likes or dislikes,
or perceptions on any matter. The fourth objectives of this study necessitated the use
of a field survey that also depends on a questionnaire survey method because the

objective was to obtain the bankers’ perception on anti-money laundering laws.

This closing chapter will be divided into three main sections. The first section will
discuss the achieved remarks by the thesis. The second section will cover the

weaknesses in the legislation, and the last section will recommend future studies.

6.2 Achieved Remarks

Money laundering is the lifeblood of criminal organizations. It refers to an act of
hiding or disguising the illicit funds generated from a criminal activity. It helps
distance criminals to enjoy their illegal gains from the proceeds of the underlying
crimes without being afraid of prosecution and confiscation. The criminalization of
money laundering is considered a new tool in countering criminal activities.
Investigating and prosecuting the launderers and confiscating the funds in their
possession can have significant impact on the finances of criminal organizations. This
approach will not only reduce the ability of the criminal organizations to finance
further criminal operations but also lead to a successful prosecution of the

perpetrators.
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It is clear from many definitions that money laundering includes a wide range of
activities that aim to disguise or hide the proceeds of crime. Hence the proceeds of
corruption, drug trafficking, and any other form of serious crimes are within the scope
of money laundering law. Even though most countries have similar criminal offences,
they have adopted various approaches to what constitutes a predicate offence, that is,
the criminal offence that generated the crime proceeds. As such, for the purpose of
money laundering offences, predicate offences vary from one country to another. In
fact, this phenomenon provides gaps that can be manipulated by money launderers,

hindering further international cooperation in fighting money laundering.

Criminals are very inventive in finding ways to launder their dirty funds. The
complexity of the financial systems and the modern communication technology have
greatly assisted in the process of laundering. It is clear that to launder their illegal
proceeds, criminals will often use multiple methods that involve the abuse of the
financial and international trade systems. In fact, money laundering activities are a
combination of the launderer’s imagination, professional expertise, and networks of
contact. Therefore, the responsible authorities are under increasing pressure to detect

and deter the danger of money laundering.

The activities of trade-based money laundering vary in complexity. However, the
most basic schemes are fraudulent trade practices, for instance, under or over
invoicing of services and goods. These fraudulent practices are then integrated into a
web of complex transaction by the more complex schemes, for instance, the value
movement through the financial and international trade systems. Using such complex
systems complicates the detection of illegal money trails. Despite the corporate

entities’ important and legitimate role, under certain circumstances they may be

334



abused by criminals to hide the source of their illegal profits. For example, by setting
up a complex, multi-jurisdictional structure of corporate entities and trust, apparently
the flow of money between these entities may be used to move and launder illegal
profits. Hence it is critical for the Jordanian government to establish measures to fight

money laundering associated with such crime.

At the beginning, the national and international efforts to fight money laundering
were aimed at eradicating the drug trade where the only predicate offence was drug
trafficking. However, with more awareness about money laundering, it became clear
that it was not just the drug trafficking proceeds that were laundered. This led to
extending the range of predicate offences to include other serious offences, for
instance, tax evasion and corruption. After the tragedy of September 11 and with
regard to the war on money laundering, a new dimension was added to the offences.
The financing of terrorism became a major concern of international community. There
has been a growing convergence of the legal frameworks to tackle money laundering
and terrorist financing since the techniques used to launder money are the same ones

used to hide the terrorists’ financing source.

In the past, the activities of money laundering had been associated with organised
crime and drugs trafficking, The September 11 event has highlighted the link between
terrorism financing and money laundering. The traditional model of money
laundering has been affected by terrorism financing where it starts with the “dirty
money” placement into the banking system. However, regarding terrorism financing,
the source of funds may well be legal. In accordance with that, the traditional money
laundering model is effectively reversed, only at the end of the process when funds

are used to finance terrorist operations (funds become “dirty” at that point). Hence, in
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spite of their similarities, money laundering and terrorism financing are activities
which are considered distinct. The nature of the terrorist funds and the size of the
involved transactions make it difficult for anti-money laundering measures to be

applied to terrorism financing.

In fact, international bodies such as the United Nations, the Basle Committee, and the
Financial Action Task Force have played an important role in developing preventive
strategies. A lot of the focus has been on customer due diligence; it is considered as

one of the basic elements in maintaining the banking systems reputation and integrity.

However, is not only the government and law enforcement agencies who are
responsible to fight money laundering; the private sector has a part to play and in this
regard the efforts are laudable of the Wolfsberg Group of bank. A number of
guidelines and principles were introduced by this international private sector initiative
to deal with the reputational damage banks suffered from the media’s disclosure of
their involvement in money laundering operations. For private banking, the Wolfsberg
Principles represent a common global standard. In fact, more and more banks are
signing up to the Principles, which reflect the commitment of the world banking

community towards fighting money laundering.

However, most of the principles and recommendations depend on voluntary
compliance and are nothing more than a form of soft law. They have no legal effect,
though there is now a well-established international legal framework to fight money

laundering.

Nowadays, among the most serious issues facing the international community is
money laundering activities. Most countries including Jordan have established the
measures of combating money laundering. To combat these threats, Jordan
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established the anti-money laundering law in 2007, and thirty days later, the Jordanian
Official Gazette came into force. The gazette was published in the Jordanian Official
Gazette in volume No. 4831, dated June 17, 2007 on page 4130. In 2010, the gazette
was amended by Law Amending (8) of 2010 and Law Amending No. (31) of 2010.
Also, recently the law was amended by Law Amending No. (31) of 2015. The
amending law extended the anti-money laundering mechanism to include measures to
fight terrorism financing. Since September 21, 2010, the anti-money laundering law
has been renamed the Anti-Money Laundering and Counter Terrorist Financing Law
No. 46 for the Year 2007. The law imposes anti-money laundering obligations on
banks, and apart from it, the banks are also subject to the various guidelines of anti-

money laundering issued by the Central Bank of Jordan.

Before that, in Jordan, the legislative protection against money laundering was a set of
disparate laws that was not directly linked to money laundering. These laws deal with
the negative effects of certain crimes, for instance, smuggling, tax evasion, and drug
offenses. However, the following laws have been indirectly governing anti-money
laundering: the Jordanian Penal Law 1960, the Jordanian Conservation of State Funds
Law 1966, the Jordanian Narcotic Drugs and Psychotropic Substances Law 1988, the
Jordanian Customs Law 1998, the Jordanian Money Exchange Business Law 1992
and the Jordanian Banking Law 2000. However, these laws were generally limited
and insufficient. Hence there was a vital need for a stronger and broader law that

covers any criminal activities proceeds.

In fact, the anti-money laundering law enactment in Jordan has filled an important gap
in the fight against money laundering. The anti-money laundering law translates the

international standards on anti-money laundering and counter-terrorism financing
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measures into a national law. The law is up-to-date and comprehensive, and it is
considered an innovative and comprehensive legislation since it covers all aspects of
criminal proceeding related to money laundering and terrorism financing. Away from
fighting money laundering, the law has also introduced several powerful and
innovative measures to facilitate the recovery of illegal proceeds from almost any
serious crime. Hence, the anti-money laundering law in Jordan can be considered a
major new tool in the fight against criminal activities. By using this law as a strategic
approach, law enforcement agencies can effectively detect and confiscate the criminal

proceeds.

In general, combating money laundering is not just a matter of fighting crime but also
a matter of preserving the integrity of financial institutions and banks from being
abused by money launderers. Much of the efforts to combat the menace have been
concentrated on financial institutions and banks. However, money laundering counter-
measures have set significant regulatory and compliance burdens on the involved
institutions. The measures have not only affected the business operations of financial
institutions and banks but also their relationship with their customers and other

stakeholders.

The imposed measures of anti-money laundering by the law apply uniformly to all
financial institutions and designated non-financial institutions and professions. With
the anti-money laundering law implementation, the Jordanian banks need to comply
with an increasing number of regulations and guidelines to fight money laundering. In
fact, the banks are required to identify and verify customers, keep records, establish
compliance program, and report cash and suspicious transactions. Apart from the anti-

money laundering obligations, the bankers must also be aware of the tipping-off

338



offence which prohibits the disclosure of information, and this practice is likely to
prejudice the investigation of money laundering. It is worth mentioning that the
measures of anti-money laundering are critical to protect the stability and integrity of
the Jordanian banking system. However, a question that needs to be asked is whether
these obligations are actually effective in preventing money launderers from using the
banks or whether they simply set unreasonable burdens on the banks and their

customers?

From the findings of the study it is clear that complying with the obligations of anti-
money laundering can increase the complexity of the banking operations. The banks
need to comply with substantial changes in due diligence procedures and customer
identification. Hence, such requirement produces significant shift in the ways banks
interact with their existing and potential customers. For instance, the banks are
required to obtain more detailed information from higher-risk customers. Apparently,
under the laws the examples of “higher-risk customers™ are not clearly defined.
Without clear guidelines, it is doubtful how the banks could effectively implement the

requirements of customer identification and due diligence.

The banks are also required to monitor customer activity to identify any unusual
activity that may indicate activities of money laundering. However, experience has
shown that the main cause of increased anti-money laundering cost faced by the banks
is transaction monitoring. Despite this substantial added cost, banks from several
countries are still facing a significant challenge in monitoring customer’s transaction
and account status, particularly because of the rules of data protection or banking

Secrecy.
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With regard to customer verification, the banks must establish appropriate measures
that are as strict as that for face-to-face, and they must also implement monitoring and
reporting mechanisms to identify any potential activities of money laundering. In
Jordan, implementing the anti-money laundering obligations provides an effective
tool for preventing the abuse of internet banking. However, given the complicated
features of internet banking services, it is critical for the bankers to continuously be

vigilant and aware of any unusual activities arising from such relationships.

The requirement of suspicious transaction report also poses several challenges.
Clearly it is hard for the banks to justify a suspicious transaction report since
“suspicion” is very subjective. Also, such a problem will lead to mistaken and
defensive reporting, which in turn, will result in a flood of reporting if left unchecked.
Eventually, the whole process may jeopardise the effectiveness of the suspicious
transaction report regime. To make things worse, the Jordanian experience has shown
that the suspicious transaction report system has some weaknesses and was under-
utilized by the agencies of legal enforcement. To avoid this problem, a continuous
collaborative relationship is vital among the legislators, the anti-money laundering

unit, and the banking industry in Jordan.

The banking industry has welcomed the risk-based anti-money laundering regime yet
still leaves more rooms for interpretation. The way that risk is conceptualised remains
uncertain. Thus, the effectiveness of the risk-based regulation depends on the
regulated agreeing with the regulators about the risks that need to be controlled and
the way they should be controlled. It is important to ensure that the Jordanian

financial system can be protected in the best possible and affordable way. In fact, the
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risk-based approach concept is based on sound principles. Generating a workable,

flexible, and effective framework is the real challenge.

The banks also faced challenges in complying with the requirement of anti-money
laundering training programs. Properly trained employees are known as the best anti-
money laundering control, but it is evident that there is a serious training programs
deficiency conducted by the Jordanian banks. With respect to the sophisticated and
complex nature of money laundering, such deficiency needs to be addressed seriously

by the Jordanian banks.

The obligations of anti-money laundering dictate that once any internal report of
suspicious transaction is received from the bank’s administrators or employees, the
compliance officer should evaluate the reasons for suspicion. However, if the
suspicion is confirmed, immediately the report will be submitted to the Jordanian
Unit. On the other hand, if the compliance officer decides there are no reasons for
suspicion, in this case the officer must record the decision. Apparently, the
effectiveness of the suspicious transaction report system depends on the compliance
officer's professional knowledge and expertise. Hence, it is critical to ensure that the
compliance officer is given adequate training on the counter-measures of money

laundering.

The findings of the study also show that the anti-money laundering laws can affect the
banks’ relationship with their customers and other banks. For instance, disclosing
customers’ information has overridden the banking secrecy principles and thus can
undermine customers’ trust. When compared to the common law it appears that anti-
money laundering makes greater inroads into the secrecy rule. The banks can disclose

customer’s information on the basis of suspicion of money laundering activities.
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However, with regard to closer inspection this is not really true as there are limits to
disclosure. Banking secrecy was still preserved except where detecting and deterring

money laundering outweighs the overall need to protect the customer’s information.

In spite of the limits imposed on disclosure, there are some aspects of the reporting
obligations that will make their customers wonder whether they can rely on the banks
to keep their affairs secret. Traditionally, the banker-customer relationship was built
on mutual trust, but with the introduction of anti-money laundering laws it appears
that the trust will eventually be replaced with mutual suspicion. With regard to the
growing threat of global money laundering, it is worth to state that this is the price to
be paid because without a flow of information from the banks, preventing such danger

effectively is not possible.

It also appears that the anti-money laundering laws have placed a serious obstacle to
correspondent banking relationships. The laws have made it more difficult for the
Jordanian banks to maintain correspondent banking relationship with foreign banks.
Now the banks are under greater legal obligation to conduct enhance due diligence
reviews of their foreign bank customers, including obtaining information on the
foreign bank’s management, reputation, finances, regulatory environment, and anti-
money laundering measures. It must be said that these strict rules can limit the
Jordanian banks’ ability to expand their correspondent banking networks and overseas

businesses.

In addition, clearly the anti-money laundering laws have posed significant legal risks
on the Jordanian banks. Noncompliance with the anti-money laundering requirements
can expose the banks to serious penalties, for instance, to substantial amount of fines,

imprisonment, and even license revocation. Noncompliance will also affect the banks’
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reputation, and a tarnished reputation can have serious implication on the banks’
business. Therefore, it is important for the banks to implement effective anti-money
laundering measures to manage and lessen the risks of money laundering that are

associated with their transactions, products, customers, and services.

Experience shows that the Jordanian banks have spent a high cost for complying with
anti-money laundering. These increased costs are likely to be passed to the customers.

Unfortunately at this stage it is still unclear if such costs outweigh the benefits.

It is doubtless that it is not easy to find a right balance between the benefits of the
anti-money laundering laws and the costs to banks and their customers. However, it
must be considered that failure to find the right balance not only will create significant
compliance problems for banks, but also may negatively affect the stability, proper
function, and competitiveness of the financial system. In fact, it is unreasonable that
the toughness of the laws seems to fall on the banks having to comply and be

conscientious and to their customers rather than on the criminals.

From the results of this study, it can be evidenced that the reasons for the banks’
dissatisfaction with the anti-money laundering obligations are as follows: (1) The
banks consider that the anti-money laundering obligations primarily aim to meet all
the international standards, but not all of the imposed international standards are
applicable in the banks. The main reason for the bank'’s existence is to make as much
profits as possible, whereas, the main reason for enacting the anti-money laundering
obligations is for public safety and security. Thus the banks are forced to comply with
these obligations since noncompliance can result in fines, penalties, and negative
publicity; (2) the banks are placed in a difficult commercial position when trying to

find a balance between avoiding criminal liability and avoiding commercial liability;
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(3) to combat money laundering, the reasons for such procedures being taken by the
banks are not understood by some customers; (4) these obligations have posed

onerous legal and administrative burdens on the banks.

In addition, (5) Complying with these obligations can increase the cost and
complexity of the banking operations; (6) complying with such obligations take a long
time, for instance, the training obligations, monitoring transactions and analyzing
money laundering report forms; (7) the banks need to spend huge amounts of money
to establish monitoring systems; (8) the word suspicion is not explicitly defined; (9)
identifying suspicious activities by banks depend on the vigilance of their staffs; (10)
there are difficulties in monitoring the account that crosses several different countries;
(11) the legislations do not provide adequate guidance on how banks should
determine which transactions are suspicious; (12) any failure in observing the anti-
money laundering requirements is the banks' responsibility; (13) the bank's
compliance with anti-money laundering obligations in an absolute manner could

threaten the banking secrecy principles.

Moreover, (14) banks have to keep records for a period of time; (15) the
investigations of money laundering take a long time; (16) the e-transactions
obligations of record keeping are not effective enough since the inadequacy of
cooperation between technology providers at the international level to exchange
information and the use of a higher level of encryption by criminals; (17) these
obligations require concentration in training, thus, a large number of employees need
training constantly, which causes a high cost for staff training; and (18) training in
how to suspect banking operations, methods of data validation training, and the

training of monitoring banking transactions methods are not easy.
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From the results of the study, it can be evidenced that the reasons for customers
dissatisfaction about the anti-money laundering obligations were as follows: (1) The
obligations of anti-money laundering produce a significant shift in the ways banks
interact with their customers; (2) these obligations require banks to act as informers
when they are required to disclose any suspected transactions; (3) the procedures of
anti-money laundering threaten the principle of banking secrecy because when banks
are compelled by legislation they may disclose information; (4) there is the danger
that customers may lose confidence when requiring banks to disclose suspected

transactions because their secrets are not kept safely with banks.

The following reasons also dissatisfied the banks’ customers: (5) it is the bank’s duty
to send clients’ confidential information to the competent authorities; (6) the
customers prefer to deal with banks which absolutely adhere to the principle of
banking secrecy; (7) the banks have to bear the costs of anti-money laundering affects
providing the best price and time of the banking service; (8) the bank is committed to
check for checking all its customers data, whether valid or not, and this may lead to
increasing the bank's burden; (9) the bank is commited to monitor and audit the
client's account movement increases the transaction time; (10) when the banks are
requested to monitor the use of money, the transactions nature, the security as well as
the commercial background of its clients, they will increase the burden and the time
of the banking operation; (11) the bank’s mistaken reports of suspicious transactions

may jeopardize the client's relationship with the bank.

The customers were also dissatisfied because of (12) the bank’s commitment to
collect information about the customers when carrying out a business with large

amounts of money; (13) the bank's procedures to update clients' information
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periodically; (14) the bank’s procedure to verify the source of the customer's money
(deposit); (15) the bank’s unusual activity; (16) the bank's procedures of verifying the
identity of the real beneficiary owner; (17) the restrictions of bank on funds transfer
that hinder the attracting of capitals; (18) the bank's commitment to not opening an
account for a client who does not provide all his information, which hinders attracting

capitals.

6.3 Weaknesses in the Jordanian Law

The study found a set of weaknesses in the Jordanian law. First, there is a need to
establish uniformity across the world because the predicate offences for the purpose
of money laundering offences also differ from one country to another. This
phenomenon provides gaps that money launderers can manipulate, and this hinders
international cooperation in combating money laundering. It is important to note that
at the level of national law, actions undertaken on a unilateral basis are unlikely to be
adequate to combat the activities of money. laundering. Hence, there is a critical need

for an effective international cooperation.

It is also important to note that many forms of profit-making crimes are engaged by
criminals as a long-term business. Consequently, law retrospectivity is vital to allow
law enforcement authorities to bring criminals to justice. It is also essential to
facilitate the authorities in confiscating a substantial proportion of the criminal’s
illegal profits. Such an approach would reduce crimes by hindering the criminal
organizations' ability to finance further criminal operations and further bring greater

justice.

As a matter of fact, Justice also requires that the Jordanian government bear all the

costs resulting from anti-money laundering since it is responsible for the law
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enactment. The government is also responsible for the costs of complying with the
increasing regulatory obligations. Under the current law, the banks had to spend
significant amounts of money, and this could be reflected on the customers

negatively.

At present, the Jordanian society needs awareness about the dangers of money
laundering and the reasons of taking the procedures of anti-money laundering. In one
hand, the Jordanian lawmakers are interested in the banks’ awareness. However, they

did not put any regulation to increase the awareness of Jordanian society.

The money laundering counter-measures have put significant regulatory and
compliance burdens on the involved institutions. These measures have not only
affected the business operations of banks and financial institutions, but also their
relationship with their customers and other stakeholders. For example, the Unit is not

aware enough of the impacts of the anti-money laundering laws on the banks.

Establishing measures to combat money laundering is critical for the Jordanian
government, particularly money laundering that is associated with trade-based
activities. On the other hand, this study found that there is a need to create a workable
and well-balanced anti-money laundering regime, where under the current regime

there are a lot of obligations that do not satisfy the banks and their customers.

Furthermore, there is the need to clearly define higher risk customers since under the
laws the higher risk customers are not clearly defined. Without clear guidelines, it is
doubtful that the banks could effectively implement the requirements of customer

identification and due diligence.
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It was found out that there is a need to identify the risks that need to be controlled and
the manner of control where the way that risk is conceptualized is still uncertain. The
risk-based regime still leaves more rooms for interpretation. Therefore, the real
challenge is to generate a framework that is workable, flexible, effective, and of high
level. Finding out whether a customer is a politically exposed person poses particular
challenges for banks. Thus they needed more guidance to determine politically
exposed persons. Consequently it is important for the Jordanian government to
provide the banks with a similar list of politically exposed persons, or provide them
with some other guidance in order to avoid institutions uncertainties. In addition, to
identify how to justify a suspicious transaction report is needed because it is hard for

banks to justify suspicious transaction report since it is very subjective.

A need for training must be under government supervision yet there is a serious
deficiency of training programs conducted by the Jordanian banks. Thus, trainings

under the supervision of banks alone are not enough

It was also found out that there is a need to work on solving problems of the
monitoring customer’s transaction and account status across several different
countries. The banks encountered a significant challenge in monitoring transaction
and account status of customer across several different countries. Moreover, the
measures related to correspondent banking relationships need to be facilitated because
the laws of anti-money laundering has placed a serious obstacle to correspondent
banking. These strict rules can lessen the Jordanian banks’ ability to expand their

correspondent banking networks and overseas business.

Also, this study found that detecting terrorist funds is a very difficult task. Hence to

effectively fight money laundering, legislators and regulators need to bridge the gaps
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in the existing anti-money laundering regime. Therefore, alternative remittance
systems, charities, wire transfers, and cash couriers need to be regulated effectively.
The efforts to hinder terrorist funds also require extensive cooperation on the

international level.

Also, there is a need to provide sufficient human staff to the Unit in order to meet the
challenges of investigating money laundering. The Jordanian Anti-Money Laundering
Unit lacks the sufficient enforcement infrastructure to carry out sophisticated financial
investigations. However, there are limited resources—financial, human, and technical
wise—to carry out inspections and ascertain that the anti-money laundering law

provisions are applied and implemented.

6.4 Recommendations

Money laundering is @ menace and if left unchecked, it could cause many social and
financial problems. Therefore, it is critical to establish - money laundering counter
measures that could stop the criminals from enjoying their illegal profits and more
importantly to prevent them from reinvesting their money in future criminal activities.
Also, the measures could provide law enforcement alongside with innovative tools to
detect criminal activities via the paper trail, and provide an evidentiary link for the

purposes of prosecution between major organizers and criminal acts.

However, before more complex laws are passed, it would be timely to provide the
following suggestions to the Jordanian lawmakers, policy makers, government, and

law enforcement authorities:

(1) The money laundering counter-measures have put significant regulatory and

compliance burdens on the involved institutions. The measures have affected
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not only the banks and financial institutions’ business operations but also their

relationship with their customers and other stakeholders.

(2) It is vital to have a continuous collaborative relationship between the
Jordanian legislators, Jordanian Anti-Money Laundering Unit, and the banking

industry to avoid problems of anti-money laundering in Jordan.

(3) The Jordanian government is the one who should bear all the costs resulting

from anti-money laundering in the banks.

(4) There is a critical need for effective international cooperation. The efforts to
hinder criminal funds also require extensive international cooperation. Because
money laundering is international in nature, it is vital to have a strong
international cooperation between governments. Without mutual assistance in
the investigation and prosecution of offences and cooperation in the
confiscation of the crime proceeds, it would be difficult to combat money

laundering effectively.

(5) There is a need to establish uniformity across the world relating to the range

of predicate offences.

(6) It is necessary to provide sufficient financial, human staff, and technical

assistance to the Unit to meet the challenges in investigating money laundering.

(7) 1tis vital to implement the retrospectivity of the law principle to the laws of

anti-money laundering.
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(8) There is a need to work, via the media, to increase the awareness of the
Jordanian society (banks, customers, and others) about the dangers of money

laundering and the reasons for taking the procedures of anti-money laundering.

(9) The law enforcement and supervisory authorities as well as the regulated
institutions need to increase their awareness of the methods of money
laundering, especially the current and emerging trends. The awareness will
provide them with a better image of the financial system’s vulnerabilities to

exploitation by criminals.

(10) The alternative remittance systems, charities, cash couriers, and wire

transfers need to be regulated effectively.

(11) There is a need to work on solving the problems of monitoring customer’s

transaction and account status across several different countries.

(12) It is necessary to create a workable and well-balanced anti-money

laundering regime.

(13) Higher risk customers should be defined clearly.

(14) How to justify a suspicious transaction report should be identified.

(15) The issue of training must be under government supervision.

(16) The measures related to correspondent banking relationships must be

facilitated.

(17) The measures to combat money laundering associated with the trade-based

money laundering activities must be established.
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(18) The risks that need to be controlled and the manner of control must be

identified.

(19) There is a need to provide banks with a similar list of politically exposed
persons or some other guidance. A detailed guidance is required from the anti-
money laundering regulator in order to enable the banks and their employees to

discharge their legal obligations properly.

The Anti-Money Laundering Unit requires sufficient human resources to meet the
challenges of investigating money laundering. At the current state the unit lacks
sufficient enforcement infrastructure to carry out sophisticated financial
investigations. Financial, human, and technical resources are apparently lacking for
the unit to carry out inspections and ascertain that the anti-money laundering law

provisions are applied and implemented.

To give effect to the above proposals, it is suggested that additional provisions be
made to Article (7) of the Law No. 46, Anti-Money Laundering and Counter Terrorist

Financing Law 2007 as follows:

d- The Unit shall be responsible of allocating a qualified and
sufficient staff in the entities subject to the provisions of the
law.

e- The tasks and authorities of the Unit staff include the
following:

1. Setting continuous training plans and programs for the
staff.

2. Establishing a system that includes policies, procedures,
and controls for anti-money laundering.

3. Setting a system to ensure the identification of the
customers of the entities.

4. Taking procedures to verify the validity of the
information and data obtained from the customers of the
entities.

5. Establishing procedures to deal with the risks of money
laundering.
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6. Classifying customers of the entities according to the
degree of risk related to money laundering.

7. Accurately and continuously monitoring the transactions
with high risk customers of the entities.

8. Setting a policy for preventative measures of the misuse
of modern technologies in money laundering.

9. Analysing any transaction suspected to be related to
money laundering.

10. Taking procedure of suspending, for a period not
exceeding three working days, the on-going process on a
transaction suspected to be related to money laundering.

11. Reporting, in a period not exceeding three working days,
to the competent Prosecutor General for investigation
once sufficient information are available of a transaction
suspected to be related to money laundering.

12. Continuously engaging with the local and international
stakeholders in the prevention of money laundering
activities to ensure equitable, smooth and efficient
administration of law and business efficacy.

After implementing the proposed amendments above, it is suggested that the anti-
money laundering laws be restructured and amended to suit and not contradict the
proposed amendments, especially the restructuring and amendment of Instructions

for Banks No. 51/2010.

The proposed amendments would decrease the burdens of anti-money laundering
obligations imposed on banks because the responsibility of implementing such
obligations will primarily be under the law enforcement authorities, not the banks.
The result would be increased effectiveness and efficiency of implementation of the
laws requirements, as well as the achievement of right balance between the benefits

of the anti-money laundering laws and banks’ interests.

The banks’ primary aim is to make as much profit as possible, whereas the law
enforcement authorities strives primarily to fight money laundering for public
security and safety. Therefore, the proposed amendments would allow the law
enforcement authorities to fulfil their duty regarding public security and the banks to
fulfil their commercial role without additional burdens.
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However, it must be considered that failure to find the right balance will not only
create significant compliance problems for banks but also negatively affect the
stability, proper functioning, and competitiveness of the financial system. In fact, it is
unreasonable that the rigidity of the laws seems to fall on the banks having to comply

and be conscientious and to their customers rather than on the criminals.

Finally, other suggestions and criticisms were made throughout the study regarding
specific points but were not mentioned in the recommendations or in the proposed
model. However, the suggestions should be considered by the Jordanian legislature
when amending or introducing laws relating to anti-money laundering at banks. It is
hopeful that the mentioned recommendations can be considered a modest guide that
will contribute in creating a strong system of anti-money laundering in Jordan.
Further studies covering other areas are certainly needed in order to improve the

entire issue.

Hopefully this study will provide some insight into this area for academics, banks,
banks legal advisers, policy makers, and practitioners, not only in Jordan but also
elsewhere. When considering the international nature of money laundering and
banking, there will be significant interest in how banks operations in Jordan are

affected by the Jordanian laws.

354



Bibliography

13 Years in Prison the Sentence for the Former Jordanian Intelligence Chief
Althahaby, Al Arabiya Network, 11/11/2012,
http://www.alarabiya.net/articles/2012/11/11/248883.html, accessed 2/7/2014.In
Avrabic.

Abdel Mawla, S. (1999). Money Laundering Operations and their Repercussions on
the Economic and Social Changes, the Arab Journal of Security Studies and
Training, Vol. 14, No. 28, In Arabic.

Abdel Moneim , S. (1999). The Criminal Responsibility of the Bank for the Money Is
Clean, Money Laundering Phenomenon, Dar Al-Jame'a Al-Jadeda Publishers ,
Alexandria Egypt, In Arabic.

Abdel Rahman, N. (2000). Banking and Crimes, Dar Wael for printing and
publishing, Amman, Jordan, First Edition, In Arabic.

Abdul Jabbar, S. (2011). Money Laundering Laws and Principles of Shari’ah:
Dancing To the Same Beat?, Journal of Money Laundering Control Vol. 14 ,
No. 3, pp. 198-209.

Abu Al-Wafa, M. Reporting Banks of Suspicious Financial Transactions,
http://gspace.qu.edu.ga/bitstream/handle/10576/9562/030422-0009-
fulltext.pdf?sequence =4, Accessed 25-6-2013. In Arabic.

Abu El-Wafaa, M. (2002). Informing Banks of Suspicious Financial Transactions, A
Research Presented to the Conference in the Bank Operations Legislation, this
conference was held at the faculty of law at Yarmouk university from 22 to 24
December 2002, Irbid, Jordan. In Arabic.

Abu Omar, M. (1999). Penal Responsibility for the Disclosure of Banking Secrecy, A
Comparative Study, Dar Wael Publishers , Amman, Jordan , In Arabic.

Al Kandari, M. (1998). Report of Drugs and Money Laundering Conference Held in
the United States of America, University of Kuwait, Twenty-Second Academic
Year, 3rd Edition, September In Arabic.

Al Kilani, M. (2000). New in the Jordanian Banking Act No. 28 Of 2000, Journal Of
Banks, Issued by the Association of Banks In Jordan , 8th Edition, Vol.18, In
Arabic.

Al Mohsen, D. Economical and Social Effects of Money Laundering Practices «
http://www.burathanews.com/news_article_190394.html , Accessed 25-6-2013.
In Arabic.

Al Mubarak, M. (2003). the Role of Banks in the Control of Money Laundering
Operations, Master Thesis, Naif Arab University for Security Sciences, Riyad-
Saudi Arabia, In Arabic.

Al taweel, Nael Abdulrahman, Crimes Committed on Banking, Vol. 1, First Edition,
Dar Wa'el Publishers, Amman Jordan, (2000). In Arabic.

355


http://www.alarabiya.net/articles/2012/11/11/248883.html
http://www.burathanews.com/news_article_190394.html
http://www.burathanews.com/news_article_190394.html

Al-Abed, H. (2000). E- Money Laundering, Al-Bonok, 7" Edition, Vol.19. In Arabic.

Alasmari, K. (2012). Cleaning up Dirty Money: The Illegal Narcotics Trade and
Money Laundering, Economics & Sociology, Vol. 5, No 2a, pp. 139-148.

Al-Ghamdi, S. (2005). Crime of Money Laundering in the Saudi Regime and
International Conventions, Master Thesis, Naif Arab University for Security
Sciences, Riyad-Saudi Arabia, in Arabic.

Al-Juhani, A. Money Laundering and its Impact on Banking Secrecy, 29/1/2008
http://www.cojss.com/article.php?a=180 , Accessed 21-1-2014. In Arabic.

Al-Kadi, N. And Abu Al-Haj, A. And Matar, M. And Barbour, M. ( 2012). Banks and
Money Laundering Operations, Journal Of Baghdad College Of Economic
Sciences University, Vol. 33, pp.347-371.pp.364. In Arabic.

Al-Khalayla: the Government Facilitates Money Laundering, The website of
Alwakeel news,
18/6/2013,http://www.alwakeelnews.com/index.php?page=article&id=528144#.
U7QzDZSSxKB, accessed 2/7/2014.In Arabic.

Al-Khbayli, A. (2006). Online Money Laundering, A Comparative Study Between
Jordan , Egypt and the United Arab Emirates, Master thesis submitted to the
faculty of graduate studies in Amman Arab university, Amman, Jordan, In
Arabic.

al-Najjar, M. Jordan's population is 9.9 million including 14% Syrians, Aljazeera Net,
http://www.aljazeera.net/news/pages/82a511e0-a822-492a-9fc0-9e4b200166d6,
Accessed 23-4-2014. In Arabic.

Alosh, F., Money Laundering Crime - Stages and Methods, Journal of Human
Sciences, No. 12, PP. 249-264, (2007 http://www.webreview.dz/IMG/pdf/_3-
2.pdf, Accessed 30-4-2014. In Arabic.

Al-Rimawi, L. (2003). Money Laundering Regulations in Jordan: A Positive Example
of A Middle Eastern Country Earnest about Catching up with International
Financial Standards, Journal of Money Laundering Control, Vol. 7, No. 1, pp.
15-17.

Al-Shami, A. (2005). The Phenomenon of Money Laundering in the Light of
International Conventions, Journal of Law and Justice, No.16, In Arabic.

Al-Shorofat, T. The Liability of Banks Towards Money Laundering and the Way
Banks Fight Money Laundering, A study presented at a conference of bank
operations legislation, this conference was organized by the faculty of law,
Yarmouk University from 22 to 24 December 2002, Irbid Jordan. In Arabic.

Al-Smadi, M. (2011). The Impact of E- Banking on the Performance of Jordanian
Banks, Journal of Internet Banking and Commerce, Vol. 16, No.2.

Aluko, A. and Bagheri, M. (2012). The Impact of Money Laundering on Economic
and Financial Stability and on Political Development in Developing Countries

356


http://www.cojss.com/article.php?a=180
http://www.aljazeera.net/news/pages/82a511e0-a822-492a-9fc0-9e4b200166d6

the Case of Nigeria, Journal of Money Laundering Control, Vol. 15, No. 4, pp.
442-457.

Ammon News Newspaper, Ex-intelligence Chief Sentenced to 13 yrs, 21 million
Fine, and Assets Seized, Ammon News e-Newspaper, 11/11/2012,
http://en.ammonnews.net/article.aspx?articleNO=18948#.VVz6hXDUrK1t ,

accessed 20/5/2016.

Ammon News Newspaper, Tukan: the Arab Spring affected the Jordanian economy,
Ammon News e-Newspaper, 1/9/2012,
http://www.ammonnews.net/article.aspx?articleno=107560. accessed

7/4/2014.1n Arabic.

Ampratwum, E. (2008). The Fight Against Corruption and its Implications for
Development in Developing and Transitions Economises, Journal of Money
Laundering Control, Vol. 11, No. 1, pp. 76-87.

Arafa, M. Causes of money laundering and their obstacles of combating in Saudi
Arabia, AL-AQTESADIAH newspaper, Vol.5366, Issue data 20/6/2008,
http://www.aleqt.com/2008/06/20/article_12716.html , Accessed 11-4-2014. In
Avrabic.

Araujo, R. (2006), The effects of money laundering and terrorism on capital
accumulation and consumption, Journal of Money Laundering Control Vol. 9
No. 3, pp. 265-271.

Araujo, R. Assessing the Efficiency of the Anti-Money Laundering Regulation: an
Incentive-Based Approach, Journal of Money Laundering Control, Vol. 11, No.
1, pp. 67-75, (2008).

Awad, M. (2002). The Development of the International Fight Against Money
Laundering and its Hindrances, Al-Majalah Al-Arab la Lederasat Al-Amneah
Wa Al-Tadreeb, Naif Arabic Academy For Security Sciences, Riyadh, Vol.17,
23 Edition, In Arabic.

Awadallah, S. (2005). The Economic Effects of Money Laundering Operations and
the Role of Banks in Control, Journal of Law, VVol.29, No.2, In Arabic.

Azzam, T. and Tommalieh, A. ( 2013). Money Laundering and its Impact on the
Jordanian Economy, Interdisciplinary Journal of Contemporary Research in
Business, Vol 5, No 4.

Ballard, R. (2005).Coalitions Of Reciprocity and the Maintenance of Financial
Integrity Within Informal Value Transmission Systems: the Operational
Dynamics of Contemporary Hawala Networks, Journal of Banking Regulation,
Vol. 6, No. 4, pp. 319.

Barakat, A. Phenomenon of Money Laundering and its Effects on Economic and
Social on the International Level, Journal of the Economies of North Africa,

No. 4, PP. 215-232 http://www.univ-
chlef.dz/renaf/Articles_Renaf N_04/article_09.pdf, Accessed 28-4-2014. In
Arabic.

357


http://www.ammonnews.net/article.aspx?articleno=107560
http://www.aleqt.com/2008/06/20/article_12716.html
http://www.univ-chlef.dz/renaf/Articles_Renaf_N_04/article_09.pdf
http://www.univ-chlef.dz/renaf/Articles_Renaf_N_04/article_09.pdf

Basha, F. (2001). Organized Crime Under the Umbrella of International Conventions
and National Laws, Ph.D. Thesis, Faculty of Law, University of Cairo, In
Arabic.

Bashir, H. Money Laundering Operations Phases and their Implications, Al-Ahram
Al-Estrategy ¢ http://digital.ahram.org.eg/articles.aspx?serial=96402&eid=875 ,
Accessed 9-6-2013. In Arabic.

Bauer, H. and Peter, M. (2002). Global standards for money laundering prevention,
Journal of Financial Crime, Vol. 10 Iss: 1, pp.69 — 72.

Beare, M. (2002). Searching for Wayward Dollars: Money Laundering or Tax
Evasion which Dollars are We Really After?, Journal of Financial Crime, Vol.
9, No. 3, pp. 260.

Bennett, T. (2007). Money Laundering Compliance, Tottel Publishing Ltd, Second
Edition, London-England.

Bertram, D. Likert Scales, CPSC 681 — Topic Report, For more information see:
http://poincare.matf.bg.ac.rs/~kristina//topic-dane-likert.pdf, accessed 29/4/2015

Biagioli, A. (2006). Methodological Innovation and Effective Action: Looking Into
Synergies to Countering Economic Crime, Journal Of Financial Crime, Vol. 13,
No. 3.

Biagioli, A. (2008). Financial Crime as A Threat to the Wealth of Nations: A Cost-
Effectiveness Approach, Journal of Money Laundering Control, Vol. 11 , No. 1,
pp. 88.

Biagioli, A. and Nardo, M. (2007). A Crossroad In Combating and Preventing
Financial Crime: Looking for Synergetic Instruments for Attack and Prevention,
Journal of Financial Crime, Vol. 14 , No. 2.

Bin Sager, A. Jordan Between the Economic Crisis and the Arabian Gulf Solutions,
Asharq Al Awsat newspaper, 22/1/2013, No. 12474,
http://www.aawsat.com/leader.asp?section=3&issueno=12474&article=714143
#.U01Z3gh_u4k , accessed 7/4/2014.In Arabic.

Bosworth R. (1998). Living with the Law: A Survey of Money-Laundering Reporting
Officers and Their Attitudes towards the Money-Laundering Regulations,
Journal of Money Laundering Control, Vol. 1 Iss: 3, pp.245 — 253.

Bosworth R. (2007). Money laundering — chapter three, Journal of Money
Laundering Control, Vol. 10 Iss: 1, pp.47 — 65.

Bosworth R. and Saltmarsh, G. (1994). Money Laundering: A Practical Guide to the
New Legislation, Chapman & Hall, first edition, London-UK.

Brindle, M. (2001). Private Banks' Initiative Against Money Laundering, Journal of
Money Laundering Control, Vol. 4 Iss: 4, pp.344 — 347.

358


http://digital.ahram.org.eg/articles.aspx?Serial=96402&eid=875
http://digital.ahram.org.eg/articles.aspx?Serial=96402&eid=875
http://www.aawsat.com/leader.asp?section=3&issueno=12474&article=714143#.U0IZ3qh_u4k
http://www.aawsat.com/leader.asp?section=3&issueno=12474&article=714143#.U0IZ3qh_u4k

Bryman, A. and Duncan, C. Quantitative Data Analysis with Spss 12 and 13 A Guide
For Social Scientists,
http://rufiismada.files.wordpress.com/2012/02/quantitative_data 12 13.pdf ,
Accessed 14-2-2014.

Bugami, M. (2005). Effectiveness of Coordination Between the Security Agencies and
the Saudi Arabian Monetary Agency in the Anti-Money Laundering Crimes,
Master Thesis, Naif Arab University for Security Sciences, Riyad-Saudi Arabia,
In Arabic.

Cabot, A. and Kelly, J. (2007). Internet, Casinos and Money Laundering, Journal of
Money Laundering Control, Vol. 2, No. 2, pp. 47-134.

Cassese, A. (2006). The Multifaceted Criminal Notion of Terrorism in International
Law, Journal of International Criminal Justice, Vol. 4.

Chaikin, D. (2008). Commercial Corruption and Money Laundering: A Preliminary
Analysis, Journal of Financial Crime, Vol. 15, No. 3, pp. 271.

Chaikin, D. (2009). How effective are suspicious transaction reporting systems?,
Journal of Money Laundering Control, Vol. 12 Iss: 3, pp.238 — 253.

Choo, K. and Smith, R. (2008). Criminal Exploitation of Online Systems by
Organised Crime Groups, Asian Journal of Criminology, Vol. 3, pp. 37-59.

Collis, J. (2003). Business Research: A Practical Guide for Undergraduate
and Postgraduate Students, Published July 4th by Palgrave MacMillan,
2nd edition.

Commonwealth Secretariat, (2006). Combating Money Laundering and Terrorist
Financing: A Model of Best Practice for the Financial Sector, the Professions
and Other Designated Businesses, Commonwealth Secretariat, second Edition,
London- United Kingdom.

Cox, W. (2011). An Introduction to Money Laundering Deterrence, John Wiley &
Sons Ltd, First Edition united kingdom.

Creswell, J. (2011). Educational Research Planning, Conducting, and Evaluating
Quantitative and Qualitative Research, 4th Edition, the Publisher Pearson.

Croall, H. (2003). Combating Financial Crime: Regulatory Versus Crime Control
Approaches, Journal of Financial Crime, Vol. 11, No. 1, pp. 45.

Daniel, J. (2011). Sampling Essentials: Practical Guidelines for Making Sampling
Choices, SAGE Publications.

Darbi B. (2002). legal research methodology.

De Koker, L. (2009). Identifying and Managing Low Money Laundering: Perspective
On FATF'’s Risk-Based Guidance, Journal of Financial Crime, Vol. 16 , No. 4,
pp. 52-334.

359


http://rufiismada.files.wordpress.com/2012/02/quantitative_data_12_13.pdf

De Wit, J. (2007). A risk-based approach to AML: A controversy between financial
institutions and regulators, Journal of Financial Regulation and Compliance,
Vol. 15 Iss: 2, pp.156 — 165.

DUANE F. Feeling Thermometers Versus 7-Point Scales: Which are Better?,
Sociological Methods & Research, vol. 25, 3, (1997), pp. 318-340.

Eid, M. (2001). The Global Strategy to Combat Money Laundering, the Naif Arab
Academy for Security Sciences, Riyadh, Saudi Arabia.

Epstein, L. and King, G. (2002). Exchange: Empirical Research and the Goals of
Legal Scholarship, 69 U. Chi. L. Rev. 1, pp.2, for more information see:
http://www2.law.columbia.edu/fagan/courses/law_socialscience/documents/Spri
ng_2006/Class%205-Causation%?20(cont)/The_Rules_of _Inference.pdf.

Eskjeer, M. (2012). Changing Revolutions, Changing Attention? Comparing Danish
Press Coverage of the Arab Spring in Tunisia and Syria, Global Media Journal,
Vol. 2, No.1.

Faouri, A. and Qutaishat. I. (2002). A Money Laundering Offense, Dar Wael for
publication, the first edition, Amman Jordan, In Arabic.

Faouri, F. and Qutaishat, M. (2002). a money laundering offense, Dar Wael for
publication, the first edition, Amman, Jordan.

Financial Action Task Force Annual Report 2013 — 2014.
Financial Action Task Force Report on Money Laundering Typologies 2001.
Financial Action Task Force Report on Money Laundering Typologies 2000.

Financial Action Task Force, Report on Money Laundering Typologies 2003.

Fletcher, G. (2006). The Indefinable Concept of Terrorism, Journal of International
Criminal Justice, Vol. 4.

Foong, T. and Foo, L. and Ong, H. and Tew, P. (2001). Money Laundering and
Banking Practices, Singapore Management Review 1.

Genn, D. and Partington, M. and Wheeler, S. (2006). Law in the Real World:
Improving our Understanding of How Law Works, the Nuffi Eld Foundation 28
Bedford Square London wclb 3js, pp.l. For more information see:
http://www.nuffieldfoundation.org/sites/default/files/Law%20in%20the%20Rea
1%20World%20full%20report.pdf.

Gill, M. and Taylor, G. (2004). Preventing Money Laundering or Obstructing
Business’ British, Journal of Criminology, Volume 44, Issue 4, pp. 582-594.

Global Anti-Money Laundering Survey 2011 How banks are facing up to the
challenge.

360



Goussous, R. (2002). Money Laundering Crime of the Century, Dar Wael, the first
edition, Amman Jordan, In Arabic.

Guidance Manual for Anti Money Laundering and Counter Terrorist Financing.

Gupta, Vijay, SPSS for Beginners, Published by VJBooks Inc,
www.uploadkon.ir/uploads/1041cbeb8db5c23fa327150d1662bea7.pdf , (1999),
Accessed 13-4-2014.

Hamdani, R. the Effect of Using Banking Technology on Money Laundering
Phenomenon and the International Efforts to Fight It, A research presented at
the fourth world conference organized by Philadelphia university school of law
between 13-15/3/2005, Amman Jordan. In Arabic.

Hardouin, P. (2009). Banks Governance and Public-Private Partnership In
Preventing and Confronting Organized Crime, Corruption And Terrorism
Financing, Journal of Financial Crime, Vol. 16 , No. 3.

Harvey, J. (2004). Compliance and reporting issues arising for financial institutions
from money laundering regulations: a preliminary cost benefit study, Journal of
Money Laundering Control, Vol. 7 Iss: 4, pp.333 — 346.

Hassan, S. (2004). The Disclosure of Secret Banking Crime, Dar Al-Nhdaa for
printing and publishing, Beirut — Lebanon.

Hayajneh, A. (2010). The Awarding of Punitive Damage under the Jordanian Civil
Law: Is It Possible?, European Journal Of Social Sciences, Vol. 14, No. 4.

Haynes, A. (1993). Money Laundering and Changes in International Banking
Regulation, Journal of International Banking Law, Vol. 11, PP. 455.

Haynes, A. (2004). The Wolfsberg Principles - an analysis, Journal of Money
Laundering Control, Vol. 7 Iss: 3, pp.207 — 217.

Hinterseer, K. (2001). The Wolfsberg Anti-Money Laundering Principles, Journal of
Money Laundering Control, Vol. 5 Iss: 1, pp.25 — 41.

House debates Money Laundering legislation, Jordan News Agency (Petra),
13/1/2015(Petra),
http://www.petra.gov.jo/Public_News/Nws_NewsDetails.aspx?lang=2&site_id=
1&NewsID=179226&CatlD=13, accessed 18/9/2015.

Hugel, P. and Kelly, J. (2002). Internet Gambling, Credits Cards and Money
Laundering, Journal of Money Laundering Control, Vol. 6 , No. 1, pp. 57-65.

Hutchinson, T. (2006). Researching and Writing in Law, Sweet And Maxwell Asia
Petaling Jaya, Second Edition, Selangor Malaysia.

Hutchinson, T. (2008). Critique And Comment, Developing Legal Research
Skills: Expanding The Paradigm, Melbourne University Law Review,
Vol 32, pp. 1073.For more information see:
http://www.law.unimelb.edu.au/files/dmfile/32_3_9.pdf.

361



Ibrahim Al-Anany, A Research on Money Laundering http://www.gataru.com
Ivb/showthread.php?t=134548 , Accessed 20-6-2013. In Arabic.

Irwin, A. and Choo, K. ( 2012). An analysis of money laundering and terrorism
financing typologies, Journal of Money Laundering Control, Vol. 15 No. 1, pp.
85-111.

Isaacs M. (2004). Money Laundering: Dilemmas for Banks, 8 JIBLR 284.

Jackson, A. (2000). Recognising and Reporting Money Laundering: How Well
Should You Know Your Customer?, Journal of Money Laundering Control, Vol.
3 1ss: 4, pp.317 — 324.

Jafar, M. (1998). Protective Policy in Fighting Crime, Al'men Wa Al-Qanoon ,
Dubai Police College, the Sixth Year, 2nd Edition, In Arabic.

Johnson, J. (2002). 11th September, 2001: Will It Make A Difference to the Global
Anti-Money Laundering Movement?, Journal of Money Laundering Control,
Vol. 8, pp. 9.

Johnson, J. and Lim, D. (2002). Money Laundering: Has the Financial Action Task
Force Made a Difference?, Journal of Financial Crime, Vol. 10. No.1

Johnston, R. and Carrington, I. (2006). Protecting the financial system from abuse:
Challenges to banks in implementing AML/CFT standards, Journal of Money
Laundering Control, Vol. 9 Iss: 1, pp.48 - 61.

Kashkoush, H. (2002). The Crime of Money Laundering in the Scope of International
Cooperation, Dar Al Nahda Al Arabia, In Arabic.

Kennedy, A. (2005). Dead Fish Across the Trail: Illustrations of Money Laundering
Methods, Journal of Money Laundering Control, VVol. 8. No. 4, PP. 305, 317.

Lal, B. (2003). Money Laundering An Insight Into The Dark World Of Financial
Frauds, Siddharth Publications, First Edition, New Delhi- India.

Law Amending to the Jordanian Anti-Money Laundering and Counter Terrorist
Financing Law No. (31) for 2010, Publication in Jordanian Official Gazette No
(5057), dated 21/9/2010, pp. 5521.

Lawson, H. (2002). Bank Secrecy and Money Laundering, 17 Banking and Financial
Law Review 145.

Le, C. (2013). The growing threat of money laundering to Vietnam: The necessary of
intensive countermeasures, Journal of Money Laundering Control, Vol. 16 No.
4, PP. 321-332.

Leong, A. (2007). Chasing dirty money: domestic and international measures against

money laundering, Journal of Money Laundering Control, Vol. 10 No. 2, pp.
140-156.

362


http://www.qataru.com/

Levi, M. (2010). Combating the Financing of Terrorism: A History and Assessment of
The Control of ‘Threat Finance, British Journal of Criminology, Vol. 50, pp.
650.

Levi, M. and Gilmore, W. (2002). Terrorist Finance, Money Laundering And the Rise
and Rise of Mutual Evaluation: A New Paradigm for Crime Control?, European
Journal of Law Reform, Vol. 4, No. 2, pp. 64-337.

Levi, M. and Reuter, P. (2006). Money Laundering, 34 Crime & Justice.

Liu, L. (2012). An analysis of money laundering and terrorism financing typologies,
Journal of Money Laundering Control, VVol. 15 No. 1, pp. 85-111.

Louis D. (2006). Money laundering control and suppression of financing of
terrorism: Some thoughts on the impact of customer due diligence measures on
financial exclusion”, Journal of Financial Crime, Vol. 13 Iss: 1, pp.26 — 50.

Madinger, J. (2012).Money Laundering A Guide For Criminal Investigator, taylor &
francis group LLC, Third Edition, USA.

Magnusson, D. (2009). The Costs of Implementing the Anti-Money Laundering
Regulations in Sweden, Journal of Money Laundering Control, Vol. 12 , No. 2,
pp. 101-12.

Majalla, M. Jordan is suffering under the pressure of hosting the Syrian refugees,
Majalla  magazine, http://www.majalla.com/arb/2014/04/article55250629,
accessed 20/4/2014.1n Arabic.

Malkawi, B. and Malkawi, H. (2007), Anti-terrorist finance provisions in Jordan:
important step but insufficient, Journal of Money Laundering Control Vol. 10
No. 2, pp. 180-188.

Malkawi, O. (2000). E-Commerce Legislation and their Utilization in Banks, Al-
Bonok, 8th Edition, VVol.8, In Arabic.

McConville, M. and Hong, W. (2007). Research Methods for Law (Research
Methods for the Arts and the Humanities), 1* edition.

Mcdonell, R. (1998). Money Laundering Methodologies and International and
Regional Counter-Measures, Paper presented at the conference Gambling,
Technology and Society: Regulatory Challenges for the 21st Century, convened
by the Australian Institute of Criminology in conjunction with the Australian
Institute for Gambling Research and held in Sydney, 7-8 May.

Mcdonell, R. Rick, Money Laundering Methodologies and International and Regional
Counter-
Measures,http://wwwe.aic.gov.au/media_library/conferences/gambling/mcdonne
Il.pdf ,Accessed 30-11-2013.

Mohamed, Z. and Ahmad, K. ( 2012). Investigation and Prosecution of Money

Laundering Cases in Malaysia, Journal of Money Laundering Control, Vol. 15,
No. 4, pp. 421-429.

363


http://www.aic.gov.au/media_library/conferences/gambling/mcdonnell.pdf
http://www.aic.gov.au/media_library/conferences/gambling/mcdonnell.pdf

Mohammadayn, J. (2001). The Role of Banks in The Fight Against Money
Laundering, Issued by The Industrial Bank of Kuwait, December Edition, Dar
Al Jame'ah Al Jadeda Publishers, Alexandria, In Arabic.

Mugarura, N. (2012). The Global AML Framework and its Jurisdictional Limits, A
thesis submitted in partial fulfillment of University of East London for the
degree of doctor of philosophy (PhD).

Murray, K. (2012). A Suitable Case for Treatment: Money Laundering and
Knowledge, Journal of Money Laundering Control, Vol. 15, No. 2, pp. 188-197.

Nardo, M. (2004). Mapping the Trails of Financial Crime, Journal of Financial
Crime, Vol. 12, No. 2, pp. 43-139.

Nardo, M. (2006). Building Synergies Between Theory and Practice: Countering
Financial Crime on A Systemic Approach, Journal of Financial Crime, Vol. 13,
No. 3.

Nashwan, . Practical Guide to Rapporteur Applied Statistics, Al-Quds Open
University,  http://www.qou.edu/portal/alMougrarat/pdfFiles/Statistics.pdf
(2005) Accessed 13-4 2014. In Arabic.

Nawash, K. (2000). US Anti-terrorism Legislation: The Erosion of Civil Rights,
Global Dialogue, Vol. 2 No. 4, ABI/INFORM Complete, pp. 64-73.

Neuendorf, K. The Content Analysis Guidebook,  http://www.stiba-
malang.ac.id/uploadbank/pustaka/RM/CONTENT%20KIMBERLY %20PDF.pd
f, Accessed 14-2-2014.

Norhashimah, M. (2002). An Examination of the Malaysia Anti-Money Laundering
Act 2001, Current Law Journal, Vol. 6, pp. i-Xxv.

Obaidat, F. (2005). The Legal Dimensions of Banking Secrecy, submitted for partial
fulfillment for requirement (PhD) degree in Amman Arab university, Amman
Jordan, In Arabic.

Orlova, A. (2008). Russia’s Anti-Money Laundering Regime: Law Enforcement Tool
or Instrument of Domestic Control?, Journal of Money laundering Control, Vol.
11, No. 3, pp. 33-210.

Osama D. will we Retrieve our Stolen Money ?economic and social justice Unit, First
Edition, 2013, Cairo Egypt,
http://eipr.org/sites/default/files/pressreleases/pdf/can_we_recover_our_stolen_a
ssets_ar.pdf ,accessed 3/7/2014.1n Arabic.

Otusanya, O. (2011). Corruption as An Obstacle to Development in Developing
Countries: A Review of Literature, Journal of Money Laundering Control, Vol.
14, No. 4, pp. 387-422.

Otusanya, O. and Ajibolade, S. and Omolehinwa, E. (2012). The Role of Financial
Intermediaries in Elite Money Laundering Practices: Evidence from Nigeria,
Journal of Money Laundering Control, Vol. 15, No. 1, pp. 58-84.

364


http://www.stiba-malang.ac.id/uploadbank/pustaka/RM/CONTENT%20KIMBERLY%20PDF.pdf
http://www.stiba-malang.ac.id/uploadbank/pustaka/RM/CONTENT%20KIMBERLY%20PDF.pdf
http://www.stiba-malang.ac.id/uploadbank/pustaka/RM/CONTENT%20KIMBERLY%20PDF.pdf

Philippsohn, S. (2001). The Dangers of New Technology-Laundering on the Internet,
Journal of Money Laundering Control, Vol. 5. No. 1, PP. 87.

Pieth, M. and Aiolfi , G. (2003), The Private Sector Becomes Active: The Wolfsberg
Process, Journal of Financial Crime, Vol. 10 Iss: 4,pp.359 — 365.

Ping, H. (2004). New Trends in Money Laundering - From the Real World to
Cyberspace, Journal of Money Laundering Control, Vol. 8. No. 1, PP. 48-55.

Pramod, V. and Li, J. and Gao, P. ( 2012). A Framework for Preventing Money
Laundering in Banks, journal of Information Management and Computer
Security, Vol. 20, No. 3, pp. 170-183.

Rahman, A. (2010). An Analysis of the Malaysian Anti- Money Laundering Laws,
Vdm Verly Dr Muller Gmbh & Co.Kg.

Rahman, A. (2013). The Impact of Reporting Suspicious Transactions Regime on
Banks: Malaysian Experience, Journal of Money Laundering Control Vol. 16 ,
No. 2, pp. 159-170.

Rawabdeh: the Arab Spring has imposed difficult situations on Jordan, Alrai
Newspaper, 1/11/2013, No. 12541, pp.20,
http://www.alraimedia.com/U1/PDF.aspx?i=12541&p=20 and
http://www.alraimedia.com/Articles.aspx?id=462839, accessed 7/4/2014.In
Arabic.

Research in "Retrieve Looted Funds"”, Zad Jordan electronic newspaper, 14/4/2014,
http://www.jordanzad.com/index.php?page=article&id=156210 ,  accessed
2/7/2014.1n Arabic.

Reynolds, J. (2002). The New US Anti-Money Laundering Offensive: Will It Prove
Successful?, Cross Cultural Management: An International Journal, Vol. 9 N. 3.

Ross, S. and Hannan, M. (2007). Money laundering regulation and risk-based
decision-making, Journal of Money Laundering Control, Vol. 10 Iss: 1, pp.106
—115.

Salman , A and Meka, L. (2007). The Reflections of the Phenomenon of Money
Laundering, The Journal of Administration & Economics, No. 67, PP. 212-234,
http://www.iasj.net/iasj?func=fulltext&aid=26199, Accessed 23-4-2014.

Sandhu, H. (2000), The Global Detection and Deterrence of Money Laundering,
Journal of Money Laundering Control, Vol. 4. No. 3, PP. 336-337.

Schneider, F. and Enste, D. (2000). Shadow Economies: Size, Causes, and
Consequences, Journal of Economic Literature, VVol. 38, March, pp. 77-114.

Schwartz, B. (2009). Deficiencies in Regulations for Anti-Money Laundering in A
Cyber laundering Age Including, Master Thesis Submitted To lowa State
University.

365


http://www.jordanzad.com/index.php?page=article&id=156210

Shahin ,W. (2006). Monetary Implications of FATF Regulation of Secret Bank
Accounts to Combat Money Laundering, Journal of Money Laundering Control,
Vol. 9, No. 2, pp. 214-230.

Shahin ,W. and Elias, E. and Rana, C. (2012). The Monetary Impact of Regulating
Banking and Financial Sectors by FATF on Non-Cooperative Countries and
Territories, Journal of Banking Regulation, Vol. 13, No. 1, pp. 63-72.

Shahin, W. ( 2013). Compliance With International Regulation on AML/CFT: the
Case of Banks in Lebanon, Journal of Money Laundering Control, Vol. 16 , No.
2, pp. 109-118.

Shams, A. Ashraf, T. (2000). Criminalizing Money Laundering in Comparison
Legislation, Dar Al-Nahda Al-Arabia. In Arabic.

Shanmugam, B. (2004). Hawala and Money Laundering: A Malaysian Perspective,
Journal of Money Laundering Control, Vol. 8, No. 1, pp. 37-47.

Shehu, A. (2005). International Initiatives Against Corruption and Money
Laundering: An Overview, Journal of Financial Crime, Vol. 12, No. 3, pp. 221-
245.

Sherbini, G. (1998). Criminal Liability of Banking , PhD, Faculty Of Law, University
Of Ain Shams In Arabic.

Simpson, J. and Weiner, E. (1989). Oxford English Dictionary, Oxford University
Press, United Kingdom, pp. 702.

Simser, J. (2008). Money Laundering and Asset Cloaking Techniques, Journal of
Money Laundering Control, Vol. 11, pp. 15.

Simser, J. (2013). Money Laundering: Emerging Threats and Trends, Journal of
Money Laundering Control, Vol. 16 , No. 1, pp. 41-54.

Simwayi, M. and Guohua, W. ( 2011). The Role of Commercial Banks in Combating
Money Laundering, Journal of Money Laundering Control, Vol. 14 , No. 4, pp.
324-333.

Simwayi, M. and Guohua, W. (2011). The Role of Commercial Banks in Combating
Money Laundering, Journal of Money Laundering Control, Vol. 14 Iss: 4,
pp.324 — 333.

Sisi, S. (2003). Money Laundering, Dar el Fikr Al Arabi, the first edition, Cairo
Egypt, In Arabic.

Souto, M. (2013). Money laundering, new technologies, FATF and Spanish Penal
Reform, Journal of Money Laundering Control, VVol. 16. No.3, 266-284.

Stessens, G. (2000). Money Laundering: A New International Law Enforcement
Model.

366



Stewart, S. (2005), Coping with the FSA's risk-based approach, Journal of Financial
Regulation and Compliance, Vol. 13 Iss: 1, pp.43 — 47.

Sydney Law Review 87, Website of Australasian Legal Scholarship Library at
http://www.austlii.edu.au/au/journals/SydLRev/1968/7.pdf and
http://www.austlii.edu.au/au/journals/SydLawRw/1968/7.html.

Takats, E. (2009). A Theory of ‘Crying Wolf’: the Economics of Money Laundering
Enforcement, Journal of Law, Economics, and Organization, Vol. 27 , No. 1, pp.
34.

Tarawneh, M. and Batosh, H. (2005). The Basis of Banks' Commitment to Combating
Money Laundering and the Scope of This Commitment in the Jordanian Legal
System, Law Journal, Vol 29, No. 3, In Arabic.

The Association of Banks in Jordan Report 2000-2010, Development of the Jordanian
Banking Sector.

The Association of Banks in Jordan Report 2003-2012, Development of the Jordanian
Banking Sector.

The Financial Action Task Force on Money Laundering Annual Report 2003-2004.

The Jordan Times journal, Arab Jordan Investment Bank agrees to acquire HSBC'’s
business in Jordan, date Jan 20, 2014, http://jordantimes.com/arab-jordan-
investment-bank-agrees-to-acquire-hsbcs-business-in-jordan, accessed
6/5/2015.

The Jordanian Administrative Divisions Regulation No. (46) of 2000.

The Jordanian Annual Anti Money Laundering Unit Reports of 2008 & 2009 & 2010
& 2011 & 2012.

The Jordanian Anti Money Laundering and Counter Terrorist Financing Instructions
No. 51/2010.

The Jordanian Anti-Money Laundering and Counter Terrorist Financing Instructions
of Entities Providing Postal Services Instructions, No. (1) for 2012.

The Jordanian Anti-Money Laundering and Counter Terrorist Financing Instructions
for Entities Exercising Any of the Financial Activities Instructions, No. (3) for
2011.

The Jordanian Anti-Money Laundering and Counter Terrorist Financing Law 2007.
The Jordanian Banking Law 2000.
The Jordanian Central Bank Law 1971.

The Jordanian Civil Law 1976.

367



The Jordanian Guidance Manual for Anti Money Laundering and Counter Terrorist
Financing, Issued by the Central Bank of Jordan, for more information see:
http://amlu.gov.jo/Portals/0/English/02%20Guidance%20Manual%20for%20An
ti-Money.pdf. accessed 9/4/2014.

The Jordanian Official Gazette, N0.5057, (21/9/2010).

The Jordanian Regulation of the Anti-Money Laundering and Counter Terrorist
Financing Unit, No. (40) for 2009.

The Jordanian Regulation of the National Anti-Money Laundering and Counter
Terrorist Financing Committee, No. (44) for 2008.

The Risk Management Principles for Electronic Banking N0.10/1/3344.

Tripoli: "Interpol™ is Ready to Help Libya in Retrieving Stolen Funds. The Seventh
Day electronic newspaper,10/5/2014,
http://www1.youm7.com/News.asp?NewsID=1657784#.U7TTRM5SSxKA,
accessed 3/7/2014.In Arabic.

Van, H. (2011). Methodologies of Legal Research, Published in the United Kingdom
by Hart Publishing Ltd 16C Worcester Place, Oxford, OX1 2JW, pp.1, for more
information see:
http://www.ius.bg.ac.rs/prof/Materijali/jovmio/DS_PrimeriMetodoloskihPristup
a/van%20Hoecke%20%28ed.%29,%20Methodologies%200f%20legal%20resea
rch%20_%20which%20kind%200f%20method%20for%20what%20kind%200f
%20discipline.pdf.

Vikram, M. (2002). Forensic Accounting and Money Laundering, International
Seminar on Forensic Documents in Combating White Collar Crime Shimla.
http://anandam.in/documents/forensicaccountingandmoneylaundering.pdf,
Accessed 3-8-2013.

Vlcek, W. (2008). A Leviathan Rejuvenated: Surveillance, Money Laundering, and
the War on Terror, International Journal of Politics, Culture, and Society, Vol.
20, pp. 20.

Webb, L. (2004). “A survey of money laundering reporting officers and their attitudes
towards money laundering regulations”, Journal of Money Laundering Control,
Vol. 7 Iss: 4, pp.367 — 375.

Website of Bank of Jordan at; http://www.bankofjordan.com.

Website of BLOM BANK, http://www.blombank.com/english/anti-money-
laundering-suspicious-activity-reporting.

Website of Cairo Amman Bank at; http://www.cab.jo.
Website of Central Bank of Jordan at:

http://www.cbj.gov.jo/pages.php?menu_id=34&Ilocal_type=0&local_id=0&loca
|_details=0&local_details1=0&localsite_branchname=CBJ.

368


http://amlu.gov.jo/Portals/0/English/02%20Guidance%20Manual%20for%20Anti-Money.pdf
http://amlu.gov.jo/Portals/0/English/02%20Guidance%20Manual%20for%20Anti-Money.pdf
http://anandam.in/DOCUMENTS/FORENSICACCOUNTINGANDMONEYLAUNDERING.PDF
http://www.bankofjordan.com/
http://www.blombank.com/english/anti-money-laundering-suspicious-activity-reporting
http://www.blombank.com/english/anti-money-laundering-suspicious-activity-reporting
http://www.cab.jo/

Website of Housing Bank at http://www.hbtf.com.

Website of Jordan Ahli Bank at; http://www.ahli.com.

Website of Jordan Commercial Bank at; http://www.jcbank.com.jo.

Website of Jordan Islamic Bank at; http://www.jordanislamicbank.com.

Website of Jordan Kuwait Bank at; http://www.jkb.com.

Website The Securities Depository Center of Jordan at;
gttp://www.sdc.com.jo/english/index.php?option:com_public&member_cat:QO

Yagqin, A. (2007). Legal Research and Writing, Malaysia : LexisNexis.

Yeandle, M. and Mainelli, M. (2005). Anti-Money Laundering Requirements : Costs ,
Benefits And Perceptions, Z/Yen Limited 5-7 St Helens Place London,
http://www.zyen.com/PDF/AMLR_FULL.pdf.

Zagaris, B. (2002). The merging of the counter-terrorism and anti-money laundering
regimes, Law and Policy in International Busines, Vol. 34 No.1 , ABI/INFORM
Complete, pp.45.

Zahraa, M. (1998). Research Methods for Law Postgraduate Overseas Students,
published in Malaysia by UNIVISION PRESS (c/o STILGLOW SDN.BHD),
Kuala Lumpur Malaysia.

Zeitun, R. and Benjelloun, H. (2013). The Efficiency of Banks and the Financial

Crisis in a Developing Economy: The Case of Jordan, Journal of Finance,
Accounting and Management, Vol. 4 Iss: 1, pp. 1-20.

369


http://www.hbtf.com/
http://www.ahli.com/
http://www.jcbank.com.jo/
http://www.jordanislamicbank.com/
http://www.jkb.com/
http://www.sdc.com.jo/english/index.php?option=com_public&member_cat=902
http://www.sdc.com.jo/english/index.php?option=com_public&member_cat=902

Appendix
The Questionnaire No. 1 in English Language Version

Greeting

You have been selected as a respondent of the study related to an analysis ofthe Jordanian anti money
laundering laws and their impact on the banking indwstry.

We are frying to obtaim information about bow the anti-money launderine laws have affected the
relationship between banks and their customers. Your participation in this study is important and is
appreciated as relevant information will contribuie to a better mderstanding of the impact of AnfiAloney
Laundering Laws on banks.

The gquestiommaire comsists of multi scales and it will take between 15-20 minutes to answer all the
guestions i the questionnaire. We would be very grateful i you could answer the guesticmnaire honestly. All
information received is strictly confidential and will be used for research parposes only.

Section A: Demographic Variablkes

»  Name {Optional)::

o Ame: [12534. []35-44. [ 45 54 [] Above 54.
* Cender: [] Male [] Femalk
+  Degres: [] High school or equivalent. [] Bachelor. [] Master. [] PhD.

=  Youare Ome of the:
[JThe Jor danian anti monev lanndering compliance officers at banks.

[OBank Customers in Jordan' Job:

[OThe officers of the banking supervision de par tmenf at the Jordanian Central Bank.
[The officers of Jordan’s Anti AMoney Laundering Unit.
¢ Yearsof Experience: [] 1- 5 Years .[] 6- 10 Years.[]11-15 Years .[] Above 15 vears.

* Phone Number {Optional)::

* Emai Address{Optional)::

o Date:
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Cuestionnaire No.l

You only need to tick wnder the answer that reflects your opinion. Please mdicate your answer to the
statement by ning Seven categories which are as follow s
1-Strongly Disagree. I-Disagree. 3-Disagree a Little.
4- Neuntral. & Agree a Little. 6- Agree. 7-Stronely Agree.

Section B: General AMeasares.

a. The T[pj_{!_ Elh'-ﬂ: Dogres Dﬂqn: Hiewiral Agres Agres Strangly
Diazgrac a Litdic a Ltk Agroc

Combatier money bamdroer & mor st 3
mamerof fizhier orime but ak s precemies the
1 imteerity of bankx from beinz abwed by momey
Jn el e,

The antimoney laundermg oblizations
have posed legal and administrative
burdens on banks which are onerous and
may invole serious legal oblizations and
other deficient compliance Labilities.

3 The am o-mom oy nmderawe oblizaton: p redmos
a dzpificant S i de wavz bambs imrerace
with thedr edxin s and poom 6al osoomers.

4 The ant-mowey bmmdeies oblizadoms sk
bankz to 2o 2z mformen: when they are aded
oo dizdes o specoed CramT SO

Iz comphime with sso-memer bsmdenmz
ohBzaiions baskxz are pliced m 2 diffoelt
comm ercial pedtes whe e & fimd 2
balasce berweem the aveidamoy of crimimal
Habillicy om the ome bamd amd Commerdcial
Eabdicy on theodher.

[ Thr Asco-Mbeer Lamwderinr deparomest in
bamkx iz 3 mow-prodeoive deparmmesc amd
i crease die smeomic bondes on bankx

¥ Alomey lanmderin g tirowzh bamkz incresces dhe
three posed by sedows come, by fadbcaies
the nndedyins comer axd pronidie s fowds for
mremee thar allar ths comizl mepEs
[ o O B CT O ETRGoET.

8 The flow eflarze smomwe: of fumd: from memey
lwderizy @l dSmeifcwly affect echkangze
imterest rtex, create arofcal demamd amd
affectp o dmg in 4 partioelar ares.

[

N

Section C: Frotection of Bank

M The ?q:.i_n S ey Dimcgr oz Doogre: | Nowiral Agres Agres Stramply
Dinagroc 2 Lt 2 Tsiile Agros

The Bank™s swo-mewey lammderims proosdere:
preoect it from lesal Babalice.

The Banl™s swo-mowey [awndormyz proodures
pretect it from de bovooo of Dmoemmadomal
baskz.

The Banl™ sno-money Tamn derms proodure:
precect it from collapze

4 The Banl™ swo-meney Tamndorms proodure:
precect ic mrome: from geming mvehed in
momey lannderins Crim .

] The Banl™s sno-meney Tomn dorims proodures
prevmt moseylimmdernr oimimk frem
etine inte die banbins ovomm.

] et
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Questionnaire No.l

| Section D: Banking Secrecy Principle

Wa- The Topics [rp—— [ [Te——  — T —— rp— T — T
Dérazre: a Lt alad: Agr=:

1 The commercial meooex of baslime busimes
amd e mmoity of de reletechip beooeen
basker amd mzoomer are bazed om baslimz
spCreCy pon dple.

(=]

The bastinz mecreoy & 3 cmemer priules
wheress combatinr money hnsderiny come &
cri tical for pwhbic safery amd = sourioe.

3 The amc-momey bmmdednz procedure
thrmen the poedple of baslime zecreoy
becamse bask: may divdese iformadon when
conep dled by lesizla don.

4 The @ireat of memey hondorms mel e dhe
overridiey of bamlimg zecrecy  wmjEsdfed
becawse withowt & How of informaton from dhe
bankz, the effecive preve ton of e memace
mof poxgble

s Coemerz prefr o deal with bambz chear
abzolutely adbere ® the baslime zecrecr
poamdple.

6 By requiriezr baslz © dodecr mzpeoed
tmEzactons, thereis cthe damser ot oo e
may hor muBdenoe Seoe deedr ecrecs ame ot
L ap tzafehe wich banks.

7 Awo-money lhesderer obbzacoes provde
mifcest mfewndzs o oo der e
dizcheaure of cozromer's informaton & carried
out in & mamsmer dhat iz ot projudidal w de
inrerest of oo ors.

| Section E: Bankine Products.

Agmes Mgz Strangly

Ha The T opi Toama Dasrez | Dasnr
o a a Litdle Agrs=

Lirapres

E
Ly

1 The basks Commimeest © IN0-DOEOY
laund rimg procedere oeases some bankime
oy 8

2 Foraes bask: & bear che cosi of s no-memey
lnwed erier affects providins dee becr ome and
prcrefbaskins semvice.

3 The bzl comimest for chedime 2 ic
oetomers da oy whetker vablid or mor, leads o
in creasime the bumdm of the bank.

4 Diempate the fao thar ebasks pmoads fsc
zeruos, bambr commirmest to momitor amd
smdic de movement of chemts acomt
imcresse die Gmee of mascacGom.

3 The mez momlimr from follbwime wp
Cwspom o'z acmuns and reperins the finawcial
operaions @ weaken dee banl ©' ompridve
CRAPRCLY.

i The maoure of de coecforred momey makex it
dificelt for dhe bask o veify d&e oue
b ehiciary of the wire mascfer.

T If the bask & reguezeed & mowiter dhe woe of
momey, G mamre of mamsctews, the
comms ercial ax well ax de semry backsremsd
of iz cheme, dhe burden and e dme of e
b ankimr op eradom will imcrease.

Page 3 of 4

372



OLLEGR OF LAY, (OVERMMET LT INTERHATICH AL STURIRS
G stiommaire No.1

| Section F: Customer's Satisfaction

Ha. The Topics Sragh Dampe: | Damgres | Newtal | Agrez | agess | S&amgh
Diaagr=: 2 Litdl: 2Lt Agrez

1 Some cime do wor endersrand the Trasons for
mih procdurer talem by bamkz oo ombac
momey hnsderine.

2 The baml: mizole mpore of sepidew
mezacions leds o dhe diemt’s dicadcfcion,
thereby  thiz may  jeopardie dhe chewts
o aiiomship wich che bank.

3 The baskx are relocmet o axk thedr wealdiy
chrpr  quezticaz rlamd B amOd-memey
lawnd eriwy becmze baskz aw afmid of dar
dizaifaoion and wast o0 meimcein 3 dexe
rd atom Dhip wich their cheme.

4 The ksl commiment © collect mformaton
abomt the oo ors whes carryvisg ont basines
with large s omn o of momey comces the chiswts
dizadfacion.

5 Tmoes the moomers Looomt meTement oo
2z withdrawier amd depozider cawes the
cliewt’s dlizxa cicfaction .

i The bank's dwcy oo sewd decliom €' onfidewdal
imformaton ® the Compernt smdedim
reguezted o e the dimfx drsddicion

7 The Baml™s procedwre of wpdsonz chewrs”
imformaton pericdiclly cawse dhe chewcs
dizatifaction.

3 The Banl s procodure of wrifiieg dee sowrce
of de comtomer's momey (depoit) come the
chient's dizzatfaction.

The Banl's proodure: of menimring wwwonal
actvicy oeze the dim = dxadfacion.

10 | TheBaalk’s procedure: of verifving &e dosdcy
of the real bemeficiary cumer cwse e cliewt’s
dizadfacion.

11 The baml’s rexrioieer sm fmd:  rassfer
i e wrtora o e cupd mlx.

12 | The basl’s commirmes: ® mor dealing with
digical scmunc ks der accmcies capicak.

13 | The bl comimes: & wor cpmine 2w
somunt £ a chest who did mot prvide all bz
i fioormn 2.6 om b wd oz arracise capimlx.

14 The oo of cmphier with swt-meosey
1o wed ering ob Bgwtonz are added to die coxcof
e zexvice previded oo e Cuxoom e

The amo-msom ey bawnd orine eblizatons am mar
reough capabl e of prevends s mon o |awed srerc
from meing bankx ok they add burdesr on the
baskx and far cestomers.

(-
L]

16 It i owdal &t thix Gme in Jordas © exeablizh
effective mordizatos beroveen legidamrs and
the baslimr isdwstry im order to mimimioe
pmblemz fooed by the bambx wid der
CETCON BT

Thank you for your patience. Your support is highly appreciated.
Ahmad Abu Olim' PhD student in Unive reiti Utara AMalaysia.
olaim? 14T email com.

Page 4 of 4

373



The Questionnaire No. 1 in Arabic Language Version
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The Questionnaire No. 2 in English Language Version

T B WP W~ CULAGROFLAY, GOVERNMENT XD NTERRATIRML STUDES

=T T Ty = T Questi ire Mo

Greeting,

You have been selected as a respondent of the siudy related to an analysis of the Jordanian anti-money
launderine laws and their impact on the banking industry.

We are trying to obfain information about the perceptions of the bankers towards anti-money hundering
obligations imposed on them. Your participation in this study is important and is appreciated as relevant
information will contribute to a better understanding of the impact of Anti-AMoney Lanndering Laws on
banks.

The guestiommaire consists of multi scalkes and it will take between 20-25 mimtes to answer all the
questions in the questionnaire. We would be very grateful if ¥ ou could answer the gquesticmnaire honestly. All
information received is strictly confidential and will be wsed for research purposes only.

Section A: Demographic Variablkes

«  Name {Opfional)::

o Age []2534 []35-44 [ 45 54 [ Abowve 54.
& Cender: [] Male [] Femak
¢ Depres: [] High school or equivakent. [] Backelor. [ AMaster. [] PhD.

o Name of Your Bank (Optional):

» Job Titk:

#  Yearsof Experience: [] 1- 5 Years .[] 6- 10 Years.[]11-15 Years .[] Above 15 vears.

« Phone Number {Optional)::

*  Emai Address | Optional)::

» Date:
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Wl WP I~ (AR FLAY GOVEENLENT XD FTERNATIRAL STUDES

Section B: General Anfi money Laundering Practices.

1-

You caly meed © Gk @} emder the smmwer that reflece: wour opinicn. Pleaxe isdicar your awwer o die
sexment by wxing Seven careorim whidh are ax fallows: 1-Srremsly Dizasree. 1-Dizagres. 3-Dizszree 2
Limle 4-Newrml S-Agreea Limle. S-Agree. 75 toegly Azme

The Topics Izmm Damre: | Damrs | Westal | Ageeca
Dixaz 2 Litsle Lisl:

Agrez

Samaaghy
Agrez |

Jordamian legizlaton: aim primaridy oo meer all
the imtermscoms]l zomdards ComcormimE amG-
momey hapderinr leethdoer mpozed om
bamkx

Kot ol mpesed imcermatioms] zomdards are
applicble inm Jordssizs bamkx; Jordasiam
banl x kave Sffermt sosomicz o od.

e

"

Avre all the Jord anien lee iduitons of am f-momey liemderins appbcable in e bank?
O YES [P

Iz the pocd tiom of Aowey Lannd ering Reporie g Ofioer vouronly job?

O vEs O ro

How much dme, of vour ol werk bours, do you spend om preparing
O 1%e- 1504 [O6ee- 2004 =184
To what exent are vou wadfed with dee Jordasian's am - money hawded we lesidybonx?

O =va O zea O 7z%a [mplL

Amd-Alomey Lansdering Topores?
B OAbewe T304

Section C: Obligations of Comphance .

Vem caly meed & tick 0=FF snder the semwer chat reflece: voer opinise. Fleaze idicar vear azmwer to e
seprment by wxisgy Sevem careorim whidk are 2t follews: 1-Srremshy Disagree. 1-Dizagres. 3-Dizazree 2
Limle 4-Newtml S-Azmea Limle. S-Azree. TS rmezly Arme

TheTopic Stramgly Déamgr ez

Agresa
Lragre: Loz

Agrez

Tramh
Agec |

The maim rescen for e edsewce of basl Bt
make 35 much profic ax pesdbls wheres, dhe
main reamom for emacims he 1mO-memey
lammderinz oblizatom & for public rafety amd
=z ecurity . Hewce, their olrorsl and comem ercial
imtereze are difect from that of dhe law
eaforcment anthe Gties.

New-comphunce of basl with amo-memey
lawmderinz eblizacoer cam reeelr i fimex amd
poemaloes

Nem-complancr of bask with awd-mewey
lamsdering oblizaticez om ol v wegadve
prbbdcy.

If de bank dors mor mmply with ami-momey
lammdering oblizateaz, oime prvmbiss
abjecives will be oben dowm.

Awi-money lamnderng oblizacen: cremte 2
major dilemma for bankz, 3z complanor with
theze obbzatons cam imomse de coom amd
com plewity ofbankine op oradoes.

The comphames of baml wikh awo-memer
lamederinz obbzacons: in an aboole e mammer

thres e dhe pris dp lex of baskins secrecy.

The dfecivemes of and-momey lusdenmz
memmre kave 3 Seeifioset impao on die
offi dewcy of the @rporace sovemance of die
bamk | which ix 2 bev sl in secwrine dhat
the bank operate: in o xafeand somm d masw er.
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1. Vikich eme of e following mers tee mext whes the bank comp Bes with awt-money bvos der vz oblizad mz?

O Caxtemeeridentf ot O Aeaimring rasacbios
O Treising. O Oker:
3. Wikich oblizyton commmeer the moxt dme whben complhing with e obblzatons?
O Cezpemer iraabocom. O hewiterin g Cramzs dhoes.
[ Traieims. O Cdker:
4. Wikat i che main bemedit forbant x when complvingoad e obbrytoes?
[ Fedwoies comes. 0O = omzed mard o oefdemce

O Thersx mo bewefic © the bank. [ Odber:

= Wikat i che mmain boed e oo bambx when complin s vith swo- mon oy o derin s oblizs somx?

O Theze sbliza fonx are @exdered ax incresive by masy cosoom ars. O Th & e oblizations cake 2 bomz fime

O Ocker: O Thers &= mo bord o

Section I Ohbligations of Customers Due Diligence - Know Your Customer Principle-.

You only weed co dd G ma der the smxwer dat rellece wour opinics . Flexe indicate your amswrer
& e smiement by woes Seves camsones whids are ax follows: 1-Srom ghy Dica gres. 2 Tiasree. 3-
Dizagree s Lirde. 4- Newrral . SoAgree 2 Litde S-Agree T-Smoegly Agree.

Y The Topics Tmaxh TDaage: | Dampe | Newsd | Agre=a
Diagre: aLis: Litsl:

Agrez

Sirage
Agres

1 Cazrommer due diizewce preced wre arevi @l for
obrinins mifcory evidmo concorsing the
e and dhe leral eiveenceof de momer.

o] The Imporoasce of Cesromer idemofiodos
dorx wot caly belp bank: © demct dewr and
cncomnter money lwsd eries, but ake provide
camgible b el to die basks, ddr coxcomers
and the nancial Tyxeems 2z 2 whole

3 The due diisacer procder: prduce 2
sirnificet o in che way e baskx inemor
itk deeir e = and pote sl oo e

4 Enenimg Your Cuscomer policy iz difEmlt te
be implomeced beawe deere & mo obviems
red pant @ the mErmaten oleced by the
bank.

2 The mevilimzeem of the comremer to proude
the requested 1 frms don and te moperAE In
the due diizrmce proos may by icoelf be 2
Factorof on spicion.

[ Therequrenemc for i mdfisr md veribamg
beaeficary scmuet add 2 Seeificn therdes s
the bank beouze of the omple mamre of thee
scmext and Gebaet smplovess mesd mpedal
kil oo deal with oo d socemm .

The kizshly ridy omomers are wot deady
defimed im lesidatonx.

Verifvier bishly 6dy ooomers  asd
derermi s s whether their momey i@ mrmed owt
of leii mate souroes oT Bt aTe o tan @y @k
for Bamkz.

] Th ¢ requi reasent of wot pormi oing dealivy i d
mumbered acouec  haz  affeced  he
comume ordd &l in wrest of dhe bank.
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| Section E: Obligations of M onitoring of Transactions

1-  Youealy pesd & tck =7 pnder the semwer that reflects vour opinise. Plesze indicair vour sexwer oo Gie
searment by wing Seven cacegorim whidh are ax follows: 1-Sregly Dizazree. 1-Dizagres. 3-Dizazree 2
Liwle 4 -Newrral 5-Asreea Limls. §-Azree. T35 rroesly Azme

a The T[pj_{!_ S'h'«lﬂ: Divgr ez ann: Hiewiral Agrzza Agrez Stramly
] 2 Litile Ll Agrez

The banl meeds & opead SepiBcant ame murs of
momey to irall or wprmde sephitowed
momimring nrems o bep paor wid die
imcreasin s resplaoory ob Bracem .

b The banl face challmze in momitoring dhe
wocomnt it croases severn] different ountGe
der ® bamkimg zecrecy amd dam preteciom
rul &

c Dempir of bavisr soplizdouced meomitomims
cedhmolosy dat detece and mosioT: momey
lamndering ik x, bamks ol gready depesd om
the vigilimoe of dheir soaff o dmdf and
I O T R i o 3 O Gie.

d The baxf Bax ® mealer ompidoem
trazacises. Bar semerally, lesidadons do mot
prvide sdequar suidamoer om how bambx
should decermime whick rmmeciomz are
Wi i .

1. What ix che main chall mze fadmey doe bant when applving & e obBzaton: of moni mring?
OMenitering requirmme are appbable in bmises relideechips and mascacioss with individwal,
baimess,
o pamies and fxawcial inctoetews.
O Emplevees are regpaedble B sy fadlere in obxorvin e de am 6-momey lonmderime rogwinom me_
O\feitaries reguirsmen e veed kizh @
O Ocker;

1. Dwven comdder the cbligation: of mow iodime op eradees an d che movemen tof coxomser sooowe = ax ome of e

reazems tharlad o che iscremce in the orrof o baon e men o | aeed erime?

0O YES O o

4 Do dheobBracors of monitering of wesonal coe sacions asd rascaciees of cocasional oo zem erd day baskisg op erad o
O yEs O xo

S Are e oo of m ewi mrin g elsorrosic masefer ad ded oo tis provided o oomer ervices oot
O ¥ES O o

Section F: Obligations of Reporting

1-  Youealy pesd & tck =7 pnder the semwer that reflects vour opinise. Plesze indicair vour sexwer oo Gie
searment by wing Seven cacegorie whidh are ax follows: 1-Sroegly Dizazree. 1-Dizagres. 3-Dizazres 2
Liwle 4 -Newtral 5-Asreea Limle. §-Azree. T35 rromsly Azme

a The T[pj_{!_ S'h'«lﬂ: Divgr ez ann: Hiewiral Agrzza Agrez Stramly
] 2 Litile Ll Agrez

a Jordasian am0-momey Damndemns Teemhooes
provides smdanos for idemofies —epides,
bowever Gie wond ‘maxpicen’ & wot expliddy
defined, o Memtdfvier mxpices: ozh eor
trazzacion iz meran saxy cack Brdie basl.

b Jordamiss amd-mmomey lammdenns egilonoes
were mot Clmr monsh in tee procedures rdaced
to ouch tramcacion repert; i may be dwe oo
the Hcr thar 2 coh o & dery
idemtifiable whes cmpared o 2 swxpidow
Crassacom.
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T

1. Om avermze, bow man v money lamsd exin g opervtons do ban ks disdese per year?

[ ¢Clax ifi od ) Mot available to the pubBc. O Theavermge i
3. Wikich cack dom Aomey Lomsdenng Reporoe s OfGcer mp o d moxtof Bxber work howrs oa?
OTraisims. OObrainies chiewt idm dGcabom.

OAmabzins mozey lmederins ropent formz. [JOdker;

4. Wikich m sz doex hibm oy Lams derin g Reportes Offcer we B reportes moxpi dows oras zachoes?

O Telepkoze O Ak O Imtermet. O Oder:_
5. Hfvem suxpectamy banking eprruton reluted ® momey hunderins, whom will vom reperticoo?

[ Teo the Bamk Ad o ini oracom. OT= deJordanisn Awd Mowey Lanndering Unic

OTsbodk. O Gder:

Section & Oblizations of Recor d-Eeeping

1- You caly meod & ok 3 guder de ammer that refsce vour opision. Plexe indicar
vour amxwer to the sooement by monz 3 even ouoeseries whidh are ax Slleos: 1-Stmashy
Dz gg ree. 1-Dimazree. J-Tizesreea Litde 4-Newmml S-Agres 3 Liole. S-Agree. T-5mmaghy

Asree.

The Topics Semamgh Daage: | Dampeo: | Ncwral | Agreza | Agees

Sirage
Agres

Diaagres aLis: Litsi:
Jordasiae smc-money bumderins lestlucoms

reguest the bask o maimcain cormin recends
for 3 peoed of tme, mot bex dan Sar years,
becawre mormally  measr  lammderinz
mvedrytoe: mle o lonr Gme doe o the
compboyrd maters of che procesx amd dhe
challewzez fard by dhe lbw enforcomest
ATEBOE.

Therecerd-l eepinz roguiremests are perod ved
s the bizsesr dhallempe for the banbing
mdusiry.

1. Themain bewefiof recond besping for disbant ix:

O0rramizies bask " : inwomal werk. O Fa dlizting mx e dics
O Complissce with ax 6w emer loned ering . O oder;
1. Dw dhe cblizacon: of recond beepinz mpoxad oz banlz require bask: & diaxce exictme file mow o oo o e amd
archiving srrassemens’
O ¥ES O xo

4= Imberpine omrd:, which of the followies do vom mze?
O ksrdoegy for all masssrdom.
[ zfcepy forall ramactons.
[ Hard @py £r pap or toezechons sxd soffm py £ elecomei c com sacton .
[ Hard mpy and sefcopy forall rascacioes.

in

- Dw the obEzators of recerd Eeepinz of sooram ecioes imposed on banks are efecive rmouz b o oo bat momey
1w dlerin =7
O Ve
[ M0, beamzeof the wse of 2 bigher] ovel of encrypios by crimizaks.
O X0, becawe of tein adeges o of mop eraton b ecwveen techmobosy providers o o ohe intersa Gow 2l levd @

rxch aweei nform aton.
O O der: MO, becanze of
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o Eras e m AL 0L amr we P ¥ omm o w W

Section H: Obliga tions o fTraining

Veu caly meed to tick % ppder e smower fat reflecs vour opizice. Pleaze indic i vour azwer & the
seamment by mine Soven ouresorie whick are ax follows: 1-Screm ghy Dizeeree. 1-Tizazree. 3-Diceeres 1 Linde.
4-Mewrml S-Azree a Litde S-Azree. T-Srroasly Asmee.

The Topics

==
Dragres

T =

Tamr=
a Litdls

Nowiral

Agreza
Ll

Agmez

Semaaghy
Agrsz |

The effecovemm: of e mrpidew rasscion
repert  mystom  seTiomdy depemdz om dhe
prfrmdonal wewledze amd eperice of de
complamoe officer. Therefore it &= cradal =&
rexmre that the comphimor officer iz svem
suffident oaminr o momey busdenmz
oo batinr m sazures.

Weal ramier amon s cmployves i 2 no-mowey
1 ammderin g leads o woom g TepaTing, o it muld
jeopardic obons Hds coxromer

Emploves meed tmimimy o dal vid meowey
lammdering oprmacons. Unlex bant emploveex
are miBcendy oained, dhey are mldiely @ be
able o dicharze diar obbradess of amd-
momey lanmd orims.

i

Hew ofes doe the bank condwct craisin = in a6 -m omey lhnsdernins for emploves?
O oder;

O Owcea vear. O Tuice 2 vear.

Whkat bind of cradwin s does dobant comduce for mmplovees?

[ Self-rraimin s = AEdirecred vides)
O Compr w1 axizted (onfin o rruinin g

O Three tim e 2 vear.

OE xemm al previd or {claccroom, seminar).
O Dreker:

Whar &= che main chall mpe thar ooz doebask im applvime dhe obbizacoms of anom ewey bmwd eries oo ?

OTkezeoblizator: require on cermed cminins .
OT miminz inched &= 2 large pember of employes.

Thebamd et craiwing in swib-meosey lovs dedme i
O How & mexpea ba eliee epem tosx.
O Aedei of vabid acon dam.

OMde cecds oo end pries bask ies rmeacions.

[ High oot sff oraining.
O der:

OO0 cker.

Thank you for your patience. Your mapport is highly appreciated.
Abhmad Abun Olim' FhD student in Universiti Utara Malysia.
E-Mail: olaim?{14 @email com.
Fhone No. 0776080530
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