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ABSTRACT
(Bahasa Malaysia)

Setiap tahun, penipuan telekomunikasi menelan kos berbilion dolar daripada keuntungan
pelaburan. Jenayah penipuan telekomunikasi kebiasaannya dimotivasikan oleh wang
atau sesuatu keadaan yg terdesak tanpa melibatkan nama, atau kedua-duanya. Melalui
penggunaan internet, komuniti penyalahgunaan menjadi semakin berkolaborasi, dan
akibatnya, mereka menjadi lebih bijak. Oleh itu, aplikasi pengesan penipuan perlu
menjadi lebih sofistikated supaya selaras dengan penjenayah. Sebuah sistem untuk
menghalang langganan penipuan dalam talian tetap dengan impak yang tinggi ke atas
penghantar jarak jauh telah dicadangkan. Sistem tersebut meliputi teknik rangkaian
neural, menggunakan kaedah’Multilayer Perceptron’ (MLP). Sejumlah 158 sampel data
dari Telekom Malaysia Bhd yang telah dikumpulkan, dilatih dan diuji dengan
menggunakan model. Modul ramalan membenarkan pengenalpastian penipuan yang
berpotensi ketika proses pendafiaran. Analisis data menunjukkan perkaitan yang kuat
antara pemalar masukan yang terdiri daripada persamaan, faktor kepastian pengguna,
penunjuk kes dan matlamat. Hasil kajian menunjukkan 78% ketepatan ramalan berjaya
diperolehi. Daripada keputusan yang diperolehi, dapat disimpulkan bahawa rangkaian

neural berpotensi untuk digunakan sebagai pengesan penipuan dalam telemounikasi.
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ABSTRACT
(English)

Telecommunications fraud costs carriers billions of revenue dollars annually. The
telecom fraud criminal is often ingenious and is typically motivated by money, anonymity,
or both. Through use of the Internet, the fraud community is becoming more
collaborative, and as a result, more ingenious. Because of this, fraud detection
applications must become more sophisticated to keep pace with the criminals. A system to
prevent subscription fraud in fixed telecommunications with high impact on long-distance
carriers is proposed. The system consists of a neural network technique, using Multilayer
Perceptron (MLP). A total of 158 data samples from Telecom Malaysia Bhd were
collected trained and tested using model. The prediction module allows identifying
potential fraudulent customers at the time of subscription. The analysis of the data shows
a reasonably strong correlation between the input variable, which consist of severity,
user certainty factor, indicator case and target. The result shows that 78% of prediction
accuracy has been obtained. From the result that has been produce, neural network has a

potential to be used for detecting fraud in telecommunication.
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CHAPTER 1

INTRODUCTION

In this chapter, the first section explains the background of the study that mainly involves
the fraud detection and fraud detection technique using Neural Network. Next, the
research problem is presented, followed by the objectives, significance of the project and
scope for the study. As a conclusion for this chapter, the organization of this study is

presented.

1.1 Background

Telecommunication fraud is increasing dramatically each year resulting in loss of a large
amount of euros worldwide. The history of telecommunications crime, including several
types of fraudulent activities, was reviewed by Collins (1999a, 1999b, 2000). Fraud

detection involves identifying fraud as quickly as possible once it has been committed.
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